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TUESDAY September 1, 2015
[bookmark: OLE_LINK2]Attendance
	Name
	Company
	Name
	Company

	Lonnie Keck
	AT&T
	Connie Stufflebeem
	Kiesling Assoc (phone)

	Renee Dillon
	AT&T
	David Malfara
	LNP Alliance (phone)

	Ron Steen
	AT&T
	Bonnie Johnson
	Minnesota DoC (phone)

	Teresa Patton
	AT&T
	Lynette Khirallah
	NetNumber (phone)

	David Alread
	AT&T (phone)
	Aaron Goldberger
	Neustar

	Mark Lancaster
	AT&T (phone)
	Dave Garner
	Neustar

	Tracey Guidotti
	AT&T (phone)
	Fariba Jafari
	Neustar

	Aelea Christofferson
	ATL (phone)
	Gary Sacra
	Neustar

	Anna Kafka
	Bandwidth.com
	Jim Rooks
	Neustar

	Matt Ruehlen
	Bandwidth.com
	John Nakamura
	Neustar

	Tony Barela
	Bandwidth.com
	Lavinia Rotaru
	Neustar

	Matt Nolan
	Bright House (phone)
	Marcel Champagne
	Neustar

	Nancy Cornwell
	Cellcom (phone)
	Mubeen Saifullah
	Neustar

	Jan Doell
	CenturyLink
	Pamela Connell
	Neustar

	Mary Retka
	CenturyLink 
	Paul LaGattuta
	Neustar

	Randee Ryan
	Comcast
	Shannon Sevigny
	Neustar Pooling (phone)

	Beth O’Donnell
	Cox (phone)
	Towanda Russell
	RCN (phone)

	Wendy Rutherford
	GVNW (phone)
	Troy Hess
	RingCentral

	Doug Babcock
	iconectiv
	Rosemary Emmer
	Sprint

	George Tsacnaris
	iconectiv
	Suzanne Addington
	Sprint (phone)

	Joel Zamlong
	iconectiv
	Jeanne Kulesa
	Synchronoss

	John Malyar
	iconectiv
	Bob Bruce
	Syniverse (phone)

	Ken Havens
	iconectiv
	Luke Sessions
	T-Mobile

	Sarah Shepherd
	iconectiv
	Paula Campagnoli
	T-Mobile

	Steven Koch
	iconectiv
	Bill Reilly
	TOM

	Carolee Hall
	Idaho PUC (phone)
	Jason Lee
	Verizon (phone)

	Kim Isaacs
	Integra (phone)
	Deb Tucker
	Verizon Wireless

	Bridget Alexander
	JSI
	Kathy Rogers
	Verizon Wireless

	Karen Hoffman
	JSI (phone)
	Dawn Lawrence
	XO



NOTE:  OPEN ACTION ITEMS REFERENCED IN THE MINUTES BELOW HAVE BEEN CAPTURED IN THE “SEPTEMBER 1-2, 2015 WG ACTION ITEMS” FILE AND ATTACHED HERE.
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LNPA WORKING GROUP MEETING MINUTES:


July 7-8, 2015 Draft LNPA WG Meeting Minutes Review:

Dave Malfara and Jim Castagna both submitted clarifications to be made to the IP Transition section of the minutes.  Lonnie Keck asked that his statement about PIM 84 be more correctly stated as “2 ½ hours may not be enough time for some small wireless resellers using manual processes” instead of the statement that 2 ½ hours is not enough.  

The July 7-8, 2015 minutes were accepted as final with these revisions.  


Updates from Other Industry Groups

OBF Committee Update – Deb Tucker:
OBF
ORDERING SOLUTIONS COMMITTEE

WIRELESS SERVICE ORDERING SUBCOMMITTEE
The Wireless Service Ordering Subcommittee has not met since the July LNPA WG meeting. The next checkpoint call is scheduled for January 8, 2016. In the event industry activity occurs prior to that date that may impact the Subcommittee, meetings will be scheduled accordingly. 

LOCAL SERVICE ORDERING SUBCOMMITTEE
The LSO Subcommittee met July 9, July 30, and August 20, 2015 to progress Issues 3373 and 3477, and to review Issues 3448 and 3521. 

Issue 3373, LSOG: Standardization of RT of “Z” in the 099 practice for REQTYP “C” to be utilized by all providers
Participants continue to work toward determining Response Types and fields that may be eliminated as a result of this standardization work effort through various action items. 
Issue 3373 remains open.

Issue 3477, LSOG: Standard field length minimums identified and repeating/# of occurrences on each field
Participants reviewed and updated OBF-LSO-2014-00013R010.LSO LSR, EU, NP MIN-MAX-REPEATv10 to clarify where field minimums are required, if fields repeat and how many times they repeat, and if fields should be zero filled or not.
Issue 3477 remains open.

Issue 3448, LSOG: Add new Line Activity (LNA) value to require disposition of each Telephone number when converting
Currently when converting accounts with multiple Telephone Numbers, a CLEC does not provide disposition on each telephone number. Requiring disposition on each TN would reduce billing disputes from the end user because they expected all numbers to be ported. In addition, if one of the numbers to be ported is the lead number in a hunt group, requiring disposition of all numbers on the account will allow for handling of the hunt group members, reducing re-work in the support teams.
It was noted that Issue 3448 has not been worked pending feedback.
Issue 3448 remains open.

Issue 3521, LSOG: Remove the RVER (071), BA and BLOCK (074 and 75), and REMARKS (072, 073, 075, 077, 078, 079 and 102)
There is a business need to remove fields that are no longer used in the industry. It was noted that Issue 3521 is dependent upon identifying the impacts to the UOM documentation as a result of the changes to the LSOG document. 
Issue 3521 remains open.
The next LSO meeting is scheduled for October 1, 2015.
_________________________________________





INC Update – Dave Garner:

INC  Issues  Readout				LNPA WG Meeting – September 2015


INC Issue 497:   Identify Changes to INC Guidelines Based on NANC’s Report and Recommendation, VoIP Service Providers’ Access Requirements for NANP Resource Assignments (July 19, 2005), and FCC Order 15-70 (June 22, 2015)
At NANC’s request in 2005, INC reviewed the NANC’s report (VoIP Service Providers’ Access Requirements for NANP Resource Assignments) and crafted changes to relevant sections within INC documents that may require modifications should the FCC issue an order addressing VoIP provider access to numbers.
In June 2008, INC tabled this Issue pending action by the FCC.
INC moved this Issue to active status on July 10th due to the release of FCC Report and Order on Numbering Policies for Modern Communications (FCC 15-70, June 22, 2015) which established a process to authorize interconnected VoIP providers to obtain telephone numbers directly from Numbering Administrators, rather than through intermediaries.

At the July meetings, INC reviewed the FCC Report and Order (FCC 15-70) and identified areas that may require updates to the INC guidelines, such as authorization for obtaining resources, facilities readiness, CFR references and definitions, etc.  INC members agreed to review specific INC guidelines and draft suggested changes to those guidelines to address the requirements in FCC 15-70.  A review of the draft changes will start during the September INC meetings.


INC Issue 748:   Assess Impacts on Numbering Resources and Numbering Administration with Transition from Public Switched Telephone Network (PSTN) to Internet Protocol (IP)
Issue Statement:  As the industry and regulatory bodies move from the current Public Switched Telephone Network (PSTN) towards Internet Protocol (IP), consideration needs to be given to the numbering scheme.  Will the current telephone number format be utilized, in whole or part, in the IP environment or will some other numbering addressing format be used?  It is necessary for INC to be aware of regulatory mandates and industry activities addressing the numbering protocol to be used for IP technology as well as numbering impacts during the PSTN to IP transition in order to update or create new numbering guidelines.

At the July meeting, INC continued to discuss developments regarding the PSTN to IP transition.
INC is considering possible next work items in association with the transition to the all-IP network:
· Continue to monitor the work of the IETF (Internet Engineering Task Force) STIR (Secure Telephone Identity Revisited) Working Group regarding security of TNs associated with number assignment.
· Continue to evaluate whether INC will draft a whitepaper on expanding the geography of number assignment.

It was noted that on July 9, 2015, FCC Chairman Wheeler was sent a letter from the members of the House of Representative Committee on Energy and Commerce asking the FCC to resolve customer confusion and support nationwide wireless number portability for all providers.  Since this letter was addressing number portability, INC asked that I mention this letter to the LNPA WG. 

(Attached here is a copy of the letter.) 



_________________________________________


NANC Future of Numbering Working Group Update – Dawn Lawrence
Dawn reported that there has been no FON meeting since the last LNPA WG meeting.  The next FON meeting will be October 7, 2015.
_______________________________________


NANC Meeting Readout – Paula Campagnoli

Paula reported that there has been no NANC meeting since the last LNPA WG meeting.  The next NANC meeting is scheduled for September 30, 2015.

_________________________________________



Change Management – Neustar

Change Order Summary


[bookmark: _MON_1502612184]				

Four new document only change orders were presented to the LNPA WG for consideration.
John Nakamura led a discussion of the changes.  Paula Campagnoli asked about the origin of these changes.  In response to Paula’s question, Jim Rooks stated that the industry documents are being reviewed by a different group, and that these are now being brought to the WG for review for the first time.  Jan Doell stated that these document changes are being made to reflect how the current system operates.  Consistent with the WG’s change order review process, it was agreed that the WG would review the changes to the docs.

John reviewed the Document Only FRS changes first (attached).



· NPAC Customer Data Model – For Heartbeat messages, Neustar to indicate that they are both inbound and outbound Heartbeat messages.
· NANC 462 for the FRS changes was accepted by the LNPA WG for implementation.

John reviewed the IIS-EFD Document Only changes (attached).



· NANC 463 for the IIS-EFD changes was accepted by the LNPA WG for implementation.

John reviewed the GDMO Document Only changes (attached).


· NANC 464 for the GDMO changes was accepted by the LNPA WG for implementation.

John reviewed the Turn-up Test Plan Document Only changes (attached).



· NANC 465 for the Turn-up Test Plan changes was accepted by the LNPA WG for implementation.

John Malyar asked if there was any value in linking these changes into one change order.  John Nakamura responded that historically we have developed one change order per document.  Paula Campagnoli stated we will keep them as separate change orders as has been the historical practice.

Paula will place these change orders on the November WG agenda for a status readout and follow-up.


NANC 449 – Active-Active SOA Status Update

· John Nakamura reviewed revisions to NANC 449 with the WG.
· John suggested that if there are no further updates, these requirements can be base-lined.
· CenturyLink and Comcast voiced support for NANC 449.
· LNPA WG consensus was to place NANC 449 on the list of candidate change orders for consideration in a future release.



NPAC Functionality under Consideration for Sunsetting

Action Item 070715-05 – John Nakamura to develop two change orders for implementing removal of the features on the Sunset List from the NPAC.  One change order will be for removal of features that impact local systems.  The other change order will be for removal of features that have no impacts to local systems.

· John reviewed the 2 new change orders in response to action item 070715-05 
· NANC 460 addresses sunset items with no local system impact (6 items).  
· NANC 461 addresses sunset items with local system impact (4 items).
· LNPA WG consensus was to place these change orders on the list of candidate change orders for consideration of a future release.

Action Item 070715-05 is closed.

NANC 356 – “/” SP Type Indicator in the SP Name Field

Jim Rooks stated that during LNPA Transition Team discussions, some interest was expressed in putting NANC 356 (“/” SP type indicator) back on the sunset list.  It was previously removed.  

Ron Steen stated that he believes that there are some service providers who still use NANC 356.  The WG developed a new Action Item to determine whether or not this feature is still used.  

New Action Item 090115-01 – NANC Change Order 356 has been removed from the Sunset List.  This change order appends a “/” followed by service provider type indicator to the name of the service provider in the NPAC/SMS.  The LNPA Working Group is considering putting this change order back on the Sunset List (to be removed from the NPAC/SMS).  Service providers are to respond by September 30, 2015, to the LNPA WG tri-chairs as to whether or not they use this feature.  No response will indicate that it is not used.  (This AI is associated with AI 090115-04.)


Action Item Remaining Open from Previous LNPA WG Meetings

Action Item 070715-01 – The disputed port PIM submitted by Bandwidth.com was accepted to be worked as PIM 86.   Lisa Jill Freeman (Bandwidth) will lead a sub-committee to work on details for a process to resolve disputed ports.  If approved, the process will be documented as an LNPA WG Best Practice.  The sub-committee participants are  Suzanne Addington (Sprint), Jan Doell (CenturyLink), Bridget Alexander (JSI), Lonnie Keck (AT&T), Tracey Guidotti (AT&T), Jason Lee (Verizon), Deb Tucker (Verizon), Scott Terry (Windstream), Aelea Christofferson (ATL Communications), Randee Ryan (Comcast),  and Luke Sessions (T-Mobile).

				

Bandwidth asked that this Action Item be postponed until the November LNPA WG meeting.  

Action Item 070715-01 remains open.

Bandwidth Port-Out Procedure Changes

Matt Ruehlen, Bandwidth, notified the WG that they are starting a new process for porting numbers away from them.  The new information has been shared over the Cross-Region distribution list.  For now, the process is just for porting with wireline service providers.  Wireless may be incorporated at some time in the future.

Best Practice 04 Discussion

Jan Doell introduced a discussion of v5 of the N-1 Interpretation document (BP04) at the July LNPA WG meeting.  She said that some carriers are dropping calls to EAS codes contrary to the responsibilities stated in the document.  The N-1 document was developed by the WG in response to an action item assigned by NANC at the May 18, 2004 meeting.  It states that on inter-LATA EAS calls, the donor carrier is responsible for doing the LNP query based on the document.  The paper was presented by Gary Sacra at the January 19, 2005 NANC meeting.  NANC Chairman Atkinson stated that he would work with the FCC to determine how the paper should be codified (Public Notice, whether it is a rule change, or another process.)

Jan had an action to update BP 4 to note what took place at the NANC meetings with regard to the N-1 White Paper.

Action Item 070715-02 – Jan Doell, CenturyLink, will update Best Practice 04 to indicate that it was approved by the NANC and forwarded to the FCC.  BP04 contains a white paper describing various scenarios for routing of ported numbers, and it indicates which entities should perform the N-1 query in each instance.  

Jan led the WG through the proposed changes documented in the Draft BP0004 file embedded below.  The PowerPoint document is for discussion purposes, and the N-1 Interpretation document is the document developed in 2004.  
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Jan’s changes to the BP were accepted by consensus and the BP will be updated.  Bonnie Johnson, Minnesota DOC, indicated that this is a big problem in Minnesota.  She asked if there is any way to get the FCC to make this BP a required practice so that service providers would be required to comply.  Paula will include this information in the report to NANC at their next meeting.  

Action Item 070715-02 is closed.

Determining Source of Unauthorized Access to NPAC Data

Action Item 070715-03 – Service providers are to determine if they have any concerns or objections to with the use of their SPID as New SP SPID in any tracer data SVs used to try to determine the source of unauthorized access to NPAC data.   Refer to the presentation below for more details.  Concerns or objections are to be forwarded to the LNPA WG Tri-chairs by August 7, 2015.  No response by that date infers no concerns or objections.  
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After some brief clarifying discussion, no objections were expressed.

Action Item 070715-03 is closed.


Action Item 070715-04 – Service providers and Local Systems vendors are to determine if they have any concerns or objections to with insertion of tracer data SVs in their system.  Refer to the presentation above for more details.  Concerns or objections are to be forwarded to the LNPA WG Tri-chairs by August 7, 2015.  No response by that date infers no concerns or objections.  

No objections or concerns were expressed.

Action Item 070715-04 is closed.

Neustar is developing an SOW for the tracer data tool to be presented at the September NAPM LLC meeting.

VoIP Number Portability Capability – FCC 15-70A1


				

Paula Campagnoli stated that the LNPA WG needs to determine if any changes to the flows are necessary to enable VoIP providers to port numbers.

Aelea Christofferson stated that the FCC ordered that unnecessary information such as CLLI codes should not be required in order to obtain numbering resources.  Service providers in attendance disagree that CLLI codes are unnecessary information.  They are needed for determining how and where to route a call.  

The group reviewed Par. 54 of the FCC 15-70A1:
54.	In 2007, the Commission extended LNP obligations to interconnected VoIP providers in the VoIP LNP Order.182 The Commission’s porting rules impose an “affirmative legal obligation” on interconnected VoIP providers “to take all steps necessary to initiate or allow a port-in or port-out.”183 In the VoIP LNP Order, the Commission also “clarif[ied] that carriers have an obligation under our rules to port-out NANP telephone numbers, upon valid request, for a user that is porting that number for use with an interconnected VoIP service.”184 The Commission concluded at the time that it had “ample authority” to impose porting requirements on local exchange carriers and interconnected VoIP providers.185 

Paula asked the VoIP participants what they need to start porting.  Some SPs are porting with VoIP carriers already, and they currently use the wireline porting flows.

The Order’s effective date is June 22nd.  The FCC gave the NANC 180 days (due Dec 19th) to deliver a report with recommendations.  Mary Retka indicated that the INC has been addressing the order.  She also mentioned that the Order allows non-geographic numbers for VoIP providers.  She referenced Par 37:
37. 	… The interconnected VoIP provider need not demonstrate that the point where it delivers traffic to or accepts traffic from the PSTN is in any particular geographic location so long as it demonstrates that it is ready to provide interconnected VoIP service, which is by definition service that “[p]ermits users generally to receive calls that originate on the public switched telephone network and to terminate calls to the public switched telephone network.127

Most participants feel that VoIP providers can port using existing processes, but Paula stated that we may need to revise the opening paragraphs in the flows.  Jan Doell suggested referencing the NGNP White Paper in any report to the NANC.

SPs, in particular the VoIP Providers, took an action item to review the NANC Flows and determine what, if any, changes need to be made.  Any comments are due by Oct. 9th and will be discussed on the Oct 14th conference call.

New Action Item 090115-02 – All Service providers (especially VoIP providers) need to review the NANC porting flows to determine if any changes need to be made to the porting flows to accommodate the FCC VoIP order.  Pay special attention to the VoIP type definitions. Responses are due by October 9.  This will be for discussion at the October 14 conference call.  No response means that there are no issues.  

IP Transition effects on Number Portability

Mary Retka updated the LNPA WG on the work that is being done by the ATIS Testbed team.  They have completed baseline test cases and use cases and have presented the results to the ATIS NNI.  ATIS NNI will meet to review the results on September 3, 2015.  One of the test cases involves numbering and could have LNP implications.  

Mary will keep the LNPA WG updated on the progress.  

Develop Guidelines for new Service Providers to start Porting Numbers

Bridget Alexander informed the WG that the guideline document is nearing completion.  There are still some updates being made.  This will be included on the November WG agenda.

Wireless Non-Geographic Porting

On July 27, 2015, the FCC Chairman send a request to the CCA, CTIA, NANC, and four wireless service providers asking for a plan to implement nationwide non-geographic wireless number portability.  The CCA and the CTIA are preparing a draft that should be available soon.  

Some members indicated that Level 3 believes they have an interim solution.  Level 3 was not present at the meeting.  Paula contacted J. P. Gonzalez, Level 3, to see if he could present their solution on Day 2 of the WG meeting.  Mr. Gonzalez resides in Denver and agreed to do so.

The group took an action item to review and comment on the draft when made available to the WG.  A tentative call was scheduled for September 17 at 9:00am CDT to discuss.  If the document is not available to the WG before September 17, the call will be cancelled.  

New Action Item 090115-03 – Upon receipt of the anticipated CCA and CTIA paper on nationwide wireless number porting, Paula Campagnoli will immediately send it to the LNPA WG distribution list.  A conference call will be scheduled for review and discussion of the draft document.  (A tentative date/time of September 17 at 9am central time is reserved for the conference call.




WEDNESDAY September 2, 2015
Attendance
	Name
	Company
	Name
	Company

	Lonnie Keck
	AT&T
	Bill Reidway
	Neustar

	Renee Dillon
	AT&T
	Dave Garner
	Neustar

	Ron Steen
	AT&T
	Ed Barker
	Neustar

	Teresa Patton
	AT&T
	Fariba Jafari
	Neustar

	David Alread
	AT&T (phone)
	Gary Sacra
	Neustar

	Mark Lancaster
	AT&T (phone)
	Jim Rooks
	Neustar

	Tracey Guidotti
	AT&T (phone)
	John Nakamura
	Neustar

	Anna Kafka
	Bandwidth.com
	Lavinia Rotaru
	Neustar

	Tony Barela
	Bandwidth.com
	Marcel Champagne
	Neustar

	Matt Ruehlen
	Bandwidth.com (phone)
	Mubeen Saifullah
	Neustar

	Matt Nolan
	Bright House (phone)
	Paul LaGattuta
	Neustar

	Nancy Cornwell
	Cellcom (phone)
	Brent Struthers
	Neustar (phone)

	Jan Doell
	CenturyLink
	Shannon Sevigny
	Neustar Pooling (phone)

	Randee Ryan
	Comcast
	Towanda Russell
	RCN (phone)

	Beth O’Donnell
	Cox (phone)
	Troy Hess
	RingCentral

	Wendy Rutherford
	GVNW (phone)
	Suzanne Addington
	Sprint

	Doug Babcock
	iconectiv
	Karen Riepenkroger
	Sprint (phone)

	George Tsacnaris
	iconectiv
	Jeanne Kulesa
	Synchronoss

	Joel Zamlong
	iconectiv
	Bob Bruce
	Syniverse (phone)

	John Malyar
	iconectiv
	Luke Sessions
	T-Mobile

	Ken Havens
	iconectiv
	Paula Campagnoli
	T-Mobile

	Sarah Shepherd
	iconectiv
	Bill Reilly
	TOM

	Steven Koch
	iconectiv
	Greg Chiasson
	TOM

	Carolee Hall
	Idaho PUC (phone)
	Jason Lee
	Verizon (phone)

	Kim Isaacs
	Integra (phone)
	Deb Tucker
	Verizon Wireless

	Bridget Alexander
	JSI
	Kathy Rogers
	Verizon Wireless

	Karen Hoffman
	JSI (phone)
	Dawn Lawrence
	XO

	Lynette Khirallah
	NetNumber (phone)
	
	




LNPA Transition Discussion   

· Paula Campagnoli stated that the WG has not received any instructions or directive related to its role in the LNPA transition.
· The WG was asked if any one would like to offer any brainstorming suggestions as to how we might prepare for the LNPA transition.  None were offered at this time.
· We anticipate that the LNPA WG Test Team will need to be reactivated at some future point in time.


Porting Process for Non-Carriers to Perform Ports

Aelea Christofferson stated that the FCC addressed the issue for VoIP providers in their VoIP order, and this item can be removed from the agenda.  


PIM 84 and PIM 85 – Reseller Discussion
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· PIM 84:  This PIM recommended a 2 ½ hour interval for Resellers to respond.  
· PIM 84 was accepted in July but closed due to lack of resolution.
· Suzanne Addington will update PIM 84 with lack of resolution statement and send to Neustar.  Neustar will place the revised (v7) PIM 84 on website once received from Suzanne.

· PIM 85:  Verizon Wireless stated they would support using no more than the 4 validation fields.  T-Mobile agreed.
· Consensus was reached to accept and develop a Best Practice.  
· Verizon Wireless and Sprint will develop the BP recommending that resellers follow the simple port guidelines using the four validation fields.  
· AT&T stated that they may have some contractual issues that prevent them from enforcing the BP with some of their Resellers.
· Neustar will place PIM 85 on website.


Develop the LNPA WG Report to the (NANC, FON, IMG, etc.)

· Paula will prepare a draft report and send to the WG members for review.
· Dawn Lawrence and Suzanne Addington will work together to prepare a FON report.
· Randee Ryan is preparing a report to give to the New York Carrier Working Group on September 17.  She will refer any questions she has to the WG Tri-chairs.
· Bridget Alexander indicated that the IMG doesn’t have a meeting scheduled at present.  If this changes, she will use the NANC report.


Annual NPAC Failover Exercise

Gary Sacra reminded the Working group of the upcoming October 17-18 annual failover exercise.  Neustar will be distributing the usual preparatory information over the Cross-Regional list.


New Business 

Level 3 Proposal Regarding Non-Geographic Wireless to Wireless Porting
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· J.P. Gonzalez walked thru the attached slide deck on Level 3’s proposed solution for assisting small non-national wireless carriers to port numbers nationwide.
· Level 3 has a presence in all 50 states.
· Similar to the MVNO issue, they propose porting the numbers to/from their switch using a Level 3 LRN and then Level 3 would route the call via SIP or TDM to their wireless carrier customer who then completes the call to their end user customer wherever they reside.  
· The proposal was presented as a short term solution using an off the shelf product.
· LNPA WG members voiced a number of issues/concerns with the proposal:
· The proposal is for an intermodal port to a wireline service provider, and the number is in essence a wireline number.
· Not a wireless to wireless port.
· There would be long distance issues, taxation issues, roaming issues, wireless do not call issues, FCC reporting issue (wireline not wireless number), etc.


Discussion of Need for October 14, 2015 LNPA WG Call

The meeting is scheduled in case we need to discuss feedback about the VoIP porting order and possible Operations Flow changes, and also to discuss any additional Transition related document only changes resulting from further review of documents.  


SPID Migration Blackout Dates for 2016

SPID Migration blackout dates for 2016 will be determined at the November meeting.



Review of 2015 LNPA Working Group Meeting Schedule

2015 Meetings and Conference Calls

	MONTH
(2015)
	NANC MEETING DATES
	LNPA WG
MEETING/CALL
DATES
	HOST COMPANY
	MEETING LOCATION

	January
	
	6th – 7th
	iconectiv
	Scottsdale, AZ

	February 
	
	11th  19th
	
	Conference Call

	March
	
	3rd – 4th
	Verizon Wireless
	Alpharetta, GA

	April
	
	8th
	
	Conference Call

	May
	
	12th – 13th
	Neustar
	Ft. Lauderdale, FL

	June
	
	10th
	
	Conference Call

	July
	 
	7th – 8th
	CLNPC
	Mont Tremblant, QC, Canada

	August
	
	12th
	
	Conference Call 

	September
	
	1st – 2nd
	Comcast
	Denver, CO

	October
	
	14th
	
	Conference Call

	November
	
	3rd – 4th
	T-Mobile 
	Seattle, WA 

	December
	
	9th
	
	Conference Call




Tentative 2016 LNPA Working Group Meeting Schedule

	MONTH
(2016)
	NANC MEETING DATES
	LNPA WG
MEETING/CALL
DATES
	HOST COMPANY
	MEETING LOCATION

	January
	
	5th – 6th
	iconectiv
	TBD

	February 
	
	11th
	
	Conference Call

	March
	
	1st – 2nd
	Comcast
	Denver, CO

	April
	
	13th
	
	Conference Call

	May
	
	3rd – 4th
	Neustar
	TBD

	June
	
	8th
	
	Conference Call

	July
	 
	12th – 13th
	CenturyLink
	Denver, CO

	August
	
	10th
	
	Conference Call 

	September
	
	13th – 14th
	Sprint
	Overland Park, KS

	October
	
	12th
	
	Conference Call

	November
	
	8th – 9th
	Verizon Wireless
	Alpharetta, GA 

	December
	
	7th
	
	Conference Call




Next Conference Call … October 14, 2015   
Next Meeting … November 3-4, 2015:  Location…Seattle, WA …Hosted by T-Mobile
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Open Change Orders

		Open Change Orders



		Chg Order #

		Orig. / Date

		Description

		Priority

		Category

		Proposed Resolution

		Level of Effort



		

		

		

		

		

		

		NPAC

		SOA LSMS



		

		

		

		

		

		

		

		



		NANC 460

		LNPA WG



7/7/15

		Sunset List Items – Local System Impact = No



Business Need:

From the NPAC sunset discussions, the list should be divided into two groups, those that have no local system impact, and those that have a local system impact.





This list contains the items that do not have a local system impact:

· 3.1 – Sunset single TN Notifications

· 3.4 – Sunset the ability for SOA to not support Cause Code 2 (automatic conflict from cancellation notification)

· 3.5 – Sunset the ability for SOA to not support receiving AVC when an SV transitions from Cancel-Pending to Conflict due to expiration of T2

· 7.1 – Sunset BDD Response Files

· 8.2 – Sunset Data Integrity Sample (Audit and report)

· 9.3 – Sunset the following (highlighted in yellow) unused billing categories (like mass storage, audits, etc.)



		

		

		Func Backward Compatible:  Yes



See details in Sunset List document.



		None

		None / None



		NANC 461

		LNPA WG



7/7/15

		Sunset List Items – Local System Impact = Yes



Business Need:

From the NPAC sunset discussions, the list should be divided into two groups, those that have no local system impact, and those that have a local system impact.





This list contains the items that do have a local system impact:

· 1.1 – Sunset the ability for Service Providers to update their CMIP network data in their customer profile

· 1.3 – Sunset unused Customer Contact information on NPAC Admin GUI and LTI

· 5.1 – Sunset Delete Audit notifications in CMIP Interface

· 5.2 – Sunset separate Audit Discrepancy notification in CMIP Interface (this will result in the consolidation of the data in the Audit Discrepancy results notification into the Audit results notification





		

		

		Func Backward Compatible:  No



See details in Sunset List document.



		Variable

		Variable / Variable



		NANC 462

		iconectiv



7/10/15

		NPAC Transition – FRS Doc-Only Clarifications



Business Need:

From the NPAC transition discussions, the following documentation items should be updated in the next FRS (see attached).









		

		

		Func Backward Compatible:  Yes



Update the FRS.



		None

		None / None



		NANC 463

		iconectiv



7/10/15

		NPAC Transition – IIS/EFD Doc-Only Clarifications



Business Need:

From the NPAC transition discussions, the following documentation items should be updated in the next IIS/EFD (see attached).









		

		

		Func Backward Compatible:  Yes



Update the IIS/EFD.



		None

		None / None



		NANC 464

		iconectiv



7/10/15

		NPAC Transition – GDMO Behavior Doc-Only Clarifications



Business Need:

From the NPAC transition discussions, the following documentation items should be updated in the next GDMO (see attached).









		

		

		Func Backward Compatible:  Yes



Update the GDMO.



		None

		None / None



		NANC 465

		iconectiv



7/10/15

		NPAC Transition – Turn-Up Test Plan Doc-Only Clarifications



Business Need:

From the NPAC transition discussions, the following documentation items should be updated in the next Turn-Up Test Plan (see attached).









		

		

		Func Backward Compatible:  Yes



Update the Turn-Up Test Plan.



		None

		None / None



		

		

		

		

		

		

		

		



		

		

		

		

		

		

		

		







[bookmark: _Toc393369944]
Accepted Change Orders

		Accepted Change Orders



		Chg Order #

		Orig. / Date

		Description

		Priority

		Category

		Proposed Resolution

		Level of Effort



		

		

		

		

		

		

		NPAC

		SOA LSMS



		NANC 403

		NeuStar



3/30/05

		Allow Recovery Messages to be sent only during Recovery



The current documentation does NOT specifically state that ALL recovery messages should only be sent to the NPAC during recovery (it is currently indicated for notifications and SWIM data).  This change order will clarify the documentation to include ALL data.



This will require some operational changes for Service Providers that utilize Network Data and/or Subscription Data recovery while in normal mode.

		TBD

		TBD

		Func Backward Compatible:  Yes



The proposed solution is to update the FRS, IIS and GDMO recovery description to indicate that network data and subscription data recovery requests sent during normal mode will be rejected.



No sunset policy will be implemented with this change order.





		Low

		None / None-Med



		NANC 403

(con’t)

		Proposed Resolution:



FRS, new requirements:

Req 1       All Data Recovery Only in Recovery Mode

NPAC SMS shall allow a SOA or LSMS to recover data ONLY in recovery mode.



Req 2       Recovery Restriction Tunable Parameter

NPAC SMS shall provide a Regional Recovery Restriction in Recovery Mode Only tunable parameter which is defined as an indicator on whether or not the restriction of recovery requests only is allowed while in recovery mode is supported by the NPAC SMS for a particular NPAC Region.



Req 3       Recovery Restriction Tunable Parameter Default

NPAC SMS shall default the Regional Recovery Restriction in Recovery Mode Only tunable parameter to TRUE.



Req 4       Recovery Restriction Tunable Parameter Modification

NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Regional Recovery Restriction in Recovery Mode Only tunable parameter.







IIS, section 5.2.1.9, add the following text:

All recovery requests can only be sent to the NPAC when the SOA/LSMS is in recovery mode, otherwise an error message is returned (failed).



IIS, section 5.3.4, change the following text:

Service Provider and Notification All recovery requests can only be sent to the NPAC when the SOA/LSMS is in recovery mode, otherwise an error message is returned (failed).







GDMO, lnpDownload notification, add the following text in the behavior section:

All recovery requests can only be sent to the NPAC when the SOA/LSMS is in recovery mode, otherwise an error message is returned (failed).



Dec 05 – moved to Accepted per LNPAWG discussion.











		NANC 419

		AT&T



3/15/07

		User Prioritization of Recovery-Related Notifications



Business Need:

The existing NPAC Notification Priority process only allows a certain type of notification to have a different priority from another type.  Using this method, however, SOAs cannot distinguish between the reasons for a certain type of notification.  For example, a Status Attribute Value Change notification could indicate that all LSMSs successfully responded and a pending SV is moving to active, or it could indicate that a discrepant LSMS has just completed recovery and a partial-failure SV is moving to active.



As a result, an SP that is recovering SVs could cause the activating SOA to experience unintended delays in receiving notifications for different activities because the recovery process generates its own set of notifications.  This unintended delay could happen hours after the initial activity, when the SOA is otherwise relatively lightly loaded, causing confusion to the SOA users.





		

		

		Func Backward Compatible:  TBD



Develop a mechanism that further defines certain notifications as initiated by regular activity versus recovery activity.  With this change order the two instances would be differentiated, and an SP could indicate a different prioritization for one versus the other.



May ’07 APT:

The business need/scenario was explained during the APT meeting, with agreement from the group that the text captured the current business need.  The group also agreed to recommend acceptance of this change order by the LNPAWG.  The CMA will add additional text to this change order, then send out prior to the Jun ’07 LNPAWG con call, with a recommendation of approval from the APT.



Example of current notification:

Notification -- L-11.0 A1 SV SAVC Activates to new SP priority.

Definition -- When an INTER or INTRA SV has been created in the Local SMSs (or ‘activated‘ by the SOA) and the SV status has been set to:  Active or Partial-Failure. The notification is sent to both SOAs: Old and New. If the status has been set to Partial-Failure, this notification contains the list of Service Providers (SP) LSMSs that have failed to receive the broadcast.





		Med

		None / None



		NANC 419 (con’t)

		Proposed Resolution:

Add a new scenario to the list of notification priorities (42 listed in the FRS, Appendix C).  The new one will be specific to notifications generated as a result of recovery requests (not to be confused with notification recovery).  This will allow notifications generated where the reason is recovery to have a lower priority than the same notification generated where the reason is a SOA GUI user working real-time with a customer request.



In the example above, notification L-11.0 A1 would have a lower priority in a recovery-related SV activate scenario where one LSMS failed the initial SV activate download, but successfully recovered that SV activate download at a later time, whereas a different instance of notification L-11.0 A1 would have a higher priority in a regular SV activate scenario where all LSMSs successfully processed the SV activate download.



Jun ’07 LNPAWG con call:

The change order was accepted by the LNPAWG during the call.  Detailed requirements will begin to be developed.



Jul ’07 LNPAWG meeting:

Upon further discussion, it was agreed that instead of just one new notification that would be generated as a result of a recovery request, the type of activity (activate, modify, disconnect) should also be accounted for in the proposed solution.  The group will discuss the complexity of different types of activity, and whether this is needed and/or confusing to manage.  With this new ability to “change the order”, the issue of out-of-sequence notifications needs to be discussed as well.



The attached document describes the proposed new notifications in blue.  These will be discussed during the Sep ’07 LNPAWG meeting.







Sep ’07 LNPAWG meeting:

All participants were not available to discuss this at this time.  Discussion will carry forward into the Nov ’07 meeting.



Nov ’07 LNPAWG meeting:

After a brief discussion, it was agreed that no solid business case could be identified for keeping this at the “type of activity” level, so instead of one each for activate, modify, and disconnect, just a single recovery notification will be used for all three types.





		NANC 437

		Telcordia



1/8/09

		Multi-Vendor NPAC SMS Solution



Business Need:

Refer to separate document.







		

		

		Func Backward Compatible:  TBD



Jan ’09 LNPAWG, discussion:

A walk-thru of the proposed solution took place.  Telcordia will be providing addition information prior to the Mar ’09 LNPAWG meeting.



Mar ’09 LNPAWG, discussion:

A walk-thru of some of the documents provided in Feb were reviewed.  Further review will take place during the Apr con call, and the May face-to-face mtgs.



May ’09 – Jul ‘10 LNPAWG, discussion:

The group has continued reviews during the monthly mtgs.



		TBD

		TBD



		NANC 447

		AT&T



11/01/11

		NPAC Support for CMIP over TCP/IPv6



Business Need:

Refer to separate document.







		

		

		Func Backward Compatible:  Yes



Nov ’11 LNPAWG, discussion:

A walk-thru of the proposed change order took place.  The group accepted the change order.



Mar ’12 LNPAWG, discussion:

The group agreed to forward the change order to the NAPM LLC, to request an SOW from Neustar.



Jan ’13 status update:

The NAPM LLC has withdrawn the SOW request.  This change order moves back into the Accepted category.



		TBD

		TBD



		NANC 449

		Comcast



3/14/12

		Active/Active SOA Connection to NPAC – same SPID



Business Need:

Refer to separate document.







		

		

		Func Backward Compatible:  Yes



Mar ’12 LNPAWG, discussion:

A walk-thru of the proposed solution took place.  The group accepted the change order.



May ‘12 – Jan ‘14 LNPAWG, discussion:

The group has continued reviews during the monthly mtgs.



Mar ’15 LNPAWG, discussion:

Renewed interest in this change order.  The change order will be brought up-to-date, and discussed at the next meeting.



May ’15 LNPAWG, discussion:

Reviewed March updates to this change order.  More updates will be discussed at the next meeting.



Jul ’15 LNPAWG, discussion:

Reviewed May updates to this change order.  More updates will be discussed at the next meeting.



		TBD

		TBD / N/A



		NANC 453

		Verizon



5/08/13

		Change Definition and Disallow use of Inactive SPID



Business Need:

Refer to separate document.







		

		

		Func Backward Compatible:  Yes



Jun ’13 LNPAWG, discussion:

A walk-thru of the proposed short-term solution took place, and an action item was assigned to determine the viability of a SPID Delete when active SVs exist with that SPID as the Old SP value.



Jul ‘13 LNPAWG, discussion:

The group accepted the change order.  Both the short-term and the long-term solution will be discussed in the Sep meeting.



Sep ‘13 LNPAWG, discussion:

The group accepted the short-term solution.  It will be performed during the 9/15 maintenance window.



		TBD

		N/A / N/A



		NANC 454

		LNPA WG



5/07/13

		Remove Unused Messages from the NPAC



Business Need:

Refer to separate document.







		

		

		Func Backward Compatible:  Yes



Jul ’13 LNPAWG, discussion:

During the discussion of messaging in NANC 372, XML Interface, it was recommended that the capability for service providers to manage their own NPA-NXX Filters not be included in the XML interface because Neustar has been unable to identify any instances where service providers used that feature in the CMIP interface in production.  This item of unused messages also applies to the Operational-Info message for scheduled downtime (never used in production).



A walk-thru of the proposed solution took place, and the group accepted the change order.  Details will be added to the document and it will be discussed in the Sep meeting.



Sep ‘13 LNPAWG, discussion:

The group accepted the change order.  It is now available for a release.



		TBD

		TBD



		NANC 457

		LNPA WG



7/09/13

		SPID Migration TN Count



Business Need:

Refer to separate document.







		

		

		Func Backward Compatible:  Yes



Jul ’13 LNPAWG, discussion:

As a follow-on to the discussion from the May ’13 meeting, the group agreed that now that we have all EDR LSMSs, it does not make sense to include pooled SVs in the count of affected SVs for a SPID Migration.  In order to change the count method, a software modification will be required.



Sep ‘13 LNPAWG, discussion:

Volume limits and SCP impacts were discussed.  More discussion at the Nov meeting.



Nov ‘13 LNPAWG, discussion:

No issue on SCP side.  The group agreed to change the “count method” to be ported SVs plus number pool blocks.



Jan ‘14 LNPAWG, discussion:

No additional changes at this time.  It is now available for a release.



		TBD

		N/A / N/A
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Next Documentation Release Change Orders

		Next Documentation Release Change Orders



		Chg Order #

		Orig. / Date

		Description

		Priority

		Category

		Proposed Resolution

		Level of Effort



		

		

		

		

		

		

		NPAC

		SOA LSMS
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Current Development Release Change Orders

		Current Development Release Change Orders



		Chg Order #

		Orig. / Date

		Description

		Priority

		Category

		Proposed Resolution

		Level of Effort



		

		

		

		

		

		

		NPAC

		SOA LSMS
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Awaiting SOW Change Orders

		Awaiting SOW Change Orders



		Chg Order #

		Orig. / Date

		Description

		Priority

		Category

		Proposed Resolution

		Level of Effort



		

		

		

		

		

		

		NPAC

		SOA LSMS
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Approved SOW Change Orders

		Approved SOW Change Orders



		Chg Order #

		Orig. / Date

		Description

		Priority

		Category

		Proposed Resolution

		Level of Effort



		

		

		

		

		

		

		NPAC

		SOA LSMS
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		Cancel - Pending Change Orders



		Chg Order #

		Orig. / Date

		Description

		Priority

		Category

		Proposed Resolution

		Level of Effort



		

		

		

		

		

		

		NPAC

		SOA LSMS
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Current Release Change Orders

		Current Release Change Orders



		Chg Order #

		Orig. / Date

		Description

		Priority

		Category

		Proposed Resolution

		Level of Effort



		

		

		

		

		

		

		NPAC

		SOA LSMS



		

		

		See Implemented List for details on Release 3.4.x.
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Summary of Change Orders



		Release # / Target Date

		Change Orders

		Backward Compatible



		Open

		NANC 460 – Sunset List Items – Local System Impact = No

NANC 461 – Sunset List Items – Local System Impact = Yes

NANC 462 – NPAC Transition – FRS Doc-Only Clarifications

NANC 463 – NPAC Transition – IIS/EFD Doc-Only Clarifications

NANC 464 – NPAC Transition – GDMO Behavior Doc-Only Clarifications

NANC 465 – NPAC Transition – Turn-Up Test Plan Doc-Only Clarifications



		



		Accepted

		NANC 403 – Allow Recovery Messages to be sent only during Recovery

NANC 419 – User Prioritization of Recovery-Related Notifications

NANC 437 – Multi-Vendor NPAC SMS Solution

NANC 447 – NPAC Support for CMIP over TCP/IPv6

NANC 449 – Active/Active SOA Connection to NPAC – same SPID

NANC 453 – Change Definition and Disallow use of Inactive SPID

NANC 454 – Remove Unused Messages from the NPAC

NANC 457 – SPID Migration TN Count



		



		Next Doc Release

		

		



		Current Development Release

		

		



		Awaiting SOW

		

		



		Approved SOW

		

		



		Cancel-Pending

		

		



		Current Release

		See Implemented List for details on R3.4.x
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LNPA WG – Potential Sunset List


LNPA WG Agenda Item – Determine what NPAC Functionality should be considered for sunset


Service Provider Data


Sunset the ability for Service Providers to update their CMIP network data in their customer profile





The NPAC Customer Network Address information allows Service Providers to modify their own data, such as NSAP, TSAP, SSAP, PSAP, and Internet Address.  It would be more secure to only allow NPAC Personnel to modify this data on behalf of the Service Provider, as an incorrect modification would cause the Service Provider to lose connectivity to the NPAC.



NPAC LOE:  Low-Medium.





			


			iconectiv


			Neustar


			Oracle





			SOA LOE


			Low


			Medium


			N/A





			LSMS LOE


			None


			None


			Medium











Usage:  No Service Provider has updated their CMIP Network Data in their customer profile in the past year. 





Local System Impact:  Removing this functionality from the interface would result in ASN.1 and GDMO impacts.  Local Systems that allow it today would have to be changed to remove capability.  Either an operations change (if disabled in the NPAC only) or a functionality change (if removed from the interface) would be required to sunset this capability.


Removed


Sunset unused Customer Contact information on NPAC Admin GUI and LTI





The NPAC Customer Contact information has categories for Billing, Conflict Resolution, LSMS, NPAC Customer, Network and Communications Facilities, Operations, and Repair Center.  Many of these are either left blank, or populated with the same information for all categories, rendering them not helpful to other Service Providers that are looking to get the appropriate contact information. At one time this information was used to populate the NPAC secure website, however today all contact info for the secure website is pulled from a different system. The contact info in the NPAC customer profile can only be viewed by the profile SPID and NPAC Personnel.



NPAC LOE:  Low-Medium.








			


			Iconectiv


			Neustar


			Oracle





			SOA LOE


			Low


			Low


			N/A





			LSMS LOE


			None


			None


			None











Usage:  There were 3 Service Providers that requested to change the contact information in their profile in 2014.





Local System Impact:  The Customer Contact information can be queried over the XML and CMIP interfaces and updated over the CMIP interface.  Either an operations change (if disabled in the NPAC only) or a functionality change (if removed from the interface) would be required to sunset this capability.





Network Data


Removed


Removed


Subscription Data


Sunset single TN Notifications





In R3.1 (Oct 2001), the NPAC implemented NANC 179, TN Range Notifications.  For SOAs/LSMSs that do not support ranges, individual TN notifications are used.  Ranged notifications are beneficial for updates to multiple SVs because the notification information is consolidated into a single notification.  This functionality is optional in the XML interface.  For 1 TN, a range notification of 1 is used.



NPAC LOE:  Low-Medium.





			


			Iconectiv


			Neustar


			Oracle





			SOA LOE


			None


			None


			N/A





			LSMS LOE


			None


			None


			None











Usage:  5 SOA SPIDs (3 Service Providers) in the 7 U.S. NPAC Regions currently do not support range notifications.  The vendor(s) for these 3 Service Providers do support range notifications.





Removed 





[bookmark: OLE_LINK1][bookmark: OLE_LINK2]Removed





Sunset the ability for SOA to not support Cause Code 2 (automatic conflict from cancellation notification)





In R3.3 (Feb 2006), the NPAC implemented NANC 138, Definition of Cause Codes.  A new cause code was added to differentiate 1.) automatic cancellation, from 2.) automatic conflict from cancellation.  For SOAs that do not support cause code #2, the cause code was set to #1 in all cases, thereby limiting the effectiveness of cause code #1 (is it really #1, or #2 defaulted to #1?).  This functionality is still optional in the XML interface.





NPAC LOE:  Low.





			


			iconectiv


			Neustar


			Oracle





			SOA LOE


			None


			None


			N/A





			LSMS LOE


			None


			None


			None











Usage:  11 SOA SPIDs (10 Service Providers) in the 7 U.S. NPAC Regions currently do not support Cause Code 2.  The vendor(s) for these 10 Service Providers do support Cause Code 2.





Sunset the ability for SOA to not support receiving AVC when an SV transitions from Cancel-Pending to Conflict due to expiration of T2





NANC change order 373 was created and discussed in Dec 2002.  The NPAC documentation did NOT initially list the AttributeValueChange notification when the NPAC automatically sets an SV from cancel-pending to conflict at expiration of the T2 timer. To reconcile this, a doc only change was made to include it and the AVC notification was optional. If this feature is sunset it would no longer be optional. All systems would receive the notification. This is required in the XML interface.



NPAC LOE:  Low.





			


			iconectiv


			Neustar


			Oracle





			SOA LOE


			None


			None


			N/A





			LSMS LOE


			None


			None


			None











Usage:  11 SOA SPIDs (5 Service Providers) in the 7 U.S. NPAC Regions currently do not support receiving AVC when an SV transitions from Cancel-Pending to Conflict due to expiration of T2.  The vendor(s) for these 5 Service Providers do support receiving the AVC.





Pool Block Data


Removed





Audits


Sunset Delete Audit notifications in CMIP Interface





During the development of the XML documentation, it was agreed that the notification from the NPAC to the SOA that created the audit would NOT be included in the XML interface.  The M-EVENT-REPORT objectCreation of the subscriptionAudit object is not a candidate for sunset in CMIP because it contains the Audit ID.  Therefore, only the M-EVENT-REPORT objectDeletion of the subscriptionAudit object is a candidate for sunset in CMIP.





NPAC LOE:  Low-Medium.





			


			iconectiv


			Neustar


			Oracle





			SOA LOE


			Medium


			High


			N/A





			LSMS LOE


			None


			None


			None











Usage:  During a 45 day period in November-December, 2014, the NPACs in the 7 U.S. Regions sent an M-EVENT-REPORT objectDeletion for the subscriptionAudit object 2,495 times.





Sunset separate Audit Discrepancy notification in CMIP Interface (this will result in the consolidation of the data in the Audit Discrepancy results notification into the Audit results notification. 





During the development of the XML documentation, it was agreed to combine two CMIP notifications (subscriptionAudit-DiscrepancyRpt and subscriptionAuditResults) into one XML notification (subscriptionAuditResults), from the NPAC to the current SOA.  Making the same change to the CMIP interface and removing the M-EVENT-REPORT subscriptionAudit-DiscrepancyRpt notification is a candidate for sunset.





NPAC LOE:  Medium.





			


			iconectiv


			Neustar


			Oracle





			SOA LOE


			High


			High


			N/A





			LSMS LOE


			None


			None


			None











Usage:  Every time an Audit is completed and results sent to SOA.





Local System Impact:  SOA will have to support new format to accept discrepancy results data in Audit results notification.





Recovery


Removed


BDDs


Sunset BDD Response Files





In R3.2 (May 2003), the NPAC implemented NANC 322, Clean up Failed SP List based on Service Provider’s BDD Response File.  This allowed a failed LSMS to bypass the receipt of SV data during an SV Recovery Request if the LSMS already received the SVs in a BDD File.  This functionality is not interface specific. It could be used by providers regardless of what interface they support.



NPAC LOE:  Low.





			


			Iconectiv


			Neustar


			Oracle





			SOA LOE


			None


			None


			N/A





			LSMS LOE


			None


			None


			None











Usage:  No provider has ever sent a BDD response file to the NPAC for processing.  At the January 2015 LNPA WG meeting, the group determined that this is a strong candidate for sunsetting.





Reports


Removed





Sunset Data Integrity Sample (Audit and report)





The Data Integrity Sample functionality is no longer needed (both the audit and the report).  This is defined in section 8.7, Data Integrity Sampling, of the FRS.  It was designed to monitor data integrity between the NPAC SMS and the Local SMS.  Data integrity has never been an issue, as failed SP Lists with corresponding recovery requests, and audits are self-cleaning mechanisms.



NPAC LOE:  Low.





			


			iconectiv


			Neustar


			Oracle





			SOA LOE


			None


			None


			N/A





			LSMS LOE


			None


			None


			None











Usage:  The Sample Audit is run every 7 days, but the report is never generated. 





Other Data


Removed


Removed


Sunset the following (highlighted in yellow) unused billing categories (like mass storage, audits, etc.)





Some billing data and billing reports are not used (e.g., R11-4, Usage Measurements for Allocated Mass Storage, NPAC SMS shall generate usage measurements for the allocated mass storage – number of records stored – for each Service Provider).



From the FRS (NOTE:  Only the following functionality highlighted in yellow is being considered for sunsetting):
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R11‑2	Generating Usage Measurements for NPAC Resources


NPAC SMS shall measure and record the usage of NPAC resources on a per Service Provider basis.


R11‑3	Generating Usage Measurements for Allocated Connections


NPAC SMS shall generate usage measurements for allocated connections for each Service Provider.


R11‑4	Generating Usage Measurements for Allocated Mass Storage


NPAC SMS shall generate usage measurements for the allocated mass storage (number of records stored) for each Service Provider.


R11-9	Billing Report Types


NPAC SMS shall be capable of creating the following billing reports:


· Login Session Per Service Provider


· Allocated Mass Storage


· Messages Processed by type (to include download data and data resent by request)


· Audits Requested and Processed


· Requested Report Generation


· Service Establishment (to include Service Provider establishment, user login ID addition to the NPAC SMS, and mechanized Interface Activation)


R11-13	NPAC Personnel Billing Report Destination


· NPAC SMS shall allow NPAC personnel to determine the output destination of the billing report. The destinations will include: on-line (on screen), printer, file, or FAX. The default selection is on-line.





NPAC LOE:  Low.





			


			Iconectiv


			Neustar


			Oracle





			SOA LOE


			None


			None


			N/A





			LSMS LOE


			None


			None


			None











Usage:  None.





Removed


GUI


Clarify Requirements for Unused User ID disable period tunable/feature





The NPAC has a feature that “disables” LTI user IDs that are not used on a regular basis.  As some Service Providers only maintain LTI connections for back-up purposes, some user IDs may go many months in between usage.  The FRS requirements for this “disabling” feature should be clarified through a Doc Only change to state that the LTI User can and must access their “disabled” account using their old password, and reset to a new password, in order to reactivate their account.  Until activated, resetting to a new password is the only accessible functionality for the account.  This is consistent with current functionality for this feature.





NPAC LOE:  Low.





			


			Iconectiv


			Neustar


			Oracle





			SOA LOE


			None


			None


			N/A





			LSMS LOE


			None


			None


			None











Usage:  Currently there are 834 User IDs that are disabled due to lack of use and their password needing to be changed before they can login again.  In the past year, 46 Users reset their password.
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LNPA WG – Potential Sunset List


LNPA WG Agenda Item – Determine what NPAC Functionality should be considered for sunset


Service Provider Data


Sunset the ability for Service Providers to update their CMIP network data in their customer profile





The NPAC Customer Network Address information allows Service Providers to modify their own data, such as NSAP, TSAP, SSAP, PSAP, and Internet Address.  It would be more secure to only allow NPAC Personnel to modify this data on behalf of the Service Provider, as an incorrect modification would cause the Service Provider to lose connectivity to the NPAC.



NPAC LOE:  Low-Medium.





			


			iconectiv


			Neustar


			Oracle





			SOA LOE


			Low


			Medium


			N/A





			LSMS LOE


			None


			None


			Medium











Usage:  No Service Provider has updated their CMIP Network Data in their customer profile in the past year. 





Local System Impact:  Removing this functionality from the interface would result in ASN.1 and GDMO impacts.  Local Systems that allow it today would have to be changed to remove capability.  Either an operations change (if disabled in the NPAC only) or a functionality change (if removed from the interface) would be required to sunset this capability.


Removed


Sunset unused Customer Contact information on NPAC Admin GUI and LTI





The NPAC Customer Contact information has categories for Billing, Conflict Resolution, LSMS, NPAC Customer, Network and Communications Facilities, Operations, and Repair Center.  Many of these are either left blank, or populated with the same information for all categories, rendering them not helpful to other Service Providers that are looking to get the appropriate contact information. At one time this information was used to populate the NPAC secure website, however today all contact info for the secure website is pulled from a different system. The contact info in the NPAC customer profile can only be viewed by the profile SPID and NPAC Personnel.



NPAC LOE:  Low-Medium.








			


			Iconectiv


			Neustar


			Oracle





			SOA LOE


			Low


			Low


			N/A





			LSMS LOE


			None


			None


			None











Usage:  There were 3 Service Providers that requested to change the contact information in their profile in 2014.





Local System Impact:  The Customer Contact information can be queried over the XML and CMIP interfaces and updated over the CMIP interface.  Either an operations change (if disabled in the NPAC only) or a functionality change (if removed from the interface) would be required to sunset this capability.





Network Data


Removed


Removed


Subscription Data


Sunset single TN Notifications





In R3.1 (Oct 2001), the NPAC implemented NANC 179, TN Range Notifications.  For SOAs/LSMSs that do not support ranges, individual TN notifications are used.  Ranged notifications are beneficial for updates to multiple SVs because the notification information is consolidated into a single notification.  This functionality is optional in the XML interface.  For 1 TN, a range notification of 1 is used.



NPAC LOE:  Low-Medium.





			


			Iconectiv


			Neustar


			Oracle





			SOA LOE


			None


			None


			N/A





			LSMS LOE


			None


			None


			None











Usage:  5 SOA SPIDs (3 Service Providers) in the 7 U.S. NPAC Regions currently do not support range notifications.  The vendor(s) for these 3 Service Providers do support range notifications.





Removed 





[bookmark: OLE_LINK1][bookmark: OLE_LINK2]Removed





Sunset the ability for SOA to not support Cause Code 2 (automatic conflict from cancellation notification)





In R3.3 (Feb 2006), the NPAC implemented NANC 138, Definition of Cause Codes.  A new cause code was added to differentiate 1.) automatic cancellation, from 2.) automatic conflict from cancellation.  For SOAs that do not support cause code #2, the cause code was set to #1 in all cases, thereby limiting the effectiveness of cause code #1 (is it really #1, or #2 defaulted to #1?).  This functionality is still optional in the XML interface.





NPAC LOE:  Low.





			


			iconectiv


			Neustar


			Oracle





			SOA LOE


			None


			None


			N/A





			LSMS LOE


			None


			None


			None











Usage:  11 SOA SPIDs (10 Service Providers) in the 7 U.S. NPAC Regions currently do not support Cause Code 2.  The vendor(s) for these 10 Service Providers do support Cause Code 2.





Sunset the ability for SOA to not support receiving AVC when an SV transitions from Cancel-Pending to Conflict due to expiration of T2





NANC change order 373 was created and discussed in Dec 2002.  The NPAC documentation did NOT initially list the AttributeValueChange notification when the NPAC automatically sets an SV from cancel-pending to conflict at expiration of the T2 timer. To reconcile this, a doc only change was made to include it and the AVC notification was optional. If this feature is sunset it would no longer be optional. All systems would receive the notification. This is required in the XML interface.



NPAC LOE:  Low.





			


			iconectiv


			Neustar


			Oracle





			SOA LOE


			None


			None


			N/A





			LSMS LOE


			None


			None


			None











Usage:  11 SOA SPIDs (5 Service Providers) in the 7 U.S. NPAC Regions currently do not support receiving AVC when an SV transitions from Cancel-Pending to Conflict due to expiration of T2.  The vendor(s) for these 5 Service Providers do support receiving the AVC.





Pool Block Data


Removed





Audits


Sunset Delete Audit notifications in CMIP Interface





During the development of the XML documentation, it was agreed that the notification from the NPAC to the SOA that created the audit would NOT be included in the XML interface.  The M-EVENT-REPORT objectCreation of the subscriptionAudit object is not a candidate for sunset in CMIP because it contains the Audit ID.  Therefore, only the M-EVENT-REPORT objectDeletion of the subscriptionAudit object is a candidate for sunset in CMIP.





NPAC LOE:  Low-Medium.





			


			iconectiv


			Neustar


			Oracle





			SOA LOE


			Medium


			High


			N/A





			LSMS LOE


			None


			None


			None











Usage:  During a 45 day period in November-December, 2014, the NPACs in the 7 U.S. Regions sent an M-EVENT-REPORT objectDeletion for the subscriptionAudit object 2,495 times.





Sunset separate Audit Discrepancy notification in CMIP Interface (this will result in the consolidation of the data in the Audit Discrepancy results notification into the Audit results notification. 





During the development of the XML documentation, it was agreed to combine two CMIP notifications (subscriptionAudit-DiscrepancyRpt and subscriptionAuditResults) into one XML notification (subscriptionAuditResults), from the NPAC to the current SOA.  Making the same change to the CMIP interface and removing the M-EVENT-REPORT subscriptionAudit-DiscrepancyRpt notification is a candidate for sunset.





NPAC LOE:  Medium.





			


			iconectiv


			Neustar


			Oracle





			SOA LOE


			High


			High


			N/A





			LSMS LOE


			None


			None


			None











Usage:  Every time an Audit is completed and results sent to SOA.





Local System Impact:  SOA will have to support new format to accept discrepancy results data in Audit results notification.





Recovery


Removed


BDDs


Sunset BDD Response Files





In R3.2 (May 2003), the NPAC implemented NANC 322, Clean up Failed SP List based on Service Provider’s BDD Response File.  This allowed a failed LSMS to bypass the receipt of SV data during an SV Recovery Request if the LSMS already received the SVs in a BDD File.  This functionality is not interface specific. It could be used by providers regardless of what interface they support.



NPAC LOE:  Low.





			


			Iconectiv


			Neustar


			Oracle





			SOA LOE


			None


			None


			N/A





			LSMS LOE


			None


			None


			None











Usage:  No provider has ever sent a BDD response file to the NPAC for processing.  At the January 2015 LNPA WG meeting, the group determined that this is a strong candidate for sunsetting.





Reports


Removed





Sunset Data Integrity Sample (Audit and report)





The Data Integrity Sample functionality is no longer needed (both the audit and the report).  This is defined in section 8.7, Data Integrity Sampling, of the FRS.  It was designed to monitor data integrity between the NPAC SMS and the Local SMS.  Data integrity has never been an issue, as failed SP Lists with corresponding recovery requests, and audits are self-cleaning mechanisms.



NPAC LOE:  Low.





			


			iconectiv


			Neustar


			Oracle





			SOA LOE


			None


			None


			N/A





			LSMS LOE


			None


			None


			None











Usage:  The Sample Audit is run every 7 days, but the report is never generated. 





Other Data


Removed


Removed


Sunset the following (highlighted in yellow) unused billing categories (like mass storage, audits, etc.)





Some billing data and billing reports are not used (e.g., R11-4, Usage Measurements for Allocated Mass Storage, NPAC SMS shall generate usage measurements for the allocated mass storage – number of records stored – for each Service Provider).



From the FRS (NOTE:  Only the following functionality highlighted in yellow is being considered for sunsetting):





[bookmark: _Toc357417121][bookmark: _Toc361567576][bookmark: _Toc364226300][bookmark: _Toc365874913][bookmark: _Toc367618328][bookmark: _Toc368561434][bookmark: _Toc368728378][bookmark: _Toc380829238][bookmark: _Toc436023431][bookmark: _Toc436025494][bookmark: _Toc376766656]11.2	System Functionality


R11‑2	Generating Usage Measurements for NPAC Resources


NPAC SMS shall measure and record the usage of NPAC resources on a per Service Provider basis.


R11‑3	Generating Usage Measurements for Allocated Connections


NPAC SMS shall generate usage measurements for allocated connections for each Service Provider.


R11‑4	Generating Usage Measurements for Allocated Mass Storage


NPAC SMS shall generate usage measurements for the allocated mass storage (number of records stored) for each Service Provider.


R11-9	Billing Report Types


NPAC SMS shall be capable of creating the following billing reports:


· Login Session Per Service Provider


· Allocated Mass Storage


· Messages Processed by type (to include download data and data resent by request)


· Audits Requested and Processed


· Requested Report Generation


· Service Establishment (to include Service Provider establishment, user login ID addition to the NPAC SMS, and mechanized Interface Activation)


R11-13	NPAC Personnel Billing Report Destination


· NPAC SMS shall allow NPAC personnel to determine the output destination of the billing report. The destinations will include: on-line (on screen), printer, file, or FAX. The default selection is on-line.





NPAC LOE:  Low.





			


			Iconectiv


			Neustar


			Oracle





			SOA LOE


			None


			None


			N/A





			LSMS LOE


			None


			None


			None











Usage:  None.





Removed


GUI


Clarify Requirements for Unused User ID disable period tunable/feature





The NPAC has a feature that “disables” LTI user IDs that are not used on a regular basis.  As some Service Providers only maintain LTI connections for back-up purposes, some user IDs may go many months in between usage.  The FRS requirements for this “disabling” feature should be clarified through a Doc Only change to state that the LTI User can and must access their “disabled” account using their old password, and reset to a new password, in order to reactivate their account.  Until activated, resetting to a new password is the only accessible functionality for the account.  This is consistent with current functionality for this feature.





NPAC LOE:  Low.





			


			Iconectiv


			Neustar


			Oracle





			SOA LOE


			None


			None


			N/A





			LSMS LOE


			None


			None


			None











Usage:  Currently there are 834 User IDs that are disabled due to lack of use and their password needing to be changed before they can login again.  In the past year, 46 Users reset their password.
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NANC 462 –V1


Origination Date:  07/07/15


Originator:  iconectiv


[bookmark: _Toc72227019]Change Order Number:  NANC 462


Description:  NPAC Transition – FRS Doc-Only Clarifications


Functional Backwards Compatible:  Yes





IMPACT/CHANGE ASSESSMENT








			DOC


			FRS


			IIS





			


			Y


			N











			CMIP


			GDMO


			ASN.1


			NPAC


			SOA


			LSMS





			


			N


			N


			N


			N


			N











			XML


			XIS


			XSD


			NPAC


			SOA


			LSMS





			


			N


			N


			N


			N


			N














Business Need


NPAC transition-related documentation updates.





Description of Change:


Changes detailed below.









[bookmark: _Toc59881639]Requirements:


NPAC SMS Data Models (changed text in yellow highlights)





			
NPAC CUSTOMER DATA MODEL





			Attribute Name


			Type (Size) 


			Required


			Description





			[snip]


			


			


			





			NPAC Customer Allowable Functions


			M


			


			Each bit in the mask represents a Boolean indicator for the following functional options:


· SOA Management


· SOA Network Data Management


· SOA Data Download


· SOA Notification Download


· LSMS Network Data Management


· LSMS Data Download


· LSMS Queries/Audits



(only applies to the CMIP interface, not the XML interface)





			NPAC Customer Download Indicator


			M


			


			Each bit in the mask represents a Boolean indicator for the following functional options:


· LSMS


· Subscription Version/NPB Download Data


· Network Data


· Audit Queries


· Notification Data


· SOA


· Network Data


· Notification Data








			NPAC New Functionality Support


			B


			


			Each value represents a Boolean indicator is set to true if a service provider supports the functionality defined below.  This Boolean is used to support backward compatibility.  All values default to FALSE.


· Timer Type – True if the SOA supports timer type over the interface.


· Business Hours – True if the SOA supports business days/hours over the interface.


· LSMS WSMSC DPC SSN Data – True if the LSMS system supports WSMSC DPC and SSN Data in subscription versions.


· SOA WSMSC DPC SSN Data – True if the SOA system supports WSMSC DPC and SSN Data in subscription versions.





			Timer Type


			B


			


			A Boolean that indicates whether the NPAC Customer SOA supports Timer Type.


The default value is FALSE.





			Business Hours


			B


			


			A Boolean that indicates whether the NPAC Customer SOA supports Business Hours.


The default value is FALSE.





			LSMS WSMSC DPC SSN Data


			B


			


			A Boolean that indicates whether the NPAC Customer LSMS supports WSMSC DPC SSN Data.


The default value is FALSE.





			SOA WSMSC DPC SSN Data


			B


			


			A Boolean that indicates whether the NPAC Customer SOA supports WSMSC DPC SSN Data.


The default value is FALSE.





			SOA Increments Sequence Number in Heartbeat Messages


			B


			


			A Service Provider Boolean that defines whether the NPAC Customer SOA supports incrementing sequence number in Heartbeat messages.  For the XML interface, this is the Keepalive message.


The default value is FALSE.





			LSMS Increments Sequence Number in Heartbeat Messages


			B


			


			A Service Provider Boolean that defines whether the NPAC Customer LSMS supports incrementing sequence number in Heartbeat messages.  For the XML interface, this is the Keepalive message.


The default value is FALSE.





			SOA Notification Channel Service Provider Tunable


			B


			


			A Service Provider Boolean that defines whether the NPAC Customer SOA supports a separate SOA association dedicated to notifications (only applies to the CMIP interface, not the XML interface).


The default is FALSE.





			NPAC Customer SPID Migration E-Mail List


			C (255)


			


			Service Provider SPID Migration contact e-mail address(es).





			NPAC Customer LSMS Supports Activation Request TS in an NPB Modify during SWIM


			B


			


			A Boolean that indicates whether the NPAC Customer LSMS supports the Activation Request TimeStamp for a Number Pool Block Modify during SWIM recovery.


The default value is FALSE.





			[snip]


			


			


			








[bookmark: _Ref377535716][bookmark: _Ref377264767][bookmark: _Toc381720297][bookmark: _Toc436023448][bookmark: _Toc436025902][bookmark: _Toc436026062][bookmark: _Toc436037424][bookmark: _Toc437674407][bookmark: _Toc437674740][bookmark: _Toc437674966][bookmark: _Toc437675484][bookmark: _Toc463062919][bookmark: _Toc463063426][bookmark: _Toc415487522][bookmark: _Toc424033750][bookmark: _Toc365876001][bookmark: _Toc368562169]Table 3‑2 NPAC Customer Data Model








			SUBSCRIPTION VERSION DATA MODEL





			Attribute Name


			Type (Size)


			Required


			Description





			[snip]


			


			


			





			[bookmark: _Toc365876004][bookmark: _Toc368562172][bookmark: _Ref377212546][bookmark: _Ref377214451][bookmark: _Ref377214486][bookmark: _Ref379878757][bookmark: _Ref380305391][bookmark: _Ref380561759][bookmark: _Ref380561900][bookmark: _Ref380811299][bookmark: _Ref380811701][bookmark: _Ref411679858][bookmark: _Ref419620543][bookmark: _Ref436023959][bookmark: _Ref436023999][bookmark: _Ref436024023][bookmark: _Ref436024071][bookmark: _Ref377214446][bookmark: _Toc381720300][bookmark: _Toc436023452][bookmark: _Toc436025906][bookmark: _Toc436026066][bookmark: _Toc436037428][bookmark: _Toc437674411][bookmark: _Toc437674744][bookmark: _Toc437674970][bookmark: _Toc437675488][bookmark: _Toc463062923][bookmark: _Toc463063430]Old Service Provider Conflict Resolution Time Stamp


			T


			


			The date and time that the Old Service Provider acknowledged the resolution of a Subscription Version in conflict.





			New Service Provider Conflict Resolution Time Stamp


			T


			


			The date and time that the New Service Provider acknowledged the resolution of a Subscription Version in conflict.





			Timer Type


			E


			


			Timer type used for the subscription version.


0 – ShortLong Timers


1 – LongShort Timers


2 – Medium Timers





			[bookmark: _Toc279510778][snip]


			


			


			








Table 3‑6 Subscription Version Data Model








			NUMBER POOLING BLOCK HOLDER INFORMATION DATA MODEL





			Attribute Name


			Type (Size)


			Required


			Description





			[snip]


			


			


			





			Activation Broadcast Timestamp


			T


			


			Date and time (GMT) that broadcasting began to all local SMS systems for the activation of the Block.





			[snip]


			


			


			








[bookmark: _Toc391631112]Table 3‑9 Number Pooling Block Holder Information Data Model








			PORTABLE NPA-NXX DATA MODEL





			Attribute Name


			Type (Size)


			Required


			Description





			[snip]


			


			


			





			Split new NPA-NXX


			C (6)


			


			The new NPA-NXX for an NPA split.





			[snip]


			


			


			








[bookmark: _Toc365876005][bookmark: _Toc368562173][bookmark: _Ref377214500][bookmark: _Ref380561191][bookmark: _Ref380811352][bookmark: _Ref411679891][bookmark: _Ref419620632][bookmark: _Ref377264784][bookmark: _Toc381720301][bookmark: _Toc436023453][bookmark: _Toc436025907][bookmark: _Toc436026067][bookmark: _Toc436037429][bookmark: _Toc437674412][bookmark: _Toc437674745][bookmark: _Toc437674971][bookmark: _Toc437675489][bookmark: _Toc463062924][bookmark: _Toc463063431][bookmark: _Toc415487531][bookmark: _Toc424033759]Table 3‑11 Portable NPA-NXX Data Model











NPAC Customer Data





RR3-2	Service Provider Download Indicator


NPAC SMS shall download NPA-NXX data and LRN data via the NPAC SMS-to-Local SMS Interface (if supported) and/or the SOA-to-NPAC SMS interface (if supported)if the indicator is ON.





R4‑8	Service Provider Data Elements


NPAC SMS shall require the following data if there is no existing Service Provider data:  (reference NANC 399)


1. Service Provider name, address, phone number, and contact organization.


2. NPAC customer type.


3. Service Provider allowable functions (applies only to the CMIP interface, not the XML interface).


4. Service Provider Network Address of NPAC SMS-to-Local SMS interface (applies only to the CMIP interface, not the XML interface).


5. Service Provider Network Address of SOA-to-NPAC SMS interface (applies only to the CMIP interface, not the XML interface).


6. Service Provider Security Contact. Contact data is security data when Contact Type is “SE.”


7. Service Provider Repair contact name and phone number. The default Service Provider Repair Contact and phone number shall be the same as the Service Provider contact and phone number, if the Service Provider Repair Contact information is left blank.


8. Service Provider billing name, address, phone number, and billing contact for NPAC SMS billing. The default for the Service Provider Billing data shall be the same as the Service Provider data, if the Service Provider Billing information is left blank.


9. Service Provider Download Indicator


10. Service Provider Maximum Query


11. NPAC New Functionality Support


12. Timer Type


13. Business Hours


14. LSMS WSMSC DPC SSN Data


15. SOA WSMSC DPC SSN Data


16. Port In Timer Type (can select Short or Long, cannot select Medium)


17. Port Out Timer Type (can select Short or Long, cannot select Medium)


18. Business Hour/Days (can select Short or Long, cannot select Medium)


19. NPAC Customer SOA NPA-NXX-X Indicator


20. NPAC Customer LSMS NPA-NXX-X Indicator


21. SOA Notification Priority for each SOA notification.  Separate values may be set for Status Attribute Value Change notifications based on whether the Service Provider is acting as the Old Service Provider or as the New Service Provider for the port as indicated in Appendix C, Table C-7 – SOA Notification Priority Tunables.


22. TN Range Notification Indicator


23. No New SP Concurrence Notification Indicator


24. Service Provider Type


25. Service Provider Type SOA Indicator


26. Service Provider Type LSMS Indicator


27. Service Provider SOA SWIM Recovery Indicator (applies only to the CMIP interface, not the XML interface)


28. Service Provider LSMS SWIM Recovery Indicator (applies only to the CMIP interface, not the XML interface)


29. NPAC SMS to SOA Application Level Heartbeat Indicator


30. NPAC SMS-to-LSMS Application Level Heartbeat Indicator


31. SOA Action Application Level Errors Indicator (applies only to the CMIP interface, not the XML interface)


32. LSMS Action Application Level Errors Indicator (applies only to the CMIP interface, not the XML interface)


33. SOA Non-Action Application Level Errors Indicator (applies only to the CMIP interface, not the XML interface)


34. LSMS Non-Action Application Level Errors Indicator (applies only to the CMIP interface, not the XML interface)


35. SOA Notification Channel Service Provider Tunable (applies only to the CMIP interface, not the XML interface)


36. Subscription Version TN Attribute Flag Indicator (applies only to the CMIP interface, not the XML interface)


37. Number Pool Block NPA-NXX-X Attribute Flag Indicator (applies only to the CMIP interface, not the XML interface)


38. Service Provider SOA Supports Cancel-Pending-to-Conflict Cause Code 


39. Service Provider LSMS Supports Cancel-Pending-to-Conflict Cause Code


40. Service Provider SOA SV Query Indicator


41. Service Provider LSMS SV Query Indicator


42. NPAC Customer SOA SV Type Indicator


43. NPAC Customer SOA Alternative SPID Indicator


44. NPAC Customer LSMS SV Type Indicator


45. NPAC Customer LSMS Alternative SPID Indicator


46. Service Provider SOA SPID Recovery Indicator


47. Service Provider LSMS SPID Recovery Indicator


48. NPAC Customer SOA Alt-End User Location Value Indicator


49. NPAC Customer LSMS Alt-End User Location Value Indicator


50. NPAC Customer SOA Alt-End User Location Type Indicator


51. NPAC Customer LSMS Alt-End User Location Type Indicator


52. NPAC Customer SOA Alt-Billing ID Indicator


53. NPAC Customer LSMS Alt-Billing ID Indicator


54. NPAC Customer SOA Voice URI Indicator


55. NPAC Customer LSMS Voice URI Indicator


56. NPAC Customer SOA MMS URI Indicator


57. NPAC Customer LSMS MMS URI Indicator


58. NPAC Customer SOA SMS URI Indicator


59. NPAC Customer LSMS SMS URI Indicator


60. NPAC Customer SOA Last Alternative SPID Support Indicator


61. NPAC Customer LSMS Last Alternative SPID Support Indicator


62. Service Provider Medium Timers Support Indicator


63. NPAC Customer SOA Pseudo-LRN Indicator


64. NPAC Customer LSMS Pseudo-LRN Indicator


65. NPAC Customer SOA Pseudo-LRN Notification Indicator


66. NPAC Customer LTI Pseudo-LRN Indicator


67. Service Provider Network Address of NPAC SMS-to-Local SMS interface (applies only to the CMIP interface, not the XML interface)


68. Service Provider Network Address of SOA NPAC SMS interface (applies only to the CMIP interface, not the XML interface)


69. Service Provider XML Connection Address Primary of NPAC SMS-to-Local SMS interface (applies only to the XML interface, not the CMIP interface)


70. Service Provider XML Connection Address Primary of SOA NPAC SMS interface (applies only to the XML interface, not the CMIP interface)


71. Service Provider XML Connection Address Secondary of NPAC SMS-to-Local SMS interface (applies only to the XML interface, not the CMIP interface)


72. Service Provider XML Connection Address Secondary of SOA NPAC SMS interface (applies only to the XML interface, not the CMIP interface)


73. SOA XML Extended Errors Indicator (applies only to the XML interface, not the CMIP interface)


74. LSMS XML Extended Errors Indicator (applies only to the XML interface, not the CMIP interface)


75. NPAC Customer SOA Sending Failed SV Query Indicator


76. NPAC Customer LSMS Sending Failed SV Query Indicator


77.  NPAC Customer SPID Migration e-mail list


78. NPAC Customer SOA Increments Sequence Number in Heartbeat Messages


79. NPAC Customer LSMS Increments Sequence Number in Heartbeat Messages


80. NPAC Customer LSMS Supports Activation Request TS in an NPB Modify during SWIM





The following data is optional:


· Service Provider Contact Type: SOA Contact, Local SMS, Web, Network Communications, Conflict Resolution, Operations, and User Administration Contact Address Information.


· NPAC Customer Associated Service Provider Information











NPAC Network Data





None.











NPAC Pooling Data





RR3-743	Number Pool NPA-NXX-X Holder Information – ServiceProvider Local SMS Pseudo-LRN Indicator Download of NPA-NXX-X Object


NPAC SMS shall download Number Pooling NPA-NXX-X Information for additions, modifications, and deletions, using the Number Pooling NPA-NXX-X Object, via the NPAC SMS-to-Local SMS Interface, when an NPA-NXX-X is indicated as both SOA Origination and pseudo-LRN, when the Service Provider LSMS Pseudo-LRN Indicator is set to TRUE, and the New Service Provider value in the pseudo-LRN record is contained in the Service Provider’s Pseudo-LRN Accepted SPID List.  (previously NANC 442 Req 48)


RR3-744	Number Pool NPA-NXX-X Holder Information – ServiceProvider SOA Pseudo-LRN Indicator Download of NPA-NXX-X Object


NPAC SMS shall download Number Pooling NPA-NXX-X Information for additions, modifications, and deletions, using the Number Pooling NPA-NXX-X Object, via the SOA-to-NPAC SMS Interface, when an NPA-NXX-X is indicated as both SOA Origination and pseudo-LRN, when the Service Provider SOA Pseudo-LRN Indicator is set to TRUE, and the New Service Provider value in the pseudo-LRN record is contained in the Service Provider’s Pseudo-LRN Accepted SPID List.  (previously NANC 442 Req 47)











NPAC Subscription Data





RR5-25.2	Disconnect Subscription Version - Customer Disconnect Date Notification


NPAC SMS shall notify the new Service Provider (donor) of the Subscription Version Customer Disconnect Date and Effective Release Date immediately prior to at the same time as broadcasting a Subscription Version disconnect.


Note:  If the Effective Release Date is not specified in the Disconnect Request from the current Service Provider, the Effective Release Date will be populated with the same value as the Customer Disconnect Date.





RR5-69	Disconnect Subscription Version – Updates to the Failed SP List for Disconnect


NPAC SMS shall update the Subscription Version Failed SP List of the individual subscription version(s) that were broadcast to the Local SMSs with the discrepant Local SMS(s), upon completion of the broadcast of the delete of the Subscription Version(s) to Local SMSs.  (Previously SV-425)


Note:  The NPAC SMS will roll up the Subscription Version Failed SP List so that the SV that was active prior to the disconnect request (SV1) contains the Failed SP List for both SV1 and SV2, as defined in the IIS Message Flows for Disconnect of a Ported Pooled Number.


RR5-70	Disconnect Subscription Version – Updates to the Failed SP List for Port-To-Original


NPAC SMS shall update the Subscription Version Failed SP List of the individual subscription version(s) that were sent up in the Port-to-Original Activate request by the SOA with the discrepant Local SMS(s), upon completion of the broadcast of the delete of the Subscription Version(s) to Local SMSs.  (Previously SV-426)


Note:  The NPAC SMS will roll up the Subscription Version Failed SP List so that the SV that was active prior to the port-to-original activate request (SV2) contains the Failed SP List for both SV1 and SV3, as defined in the IIS Message Flows for a Port-To-Original of a Ported Pooled Number.





R5-74.4	Query Subscription Version - Output Data - LSMS


NPAC SMS shall return the following output data for a Subscription Version query request initiated over the NPAC SMS-to-Local SMS interface:  (reference NANC 399)


· Subscription Version ID


· Subscription Version Status


· [snip]


· Voice URI (if supported by the Service Provider LSMS)


· MMS URI (if supported by the Service Provider LSMS)


· SMS URI (if supported by the Service Provider LSMS)


· New SP Medium Timer Indicator (if supported by the Service Provider LSMS)


· Old SP Medium Timer Indicator (if supported by the Service Provider LSMS)


· Activity Time Stamp (XML only)





RR5-181	Modify (PTO) Subscription Version – New Service Provider Optional input data


NPAC SMS shall accept the following optional fields from the NPAC Personnel or the new Service Provider, when the Porting to Original flag is set to True, upon modification of a pending or conflict subscription version:


· Billing Service Provider ID


· End‑User Location ‑ Value


· End‑User Location ‑ Type











NPAC Audit Data





RX6-3	SOA to NPAC SMS audit requests


NPAC SMS shall supportSOA-to-NPAC SMS audit requests for all, part or one Service Provider via the NPAC SOA Low-tech Interface.











NPAC Other Data (Mass Updates, SPID Migration, Maintenance, Filters, etc.)





RR3-5	Create Filtered NPA-NXX for a Local SMS and SOA


NPAC SMS shall allow a Service Provider to create a filtered NPA-NXX for a given Local SMS and SOA, via the NPAC SMS-to-Local SMS interface and the SOA-to-NPAC SMS interface, which results in the SMS NOT broadcasting NPA-NXX information, subscription versions, NPA-NXX-X information or Number Pool Blocks with the filtered NPA-NXX to the Local SMS and SOA.


RR3-6	Delete Filtered NPA-NXX for a Local SMS and SOA


NPAC SMS shall allow a Service Provider to delete a filtered NPA-NXX for a given Local SMS and SOA, via the NPAC SMS-to-Local SMS interface and the SOA-to-NPAC SMS interface, which results in the SMS broadcasting NPA-NXX information, subscription versions, NPA-NXX-X information and Number Pool Blocks with the filtered NPA-NXX to the given Local SMS and SOA.


RR3-7	Query Filtered NPA-NXXs for a Local SMS and SOA


NPAC SMS shall allow a Service Provider to query filtered NPA-NXXs for a given Local SMS and SOA via the NPAC SMS-to-Local SMS interface and the SOA-to-NPAC SMS interface.


NOTE:  .The NPAC SMS maintains NPA-level filters internally.  Therefore, they are NOT returned as a result of a query request.





RR6‑21	SOA Activation Failure Retry


NPAC SMS shall resend the message a SOA Retry Attempts tunable parameter number of times to a SOA that has not acknowledged the receipt of the message once the SOA Retry Interval tunable parameter expires.


RR6‑28	LSMS Activation Failure Retry


NPAC SMS shall resend the message an LSMS Retry Attempts tunable parameter number of times to a Local SMS that has not acknowledged the receipt of the message once the LSMS Retry Interval tunable parameter expires.





RR6-188	NPAC Maintenance Windows – Timer Update Tool – Affected Timers


NPAC SMS shall use the “Knowledgeable-Internal-NPAC-Generation – Timer-Update-Tool” to update the following timers: 


Initial Concurrence Window (New SPID and Old SPID, Short, Medium and Long)


Final Concurrence Window (New SPID and Old SPID, Short, Medium and Long)


Cancellation Initial Concurrence Window (New SPID and Old SPID, Short, Medium and Long)


Cancellation Final Concurrence Window (New SPID and Old SPID, Short, Medium and Long)


  (previously NANC 385, Req 2)











NPAC Tunable Data





System Tunables.





			Regional NPAC NPA-NXX Live Region Supports First Usage Effective Date Indicator


			TRUE


			


			TRUE/FALSE





			Tunable that indicates whether or not the NPA-NXX First Usage Effective Date Live TimeStamp functionality will be supported by the NPAC SMS for a particular NPAC Region.














			SPID Migration Quota – Single Region


			7


			migrations


			1-25





			The quota for SPID Migrations in a particular NPAC Region.





			SPID Migration Quota – All Regions


			25


			migrations


			1-25





			The quota for SPID Migrations in all NPAC Regions.














			Client Session Timeout Warning


			2


			Minutes


			1-5





			Number of minutes a timeout warning is sent before expiring a GUI session














SPID Migration Tunables.





			SPID MIGRATION TUNABLES





			Tunable Name


			Default Value


			Units


			Valid Range





			Regional SPID Migration Online Functionality Indicator


			False


			Boolean


			True/False





			An indicator on whether or not SPID Migration Online Functionality capability will be supported by the NPAC SMS for a particular NPAC region.





			SPID Migration Last Scheduling Date


			None


			Char


			Up to 10





			The last date that a SPID Migration may be entered into the NPAC system.





			SPID Migration Update – Available Migration Window Minimum


			32


			Days


			0-90





			The minimum length of time between the current date (exclusive) and the SPID Migration date (inclusive), when a Service Provider requests to see available SPID Migration timeslots.





			SPID Migration Email List


			<empty>


			Char


			Up to 255





			The email address(es) that are notified of SPID Migration operations.





			Completed SPID Migration Retention


			90


			Days


			1-365





			The number of days before a completed SPID Migration will be purged from the database.





			Cancelled SPID Migration Retention


			90


			Days


			1-365





			The number of days before a cancelled SPID Migration will be purged from the database.





			SPID Migration Quota – Single Region


			7


			Migrations


			1-25





			The maximum number of SPID Migration timeslots within a region for a given SPID Migration maintenance window.





			SPID Migration Quota – All Regions


			25


			Migrations


			1-25





			The maximum number of SPID Migration timeslots for all region for a given SPID Migration maintenance window.





			SPID Migration Quota – SVs


			500,000


			Records


			100,000 – 500,000





			The maximum number of SVs within a region for a given SPID Migration maintenance window.





			Maintenance Window Day of the Week


			SU


			DOW


			SU-SA





			The day of the week in which SPID Migrations are performed.





			Maintenance Window Start Time Hour


			Midnight CT


			Hour


			00-23





			The day of the week in which SPID Migrations are performed.





			Preliminary SPID Migration SMURF Files Lead Time


			10


			Days


			1-14





			The number of days before a SPID Migration scheduled date when the Preliminary SMURF files are automatically generated.





			SPID Migration - Secure FTP Site Subdirectory


			False


			Boolean


			True/False





			An indicator which defines whether a subdirectory for each SPID Migration will be created.





			SPID Migration Update – Online-to-Offline Restriction Window


			14


			Days


			True/False





			The number of calendar days between the current date (exclusive) and the SPID Migration date (inclusive), that a change is not allowed to the Service Provider’s data associated with SPID Migration data that would cause the SPID Migration to move from online-to-offline.





			SPID Migration Update – SPID Migration Date Restriction Window


			3


			Days


			1-7





			The number of calendar days (inclusive) that a SPID Migration is allowed prior to the SPID Migration Effective Date.





			Online SPID Migration Lead Time


			90


			Minutes


			10-360





			The number of calendar days (inclusive) that a SPID Migration is allowed prior to the SPID Migration Effective Date.

















NPAC BDD Data





SV BDD File, update the FRS example to remove the zero padding.0001|3031231000|1234567890|0001|19960916152337|


123123123|123|123123123|123|123123123|123|123123123|123|


123456789012|12|0001|0|0||||||||||(CR) 		(end of subscription 1)


0002|3031241000|1234567891|0001|19960825011010|


123123123|123|123123123|123|123123123|123|123123123|123|


123456789013|13|0001|0|0||||||||||(CR) 		(end of subscription 2)


0003|3031251000|1234567892|0001|19960713104923|


123123123|123|123123123|123|123123123|123|123123123|123|


123456789014|13|0001|0|0||||||||||(CR) 		(end of subscription 3)





			1


			Version Id 


			0000000001
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IMPACT/CHANGE ASSESSMENT








			DOC
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			N


			Y
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			NPAC


			SOA


			LSMS





			


			N


			N


			N


			N


			N











			XML


			XIS


			XSD


			NPAC


			SOA


			LSMS





			


			N


			N


			N


			N


			N














Business Need


NPAC transition-related documentation updates.





Description of Change:


Changes detailed below.









[bookmark: _Toc59881639]IIS:


NPAC SMS Data Models (changed text in yellow highlights)





IIS, Section 5.3.1.1, NpacAssociationUserInfo.





The following structure will be used to report the status of a login attempt or the current state of the NPAC SMS:





NpacAssociationUserInfo ::= SEQUENCE {


	error-code [0] IMPLICIT ErrorCode,


	error-text [1] IMPLICIT GraphicString(SIZE(1..80))


}





ErrorCode ::= ENUMERATED


{ 


	success (0), 


	access-denied (1)


	retry-same-host (2)


	try-other-host (3)


	new-bind-received (4)


} 











IIS, Section 4.7, Number Pool Block M_DELETE Messages.





Subsequent porting of number pooled blocks isn’t supported in the NPAC SMS, therefore, M_DELETE commands are not sent for number pool blocks set to old as a result of subsequent porting activity.  M_DELETEs for number pool blocks are only sent as a result of de-pool.  Local SMS systems are responsible for deletion of the number pool blocks in their Local SMS database due to the fact that some LSMS implementations may choose to retain old number pool blocks in their database.











IIS, Section 5.3.4, ‘SWIM-Based’ Recovery Requests.





The SOA or LSMS is capable of recovering data based on the association functions.  The SOA recovers service provider data and network data using the data download association function (dataDownload).  The SOA recovers service provider, network data and notification data using the network data management association function (networkDataMgmt).  The LSMS recovers service provider data and network data, notifications and subscription data, and number pool block using the data download association function (dataDownload), and recovers service provider and network notification data using the network data management association function (networkDataMgmt).  If a SOA supports a separate SOA channel, the SOA recovers notification data using the notification download association function (notificationDownload).





After the Service Provider system receives an ACTION Response from the NPAC SMS indicating a status of Success and an ACTION_ID, the Service Provider system must issue an M-EVENT-REPORT notification including the most recent ACTION_ID in order for the NPAC SMS to clear this last set of (linked reply) data that was downloaded and processed, from the SWIM list for this data type and continue the recovery processing.  If the Service Provider system returns an invalid ACTION_ID, the NPAC SMS will abort the association.  A failure status in the SWIM Recovery Results Notification indicates the SOA/LSMS was not successful in processing the data in the prior SWIM DownloadReply.  This data associated with the action ID will not be removed from the SWIM list when the SOA/LSMS sends the failure status.  The M-EVENT-REPORT reply from the NPAC SMS will contain one of the following responses:











EFD, Flow B.4.4.24, Number Pool Block De-Pool Successful Broadcast of Subscription Version and Number Pool Block Deletes.





In this scenario, the NPAC personnel have initiated the “de-pool” of a block of TNs.  The NPAC SMS already has the numberPoolBlock in the “sending” state.


In this scenario, the NPAC SMS will send all the M-DELETE requests for the number pool block to the Local SMSs and get successful replies to all the requests.


In this scenario, the NPAC SMS will send all the M-DELETE requests for the number pool block to the Local SMSs and the Donor Disconnect Notification to the SOA at the same time.





EFD, Flow B.5.4.1, SubscriptionVersion Immediate Disconnect.





The current service provider can disconnect an active subscription version.  In this scenario, the disconnect is immediate.


NOTE: The “Donor SOA” is the SOA of the donor service provider.


NOTE: The “donor service provider” is the NPA-NXX Holder, or in cases of a TN within a Number Pool Block, it is the NPA-NXX-X Holder.


NOTE: The M-DELETE requests to the Local SMSs and the Donor Disconnect Notification to the SOA are sent at the same time.





Page 4 of 4




image5.emf

NANC 464 - NPAC  Transition – GDMO Behavior Doc-Only Clarifications V1.docx




NANC 464 - NPAC Transition – GDMO Behavior Doc-Only Clarifications V1.docx

NANC 464 –V1


Origination Date:  07/07/15


Originator:  iconectiv


[bookmark: _Toc72227019]Change Order Number:  NANC 464


Description:  NPAC Transition – GDMO Behavior Doc-Only Clarifications


Functional Backwards Compatible:  Yes





IMPACT/CHANGE ASSESSMENT








			DOC


			FRS


			IIS





			


			N


			N











			CMIP


			GDMO


			ASN.1


			NPAC


			SOA


			LSMS





			


			Y


			N


			N


			N


			N











			XML


			XIS


			XSD


			NPAC


			SOA


			LSMS





			


			N


			N


			N


			N


			N














Business Need


NPAC transition-related documentation updates.





Description of Change:


Changes detailed below.









[bookmark: _Toc59881639]Requirements:


GDMO Behavior (changed text in yellow highlights)








-- 5.0 LNP Subscription Version Disconnect Action





[snip]





Before At the same time as the broadcast of deletes begins, the


subscriptionVersionDonorSP-CustomerDisconnectDate notification


is sent to the donor SOA informing the service provider of the


actual customer disconnect date.





[snip]
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Business Need


NPAC transition-related documentation updates.





Description of Change:


Changes detailed below.









[bookmark: _Toc59881639]Requirements:


Turn-up Test Plan (changed text in yellow highlights)





Chapter 10, test case 4.2.1, update text to remove “old” number pool block.





			7.


			NPAC


			NPAC Personnel perform a query for the Number Pool Block and the 1K Block of Subscription Versions with LNP Type set to ‘POOL’ as well as ‘LISP’ and ‘LSPP’.


			NPAC


			1. Verify the Number Pool Block was successfully modified and the status is set to ‘active’ with an empty Failed SP List.


1. Verify the Subscription Versions with LNP Type set to ‘POOL’ in the 1K Block were successfully modified and their status is set to ‘active’ with an empty Failed SP List.


1. Verify the Subscription Versions within the 1K Block with LNP Type set to ‘LISP’ and ‘LSPP’ have not been modified on any LSMS.


1. Verify the NPAC SMS generated a Number Pool Block with a unique ID, all attributes prior to modification, and the status is set to ‘old’ with an empty Failed SP List.

















Chapter 11, test cases 5.1 through 5.4, update text for modification to business day tunables.


Objective:


NPAC and SOA – NPAC Personnel verify that the Long Business Days tunable parameter is defaulted to Sunday through Saturday.  NPAC Personnel modify the Long Business Days tunable parameter to a value that does not include today. Both Old SP Port Out and New SP Port In Timers are set to SHORT.  New SP Personnel submit an SV Create.  Old SP does not concur. After a tunable amount of time the Initial Concurrence Window timer has not expired and the Old SP has not received an OldSP-Concurrence Request notification.  NPAC Personnel modify the Long Business Days tunable parameter to a value that does include today.  After a tunable amount of time the Initial Concurrence Window timer has expired and the Old SP does not receives an OldSP-Concurrence Request notification. – Success





Steps 14 and 15.


			14.


			NPAC


			NPAC SMS does not issue a notification issues an M-EVENT-REPORT subscriptionVersionOldSP-ConcurrenceRequest notification in CMIP (or VOIN – SvOldSpConcurrenceNotification in XML) to the Old SP SOA.


			SP


			Old SP SOA does not receive a notification receives the M-EVENT-REPORT in CMIP (or VOIN – SvOldSpConcurrenceNotification in XML) from the NPAC SMS.





			15.


			SP


			Old SP SOA does not issue a notification reply issues an M-EVENT-REPORT Confirmation in CMIP (or NOTR – NotificationReply in XML) to the NPAC SMS. 


			NPAC


			NPAC SMS does not receive a notification reply receives the M-EVENT-REPROT Confirmation in CMIP (or NOTR – NotificationReply in XML) from the Old SP SOA.

















[bookmark: _GoBack]Chapter 11, test case 2.17, update text to remove reference to 500 TNs in step 5, expected results 2.





All LSMSs in the region issue M-DELETE Responses in CMIP (or DNLR – DownloadReply in XML) back to the NPAC SMS. One for the first 250 TNs and another for the second set of 250 TNs due to the break in the SVID sequence between the two ranges of TNs.
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SOA Notification Priority Tunables



Many notifications are sent to both the Old Service Provider and the New Service Provider.  As indicated in the table below, some of these notifications can have different priorities based on whether the Service Provider is acting as the Old Service Provider or the New Service Provider for the port.  During the notification evaluation process this option was not given to all notifications that are sent to both the Old Service Provider and the New Service Provider for one or more reasons.  Some of those reasons were:



· volume of the particular notification was very small



· importance of the particular notification was determined to be equal whether a Service Provider was acting as the Old Service Provider or the New Service Provider for the port



			#


			Notification Name


			Priority





			


			[snip]


			





			L-11.0



A1


			Subscription Version Status Attribute Value Change Notification – Activates – To the New Service Provider – Normal Processing


When an INTER or INTRA SV has been created in the Local SMSs (or ‘activated‘ by the SOA) and the SV status has been set to:  Active or Partial-Failure. The notification is sent to both SOAs: Old and New. If the status has been set to Partial-Failure, this notification contains the list of Service Providers (SP) LSMSs that have failed to receive the broadcast. 



Note:  See L-11.0 E for Deletes and L-11.0 F for Modify Actives


			MEDIUM





			L-11.0



tbd1


			Subscription Version Status Attribute Value Change Notification – Activates – To the New Service Provider – Recovery Processing



Same type of notification as L-11.0 A1, but specific to a situation where the notification is being generated as a result of a Service Provider performing recovery.



Note:  See L-11.0 tbd2 for Deletes and L-11.0 tbd3 for Modify Actives


			MEDIUM





			L-11.0



A1.5


			Subscription Version Status Attribute Value Change Notification – Activates – To the Old Service Provider – Normal Processing


When an INTER or INTRA SV has been created in the Local SMSs (or ‘activated‘ by the SOA) and the SV status has been set to:  Active or Partial-Failure. The notification is sent to both SOAs: Old and New. If the status has been set to Partial-Failure, this notification contains the list of Service Providers (SP) LSMSs that have failed to receive the broadcast. 



Note:  See L-11.0 E for Deletes and L-11.0 F for Modify Actives


			MEDIUM





			L-11.0



tbd1.5


			Subscription Version Status Attribute Value Change Notification – Activates – To the Old Service Provider – Recovery Processing


Same type of notification as L-11.0 A1.5, but specific to a situation where the notification is being generated as a result of a Service Provider performing recovery.



Note:  See L-11.0 tbd2 for Deletes and L-11.0 tbd3 for Modify Actives


			MEDIUM





			


			[snip]


			





			L-11.0



E


			Subscription Version Status Attribute Value Change Notification – set to OLD – Normal Processing


When the SV status has been set to old.  (Port to Original, port-of-a port, port to original of a Pool TN (or snap back), disconnect, disconnect of a ported Pool TN).  The notification is received only by those SOAs that actually have the SV in their local DB. It varies with the scenario.



Note:  See L-11.0 A1.5 for Activates and L-11.0 F for Modify Actives


			MEDIUM





			L-11.0



tbd2


			Subscription Version Status Attribute Value Change Notification – set to OLD – Recovery Processing


Same type of notification as L-11.0 E, but specific to a situation where the notification is being generated as a result of a Service Provider performing recovery.



Note:  See L-11.0 tbd1.5 for Activates and L-11.0 tbd3 for Modify Actives


			MEDIUM





			L-11.0



F


			Subscription Version Status Attribute Value Change Notification – Modify active – Normal Processing


When an Active SV has been modified in the LSMS or there has been a cancellation of a Disconnect-Pending SV and the status of the SV has been re-set to Active (with or without a Fail-SP-List). The notification is sent only to the current SOA.



Note:  See L-11.0 A1 for Activates and L-11.0 E for Deletes


			MEDIUM





			L-11.0



tbd3


			Subscription Version Status Attribute Value Change Notification – Modify active – Recovery Processing


Same type of notification as L-11.0 F, but specific to a situation where the notification is being generated as a result of a Service Provider performing recovery.



Note:  See L-11.0 tbd1 for Activates and L-11.0 tbd2 for Deletes


			MEDIUM





			


			[snip]


			





			L-13.0



A






			Number Pool Block Status Attribute Value Change Notification – Normal Processing


The Pool Block has being created in the LSMSs (EDR and Non_EDR) and the Block Status has being set to Active or Partial Failure;


			MEDIUM





			L-13.0



tbd4






			Number Pool Block Status Attribute Value Change Notification – Recovery Processing


Same type of notification as L-13.0 A, but specific to a situation where the notification is being generated as a result of a Service Provider performing recovery.


			MEDIUM





			


			[snip]


			





			L-13.0



D






			Number Pool Block Status Attribute Value Change Notification – Normal Processing


The attributes in the Pool Block have been modified in the LSMSs (EDR and Non-EDR) and the Block Status has been re-set to Active (with or without fail-sp-list).


			MEDIUM





			L-13.0



tbd5





			Number Pool Block Status Attribute Value Change Notification – Recovery Processing


Same type of notification as L-13.0 D, but specific to a situation where the notification is being generated as a result of a Service Provider performing recovery.


			MEDIUM





			L-13.0



E






			Number Pool Block Status Attribute Value Change Notification – Normal Processing


When a Pool Block has been ‘de-pooled’ from the LSMSs (EDR and Non-EDR) and the Block Status has been set to Old (with or without fail-sp-list).


			MEDIUM





			L-13.0



tbd6






			Number Pool Block Status Attribute Value Change Notification – Recovery Processing


Same type of notification as L-13.0 E, but specific to a situation where the notification is being generated as a result of a Service Provider performing recovery.


			MEDIUM





			


			[snip]


			





			


			


			








Table C- 7 – SOA Notification Priority Tunables
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			Y
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Business Need:



The original request(s) to provide NPAC services was more than twelve years ago.  Since that initial selection of two providers, the industry hasn’t had any choice in NPAC vendors.  In all other aspects of number portability in North America, Service Providers have a choice of vendors.  The Telecommunications Act implemented vendor competition as well, and the FCC specifically favored competition in NPAC services in originally approving multiple NPAC administrators.  The FCC noted in the order that competition between vendors for NPAC would stimulate innovation and it would provide the other expected benefits of competition, including economic benefits and enhanced service levels.  Since that order, the NPAC has become more critical to Service Provider networks with the addition of pooling and the pending change orders for URI information.  The transactions at NPAC continue to grow at a large rate.  If the rate of transaction growth continues, NPAC billable transaction will exceed more than one billion annually before the expiration of the current contract.  Carrier choice in NPAC services can and should be implemented now to provide the benefits of competition to Service Providers before the NPAC grows so large that a transition would be higher risk than desirable.



Competition will lead not only to carrier choice but vendor diversity.  In the current economic conditions, having multiple vendors versus a single source contract to support critical infrastructure services is becoming more essential.  Multiple vendors assure business continuity of services in the event of vendor business failure.  This diversity will not only reduce the business risk of these services being delivered in an uninterrupted manner but will also enhance the commercial management of the vendors.  Carriers have experienced that multi sourced services and associated carrier choice results in more competitive pricing.  Multiple competitive vendors also offer faster response to industry needs with more innovative services that further enhance the service currently being offered.  The current NPAC service is working effectively, but opening it up to competition and carrier choice can only result in enhanced benefits to the industry.  Selecting two or more vendors will drive the benefits to the users of a multi vendor solution that will result in carriers in each region being able to choose their vendor based on the values it offers in savings and enhanced services.



In summary, especially in today’s economic conditions, carriers more than ever need the benefits of competition that include:



· Carrier Choice



· Vendor Diversity



· Enhanced and Innovative Services



· Reduced Costs to the Industry



Description of Change:


While a Multi-Vender NPAC Solution, hereafter referred to as Multi-Administrator Peering Model, and impacts the NPAC SMS, the technical approach described in this change order minimizes the impacts to Service Provider systems and operations. 



The following high-level peering technical implementation goals related to Service Providers and the NPAC Services provided under a Multi-Administrator Peering Model implementation:



· No SOA and LSMS to NPAC SMS CMIP Interface Modifications



· No User LTI GUI Changes



· Minimize Service Provider operational changes



· Limit Service Provider operational interactions to only their chosen NPAC vendor



· Limit NPAC to NPAC connections to reduce complexity



· Allow communication of all NPAC data for network data and active subscription versions



· Support any additional information needed for Inter-NPAC SMS porting events



The following diagram illustrates the Solution approach proposed in this change order by showing a Multi-Administrator Peering Model with two NPAC SMS to visually introduce the terminology used:







The terminology used in the diagram is defined as follows: 



· Primary NPAC SMS – The NPAC SMS that provides service directly to a specific Service Provider SOA, LSMS, or LTI GUI for a transaction.



· Peered NPAC SMS – An NPAC SMS system that communicates with another NPAC SMS in the same Region in a Multi-Administrator Peering Model. 



· Inter-NPAC Peering – The Multi-Administrator Peering Model implementation discussed in this solution document that leverages the existing SOA to NPAC SMS and LSMS to NPAC SMS CMIP interface for Inter-NPAC SMS messaging 



· Inter-NPAC SMS Messaging – CMIP messaging between Peered NPAC SMS systems within the same Region as a result of Service Provider activity initiated from the LTI GUI, SOA, and/or LSMS interface connections.  Inter-NPAC messages include all messages required for completion of requests. 



· Inter-NPAC SMS Associations – CMIP associations between Peered NPAC SMS



· Inter-NPAC SMS LSMS Association – A CMIP association between two Peered NPAC SMSs that is used to communicate LSMS activity such as Subscription Version activation and Network Data creation from a Primary NPAC SMS to a Peered NPAC SMS.



· Inter-NPAC SMS SOA Association – A CMIP association between two Peered NPAC SMSs that is used to communicate SOA activity, such as porting activity between Service Providers in different Peered NPAC SMS.



Major points/processing flow/high-level requirements:



Inter-NPAC Peering leverages the existing SOA to NPAC SMS and LSMS to NPAC SMS CMIP interface for Inter-NPAC SMS messaging.   This approach simplifies implementation of the Inter-NPAC SMS messaging and does not require the introduction of a different messaging protocol.  While interface impacts for Inter-NPAC Peering are avoided for the existing Service Provider SOA and LSMS to NPAC SMS interfaces, additional data would need to be communicated between peered NPAC SMS systems to improve efficiency. Areas for extensions to Inter-NPAC SMS messaging will be identified in the detailed specifications to be provided.



Two diagrams are provided to give a high level view of the interactions for that would occur between Peered NPAC SMS in a Multi-Administrator Peering Model for porting activity between two Service Providers. The two types of ports that are described are an Intra NPAC Port and an Inter NPAC Port.



Intra-NPAC SMS Port



A port is an Intra-NPAC SMS port when only one NPAC SMS serves both of the Service Providers involved in a port. The following diagram depicts a port with both Service Providers being customers of the same NPAC SMS:






Service Providers porting in the same NPAC SMS (Intra-NPAC port):



1. SOA 1 and SOA 2 served by Vendor A create a pending port for the TN porting form SOA 2



2. SOA 1 activates the TN on the due date



3. TN Activation broadcast is sent to the peered Vendor B



4. TN Activation broadcast is sent to LSMS’ serviced by Vendor A



5. TN Activation broadcast is sent to LSMS’ serviced by Vendor B



Inter-NPAC SMS Port



A port is an Inter-NPAC SMS port when each NPAC SMS serves one of the Service Providers involved in a port. The following diagram depicts a port with both Service Providers being customers of different NPAC SMS:





















Service Providers porting in the different NPAC SMS (Inter-NPAC):



1. SOA 1 serviced by Vendor A creates a pending port for a TN porting from SOA 2



2. Vendor A forwards the create request to Vendor B that serves SOA 2



3. Vendor B creates the pending subscription version and sends notifications to both SOA 1 and SOA 2



4. SOA 1 activates the TN on the due date (SOA 2 concurrence is not shown to reduce complexity of the diagram)



5. TN Activation broadcast is sent from Vendor A to the peered Vendor B



6. TN Activation broadcast is sent to the LSMS’ served by Vendor A



7. TN Activation broadcast is sent to LSMS’ served by Vendor B



Requirements:



TBD



IIS



TBD



GDMO:



TBD



ASN.1:



TBD



Inter-NPAC SOA Associations









Inter-NPAC LSMS Association









Inter-NPAC Associations used for Inter-NPAC Messaging









Peered NPAC SMS Vendor A 	









SOA









LSMS









Peered NPAC SMS Vendor B 	









SOA 









LSMS









Service Provider SOA and LSMS systems connections to their Primary NPAC SMS – Vendor A









Service Provider SOA and LSMS systems connections to their Primary NPAC SMS – Vendor B
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NANC TBD447, NPAC Support for CMIP over TCP/IPv6, V1


Origination Date:  11/01/2011


Originator:  NeustarAT&T


[bookmark: _Toc72227019]Change Order Number:  NANC TBD447


Description:  NPAC Support for CMIP over TCP/IPv6


Status:  NewAccepted


Key Words:  CMIP


Functionally Backward Compatible:  Yes





IMPACT/CHANGE ASSESSMENT


			FRS


			IIS


			GDMO


			ASN.1


			NPAC


			SOA


			LSMS





			Y


			Y


			Y


			Y


			Y


			Y


			Y











Business Need:


Currently the NPAC supports IPv4 as the Internet addressing protocol.  Due to various corporate initiatives, several Service Providers have inquired about the desire and timeline of the NPAC supporting IPv6 addresses.  The purpose of this change order is to request analysis to determine the feasibility and timing of adding support for IPv6.


What is IPv6?


IPv6 network protocol is the successor to IPv4, the Internet addressing protocol which has been used for many years since the early days of the Internet.  When the Internet was first established, it was a research network and the addressing was limited.  It was never thought that it would be used to connect everything from a mobile phone to a hi-fi or refrigerator.  Opinions vary greatly but current estimates indicate that we will run out of available IPv4 based addresses in the next few years.  IPv6 solves this problem and also introduces new features to improve how the Internet works.  The current IPv4 address space contains 232 or approximately 4.3 billion addresses.  The number of addresses offered by IPv6 is 2128 or approximately 340 undecillion (3.4 x 1038 or 340 trillion networks of one trillion addresses each).


Links for more info on IPv6:


http://en.wikipedia.org/wiki/IPv6


http://www.networkdictionary.com/networking/IPv6vsIPv4.php


How does this affect the NPAC?


Currently, all network communication between service providers and the NPAC (i.e., SOA, LSMS, LTI, web sites, email, etc.) use IPv4 addresses.  In addition to network routing, there is an IPv4 address embedded in the NSAP (Network Service Access Point) used by the OSI stack.  This means there must be changes made for the LNP systems (NPAC, SOA, and LSMS) to use IPv6.








Description of Change:


To facilitate a transition from IPv4 to IPv6 the NPAC should use a dual-stack approach, allowing providers to migrate their networks on their corporate timetable.








FRS:


TBD








IIS:


TBD








GDMO:


TBD








ASN.1:


TBD
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NANC 449 – Working Copy – v101


Origination Date:  02/23/12


Originator:  Comcast 


[bookmark: _Toc72227019]Change Order Number:  NANC 449


Description:  Active-Active SOA connection to NPAC – same SPID (Delegation Model)


Functional Backwards Compatible:  Yes





IMPACT/CHANGE ASSESSMENT





			FRS


			IIS





			Y


			Y











			GDMO


			ASN.1


			NPAC


			SOA


			LSMS





			Y


			Y


			Y


			Y


			N











			XML


			NPAC


			SOA


			LSMS





			Y


			Y


			Y


			N











Business Need:


Currently, the NPAC is configured to enable a carrier to have one active SOA connection for a single SPID.  As carrier systems become more complex with a greater need to support high transaction volume, carriers should have the option to enable multiple active connections for the same SPID to the NPAC.  This will enable a carrier to connect to the NPAC from multiple geographical locations to allow business continuity in the event of network failure or single site failure.  Such functionality is very important given carriers have a very small window to respond to porting transaction requests such as defined in Next Day porting.


To illustrate, a carrier would have at its option, an opportunity to construct two (2) or more active SOA connections to the NPAC for the same SPID.  If one of the connections is broken due to a network failure, porting transactions can be diverted to another active NPAC connection thereby reducing business impacts during the porting process.


Use of multiple active SOA connections from a single SPID should be voluntary by carriers who wish to improve their application and network redundancy.  The advantage of having such active-active SOA infrastructure would improve porting efficiency during times of network impairment and natural disasters.


May ’13 LNPAWG meeting:


In order to facilitate the deployment of NANC 449 (CMIP version of Active-Active SOA connection to the NPAC – same SPID), the functionality should be included in the XML interface (NANC 372) as well.





Description of Change:


This change order is being created to analyze and document the change to the NPAC that would allow multiple associations from the same SPID and same function mask at the same time.


The current NPAC behavior (defined in chapter 5 of the IIS) allows a single association based on SPID/Function Mask at any one point in time. If a subsequent association is made, the existing one is terminated.  Section 5.6 (Single Association for SOA/LSMS) states, “A SOA/LSMS system may connect to the NPAC SMS with one association for the same function (same bit mask).  The NPAC SMS will abort any previous associations that use that same function.”  NANC 383 (Separate SOA channel for notifications) was implemented in release 3.3 to allow notifications to be sent over a separate SOA association, but does not allow for multiple associations using the same bit mask which is what is desired.


With this change order, a SOA would be able to connect with a second association using the same SPID value and same function mask values.  This means that both SOA A and SOA B are up running and active at the same time, connected to the same NPAC regions at the same time, and potentially sending/receiving SOA transactions as the same time.


Working assumptions:


· Network data (NPA-NXX, LRN, Dash-X) will be sent to SOA A & B.


· SOA Requests (e.g., NSP SV Create Request) sent from SOA A will have Responses sent back to SOA A (this is required as SOA B does not have the invoke ID of SOA A’s Request).


· Notifications initiated at the NPAC (e.g., SV StatusAttributeValueChange) will be sent to both SOA A and SOA B, regardless of whether SOA A, SOA B, other SP SOA, NPAC personnel, or NPAC business rules initiated the transaction that led to the notification.


· Functionality applies to two (2) or more SOA connections at the same time.


· Performance expectation is on a per SOA basis, not a per SPID basis.


· Notifications would be recoverable such that if SOA A was not associated and notifications were instead sent to SOA B, that SOA A would be able to get those missed notifications via recovery.


· Service Provider tunables (i.e., “SPIDables”) need to be evaluated to determine which can remain at the Service Provider level, and which would need granularity at the SOA level.


· Sep ’13, the full echo-back of data as the initiator is independent of having multiple SOAs defined.


· Nov ’13, with the implementation of NANC 372 (XML Interface), delegation is available when using the XML Interface.


· Mar ’15, notifications that are suppressed (pending implementation of NANC 458) are not sent to SOA A or SOA B.  Request SPID – Delegate SPID relationship will be used for the Active-Active relationship (with the new Active-Active Indicator and the Request SPID attribute), therefore, the initiating and non-initiating Service Provider tunable parameters are no longer needed, and are removed in this version of the document.  In an Active-Active scenario, the new indicator associated with Active-Active identifies an Initiator New SP SOA that does not need echo-back of data (since they were the ones that sent it in the request), and the non-Initiator New SP SOA that does need full echo-back of data (and would receive it in both the Object Creation Notification and the Attribute Value Change Notification), so that they are in sync with the Initiator New SP SOA.






Sep ’12 LNPAWG meeting:


Neustar sent out (8/31/2012) the following note prior to the Sep meeting to facilitate the discussion.


During our analysis of NANC 449 after the discussion at the July 2012 LNPAWG meeting, several questions have come up to which the answers will dictate our next steps with this change order.


Based on the current definition of NANC 449:


1. two or more SOA connections


1. from the same SPID


1. using the same CMIP association function mask information


1. sending/receiving CMIP requests/responses individually


1. receiving NPAC notifications whether or not involved in initial request


Our current NPAC architecture supports the current NPAC requirement (one CMIP association, per SPID, per function mask).  In order to support the 449 notion of two or more, a CMIP change will be required.  Furthermore, the two or more associations must perform the same type of work and support the same optional fields, thereby eliminating the potential for SOA A to support functionality that is different from SOA B for a given SPID.  The functional changes get complicated as we introduce the CMIP changes (e.g., the need for a SOA-Instance-ID to differentiate SOA A from SOA B for items like recovery), and the potential desire to support different message sets.


As an alternative, we have looked at a “relationship” architecture where SOA B uses a different SPID value than the SOA A main SPID value, and within the NPAC we have a “relationship” table that allows B to perform the same functions as A.  For example, a national Service Provider (SPID 2222) is performing an OSP SV Concur.  In one region that message could come from SOA A (2222), and in another region that message could come from SOA B (Y222).  Because the entry in the “relationship” table says that effectively Y222 is the same as 2222, the NPAC edits will accept this message.  For the NSP in both of these ports, they would see the OSP as 2222, thereby not causing confusion that the OSP is Y222.  Additionally, since the “relationship” table is stored solely in the NPAC, this approach does not require 2222 to update any NPAC data to be owned by Y222 (SV ownership still remains with 2222).


Please discuss this internally and be prepared to provide input during the Sep 2012 LNPAWG meeting (change management agenda item):


1. Current 449 definition


0. Higher development level of effort


0. All SOAs must support same functionality


0. Requires CMIP changes to GDMO and ASN.1


1.  “relationship” approach


1. Requires setup of “related” SPID in NPAC data, but not stored in local systems


1. All SOAs can support whatever optional data they wish to support (settings at the SPID level)


1. Does not require CMIP changes


1. Does not require any changes to existing NPAC data (e.g., nothing is changed to be owned by Y222)





Apr ’13:


In preparation for discussion at the May 2013 LNPAWG meeting, Comcast has provided an update to NANC 449.


In addition to multiple connections to the NPAC, the following functionality should be considered in order to support the carrier option of a NANC 449 solution:


1. Add the echo-back of LRN, GTT and Optional data fields in order to achieve consistent and complete data for both instances (SOA A/SOA B).  This will be required because the LRN, GTT and Optional data are expected to originate from a single instance only and are not returned by the NPAC today in the Object Creation Notification.  Hence, the non-originating instance would be missing this information.



2. Add a new field to the New Service Provider Create Request, “Order ID”.  This field, resident in many SOAs today, allows the SOA to coordinate ordering system information with NPAC porting information.  Consideration for other data fields or elements would be included to support use of other SOA systems in use by other service providers.  This new field will be included on both the New Service Provider Create Request and the echo-back information in #1 above to the non-originating instance.  This would ensure multiple  instances of SOA connectivity would contain complete and synchronized data.





May ’13 LNPAWG meeting:


After discussion about having Active-Active SOA connection functionality in the new XML interface defined in NANC 372, the group agreed to include that functionality in this change order.  So, all references for Active-Active SOA will apply to both the CMIP interface and the XML interface.  The group also agreed to change the new SOA field from “Order ID” to “Cross-Reference ID”.  Neustar agreed to add draft requirements to this document to facilitate discussion at the July meeting.





[bookmark: _Toc59881639]Jul ’13 LNPAWG meeting:


The various flavors of echo-back were discussed.  As a result, an additional feature will be added that allows a SOA (whether the initiator of a request, or the non-initator of a request) to indicate a preference on full echo-back for an ObjectCreationNotification and an AttributeValueChangeNotification.





Sep ’13 LNPAWG meeting:


Upon further discussion, all notifications will go to both SOA A and SOA B.  Also, the echo-back will now be associated with the New SP only (no need to echo routing data to the Old SP, this will be removed from the requirements).  This applies to an ObjectCreationNotification and an AttributeValueChangeNotification.





Nov ’13 LNPAWG meeting:


The use of the Delegation Model for Active-Active SOA applies to both the CMIP interface and the XML interface.





Mar ’15 LNPAWG meeting:


Discussed as to whether or not the requirements were up-to-date in light of the development work that has taken place since this change order was initially introduced.  Functionality such as XML and Notification Suppression will be synced-up in the requirements of this change order for review during the next meeting.





May ’15 LNPAWG meeting:


The updates for XML and Notification Suppression were discussed.  Updates (to include Number Pool Blocks, and LSMS Query Response) will be made and reviewed during the July meeting.












Requirements:


Section 1.2, NPAC SMS Functional Overview


Add a new section that describes the functionality of the Active-Active SOA scenario.  See Description of Change above.


Section 3.1, NPAC SMS Data Models


Add new attributes for the Active-Active SOA (Active-Active for echo-back, cross-reference ID).  See below:





			
NPAC CUSTOMER DATA MODEL





			Attribute Name


			Type (Size) 


			Required


			Description





			[snip]


			


			


			





			NPAC Customer Cross-Reference ID Indicator – SOA


			B


			


			A Boolean that indicates whether the NPAC Customer (SOA) supports Cross-Reference ID in Subscription Version records (create and modify prior to activation, query response), and Number Pool Block records (create by SOA, query response).


The default value is False.





			NPAC Customer Cross-Reference ID Indicator – LSMS


			B


			


			A Boolean that indicates whether the NPAC Customer (LSMS) supports Cross-Reference ID in Subscription Version records (query response), and Number Pool Block records (query response).


The default value is False.





			[snip]


			


			


			








Table 3-2 NPAC Customer Data Model








			NPAC CUSTOMER REQUEST-DELEGATE DATA MODEL





			Attribute Name


			Type (Size)


			Required


			Description





			Request NPAC Customer ID


			C (4)


			


			An alphanumeric code which uniquely identifies an NPAC Customer that will act as a request SPID





			Delegate NPAC Customer ID


			C (4)


			


			An alphanumeric code that uniquely identifies an NPAC Customer that will act as a delegate SPID associated with a request SPID.





			[bookmark: _Toc415487526][bookmark: _Toc415487585]NPAC Customer Active-Active Indicator


			B


			


			A Boolean that indicates whether the NPAC Customer in this Request SPID – Delegate SPID entry is an Active-Active Relationship, thereby allowing the echo-back of subscription version data to the non-Initiator New Service Provider SOA.


This only applies to a SOA-to-SOA relationship.


The default value is False.








Table 3‑6 NPAC Customer Request-Delegate Data Model








			SUBSCRIPTION VERSION DATA MODEL





			Attribute Name


			Type (Size)


			Required


			Description





			[snip]


			


			


			





			[bookmark: _Toc365876004][bookmark: _Toc368562172][bookmark: _Ref377212546][bookmark: _Ref377214451][bookmark: _Ref377214486][bookmark: _Ref379878757][bookmark: _Ref380305391][bookmark: _Ref380561759][bookmark: _Ref380561900][bookmark: _Ref380811299][bookmark: _Ref380811701][bookmark: _Ref411679858][bookmark: _Ref419620543][bookmark: _Ref436023959][bookmark: _Ref436023999][bookmark: _Ref436024023][bookmark: _Ref436024071][bookmark: _Ref377214446][bookmark: _Toc381720300][bookmark: _Toc436023452][bookmark: _Toc436025906][bookmark: _Toc436026066][bookmark: _Toc436037428][bookmark: _Toc437674411][bookmark: _Toc437674744][bookmark: _Toc437674970][bookmark: _Toc437675488][bookmark: _Toc463062923][bookmark: _Toc463063430]Cross-Reference ID


			C ( 25)


			


			An alphanumeric code which identifies an Cross-Reference ID or Cross-Reference Number from the service provider’s ordering system into the SOA.


This optional field may only be specified if the service provider SOA supports Cross-Reference ID.





			[bookmark: _Toc279510778][snip]


			


			


			








Table 3‑6 7 Subscription Version Data Model

















			NUMBER POOLING BLOCK HOLDER INFORMATION DATA MODEL





			Attribute Name


			Type (Size)


			Required


			Description





			[snip]


			


			


			





			Cross-Reference ID


			C ( 25)


			


			An alphanumeric code which identifies a Cross-Reference ID or Cross-Reference Number from the service provider’s ordering system into the SOA.


This optional field may only be specified if the service provider SOA supports Cross-Reference ID.





			[snip]


			


			


			








[bookmark: _Toc415487529][bookmark: _Toc415487588]Table 3‑9 Number Pooling Block Holder Information Data Model









Section 3.2, NPAC Personnel Functionality


Add new requirements for Mass Update/Mass Create that involves echo-back.





R3-7.1	Select Subscription Versions mass changes for one or more Subscription Versions


NPAC SMS shall allow Service Provider Personnel, via the NPAC Low-Tech Interface, and NPAC personnel, via the NPAC Administrative Interface, to select Subscription Versions for mass update which match a user defined combination of any of the following: SPID, LNP Type (any single LNP Type or none), TN, TN range (NPA-NXX-xxxx through yyyy, where yyyy is greater than xxxx), LRN, DPC values, SSN values, Billing ID, End User Location Type, or End User Location Value, or Cross-Reference ID (pending-like SVs only).  (Previously part of B-760 and B-761)


Note: If a single LNP Type is selected, then only that LNP Type will be used, otherwise, if no LNP Type is selected, then no restriction is imposed on the LNP Type as a selection criteria.


R3-7.2 	Administer Mass update on one or more selected Subscription Versions


NPAC SMS shall allow Service Provider Personnel, via the NPAC Low-Tech Interface, and NPAC personnel, via the NPAC Administrative Interface, to specify a mass update action to be applied against all Subscription Versions selected (except for Subscription Versions with a status of old, partial failure, sending, disconnect pending or canceled) for LRN, DPC values, SSN values, SV Type, Alternative SPID, Last Alternative SPID, Alt-End User Location Value, Alt-End User Location Type, Alt-Billing ID, Voice URI, MMS URI, SMS URI, Billing ID, End User Location Type, or End User Location Value, or Cross-Reference ID (pending-like SVs only). (reference NANC 399)


Note: Service Provider Personnel are limited to LRN, DPCs, and SSNs, and SV Type.  


Req 1	Mass Update – Active-Active SOA – Notify non-Initiator New Service Provider SOA with all data in the Attribute Value Change Notification to the New Service Provider


NPAC SMS shall allow Service Provider Personnel, via the NPAC Low-Tech Interface, and NPAC Personnel, via the NPAC Administrative Interface, to perform a Mass Update in an Active-Active SOA scenario, and notify the non-Initiator New Service Provider SOA of all modified Subscription Version data in the Attribute Value Change Notification when the Service Provider Active-Active Indicator is TRUE.


Req 2	Mass Create – Active-Active SOA – Notify non-Initiator New Service Provider SOA with all data in the Object Creation Notification to the New Service Provider


NPAC SMS shall allow Service Provider Personnel, via the NPAC Low-Tech Interface, and NPAC Personnel, via the NPAC Administrative Interface, to perform a Mass Create in an Active-Active SOA scenario, and notify the non-Initiator New Service Provider SOA of all Subscription Version data in the Object Creation Notification when the Service Provider Active-Active Indicator is TRUE.


Note:  Adding the echo-back of all data in the Object Creation Notification allows both New Service Provider SOA A and New Service Provider SOA B to have data such as LRN, GTT, Optional data, and Cross-Reference ID (if supported by the Service Provider SOA).





3.8.5, Notification Suppression section, update intro paragraph to include CMIP Interface.


This functionality applies to the XML interface, the CMIP Interface, the NPAC Administrative GUI Interface, and the Service Provider Low-Tech Interface.





3.9.x, new section, Cross-Reference ID Indicator





Req 3	Service Provider SOA Cross-Reference ID Indicator


NPAC SMS shall provide a Service Provider SOA Cross-Reference ID Indicator tunable parameter which defines whether this SOA supports Cross-Reference ID functionality when sending in New Service Provider SV/NPB Create Requests and receiving SV/NPB Query Responses.


Req 4	Service Provider SOA Cross-Reference ID Indicator Default


NPAC SMS shall default the Service Provider SOA Cross-Reference ID Indicator to FALSE.


Req 5	Service Provider SOA Cross-Reference ID Indicator Modification


NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider SOA Cross-Reference ID Indicator tunable parameter.


Req 6	Service Provider LSMS Cross-Reference ID Indicator


NPAC SMS shall provide a Service Provider LSMS Cross-Reference ID Indicator tunable parameter which defines whether this LSMS supports Cross-Reference ID functionality when receiving SV/NPB Query Responses.


Req 7	Service Provider LSMS Cross-Reference ID Indicator Default


NPAC SMS shall default the Service Provider LSMS Cross-Reference ID Indicator to FALSE.


Req 8	Service Provider LSMS Cross-Reference ID Indicator Modification


NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider LSMS Cross-Reference ID Indicator tunable parameter.





3.13.3, Block Holder, Addition





Req 9	Activate Number Pool Block – Active-Active SOA – Create Notifications


NPAC SMS shall, in an Active-Active SOA scenario, for all Number Pool Block create messages applicable to SOA A, also notify SOA B.





3.13.6, Block Holder, Query





Req 10	Query of Number Pool Block Holder Information for Cross-Reference ID Indicator – Service Provider Personnel – SOA Interface


NPAC SMS shall allow a Service Provider SOA via the SOA-to-NPAC SMS Interface, to receive a query response of Block Holder Information that includes Cross-Reference ID Indicator, if the value in the requesting Service Provider’s SOA Cross-Reference ID Indicator is set to TRUE.


Req 11	Query of Number Pool Block Holder Information for Cross-Reference ID Indicator – Service Provider Personnel – LSMS Interface


NPAC SMS shall allow a Service Provider Local SMS via the NPAC SMS-to-Local SMS Interface, to receive a query response of Block Holder Information that includes Cross-Reference ID Indicator, if the value in the requesting Service Provider’s LSMS Cross-Reference ID Indicator is set to TRUE.


Req 12	Query of Number Pool Block Holder Information for Cross-Reference ID Indicator – Service Provider Personnel – LTI


NPAC SMS shall allow a Service Provider via the NPAC SOA Low-tech Interface, to receive a query response of Block Holder Information that includes Cross-Reference ID Indicator, if the Service Provider Low-Tech Interface Cross-Reference ID Indicator is TRUE.





5.1, Subscription Version Management





Req 613	Subscription Version – Active-Active SOA – All Notifications


NPAC SMS shall, in an Active-Active SOA scenario, for all Subscription Version changes applicable to SOA A, also notify SOA B.


Note:  This applies to both a New Service Provider SOA and an Old Service Provider SOA.


R5‑16	Create Inter-Service Provider (non-PTO) Subscription Version - New Service Provider Optional input data


NPAC SMS shall accept the following optional fields from NPAC personnel or the new Service Provider upon Subscription Version creation for an Inter-Service Provider port, when the Porting to Original flag is set to False:  (reference NANC 399)


· Billing Service Provider ID


· End‑User Location ‑ Value


· End‑User Location ‑ Type


· Alternative SPID (if supported by the Service Provider SOA)


· Last Alternative SPID (if supported by the Service Provider SOA)


· Voice URI (if supported by the Service Provider SOA)


· MMS URI (if supported by the Service Provider SOA)


· SMS URI (if supported by the Service Provider SOA)


· Cross-Reference ID (if supported by the Service Provider SOA)


Req 714	Create Subscription Version – Cross-Reference ID


NPAC SMS shall accept the following optional field from NPAC Personnel or the new Service Provider upon Subscription Version creation, when the Porting to Original flag is set to True:


· Cross-Reference ID (if supported by the Service Provider SOA)


R5‑18.1	Create Subscription Version - Field-level Data Validation


NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version creation for an Inter-Service Provider port:  (reference NANC 399)


· LNP Type


· [snip]


· New SP Medium Timer Indicator (if supported by the Service Provider SOA)


· Old SP Medium Timer Indicator (if supported by the Service Provider SOA)


· Cross-Reference ID (if supported by the Service Provider SOA)


RR5-5	Create “Intra-Service Provider Port” (non-PTO) Subscription Version - Current Service Provider Optional Input Data


NPAC SMS shall accept the following optional fields from the NPAC personnel or the Current Service Provider upon a Subscription Version Creation for an Intra-Service Provider port, when the Porting to Original flag is set to False:  (reference NANC 399)


· Billing Service Provider ID


· [snip]


· MMS URI (if supported by the Service Provider SOA)


· SMS URI (if supported by the Service Provider SOA)


· Cross-Reference ID (if supported by the Service Provider SOA)


RR5-6.1	Create “Intra-Service Provider Port” Subscription Version - Field-level Data Validation


NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version creation for an Intra-Service Provider port:  (reference NANC 399)


· LNP Type


· [snip]


· MMS URI (if supported by the Service Provider SOA)


· SMS URI (if supported by the Service Provider SOA)


· Cross-Reference ID (if supported by the Service Provider SOA)


Req 815	Create Subscription Version – Active-Active SOA – Notify Non-Initiating SOA with all data in the Object Creation Notification to the New Service Provider


NPAC SMS shall, in an Active-Active SOA scenario when the Active-Active Indicator is TRUE, notify the non-originating SOA of all Subscription Version data in the Object Creation Notification.


Note:  Adding the echo-back of all data in the Object Creation Notification allows the non-originating SOA to receive data such as LRN, GTT, Optional data, and Cross-Reference ID (if supported by the Service Provider SOA).  The originating SOA already has this data as it was sent to the NPAC in the request.


Req 916	Create Subscription Version – Active-Active SOA – Notify Non-Initiating SOA with all modified data in an Attribute Value Change Notification to the New Service Provider


NPAC SMS shall, in an Active-Active SOA scenario when the Active-Active Indicator is TRUE, notify the non-originating SOA of all modified Subscription Version data in the Attribute Value Change Notification.


Note:  Adding the echo-back of all modified data in the Attribute Value Change Notification (second Create of an SV, or modify-pending of an SV) allows the non-originating SOA to receive data such as LRN, GTT, Optional data, and Cross-Reference ID (if supported by the Service Provider SOA).


R5‑27.1	Modify Subscription Version - New Service Provider Data Values


NPAC SMS shall allow the following data to be modified in a pending or conflict Subscription Version for an Inter-Service Provider or Intra-Service Provider port by the new/current Service Provider or NPAC personnel:  (reference NANC 399)


· Location Routing Number (LRN) ‑ the identifier of the ported to switch (excluding setting or removing a pseudo-LRN).


· Due Date ‑ date on which transfer of service from old facilities‑based Service Provider to new facilities-based Service Provider is planned to occur.


· Class DPC


· Class SSN


· LIDB DPC


· LIDB SSN


· CNAM DPC


· CNAM SSN


· ISVM DPC


· ISVM SSN


· WSMSC DPC (if supported by the Service Provider SOA)


· WSMSC SSN (if supported by the Service Provider SOA)


· SV Type (if supported by the Service Provider SOA)


· Alternative SPID (if supported by the Service Provider SOA)


· Last Alternative SPID (if supported by the Service Provider SOA)


· Alt-End User Location Value (if supported by the Service Provider SOA)


· Alt-End User Location Type (if supported by the Service Provider SOA)


· Alt-Billing ID (if supported by the Service Provider SOA)


· Voice URI (if supported by the Service Provider SOA)


· MMS URI (if supported by the Service Provider SOA)


· SMS URI (if supported by the Service Provider SOA)


· New SP Medium Timer Indicator (if supported by the Service Provider SOA)


· Cross-Reference ID (if supported by the Service Provider SOA)


R5-27.2	Modify “porting to original” Subscription Version - New Service Provider Data Values


NPAC SMS shall allow the following data to be modified in a pending, or conflict Subscription Version for a “porting to original” port by the new Service Provider or NPAC personnel:


· Due Date - New Service Provider date on which “port to original” is planned to occur.


· New SP Medium Timer Indicator (if supported by the Service Provider SOA)


· Cross-Reference ID (if supported by the Service Provider SOA)


R5‑28	Modify (non-PTO) Subscription Version - New Service Provider Optional input data


NPAC SMS shall accept the following optional fields from the NPAC personnel or the new Service Provider upon modification of a pending or conflict Subscription version, when the Porting to Original flag is set to False:  (reference NANC 399)


· Billing Service Provider ID


· [snip]


· MMS URI (if supported by the Service Provider SOA)


· SMS URI (if supported by the Service Provider SOA)


· Cross-Reference ID (if supported by the Service Provider SOA)


RR5-181	Modify (PTO) Subscription Version – New Service Provider Optional input data


NPAC SMS shall accept the following optional fields from the NPAC Personnel or the new Service Provider, when the Porting to Original flag is set to True, upon modification of a pending or conflict subscription version:


· Billing Service Provider ID


· End‑User Location ‑ Value


· End‑User Location ‑ Type


· Cross-Reference ID (if supported by the Service Provider SOA)


R5‑29.1	Modify Subscription Version - Field-level Data Validation


NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version modification.  (reference NANC 399)


· LNP Type


· [snip]


· New SP Medium Timer Indicator (if supported by the New Service Provider SOA)


· Old SP Medium Timer Indicator (if supported by the Old Service Provider SOA)


· Cross-Reference ID (if supported by the Service Provider SOA)


R5‑31.3	Modify Subscription Version - Successful Modification Notification


NPAC SMS shall send an appropriate message to the old and new Service Providers upon successful modification of a Subscription Version.


Note:  Pending Subscription Version notifications for pseudo-LRN are only sent if the NPAC Customer SOA Pseudo-LRN Indicator is set to TRUE and the NPAC Customer SOA Pseudo-LRN Notification Indicator is set to TRUE.


Note:  Pending Subscription Version notifications for active-active SOA scenarios will include all modified Subscription Version data  to the non-Initiator New Service Provider SOA.


R5-40.3	Modify Active Subscription Version - Modification Success User Notification


NPAC SMS shall notify the originating user indicating successful modification of an active Subscription Version.


Note:  Active Subscription Version notifications for active-active SOA scenarios will include all modified Subscription Version data to the non-Initiator New Service Provider SOA.


R5-74.3	Query Subscription Version - Output Data - SOA


NPAC SMS shall return the following output data for a Subscription Version query request initiated by NPAC personnel or a SOA to NPAC SMS interface user:  (reference NANC 399)


· Subscription Version ID


· [snip]


· New SP Medium Timer Indicator (if supported by the Service Provider SOA)


· Old SP Medium Timer Indicator (if supported by the Service Provider SOA)


· Cross-Reference ID (if supported by the Service Provider SOA)


Note: If the New SP Medium Timer Indicator value or Old SP Medium Timer Indicator value is not set on the Subscription Version, then it will not be returned in the query response.


R5-74.4	Query Subscription Version - Output Data - LSMS


NPAC SMS shall return the following output data for a Subscription Version query request initiated over the NPAC SMS to Local SMS interface:  (reference NANC 399)


· Subscription Version ID


· [snip]


· MMS URI (if supported by the Service Provider LSMS)


· SMS URI (if supported by the Service Provider LSMS)


Cross-Reference ID (if supported by the Service Provider LSMS)








[bookmark: _Toc415487460]6.14	XML Message and CMIP Message Delegation


With the implementation of NANC 449, Active-Active SOA, the NPAC Delegation function applies to both the CMIP Interface and the XML Interface.





RR6-237	XML Message and CMIP Message Delegation – Functionality


NPAC SMS shall support a delegation mechanism in the XML interface and the CMIP Interface that allows a delegate SPID SOA to submit a request on behalf of a request SPID SOA.  (Previously NANC 372, Req 32)


Note:  Upon validation of the SOA delegation relationship, the request is evaluated as if received from the request SPID.  The response to a request is sent to the delegate SPID, not the request SPID.  Delegation applies to the SOA, not to the LSMS.


RR6-238	XML Message and CMIP Message Delegation – Relationship Establishment


NPAC SMS shall provide a mechanism for NPAC Personnel to establish the SOA delegation relationship of a delegate SPID to a request SPID via the NPAC Administrative Interface.  (Previously NANC 372, Req 33)


Note:  The SOA delegation relationship can be from any one SPID to any other SPID.  Delegation applies to the XML SOA, the CMIP SOA, and NPAC Low-Tech Interface, not to the LSMS.


RR6-239	XML Message and CMIP Message Delegation – Relationship Removal by NPAC Personnel


NPAC SMS shall provide a mechanism for NPAC Personnel to remove the SOA delegation relationship of the delegate SPID to the request SPID via the NPAC Administrative Interface.  (Previously NANC 372, Req 34)


Note:  Messages queued for the request SPID as a result of an activity from the delegate SPID will not be affected.


RR6-240	XML Message and CMIP Message Delegation – Relationship Removal upon SPID Removal


NPAC SMS shall remove the SOA delegation relationship of the delegate SPID to the request SPID upon deletion of the delegate SPID.  (Previously NANC 372, Req 35)


RR6-241	XML Message and CMIP Message Delegation – Notifications


NPAC SMS shall send all notifications for a request SPID to both the request SPID and the delegate SPID(s).  (Previously NANC 372, Req 36)


Note:  The delegate SPID(s) must support the notification in order to receive it.


RR6-242	XML SPID and CMIP SPID Delegation – Audit Requests


NPAC SMS shall not allow an audit request to be submitted by a delegate on behalf of a request SPID.  (Previously NANC 372, Req 37)


Note:  Delegates should request audits using their own SPID value.


RR6-243	SPID Delegation – NPAC Personnel


NPAC SMS shall allow NPAC Personnel to view all request SPIDs related to a delegate SPID via the NPAC Administrative Interface.  (Previously NANC 372, Req 38)












IIS:


Update section 2.2 (updated text in yellow highlight).


Multiple associations per service provider to the NPAC SMS can be supported when using different function masks.  Active-Active SOA functionality can be supported by using the NPAC Delegation function.  The secure association establishment is described in Section 5.





Update section 5.6 (updated text in yellow highlight).


[bookmark: _Toc116975748][bookmark: _Toc294800220]Single Association for SOA/LSMS


A SOA/LSMS system may connect to the NPAC SMS with one association for the same function (same bit mask).  The NPAC SMS will abort any previous associations that use that same function.  Active-Active SOA functionality can be supported by using the NPAC Delegation function.





Part II, update the following flow descriptions to indicate Cross-Reference ID as an optional attribute.  Add a note to the descriptions that notifications for Active-Active scenarios are sent to both New Service Provider SOAs (only non-Initiator gets full echo-back of data), and that modify scenarios have notifications that include all modified attributes to the non-Initiator:


1. B.4.4.1, Number Pool Block Create/Activate by the SOA


2. B.4.4.13, Number Pool Block Modify by the Block Holder SOA


3. B.4.4.33, Number Pool Block Query by the Block Holder SOA


4. B.5.1.2, Subscription Version Create by the Initial SOA (New Service Provider)


5. B.5.1.3, Subscription Version Create by the Second SOA (New Service Provider)


6. B.5.2.3, Subscription Version Modify Prior to Activate Using M-ACTION


7. B.5.2.4, Subscription Version Modify Prior to Activate Using M-SET


8. B.5.6, Subscription Version Query












GDMO:


-- 21.0 LNP NPAC Subscription Version Managed Object Class





subscriptionVersionNPAC MANAGED OBJECT CLASS


    DERIVED FROM subscriptionVersion;


    CHARACTERIZED BY


        subscriptionVersionNPAC-Pkg;


    REGISTERED AS {LNP-OIDS.lnp-objectClass 21};


   


subscriptionVersionNPAC-Pkg PACKAGE


    BEHAVIOUR


        subscriptionVersionNPAC-Definition,


        subscriptionVersionNPAC-Behavior-1,


        subscriptionVersionNPAC-Behavior-2;


    ATTRIBUTES


        subscriptionVersionStatus GET-REPLACE,


        subscriptionOldSP GET-REPLACE,


        subscriptionNewSP-DueDate GET-REPLACE,


        subscriptionNewSP-CreationTimeStamp GET-REPLACE,


        subscriptionOldSP-DueDate GET-REPLACE,


        subscriptionOldSP-Authorization GET-REPLACE,


        subscriptionStatusChangeCauseCode GET-REPLACE,


        subscriptionOldSP-AuthorizationTimeStamp GET-REPLACE,


        subscriptionBroadcastTimeStamp GET-REPLACE,


        subscriptionConflictTimeStamp GET-REPLACE,


        subscriptionCustomerDisconnectDate GET-REPLACE,


        subscriptionEffectiveReleaseDate GET-REPLACE,


        subscriptionDisconnectCompleteTimeStamp GET-REPLACE,


        subscriptionCancellationTimeStamp GET-REPLACE,


        subscriptionCreationTimeStamp GET-REPLACE,


        subscriptionFailed-SP-List GET-REPLACE,


        subscriptionModifiedTimeStamp GET-REPLACE,


        subscriptionOldTimeStamp GET-REPLACE,


        subscriptionOldSP-CancellationTimeStamp GET-REPLACE,


        subscriptionNewSP-CancellationTimeStamp GET-REPLACE,


        subscriptionOldSP-ConflictResolutionTimeStamp GET-REPLACE,


        subscriptionNewSP-ConflictResolutionTimeStamp GET-REPLACE,


        subscriptionPortingToOriginal-SPSwitch GET-REPLACE,


        subscriptionPreCancellationStatus GET-REPLACE,


        subscriptionTimerType GET-REPLACE,


        subscriptionBusinessType GET-REPLACE,


        subscriptionNewSPMediumTimerIndicator GET-REPLACE,


        subscriptionOldSPMediumTimerIndicator GET-REPLACE,


        subscriptionCrossRefId GET-REPLACE,


        subscriptionRequestSP GET-REPLACE,


        subscriptionInitiatorSuppIndicator GET-REPLACE,


        subscriptionRequestorSuppIndicator GET-REPLACE,


        subscriptionOtherSuppIndicator GET-REPLACE;


[snip]


subscriptionVersionNPAC-Behavior-1 BEHAVIOUR


    DEFINED AS !


        NPAC SMS Managed Object for the SOA to NPAC SMS and the Local SMS to


        NPAC SMS interface.


[snip]


  


        New service provider SOAs can only modify the following attributes:


  


        subscriptionLRN


        subscriptionNewSP-DueDate


        subscriptionCLASS-DPC


        subscriptionCLASS-SSN


        subscriptionLIDB-DPC


        subscriptionLIDB-SSN


        subscriptionCNAM-DPC


        subscriptionCNAM-SSN


        subscriptionISVM-DPC


        subscriptionISVM-SSN


        subscriptionWSMSC-DPC


        subscriptionWSMSC-SSN


        subscriptionEndUserLocationValue


        subscriptionEndUserLocationType


        subscriptionBillingId


        subscriptionSvType


        subscriptionOptionalData


        subscriptionNewSPMediumTimerIndicator


        subscriptionCrossRefId


    !;


  


subscriptionVersionNPAC-Behavior-2 BEHAVIOUR


    DEFINED AS !


[snip]


        The subscriptionCrossReferenceId is only returned on SOA queries


        to service providers that support the cross-reference ID.





        The Delegation function is supported through the use of the


        Request SPID attribute.





        The Notification Suppression function is supported, and can


        suppress notifications for Grantor, Delegates, and Other


        Service Provider.


[snip]








-- 30.0 Number Pool Block NPAC Data Managed Object Class


--


numberPoolBlockNPAC MANAGED OBJECT CLASS


    DERIVED FROM numberPoolBlock;


    CHARACTERIZED BY


        numberPoolBlockNPAC-Pkg;


    REGISTERED AS {LNP-OIDS.lnp-objectClass 30};





numberPoolBlockNPAC-Pkg PACKAGE


    BEHAVIOUR


        numberPoolBlockNPAC-Definition,


        numberPoolBlockNPAC-Behavior;


    ATTRIBUTES


        numberPoolBlockBroadcastTimeStamp GET,


        numberPoolBlockCreationTimeStamp GET,


        numberPoolBlockDisconnectCompleteTimeStamp GET,


        numberPoolBlockModifiedTimeStamp GET,


        numberPoolBlockSOA-Origination GET-REPLACE,


        numberPoolBlockStatus GET,


        numberPoolBlockFailed-SP-List GET,


        numberPoolBlockCrossRefId GET,


        numberPoolBlockRequestSP GET-REPLACE,


        numberPoolBlockInitiatorSuppIndicator GET-REPLACE,


        numberPoolBlockRequestorSuppIndicator GET-REPLACE,


        numberPoolBlockOtherSuppIndicator GET-REPLACE;


    NOTIFICATIONS


        numberPoolBlockStatusAttributeValueChange,


        "CCITT Rec. X.721 (1992) | ISO/IEC 10165-2 : 1992":attributeValueChange


            accessControlParameter numberPoolBlockNPA-NXX-XParameter,


        "CCITT Rec. X.721 (1992) | ISO/IEC 10165-2 : 1992":objectCreation


            accessControlParameter;


    ;





numberPoolBlockNPAC-Definition BEHAVIOUR


    DEFINED AS !


        The numberPoolBlock class is the managed object


        used to identify number pool block NPAC information.


    !;





numberPoolBlockNPAC-Behavior BEHAVIOUR


    DEFINED AS !


[snip]


        The numberPoolBlockCrossRefId is only returned on SOA queries


        to service providers that support the cross-reference ID.





        The Delegation function is supported through the use of the


        Request SPID attribute.





        The Notification Suppression function is supported, and can


        suppress notifications for Grantor, Delegates, and Other


        Service Provider.


[snip]








-- 999.0 LNP Subscription Cross Ref Id





subscriptionCrossRefId ATTRIBUTE


    WITH ATTRIBUTE SYNTAX LNP-ASN1.CrossRefId;


    MATCHES FOR EQUALITY;


    BEHAVIOUR subscriptionCrossRefIdBehavior;


    REGISTERED AS {LNP-OIDS.lnp-attribute 999};





subscriptionCrossRefIdBehavior BEHAVIOUR


    DEFINED AS !


        This attribute is used to specify the Cross Reference Id for the


        subscription version.


!;  








-- 999.0 LNP Subscription Initiator Suppression Indicator





subscriptionInitiatorSuppIndicator ATTRIBUTE


    WITH ATTRIBUTE SYNTAX LNP-ASN1.SelfNotifSuppIndicator;


    MATCHES FOR EQUALITY;


    BEHAVIOUR subscriptionInitiatorSuppBehavior;


    REGISTERED AS {LNP-OIDS.lnp-attribute xxx};





subscriptionInitiatorSuppBehavior BEHAVIOUR


    DEFINED AS !


        This attribute is used to specify the subscription version Initiator


        Notification Suppression indicator on whether or not notifications


        should be suppressed.


!;








-- 999.0 LNP Subscription Requestor Suppression Indicator





subscriptionRequestorSuppIndicator ATTRIBUTE


    WITH ATTRIBUTE SYNTAX LNP-ASN1.NotifSuppIndicator;


    MATCHES FOR EQUALITY;


    BEHAVIOUR subscriptionRequestorSuppBehavior;


    REGISTERED AS {LNP-OIDS.lnp-attribute xxx};





subscriptionRequestorSuppBehavior BEHAVIOUR


    DEFINED AS !


        This attribute is used to specify the subscription version Requestor


        Notification Suppression indicator on whether or not notifications


        should be suppressed.


!;








-- 999.0 LNP Subscription Other Suppression Indicator





subscriptionOtherSuppIndicator ATTRIBUTE


    WITH ATTRIBUTE SYNTAX LNP-ASN1.NotifSuppIndicator;


    MATCHES FOR EQUALITY;


    BEHAVIOUR subscriptionOtherSuppBehavior;


    REGISTERED AS {LNP-OIDS.lnp-attribute xxx};





subscriptionOtherSuppBehavior BEHAVIOUR


    DEFINED AS !


        This attribute is used to specify the subscription version Other


        Notification Suppression indicator on whether or not notifications


        should be suppressed.


!;











-- 999.0 LNP Subscription Request Service Provider





subscriptionRequestSP ATTRIBUTE


    WITH ATTRIBUTE SYNTAX LNP-ASN1.ServiceProvId;


    MATCHES FOR EQUALITY, ORDERING;


    BEHAVIOUR subscriptionRequestSPBehavior;


    REGISTERED AS {LNP-OIDS.lnp-attribute 999};





subscriptionRequestSPBehavior BEHAVIOUR


    DEFINED AS !


        This attribute is used to specify the subscription Request


        Service Provider for a subscription version.





        This attribute is also used to store the Request service provider


        id for a service provider request.


!;








-- 999.0 LNP Number Pool Block Cross Ref Id





numberPoolBlockCrossRefId ATTRIBUTE


    WITH ATTRIBUTE SYNTAX LNP-ASN1.CrossRefId;


    MATCHES FOR EQUALITY;


    BEHAVIOUR numberPoolBlockCrossRefIdBehavior;


    REGISTERED AS {LNP-OIDS.lnp-attribute 999};





numberPoolBlockCrossRefIdBehavior BEHAVIOUR


    DEFINED AS !


        This attribute is used to specify the Cross Reference Id for the


        number pool block.


!;  








-- 999.0 LNP Number Pool Block Initiator Suppression Indicator





numberPoolBlockInitiatorSuppIndicator ATTRIBUTE


    WITH ATTRIBUTE SYNTAX LNP-ASN1.SelfNotifSuppIndicator;


    MATCHES FOR EQUALITY;


    BEHAVIOUR numberPoolBlockInitiatorSuppBehavior;


    REGISTERED AS {LNP-OIDS.lnp-attribute xxx};





numberPoolBlockInitiatorSuppBehavior BEHAVIOUR


    DEFINED AS !


        This attribute is used to specify the Number Pool Block Initiator


        Notification Suppression indicator on whether or not notifications


        should be suppressed.


!;








-- 999.0 LNP Number Pool Block Requestor Suppression Indicator





numberPoolBlockRequestorSuppIndicator ATTRIBUTE


    WITH ATTRIBUTE SYNTAX LNP-ASN1.NotifSuppIndicator;


    MATCHES FOR EQUALITY;


    BEHAVIOUR numberPoolBlockRequestorSuppBehavior;


    REGISTERED AS {LNP-OIDS.lnp-attribute xxx};





numberPoolBlockRequestorSuppBehavior BEHAVIOUR


    DEFINED AS !


        This attribute is used to specify the Number Pool Block Requestor


        Notification Suppression indicator on whether or not notifications


        should be suppressed.


!;








-- 999.0 LNP Number Pool Block Other Suppression Indicator





numberPoolBlockOtherSuppIndicator ATTRIBUTE


    WITH ATTRIBUTE SYNTAX LNP-ASN1.NotifSuppIndicator;


    MATCHES FOR EQUALITY;


    BEHAVIOUR numberPoolBlockOtherSuppBehavior;


    REGISTERED AS {LNP-OIDS.lnp-attribute xxx};





numberPoolBlockOtherSuppBehavior BEHAVIOUR


    DEFINED AS !


        This attribute is used to specify the Number Pool Block Other


        Notification Suppression indicator on whether or not notifications


        should be suppressed.


!;








-- 999.0 LNP Number Pool Block Request Service Provider





numberPoolBlockRequestSP ATTRIBUTE


    WITH ATTRIBUTE SYNTAX LNP-ASN1.ServiceProvId;


    MATCHES FOR EQUALITY, ORDERING;


    BEHAVIOUR numberPoolBlockRequestSPBehavior;


    REGISTERED AS {LNP-OIDS.lnp-attribute 999};





numberPoolBlockRequestSPBehavior BEHAVIOUR


    DEFINED AS !


        This attribute is used to specify the Number Pool Block Request


        Service Provider for a Number Pool Block.





        This attribute is also used to store the Request service provider


        id for a service provider request.


!;








-- 3.0 LNP Subscription Version Activate Action





subscriptionVersionActivate ACTION


    BEHAVIOUR


        subscriptionVersionActivateDefinition,


        subscriptionVersionActivateBehavior;


    MODE CONFIRMED;


    WITH INFORMATION SYNTAX LNP-ASN1.ActivateAction;


    WITH REPLY SYNTAX LNP-ASN1.ActivateReply;


    REGISTERED AS {LNP-OIDS.lnp-action 3};


   


subscriptionVersionActivateDefinition BEHAVIOUR


    DEFINED AS !


        The subscriptionVersionActivate action is the action that can be


        used by the SOA of the new service provider to activate a


        subscription version id, tn or a range of tns via the SOA to


        NPAC SMS interface.


    !;





subscriptionVersionActivateBehavior BEHAVIOUR


    DEFINED AS !


[snip]


        The Delegation function is supported through the use of the


        Request SPID attribute.





        The Notification Suppression function is supported, and can


        suppress notifications for Grantor, Delegates, and Other


        Service Provider.


[snip]








-- 4.0 LNP Subscription Version Cancel Action





subscriptionVersionCancel ACTION


    BEHAVIOUR


        subscriptionVersionCancelDefinition,


        subscriptionVersionCancelBehavior;


    MODE CONFIRMED;


    WITH INFORMATION SYNTAX LNP-ASN1.CancelAction;


    WITH REPLY SYNTAX LNP-ASN1.CancelReply;


    REGISTERED AS {LNP-OIDS.lnp-action 4};


   


subscriptionVersionCancelDefinition BEHAVIOUR


    DEFINED AS !


        The subscriptionVersionCancel action is the action that can be


        used by the SOA to cancel a subscription version via the SOA to


        NPAC SMS interface.


    !;





subscriptionVersionCancelBehavior BEHAVIOUR


    DEFINED AS !


[snip]


        The Delegation function is supported through the use of the


        Request SPID attribute.





        The Notification Suppression function is supported, and can


        suppress notifications for Grantor, Delegates, and Other


        Service Provider.


[snip]








-- 5.0 LNP Subscription Version Disconnect Action





subscriptionVersionDisconnect ACTION


    BEHAVIOUR


        subscriptionVersionDisconnectDefinition,


        subscriptionVersionDisconnectBehavior;


    MODE CONFIRMED;


    WITH INFORMATION SYNTAX LNP-ASN1.DisconnectAction;


    WITH REPLY SYNTAX LNP-ASN1.DisconnectReply;


    REGISTERED AS {LNP-OIDS.lnp-action 5};


   


subscriptionVersionDisconnectDefinition BEHAVIOUR


    DEFINED AS !


        The subscriptionVersionDisconnect action is the action that is


        used by the SOA to disconnect a subscription version via the SOA to


        NPAC SMS interface.


    !;





subscriptionVersionDisconnectBehavior BEHAVIOUR


    DEFINED AS !


[snip]


        The Delegation function is supported through the use of the


        Request SPID attribute.





        The Notification Suppression function is supported, and can


        suppress notifications for Grantor, Delegates, and Other


        Service Provider.


[snip]








-- 7.0 LNP Subscription Version Modify Action





subscriptionVersionModify ACTION


    BEHAVIOUR


        subscriptionVersionModifyDefinition,


        subscriptionVersionModifyBehavior;


    MODE CONFIRMED;


    WITH INFORMATION SYNTAX LNP-ASN1.ModifyAction;


    WITH REPLY SYNTAX LNP-ASN1.ModifyReply;


    REGISTERED AS {LNP-OIDS.lnp-action 7};


   


subscriptionVersionModifyDefinition BEHAVIOUR


    DEFINED AS !


        The subscriptionVersionModify action is the action that can be


        used by the SOA to modify a subscription version via the SOA to


        NPAC SMS interface.


    !;





subscriptionVersionModifyBehavior BEHAVIOUR


    DEFINED AS !





[snip]





        New service providers may specify modified valid values for the


        following attributes,


        on a pending or conflict subscription version,


        when the service provider's "Cross Ref ID”


        indicator is TRUE, and may NOT specify these values when the


        indicator is set to FALSE:





        subscriptionCrossRefId





        The Delegation function is supported through the use of the


        Request SPID attribute.





        The Notification Suppression function is supported, and can


        suppress notifications for Grantor, Delegates, and Other


        Service Provider.





[snip]








-- 8.0 LNP New Service Provider Cancellation Acknowledge Request





subscriptionVersionNewSP-CancellationAcknowledge ACTION


    BEHAVIOUR


        subscriptionVersionNewSP-CancellationAcknowledgeDefinition,


        subscriptionVersionNewSP-CancellationAcknowledgeBehavior;


    MODE CONFIRMED;


    WITH INFORMATION SYNTAX LNP-ASN1.CancellationAcknowledgeAction;


    WITH REPLY SYNTAX LNP-ASN1.CancellationAcknowledgeReply;


    REGISTERED AS {LNP-OIDS.lnp-action 8};


   


subscriptionVersionNewSP-CancellationAcknowledgeDefinition BEHAVIOUR


    DEFINED AS !


        The subscriptionVersionNewSP-CancellationAcknowledge action


        is the action that is used via the SOA to NPAC


        SMS interface by the new service provider to acknowledge


        cancellation of a subscriptionVersionNPAC with a status of


        cancel-pending.


    !;





subscriptionVersionNewSP-CancellationAcknowledgeBehavior BEHAVIOUR


    DEFINED AS !


[snip]


        The Delegation function is supported through the use of the


        Request SPID attribute.





        The Notification Suppression function is supported, and can


        suppress notifications for Grantor, Delegates, and Other


        Service Provider.


[snip]








-- 10.0 LNP Subscription Version Remove From Conflict





subscriptionVersionRemoveFromConflict ACTION


    BEHAVIOUR


        subscriptionVersionRemoveFromConflictDefinition,


        subscriptionVersionRemoveFromConflictBehavior;


    MODE CONFIRMED;


    WITH INFORMATION SYNTAX LNP-ASN1.RemoveFromConflictAction;


    WITH REPLY SYNTAX LNP-ASN1.RemoveFromConflictReply;


    REGISTERED AS {LNP-OIDS.lnp-action 10};





subscriptionVersionRemoveFromConflictDefinition BEHAVIOUR


    DEFINED AS !


        The subscriptionVersionRemoveFromConflict action


        is the action that is used via the SOA to NPAC


        SMS interface by either the old or new service provider to set the


        subscription version status from conflict to pending.


    !;





subscriptionVersionRemoveFromConflictBehavior BEHAVIOUR


    DEFINED AS !


[snip]


        The Delegation function is supported through the use of the


        Request SPID attribute.





        The Notification Suppression function is supported, and can


        suppress notifications for Grantor, Delegates, and Other


        Service Provider.


[snip]








-- 11.0 LNP New Service Provider Subscription Version Create





subscriptionVersionNewSP-Create ACTION


    BEHAVIOUR


        subscriptionVersionNewSP-CreateDefinition,


        subscriptionVersionNewSP-CreateBehavior;


    MODE CONFIRMED;


    WITH INFORMATION SYNTAX LNP-ASN1.NewSP-CreateAction;


    WITH REPLY SYNTAX LNP-ASN1.NewSP-CreateReply;


    REGISTERED AS {LNP-OIDS.lnp-action 11};


   


subscriptionVersionNewSP-CreateDefinition BEHAVIOUR


    DEFINED AS !


        The subscriptionVersionNewSP-Create action is the action that is


        used via the SOA to NPAC SMS interface by the


        new service provider to create a new subscriptionVersionNPAC.


    !;





subscriptionVersionNewSP-CreateBehavior BEHAVIOUR


    DEFINED AS !





[snip]





        The new service provider may optionally specify valid values for the


        following attributes, when the service provider's "Cross Ref ID"


        indicator is TRUE, and must NOT specify these values when the 


        indicator is set to FALSE:





        subscriptionCrossRefId





        The Delegation function is supported through the use of the


        Request SPID attribute.





        The Notification Suppression function is supported, and can


        suppress notifications for Grantor, Delegates, and Other


        Service Provider.





[snip]








-- 12.0 LNP Old Service Provider Cancellation Acknowledge Request





subscriptionVersionOldSP-CancellationAcknowledge ACTION


    BEHAVIOUR


        subscriptionVersionOldSP-CancellationAcknowledgeDefinition,


        subscriptionVersionOldSP-CancellationAcknowledgeBehavior;


    MODE CONFIRMED;


    WITH INFORMATION SYNTAX LNP-ASN1.CancellationAcknowledgeAction;


    WITH REPLY SYNTAX LNP-ASN1.CancellationAcknowledgeReply;


    REGISTERED AS {LNP-OIDS.lnp-action 12};


   


subscriptionVersionOldSP-CancellationAcknowledgeDefinition BEHAVIOUR


    DEFINED AS !


        The subscriptionVersionOldSP-CancellationAcknowledge action


        is the action that is used via the SOA to NPAC


        SMS interface by the old service provider to acknowledge


        cancellation of a subscriptionVersionNPAC with a status of


        cancel-pending.


    !;





subscriptionVersionOldSP-CancellationAcknowledgeBehavior BEHAVIOUR


    DEFINED AS !


[snip]


        The Delegation function is supported through the use of the


        Request SPID attribute.





        The Notification Suppression function is supported, and can


        suppress notifications for Grantor, Delegates, and Other


        Service Provider.


[snip]








-- 14.0 LNP Old Service Provider Subscription Version Create





subscriptionVersionOldSP-Create ACTION


    BEHAVIOUR


        subscriptionVersionOldSP-CreateDefinition,


        subscriptionVersionOldSP-CreateBehavior;


    MODE CONFIRMED;


    WITH INFORMATION SYNTAX LNP-ASN1.OldSP-CreateAction;


    WITH REPLY SYNTAX LNP-ASN1.OldSP-CreateReply;


    REGISTERED AS {LNP-OIDS.lnp-action 14};


   


subscriptionVersionOldSP-CreateDefinition BEHAVIOUR


    DEFINED AS !


        The subscriptionVersionOldSP-Create action is the action that is


        used via the SOA to NPAC SMS interface by the


        old service provider to create a new subscriptionVersionNPAC.


    !;





subscriptionVersionOldSP-CreateBehavior BEHAVIOUR


    DEFINED AS !


[snip]


        The Delegation function is supported through the use of the


        Request SPID attribute.





        The Notification Suppression function is supported, and can


        suppress notifications for Grantor, Delegates, and Other


        Service Provider.


[snip]








-- 16.0 LNP Service Provider Number Pool Block Create





numberPoolBlock-Create ACTION


    BEHAVIOUR


        numberPoolBlock-CreateDefinition,


        numberPoolBlock-CreateBehavior;


    MODE CONFIRMED;


    WITH INFORMATION SYNTAX LNP-ASN1.NumberPoolBlock-CreateAction;


    WITH REPLY SYNTAX LNP-ASN1.NumberPoolBlock-CreateReply;


    REGISTERED AS {LNP-OIDS.lnp-action 16};





numberPoolBlock-CreateDefinition BEHAVIOUR


    DEFINED AS !


        The numberPoolBlock-Create action is the action that is


        used on the NPAC SMS via the SOA to NPAC SMS interface by the


        block holder SOA to create a new numberPoolBlockNPAC.


    !;





numberPoolBlock-CreateBehavior BEHAVIOUR


    DEFINED AS !


[snip]


        The new service provider may optionally specify valid values for the


        following attributes, when the service provider's "Cross Ref ID"


        indicator is TRUE, and must NOT specify these values when the 


        indicator is set to FALSE:





        numberPoolBlockCrossRefId





        The Delegation function is supported through the use of the


        Request SPID attribute.





        The Notification Suppression function is supported, and can


        suppress notifications for Grantor, Delegates, and Other


        Service Provider.


 [snip]









ASN.1:


CrossRefId ::= GraphicString25








NewSP-CreateData ::= SEQUENCE {


    chc1 [0] EXPLICIT CHOICE {


        subscription-version-tn [0] PhoneNumber,


        subscription-version-tn-range [1] TN-Range


    },


    subscription-lrn       [1] LRN OPTIONAL,


    subscription-new-current-sp [2] ServiceProvId,


    subscription-old-sp    [3] ServiceProvId,


    subscription-new-sp-due-date [4] GeneralizedTime,


    subscription-class-dpc [6] EXPLICIT DPC OPTIONAL,


    subscription-class-ssn [7] EXPLICIT SSN OPTIONAL,


    subscription-lidb-dpc  [8] EXPLICIT DPC OPTIONAL,


    subscription-lidb-ssn  [9] EXPLICIT SSN OPTIONAL,


    subscription-isvm-dpc [10] EXPLICIT DPC OPTIONAL,


    subscription-isvm-ssn [11] EXPLICIT SSN OPTIONAL,


    subscription-cnam-dpc [12] EXPLICIT DPC OPTIONAL,


    subscription-cnam-ssn [13] EXPLICIT SSN OPTIONAL,


    subscription-end-user-location-value [14]


        EndUserLocationValue OPTIONAL,


    subscription-end-user-location-type [15] EndUserLocationType OPTIONAL,


    subscription-billing-id    [16] BillingId OPTIONAL,


    subscription-lnp-type      [17] LNPType,


    subscription-porting-to-original-sp-switch [18]


        SubscriptionPortingToOriginal-SPSwitch,


    subscription-wsmsc-dpc     [19] EXPLICIT DPC OPTIONAL,


    subscription-wsmsc-ssn     [20] EXPLICIT SSN OPTIONAL,


    subscription-sv-type       [21] EXPLICIT SVType OPTIONAL,


    subscription-optional-data [22] EXPLICIT OptionalData OPTIONAL,


    subscription-med-ind       [23] EXPLICIT MediumTimerIndicator OPTIONAL,


    subscription-cross-ref-id  [24] CrossRefId OPTIONAL,


    subscription-request-sp [25] ServiceProvId OPTIONAL,


    subscription-initiator-suppression  [26]


                        EXPLICIT SelfNotifSuppIndicator OPTIONAL,


    subscription-request-sp-suppression [27]


                        EXPLICIT NotifSuppIndicator OPTIONAL,


    subscription-other-sp-suppression   [28]


                        EXPLICIT NotifSuppIndicator OPTIONAL


}








NewSP-CreateInvalidData ::= CHOICE {


    subscription-version-tn [0] EXPLICIT PhoneNumber,


    subscription-version-tn-range [1] EXPLICIT TN-Range,


    subscription-lrn       [2] EXPLICIT LRN,


    subscription-new-current-sp [3] EXPLICIT ServiceProvId,


    subscription-old-sp    [4] EXPLICIT ServiceProvId,


    subscription-new-sp-due-date [5] EXPLICIT GeneralizedTime,


    subscription-class-dpc [6] EXPLICIT DPC,


    subscription-class-ssn [7] EXPLICIT SSN,


    subscription-lidb-dpc  [8] EXPLICIT DPC,


    subscription-lidb-ssn  [9] EXPLICIT SSN,


    subscription-isvm-dpc [10] EXPLICIT DPC,


    subscription-isvm-ssn [11] EXPLICIT SSN,


    subscription-cnam-dpc [12] EXPLICIT DPC,


    subscription-cnam-ssn [13] EXPLICIT SSN,


    subscription-end-user-location-value [14] EXPLICIT EndUserLocationValue,


    subscription-end-user-location-type [15] EXPLICIT EndUserLocationType,


    subscription-billing-id    [16] EXPLICIT BillingId,


    subscription-lnp-type      [17] EXPLICIT LNPType,


    subscription-porting-to-original-sp-switch [18]


       EXPLICIT SubscriptionPortingToOriginal-SPSwitch,


    subscription-wsmsc-dpc     [19] EXPLICIT DPC,


    subscription-wsmsc-ssn     [20] EXPLICIT SSN,


    subscription-sv-type       [21] EXPLICIT  SVType,


    subscription-optional-data [22] EXPLICIT OptionalData,


    subscription-med-ind       [23] EXPLICIT MediumIndicatorError,


    subscription-cross-ref-id  [24] EXPLICIT CrossRefId,


    subscription-request-sp [25] EXPLICIT ServiceProvId,


    subscription-initiator-suppression  [26]


                           EXPLICIT NotifSuppIndicatorError,


    subscription-request-sp-suppression [27]


                           EXPLICIT NotifSuppIndicatorError,


    subscription-other-sp-suppression   [28]


                           EXPLICIT NotifSuppIndicatorError


}








NotifSuppIndicatorError ::= CHOICE {


       indicator-value [0] BOOLEAN,


       no-value        [1] NULL


}








NumberPoolBlock-CreateAction ::= SEQUENCE {


    block-npa-nxx-x NPA-NXX-X,


    block-holder-sp ServiceProvId,


    block-lrn LRN,


    block-class-dpc DPC,


    block-class-ssn SSN,


    block-lidb-dpc DPC,


    block-lidb-ssn SSN,


    block-isvm-dpc DPC,


    block-isvm-ssn SSN,


    block-cnam-dpc DPC,


    block-cnam-ssn SSN,


    block-wsmsc-dpc [0] DPC OPTIONAL,


    block-wsmsc-ssn [1] SSN OPTIONAL,


    block-sv-type [2]  SVType OPTIONAL,


    block-optional-data [3] OptionalData OPTIONAL,


    block-cross-ref-id  [4] CrossRefId OPTIONAL,


    block-request-sp [45] ServiceProvId OPTIONAL


}





NumberPoolBlock-CreateInvalidData ::= CHOICE {


    block-npa-nxx-x [0] EXPLICIT NPA-NXX-X,


    block-lrn [1] EXPLICIT LRN,


    block-class-dpc [2] EXPLICIT DPC,


    block-class-ssn [3] EXPLICIT SSN,


    block-lidb-dpc [4] EXPLICIT DPC,


    block-lidb-ssn [5] EXPLICIT SSN,


    block-isvm-dpc [6] EXPLICIT DPC,


    block-isvm-ssn [7] EXPLICIT SSN,


    block-cnam-dpc [8] EXPLICIT DPC,


    block-cnam-ssn [9] EXPLICIT SSN,


    block-wsmsc-dpc [10] EXPLICIT DPC,


    block-wsmsc-ssn    [11] EXPLICIT SSN,


    block-sv-type      [12] EXPLICIT SVType,


    block-optional-data [13] EXPLICIT OptionalData,


    block-cross-ref-id  [14] EXPLICIT CrossRefId,


    block-request-sp [145] EXPLICIT ServiceProvId


}








OldSP-CreateData ::= SEQUENCE {


    chc1 [0] EXPLICIT CHOICE {


        subscription-version-tn [0] PhoneNumber,


        subscription-version-tn-range [1] TN-Range


    },


    subscription-new-current-sp [1] ServiceProvId,


    subscription-old-sp [2] ServiceProvId,


    subscription-old-sp-due-date [3] GeneralizedTime,


    subscription-old-sp-authorization [4] ServiceProvAuthorization,


    subscription-status-change-cause-code [5] SubscriptionStatusChangeCauseCode,


    subscription-lnp-type [6] LNPType,


    subscription-med-ind  [7] EXPLICIT MediumTimerIndicator OPTIONAL,


    subscription-request-sp [8] ServiceProvId OPTIONAL,


    subscription-initiator-suppression  [9]


                        EXPLICIT SelfNotifSuppIndicator OPTIONAL,


    subscription-request-sp-suppression [10]


                        EXPLICIT NotifSuppIndicator OPTIONAL,


    subscription-other-sp-suppression   [11]


                        EXPLICIT NotifSuppIndicator OPTIONAL


}








OldSP-CreateInvalidData ::= CHOICE {


    subscription-version-tn [0] EXPLICIT PhoneNumber,


    subscription-version-tn-range [1] EXPLICIT TN-Range,


    subscription-new-current-sp [2] EXPLICIT ServiceProvId,


    subscription-old-sp [3] EXPLICIT ServiceProvId,


    subscription-old-sp-due-date [4] EXPLICIT GeneralizedTime,


    subscription-old-sp-authorization [5] EXPLICIT ServiceProvAuthorization,


    subscription-status-change-cause-code [6]


       EXPLICIT SubscriptionStatusChangeCauseCode,


    subscription-lnp-type [7] EXPLICIT LNPType,


    subscription-med-ind  [8] EXPLICIT MediumIndicatorError,


    subscription-request-sp [9] EXPLICIT ServiceProvId,


    subscription-initiator-suppression  [10]


                              EXPLICIT NotifSuppIndicatorError,


    subscription-request-sp-suppression [11]


                              EXPLICIT NotifSuppIndicatorError,


    subscription-other-sp-suppression   [12]


                              EXPLICIT NotifSuppIndicatorError


}











NotifSuppIndicator ::= ENUMERATED {


    provider (0),


    delegates (1),


    provider-and-delegates (2)


}








SelfNotifSuppIndicator ::= BOOLEAN








SubscriptionData ::= SEQUENCE {


    subscription-lrn [1] LRN OPTIONAL,


    subscription-new-current-sp [2] ServiceProvId OPTIONAL,


    subscription-activation-timestamp [3] GeneralizedTime OPTIONAL,


    subscription-class-dpc [4] EXPLICIT DPC,


    subscription-class-ssn [5] EXPLICIT SSN,


    subscription-lidb-dpc [6] EXPLICIT DPC,


    subscription-lidb-ssn [7] EXPLICIT SSN,


    subscription-isvm-dpc [8] EXPLICIT DPC,


    subscription-isvm-ssn [9] EXPLICIT SSN,


    subscription-cnam-dpc [10] EXPLICIT DPC,


    subscription-cnam-ssn [11] EXPLICIT SSN,


    subscription-end-user-location-value [12]


         EndUserLocationValue OPTIONAL,


    subscription-end-user-location-type [13] EndUserLocationType OPTIONAL,


    subscription-billing-id      [14] BillingId OPTIONAL,


    subscription-lnp-type        [15] LNPType,


    subscription-download-reason [16] DownloadReason,


    subscription-wsmsc-dpc       [17] EXPLICIT DPC OPTIONAL,


    subscription-wsmsc-ssn       [18] EXPLICIT SSN OPTIONAL,


    subscription-sv-type         [19] EXPLICIT  SVType OPTIONAL,


    subscription-optional-data   [20] EXPLICIT OptionalData OPTIONAL,





}








SubscriptionModifyData ::= SEQUENCE {


    subscription-lrn [0] LRN OPTIONAL,


    subscription-new-sp-due-date [1] GeneralizedTime OPTIONAL,


    subscription-old-sp-due-date [2] GeneralizedTime OPTIONAL,


    subscription-old-sp-authorization [3] ServiceProvAuthorization OPTIONAL,


    subscription-class-dpc [4] EXPLICIT DPC OPTIONAL,


    subscription-class-ssn [5] EXPLICIT SSN OPTIONAL,


    subscription-lidb-dpc  [6] EXPLICIT DPC OPTIONAL,


    subscription-lidb-ssn  [7] EXPLICIT SSN OPTIONAL,


    subscription-isvm-dpc  [8] EXPLICIT DPC OPTIONAL,


    subscription-isvm-ssn  [9] EXPLICIT SSN OPTIONAL,


    subscription-cnam-dpc [10] EXPLICIT DPC OPTIONAL,


    subscription-cnam-ssn [11] EXPLICIT SSN OPTIONAL,


    subscription-end-user-location-value [12] EndUserLocationValue OPTIONAL,


    subscription-end-user-location-type [13] EndUserLocationType OPTIONAL,


    subscription-billing-id [14] BillingId OPTIONAL,


    subscription-status-change-cause-code [15]


        SubscriptionStatusChangeCauseCode OPTIONAL,


    subscription-wsmsc-dpc      [16] EXPLICIT DPC OPTIONAL,


    subscription-wsmsc-ssn      [17] EXPLICIT SSN OPTIONAL,


    subscription-customer-disconnect-date [18] GeneralizedTime OPTIONAL,


    subscription-effective-release-date [19] GeneralizedTime OPTIONAL,


    new-version-status          [20] VersionStatus OPTIONAL,


    subscription-sv-type        [21]  EXPLICIT SVType OPTIONAL,


    subscription-optional-data  [22] EXPLICIT OptionalData OPTIONAL,


    subscription-new-sp-med-ind [23] EXPLICIT MediumTimerIndicator OPTIONAL,


    subscription-old-sp-med-ind [24] EXPLICIT MediumTimerIndicator OPTIONAL,


    subscription-cross-ref-id   [25] CrossRefId OPTIONAL,


    subscription-request-sp [26] ServiceProvId OPTIONAL,


    subscription-initiator-suppression  [27]


                        EXPLICIT SelfNotifSuppIndicator OPTIONAL,


    subscription-request-sp-suppression [28]


                        EXPLICIT NotifSuppIndicator OPTIONAL,


    subscription-other-sp-suppression   [29]


                        EXPLICIT NotifSuppIndicator OPTIONAL


}








SubscriptionModifyInvalidData ::= CHOICE {


    subscription-lrn [0] EXPLICIT LRN,


    subscription-new-sp-due-date [1] EXPLICIT GeneralizedTime,


    subscription-old-sp-due-date [2] EXPLICIT GeneralizedTime,


    subscription-old-sp-authorization [3] EXPLICIT ServiceProvAuthorization,


    subscription-class-dpc [4] EXPLICIT DPC,


    subscription-class-ssn [5] EXPLICIT SSN,


    subscription-lidb-dpc  [6] EXPLICIT DPC,


    subscription-lidb-ssn  [7] EXPLICIT SSN,


    subscription-isvm-dpc  [8] EXPLICIT DPC,


    subscription-isvm-ssn  [9] EXPLICIT SSN,


    subscription-cnam-dpc [10] EXPLICIT DPC,


    subscription-cnam-ssn [11] EXPLICIT SSN,


    subscription-end-user-location-value [12] EXPLICIT EndUserLocationValue,


    subscription-end-user-location-type [13] EXPLICIT EndUserLocationType,


    subscription-billing-id [14] EXPLICIT BillingId,


    subscription-status-change-cause-code [15]


          EXPLICIT SubscriptionStatusChangeCauseCode,


    subscription-wsmsc-dpc      [16] EXPLICIT DPC,


    subscription-wsmsc-ssn      [17] EXPLICIT SSN,


    subscription-customer-disconnect-date [18] EXPLICIT GeneralizedTime,


    subscription-effective-release-date [19] EXPLICIT GeneralizedTime,


    new-version-status          [20] EXPLICIT VersionStatus,


    subscription-sv-type        [21] EXPLICIT SVType,


    subscription-optional-data  [22] EXPLICIT OptionalData,


    subscription-new-sp-med-ind [23] EXPLICIT MediumIndicatorError,


    subscription-old-sp-med-ind [24] EXPLICIT MediumIndicatorError,


    subscription-cross-ref-id   [25] EXPLICIT CrossRefId,


    subscription-request-sp [26] EXPLICIT ServiceProvId,


    subscription-initiator-suppression  [27]


                           EXPLICIT NotifSuppIndicatorError,


    subscription-request-sp-suppression [28]


                           EXPLICIT NotifSuppIndicatorError,


    subscription-other-sp-suppression   [29]


                           EXPLICIT NotifSuppIndicatorError


}






XML:





The cross-reference ID will be added to the following XML messages:





NewSpCreateRequest


NewSpCreateReply (InvalidData only)


ModifyRequest (Modify pending new)


ModifyReply (InvalidData only)


SvObjectCreationNotification


SvAttributeChangeNotification


SvQueryReply


NpbCreateRequest


NpbObjectCreationNotification


NpbQueryReply
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Business Need


An Inactive SPID is being used, causing SV data issues.


In some cases, upon completion of the pre-port process (LSR/FOC, WPR/WPRR), the Service Provider currently serving the TN (soon to be the Old SP) immediately submits a “release” message to the NPAC (Old SP Create Subscription Version Request).  Consequently, a pending SV is established at the NPAC based on this Request.


Sometimes, the Old SP replies on the New SP name to select the SPID value to enter on its “release” message to the NPAC.  Because some SPs have more than one valid SPID at the NPAC, the Old SP might not select the New SP SPID value that was included on the LSR, but a different SPID value for the same Service Provider.  Further complicating the port transaction, the New SP SPID entered by the Old SP may be a SPID that the New SP has decomissioned.  Untangling the message involves substantial manual effort and results in a delay in establishing the consumer's new telephone service.


Current NPAC business rules require that the NPAC retain a SPID as long as it is associated with any network data, such as an LRN, or it appears in any active-like SV record.  That is, even if the SPID appears only as the "Old SP" in an SV record, the SPID cannot be decommissioned in the NPAC in such a way that the error described above can be prevented.  Hence, the “inactive” SPID is not inactive in the NPAC.


The business need is to provide some mechanism that would disallow the use of a SPID that has been decommissioned by the Service Provider, but still remains in the NPAC because of the current business rules.





Description of Change:


This change order is being created to resolve the issue of incorrectly using an “inactive” SPID.


The proposed change is to allow a SPID to be deleted if it is listed as the Old SP on an active-like SV.  This change would not affect functionality in the NPAC (ability to port, PTO) as this decommissioned SPID does not own any codes, pooled blocks, or SVs.  Yet, it would prevent the incorrect usage/reference of this decommissioned SPID when creating new SVs.


There are both a short-term solution and a long-term solution to this “inactive” SPID delete scenario where the only data that exists for this decommissioned SPID are the active-like SVs where they are the Old SP value.  In the description below, the decommissioned SPID is 1111, and the newer/current a temporary placeholder SPID for the Service Provider (not used by any Service Provider in that region) is 2222:


1. Short-term – Execute a script during the maintenance window (or a pre-defined and agreed-upon window while the system is up and running) that performs a work-around for the current requirements functionality.  At a high-level, this would involve the following:


a. Clean-up any pending SVs that list 1111 as the new SP.


b. Enter maintenance.


c. Update the Old SP value from 1111 to 2222 on the applicable SVs.


d. Delete 1111 (this will cause the delete download to all Service Providers).


e. Restore the Old SP value from 2222 to 1111 on the applicable SVs.


f. Bring the region back up.


g. All Service Providers will recover the delete download.


h. Decommissioned SPID 1111 is no longer valid for SV create messages.


2. Long-term – Discuss two options (2a and 2b), then decide.  Make corresponding software changes to the NPAC:


a. Allow the delete of a SPID in the NPAC, even when there are active SVs that use that SPID value in the Old SP field.


b. Add an NPAC setting/status that prevents a SPID from being specified in the New SP field on SV Create messages.


c. During the July 2013 LNPA WG meeting, it was decided by the group that there was benefit to having both 2a and 2b for the long-term solution.  As such, new requirements will be added to this document.



[bookmark: _Toc59881639]Requirements:


TBD.


Existing Requirements.


(RR4-3.1 is not changing, but is included for reference purposes to define “affected” SVs in R4-22.1, R4-22.2, and R4-22.3)


RR4-3.1	Removal of NPA-NXX – Subscription Version Check


NPAC SMS shall allow removal of an NPA-NXX by NPAC personnel only if no Subscription Versions, except for Old without a Failed SP List or Canceled Subscription Versions, exist for the NPA-NXX.


R4-22.1	No Subscription Versions during Service Provider Delete


NPAC SMS shall perform the deletion of the Service Provider data, notify the user that the deletion request was successful, if there are no affected Subscription Versions, and write the Service Provider data to a history file.


Note:  The Subscription Versions that are allowed to exist include Cancelled, Old with an empty Failed SP List, and Active where the Old Service Provider value is the SPID.


R4-22.2	Subscription during Service Provider Delete


NPAC SMS shall notify the user that the request to delete the Service Provider data cannot be completed until the affected individual Subscription Versions are modified, if affected Subscription Versions are found.


Note:  The Subscription Versions that are allowed to exist include Cancelled, Old with an empty Failed SP List, and Active where the Old Service Provider value is the SPID.


R4-22.3	Service Provider subscription restrictions during Network Data Delete.


NPAC SMS shall determine if there are any Subscription Versions being affected by the NPA-NXX and/or LRN data being deleted.


Note:  The Subscription Versions that are allowed to exist include Cancelled, and Old with an empty Failed SP List.


R5-18.5	Create Subscription Version - Service Provider ID Validation


NPAC SMS shall verify that the old and new Service Provider IDs exist in the NPAC SMS system and are available for porting, upon Subscription Version creation for an Inter-Service Provider port.


New Requirements.


Req 1	Service Provider – No new Subscription Versions as New Service Provider


NPAC SMS shall allow NPAC personnel to mark a Service Provider as not-available for use as the New Service Provider in Subscription Versions Create Requests.


Req 2	Create “Intra-Service ” Subscription Version - Service Provider ID Validation


NPAC SMS shall verify that the old and new Service Provider IDs exist in the NPAC SMS system and are available for porting, upon Subscription Version creation for an Intra-Service Provider port.








IIS:


No Change Required.


Flow B.3.2, Service Provider Deletion by the NPAC.


Check the database to see if the service provider has associated with it NPA-NXX data, LRN data, or subscription versions with status other than old with an empty failed SP List cancelled, or Active where the Old Service Provider value is the SPID.  If so, deny the request.








XIS:


No Change Required.








GDMO:


No Change Required.








ASN.1:


No Change Required.








XML:


No Change Required.





Page 3 of 4




image12.emf

NANC 454 - Remove  Unused Messages - v1.docx




NANC 454 - Remove Unused Messages - v1.docx

NANC TBD454 – Working Copy – v1


Origination Date:  05/07/13


Originator:  LNPAWG


[bookmark: _Toc72227019]Change Order Number:  NANC TBD454


Description:  Remove Unused Messages from the NPAC


Functional Backwards Compatible:  No
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Business Need


During the discussion of NANC 372 and the XML Interface, it was stated that two types of messages in the CMIP interface were not used:


1. The NPAC does not use the CMIP message to indicate scheduled downtime.


2. The SOA and LSMS do not use the CMIP message for creating their own NPA-NXX Filters


For scheduled downtime, Neustar has contractual arrangements with the NAPM and the CLNPC on the dates and times involved in regularly scheduled downtime (Sunday morning, various durations).  Therefore a CMIP message mechanism is not needed.


For NPA-NXX Filters, all Service Providers utilize the NPAC Help Desk procedures where NPAC Personnel manage NPA-NXX Filters for the given Service Providers.  Although part of the original system design, Neustar is unaware of any Service Provider that has the self-management of NPA-NXX Filters in their local systems today.





Description of Change:


This change order is being created to remove unused CMIP messages from the NPAC.


The proposed change is to delete the following:


1. The notification, lnpNPAC-SMS-Operational-Information.  This is sent from the NPAC to the SOA, and the NPAC to the LSMS.


2. The management of the lsmsFilterNPA-NXX object.  This includes both creating (M-CREATE Request) and deleting (M-DELETE Request).














[bookmark: _Toc59881639]Requirements:


Remove narrative and requirements.


2.5, Disaster Recovery and Backup Process.


3.6.1 NPA-NXX Level Filters, RR3-5, RR3-6.


6.7.1, Notification Recovery, lnpNPAC-SMS-Operational-Information.


Appendix E, Download Files, lnpNPAC-SMS-Operational-Information.








IIS:


Remove narrative and flows.


Several references to lnpNPAC-SMS-Operational-Information.


Reference to LSMS Filter NPA-NXX Create.


Reference to LSMS Filter NPA-NXX Delete.


Flow B.8.1, SOW/Local SMS Notification of Scheduled NPAC Downtime.


Flows in B.6, LSMS Filter NPA-NXX Scenarios (SOA/LSMS Create and Delete their own NPA-NXX Filters).





XIS:


No Change Required.








GDMO:


Remove objects, notifications, and behavior description.


Several references to lnpNPAC-SMS-Operational-Information.


Several references to SOA/LSMS creating or deleting their own lsmsFilterNPA-NXX data.





ASN.1:


Remove references.


Several refences to lnp-npac-sms-operational-information.





XML:


No Change Required.
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Business Need


During the May 2013 LNPA WG meeting, participants discussed a pending request for a SPID Migration of 840,000 SV records, that included 880 Number Pool Blocks.  Since all LSMSs are now EDR, the actual number of records to be updated was approximately 1000, and not 840,000, but the SPID Migration needed exception processing because it exceeded the TN threshold of 500,000.  This led to a July 2013 LNPA WG discussion about the “count” method.  The consensus of the WG was that in the current all-EDR environment, the quantity of pooled SVs is no longer relevant, and as such the count should use Number Pool Block records and not pooled SV records.





Description of Change:


This change order is being created to change the definition of TN threshold for a SPID Migration.  Pooled SVs will no longer be factored into the count of SV records affected by a SPID Migration.






[bookmark: _Toc59881639]Requirements:


(no actual requirement is updated, just a note under requirement RR3-612.  All requirements related to quota are included here for context)





RR3-602	SPID Migration Update – Quota Management


NPAC SMS shall apply quota to SPID Migration operations for Total US SPID Migrations, Total Regional Migrations, and Regional SV Counts when NPAC Personnel approve a SPID migration.  (previously NANC 408, Req X34)


RR3-603	SPID Migration Update – Quota Management – Quota Exceeded Rejection for Service Provider Personnel


NPAC SMS shall check quota to SPID Migration operations when a Service Provider creates or modifies a SPID Migration and reject the request if any of the quotas have been exceeded.  (previously NANC 408, Req X35)


RR3-604	SPID Migration Update – Quota Management – Quota Exceeded Warning for NPAC Personnel


NPAC SMS shall check quota to SPID Migration operations when NPAC Personnel creates or modifies a SPID Migration and provide a warning if any of the quotas have been exceeded.  (previously NANC 408, Req X35.5)


RR3-605	SPID Migration Update – Quota Management – Quota Exceeded Warning Content


NPAC SMS shall include the Pending and Approved counts for all exceeded quotas in the Quota Exceeded Warning Message.  (previously NANC 408, Req X36)


RR3-606	SPID Migration Update – Migration Quota Tunable Parameter


NPAC SMS shall provide a SPID Migration Quota tunable parameter, which is defined as the maximum number of SPID Migration timeslots within a region for a given SPID Migration maintenance window.  (previously NANC 408, Req 27)


RR3-607	SPID Migration Update – Migration Quota Tunable Parameter Default


NPAC SMS shall default the SPID Migration Quota tunable parameter to seven (7) migrations.  (previously NANC 408, Req 28)


RR3-608	SPID Migration Update – Migration Quota Tunable Parameter Modification


NPAC SMS shall allow NPAC SMS Personnel, via the NPAC Administrative Interface, to modify the SPID Migration Quota tunable parameter.  (previously NANC 408, Req 29)


RR3-609	SPID Migration Update – All Regions Migration Quota Tunable Parameter


NPAC SMS shall provide an All Regions SPID Migration Quota tunable parameter, which is defined as the maximum number of SPID Migrations timeslots for all regions for a given SPID Migration maintenance window.  (previously NANC 408, Req 30)


RR3-610	SPID Migration Update – All Regions Migration Quota Tunable Parameter Default


NPAC SMS shall default the All Regions SPID Migration Quota tunable parameter to twenty-five (25) migrations.  (previously NANC 408, Req 31)


RR3-611	SPID Migration Update – All Regions Migration Quota Tunable Parameter Modification


NPAC SMS shall allow NPAC SMS Personnel, via the NPAC Administrative Interface, to modify the All Regions SPID Migration Quota tunable parameter.  (previously NANC 408, Req 32)


RR3-612	SPID Migration Update – SV Quota Tunable Parameter


NPAC SMS shall provide a SPID Migration SV Quota tunable parameter, which is defined as the maximum number of SVs and NPBs within a region for a given SPID Migration maintenance window.  (previously NANC 408, Req 35)


NOTE:  The number includes both ported and pooled SVs plus number pool blocks.  The number of pooled SVs are NOT included.


NOTE:  The quantity of SVs and NPBs can be dynamic, so the quantity is based on the number of SVs and NPBs for a given migration at the time of the SPID Migration request.  For subsequent migrations in a given window, the previous SPID Migration SV quantities are not recalculated.  Modifying a SPID Migration will cause SV and NPB quantities to be recalculated.


RR3-613	SPID Migration Update – SV Quota Tunable Parameter Default


NPAC SMS shall default the SPID Migration SV Quota tunable parameter to five hundred thousand (500,000) SVs and NPBs.  (previously NANC 408, Req 36)


RR3-614	SPID Migration Update – SV Quota Tunable Parameter Modification


NPAC SMS shall allow NPAC SMS Personnel, via the NPAC Administrative Interface, to modify the SPID Migration SV Quota tunable parameter.  (previously NANC 408, Req 37)








IIS:


No Change Required.








GDMO:


No Change Required.








ASN.1:


No Change Required.








XIS:


No Change Required.








XSD:


No Change Required.
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Business Need

Documentation updates.



Description of Change:

Changes detailed below.






[bookmark: _Toc59881639]Requirements:

NPAC SMS Data Models (changed text in yellow highlights)



		
NPAC CUSTOMER DATA MODEL



		Attribute Name

		Type (Size) 

		Required

		Description



		[snip]

		

		

		



		NPAC Customer Allowable Functions

		M

		

		Each bit in the mask represents a Boolean indicator for the following functional options:

· SOA Management

· SOA Network Data Management

· SOA Data Download

· SOA Notification Download

· LSMS Network Data Management

· LSMS Data Download

· LSMS Queries/Audits


(only applies to the CMIP interface, not the XML interface)



		NPAC Customer Download Indicator

		M

		

		Each bit in the mask represents a Boolean indicator for the following functional options:

· LSMS

· Subscription Version/NPB Download Data

· Network Data

· Audit Queries

· Notification Data

· SOA

· Network Data

· Notification Data





		NPAC New Functionality Support

		B

		

		Each value represents a Boolean indicator is set to true if a service provider supports the functionality defined below.  This Boolean is used to support backward compatibility.  All values default to FALSE.

· Timer Type – True if the SOA supports timer type over the interface.

· Business Hours – True if the SOA supports business days/hours over the interface.

· LSMS WSMSC DPC SSN Data – True if the LSMS system supports WSMSC DPC and SSN Data in subscription versions.

· SOA WSMSC DPC SSN Data – True if the SOA system supports WSMSC DPC and SSN Data in subscription versions.



		Timer Type

		B

		

		A Boolean that indicates whether the NPAC Customer SOA supports Timer Type.

The default value is FALSE.



		Business Hours

		B

		

		A Boolean that indicates whether the NPAC Customer SOA supports Business Hours.

The default value is FALSE.



		LSMS WSMSC DPC SSN Data

		B

		

		A Boolean that indicates whether the NPAC Customer LSMS supports WSMSC DPC SSN Data.

The default value is FALSE.



		SOA WSMSC DPC SSN Data

		B

		

		A Boolean that indicates whether the NPAC Customer SOA supports WSMSC DPC SSN Data.

The default value is FALSE.



		SOA Increments Sequence Number in Heartbeat Messages

		B

		

		A Service Provider Boolean that defines whether the NPAC Customer SOA supports incrementing sequence number in Heartbeat messages.  For the XML interface, this is the Keepalive message.

The default value is FALSE.



		LSMS Increments Sequence Number in Heartbeat Messages

		B

		

		A Service Provider Boolean that defines whether the NPAC Customer LSMS supports incrementing sequence number in Heartbeat messages.  For the XML interface, this is the Keepalive message.

The default value is FALSE.



		SOA Notification Channel Service Provider Tunable

		B

		

		A Service Provider Boolean that defines whether the NPAC Customer SOA supports a separate SOA association dedicated to notifications (only applies to the CMIP interface, not the XML interface).

The default is FALSE.



		NPAC Customer SPID Migration E-Mail List

		C (255)

		

		Service Provider SPID Migration contact e-mail address(es).



		NPAC Customer LSMS Supports Activation Request TS in an NPB Modify during SWIM

		B

		

		A Boolean that indicates whether the NPAC Customer LSMS supports the Activation Request TimeStamp for a Number Pool Block Modify during SWIM recovery.

The default value is FALSE.



		[snip]
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		SUBSCRIPTION VERSION DATA MODEL



		Attribute Name

		Type (Size)

		Required

		Description



		[snip]
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		T

		

		The date and time that the Old Service Provider acknowledged the resolution of a Subscription Version in conflict.



		New Service Provider Conflict Resolution Time Stamp

		T

		

		The date and time that the New Service Provider acknowledged the resolution of a Subscription Version in conflict.



		Timer Type

		E

		

		Timer type used for the subscription version.

0 – ShortLong Timers

1 – LongShort Timers

2 – Medium Timers



		[bookmark: _Toc279510778][snip]

		

		

		





Table 3‑6 Subscription Version Data Model





		NUMBER POOLING BLOCK HOLDER INFORMATION DATA MODEL



		Attribute Name

		Type (Size)

		Required

		Description



		[snip]

		

		

		



		Activation Broadcast Timestamp

		T

		

		Date and time (GMT) that broadcasting began to all local SMS systems for the activation of the Block.



		[snip]

		

		

		





[bookmark: _Toc391631112]Table 3‑9 Number Pooling Block Holder Information Data Model





		PORTABLE NPA-NXX DATA MODEL



		Attribute Name

		Type (Size)

		Required

		Description



		[snip]

		

		

		



		Split new NPA-NXX

		C (6)

		

		The new NPA-NXX for an NPA split.



		[snip]
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NPAC Customer Data



RR3-2	Service Provider Download Indicator

NPAC SMS shall download NPA-NXX data and LRN data via the NPAC SMS-to-Local SMS Interface (if supported) and/or the SOA-to-NPAC SMS interface (if supported)if the indicator is ON.



R4‑8	Service Provider Data Elements

NPAC SMS shall require the following data if there is no existing Service Provider data:  (reference NANC 399)

1. Service Provider name, address, phone number, and contact organization.

2. NPAC customer type.

3. Service Provider allowable functions (applies only to the CMIP interface, not the XML interface).

4. Service Provider Network Address of NPAC SMS-to-Local SMS interface (applies only to the CMIP interface, not the XML interface).

5. Service Provider Network Address of SOA-to-NPAC SMS interface (applies only to the CMIP interface, not the XML interface).

6. Service Provider Security Contact. Contact data is security data when Contact Type is “SE.”

7. Service Provider Repair contact name and phone number. The default Service Provider Repair Contact and phone number shall be the same as the Service Provider contact and phone number, if the Service Provider Repair Contact information is left blank.

8. Service Provider billing name, address, phone number, and billing contact for NPAC SMS billing. The default for the Service Provider Billing data shall be the same as the Service Provider data, if the Service Provider Billing information is left blank.

9. Service Provider Download Indicator

10. Service Provider Maximum Query

11. NPAC New Functionality Support

12. Timer Type

13. Business Hours

14. LSMS WSMSC DPC SSN Data

15. SOA WSMSC DPC SSN Data

16. Port In Timer Type (can select Short or Long, cannot select Medium)

17. Port Out Timer Type (can select Short or Long, cannot select Medium)

18. Business Hour/Days (can select Short or Long, cannot select Medium)

19. NPAC Customer SOA NPA-NXX-X Indicator

20. NPAC Customer LSMS NPA-NXX-X Indicator

21. SOA Notification Priority for each SOA notification.  Separate values may be set for Status Attribute Value Change notifications based on whether the Service Provider is acting as the Old Service Provider or as the New Service Provider for the port as indicated in Appendix C, Table C-7 – SOA Notification Priority Tunables.

22. TN Range Notification Indicator

23. No New SP Concurrence Notification Indicator

24. Service Provider Type

25. Service Provider Type SOA Indicator

26. Service Provider Type LSMS Indicator

27. Service Provider SOA SWIM Recovery Indicator (applies only to the CMIP interface, not the XML interface)

28. Service Provider LSMS SWIM Recovery Indicator (applies only to the CMIP interface, not the XML interface)

29. NPAC SMS to SOA Application Level Heartbeat Indicator

30. NPAC SMS-to-LSMS Application Level Heartbeat Indicator

31. SOA Action Application Level Errors Indicator (applies only to the CMIP interface, not the XML interface)

32. LSMS Action Application Level Errors Indicator (applies only to the CMIP interface, not the XML interface)

33. SOA Non-Action Application Level Errors Indicator (applies only to the CMIP interface, not the XML interface)

34. LSMS Non-Action Application Level Errors Indicator (applies only to the CMIP interface, not the XML interface)

35. SOA Notification Channel Service Provider Tunable (applies only to the CMIP interface, not the XML interface)

36. Subscription Version TN Attribute Flag Indicator (applies only to the CMIP interface, not the XML interface)

37. Number Pool Block NPA-NXX-X Attribute Flag Indicator (applies only to the CMIP interface, not the XML interface)

38. Service Provider SOA Supports Cancel-Pending-to-Conflict Cause Code 

39. Service Provider LSMS Supports Cancel-Pending-to-Conflict Cause Code

40. Service Provider SOA SV Query Indicator

41. Service Provider LSMS SV Query Indicator

42. NPAC Customer SOA SV Type Indicator

43. NPAC Customer SOA Alternative SPID Indicator

44. NPAC Customer LSMS SV Type Indicator

45. NPAC Customer LSMS Alternative SPID Indicator

46. Service Provider SOA SPID Recovery Indicator

47. Service Provider LSMS SPID Recovery Indicator

48. NPAC Customer SOA Alt-End User Location Value Indicator

49. NPAC Customer LSMS Alt-End User Location Value Indicator

50. NPAC Customer SOA Alt-End User Location Type Indicator

51. NPAC Customer LSMS Alt-End User Location Type Indicator

52. NPAC Customer SOA Alt-Billing ID Indicator

53. NPAC Customer LSMS Alt-Billing ID Indicator

54. NPAC Customer SOA Voice URI Indicator

55. NPAC Customer LSMS Voice URI Indicator

56. NPAC Customer SOA MMS URI Indicator

57. NPAC Customer LSMS MMS URI Indicator

58. NPAC Customer SOA SMS URI Indicator

59. NPAC Customer LSMS SMS URI Indicator

60. NPAC Customer SOA Last Alternative SPID Support Indicator

61. NPAC Customer LSMS Last Alternative SPID Support Indicator

62. Service Provider Medium Timers Support Indicator

63. NPAC Customer SOA Pseudo-LRN Indicator

64. NPAC Customer LSMS Pseudo-LRN Indicator

65. NPAC Customer SOA Pseudo-LRN Notification Indicator

66. NPAC Customer LTI Pseudo-LRN Indicator

67. Service Provider Network Address of NPAC SMS-to-Local SMS interface (applies only to the CMIP interface, not the XML interface)

68. Service Provider Network Address of SOA NPAC SMS interface (applies only to the CMIP interface, not the XML interface)

69. Service Provider XML Connection Address Primary of NPAC SMS-to-Local SMS interface (applies only to the XML interface, not the CMIP interface)

70. Service Provider XML Connection Address Primary of SOA NPAC SMS interface (applies only to the XML interface, not the CMIP interface)

71. Service Provider XML Connection Address Secondary of NPAC SMS-to-Local SMS interface (applies only to the XML interface, not the CMIP interface)

72. Service Provider XML Connection Address Secondary of SOA NPAC SMS interface (applies only to the XML interface, not the CMIP interface)

73. SOA XML Extended Errors Indicator (applies only to the XML interface, not the CMIP interface)

74. LSMS XML Extended Errors Indicator (applies only to the XML interface, not the CMIP interface)

75. NPAC Customer SOA Sending Failed SV Query Indicator

76. NPAC Customer LSMS Sending Failed SV Query Indicator

77.  NPAC Customer SPID Migration e-mail list

78. NPAC Customer SOA Increments Sequence Number in Heartbeat Messages

79. NPAC Customer LSMS Increments Sequence Number in Heartbeat Messages

80. NPAC Customer LSMS Supports Activation Request TS in an NPB Modify during SWIM



The following data is optional:

· Service Provider Contact Type: SOA Contact, Local SMS, Web, Network Communications, Conflict Resolution, Operations, and User Administration Contact Address Information.

· NPAC Customer Associated Service Provider Information



RR6-178	SOA Notification Channel Service Provider Indicator

NPAC SMS shall provide a Service Provider SOA Notification Channel indicator which defines whether a SOA supports a separate SOA association dedicated to notifications.  (previously NANC 383, Req 1)

RR6-179	SOA Notification Channel Service Provider Indicator – Default

NPAC SMS shall default the Service Provider SOA Notification Channel indicator to FALSE.  (previously NANC 383, Req 2)

RR6-180	SOA Notification Channel Service Provider Indicator – Modification

NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider SOA Notification Channel indicator.  (previously NANC 383, Req 3)

RR6-182	Separate Association for the Notification Function From different NSAPs

NPAC SMS shall accept a separate association from the SOA for the Notification function from different Service Provider NSAPs, when the SOA supports a separate Notification Channel tunable is set to TRUE.  (previously NANC 383, Req 5)

RR6-185	Separate Notification Channel during Recovery

NPAC SMS shall only allow a separate Notification Channel association to request notification recovery, when the Service Provider SOA supports a separate Notification Channel tunable is TRUE.  (previously NANC 383, Req 8)







NPAC Network Data



None.







NPAC Pooling Data



RR3-743	Number Pool NPA-NXX-X Holder Information – ServiceProvider Local SMS Pseudo-LRN Indicator Download of NPA-NXX-X Object

NPAC SMS shall download Number Pooling NPA-NXX-X Information for additions, modifications, and deletions, using the Number Pooling NPA-NXX-X Object, via the NPAC SMS-to-Local SMS Interface, when an NPA-NXX-X is indicated as both SOA Origination and pseudo-LRN, when the Service Provider LSMS Pseudo-LRN Indicator is set to TRUE, and the New Service Provider value in the pseudo-LRN record is contained in the Service Provider’s Pseudo-LRN Accepted SPID List.  (previously NANC 442 Req 48)

RR3-744	Number Pool NPA-NXX-X Holder Information – ServiceProvider SOA Pseudo-LRN Indicator Download of NPA-NXX-X Object

NPAC SMS shall download Number Pooling NPA-NXX-X Information for additions, modifications, and deletions, using the Number Pooling NPA-NXX-X Object, via the SOA-to-NPAC SMS Interface, when an NPA-NXX-X is indicated as both SOA Origination and pseudo-LRN, when the Service Provider SOA Pseudo-LRN Indicator is set to TRUE, and the New Service Provider value in the pseudo-LRN record is contained in the Service Provider’s Pseudo-LRN Accepted SPID List.  (previously NANC 442 Req 47)







NPAC Subscription Data



RR5-25.2	Disconnect Subscription Version - Customer Disconnect Date Notification

NPAC SMS shall notify the new Service Provider (donor) of the Subscription Version Customer Disconnect Date and Effective Release Date immediately prior to at the same time as broadcasting a Subscription Version disconnect.

Note:  If the Effective Release Date is not specified in the Disconnect Request from the current Service Provider, the Effective Release Date will be populated with the same value as the Customer Disconnect Date.



RR5-69	Disconnect Subscription Version – Updates to the Failed SP List for Disconnect

NPAC SMS shall update the Subscription Version Failed SP List of the individual subscription version(s) that were broadcast to the Local SMSs with the discrepant Local SMS(s), upon completion of the broadcast of the delete of the Subscription Version(s) to Local SMSs.  (Previously SV-425)

Note:  The NPAC SMS will roll up the Subscription Version Failed SP List so that the SV that was active prior to the disconnect request (SV1) contains the Failed SP List for both SV1 and SV2, as defined in the IIS Message Flows for Disconnect of a Ported Pooled Number.

RR5-70	Disconnect Subscription Version – Updates to the Failed SP List for Port-To-Original

NPAC SMS shall update the Subscription Version Failed SP List of the individual subscription version(s) that were sent up in the Port-to-Original Activate request by the SOA with the discrepant Local SMS(s), upon completion of the broadcast of the delete of the Subscription Version(s) to Local SMSs.  (Previously SV-426)

Note:  The NPAC SMS will roll up the Subscription Version Failed SP List so that the SV that was active prior to the port-to-original activate request (SV2) contains the Failed SP List for both SV1 and SV3, as defined in the IIS Message Flows for a Port-To-Original of a Ported Pooled Number.



R5-74.4	Query Subscription Version - Output Data - LSMS

NPAC SMS shall return the following output data for a Subscription Version query request initiated over the NPAC SMS-to-Local SMS interface:  (reference NANC 399)

· Subscription Version ID

· Subscription Version Status

· [snip]

· Voice URI (if supported by the Service Provider LSMS)

· MMS URI (if supported by the Service Provider LSMS)

· SMS URI (if supported by the Service Provider LSMS)

· New SP Medium Timer Indicator (if supported by the Service Provider LSMS)

· Old SP Medium Timer Indicator (if supported by the Service Provider LSMS)

· Activity Time Stamp (XML only)



RR5-181	Modify (PTO) Subscription Version – New Service Provider Optional input data

NPAC SMS shall accept the following optional fields from the NPAC Personnel or the new Service Provider, when the Porting to Original flag is set to True, upon modification of a pending or conflict subscription version:

· Billing Service Provider ID

· End‑User Location ‑ Value

· End‑User Location ‑ Type







NPAC Audit Data



RX6-3	SOA to NPAC SMS audit requests

NPAC SMS shall supportSOA-to-NPAC SMS audit requests for all, part or one Service Provider via the NPAC SOA Low-tech Interface.







NPAC Other Data (Mass Updates, SPID Migration, Maintenance, Filters, etc.)



RR3-5	Create Filtered NPA-NXX for a Local SMS and SOA

NPAC SMS shall allow a Service Provider to create a filtered NPA-NXX for a given Local SMS and SOA, via the NPAC SMS-to-Local SMS interface and the SOA-to-NPAC SMS interface, which results in the SMS NOT broadcasting NPA-NXX information, subscription versions, NPA-NXX-X information or Number Pool Blocks with the filtered NPA-NXX to the Local SMS and SOA.

RR3-6	Delete Filtered NPA-NXX for a Local SMS and SOA

NPAC SMS shall allow a Service Provider to delete a filtered NPA-NXX for a given Local SMS and SOA, via the NPAC SMS-to-Local SMS interface and the SOA-to-NPAC SMS interface, which results in the SMS broadcasting NPA-NXX information, subscription versions, NPA-NXX-X information and Number Pool Blocks with the filtered NPA-NXX to the given Local SMS and SOA.

RR3-7	Query Filtered NPA-NXXs for a Local SMS and SOA

NPAC SMS shall allow a Service Provider to query filtered NPA-NXXs for a given Local SMS and SOA via the NPAC SMS-to-Local SMS interface and the SOA-to-NPAC SMS interface.

NOTE:  .The NPAC SMS maintains NPA-level filters internally.  Therefore, they are NOT returned as a result of a query request.



RR6‑21	SOA Activation Failure Retry

NPAC SMS shall resend the message a SOA Retry Attempts tunable parameter number of times to a SOA that has not acknowledged the receipt of the message once the SOA Retry Interval tunable parameter expires.

RR6‑28	LSMS Activation Failure Retry

NPAC SMS shall resend the message an LSMS Retry Attempts tunable parameter number of times to a Local SMS that has not acknowledged the receipt of the message once the LSMS Retry Interval tunable parameter expires.



RR6-188	NPAC Maintenance Windows – Timer Update Tool – Affected Timers

NPAC SMS shall use the “Knowledgeable-Internal-NPAC-Generation – Timer-Update-Tool” to update the following timers: 

Initial Concurrence Window (New SPID and Old SPID, Short, Medium and Long)

Final Concurrence Window (New SPID and Old SPID, Short, Medium and Long)

Cancellation Initial Concurrence Window (New SPID and Old SPID, Short, Medium and Long)

Cancellation Final Concurrence Window (New SPID and Old SPID, Short, Medium and Long)

  (previously NANC 385, Req 2)







NPAC Tunable Data



System Tunables.



		Regional NPAC NPA-NXX Live Region Supports First Usage Effective Date Indicator

		TRUE

		

		TRUE/FALSE



		Tunable that indicates whether or not the NPA-NXX First Usage Effective Date Live TimeStamp functionality will be supported by the NPAC SMS for a particular NPAC Region.









		Client Session Timeout Warning

		2

		Minutes

		1-5



		Number of minutes a timeout warning is sent before expiring a GUI session









		CLASS SSN Edit Flag Indicator

		TRUE

		

		TRUE/FALSE



		Tunable that indicates whether or not CLASS DPC/SSN consistency edits will be supported by the NPAC SMS for a particular NPAC Region.



		CNAM SSN Edit Flag Indicator

		TRUE

		

		TRUE/FALSE



		Tunable that indicates whether or not CNAM DPC/SSN consistency edits will be supported by the NPAC SMS for a particular NPAC Region.



		ISVM SSN Edit Flag Indicator

		TRUE

		

		TRUE/FALSE



		Tunable that indicates whether or not ISVM DPC/SSN consistency edits will be supported by the NPAC SMS for a particular NPAC Region.



		LIDB SSN Edit Flag Indicator

		TRUE

		

		TRUE/FALSE



		Tunable that indicates whether or not LIDB DPC/SSN consistency edits will be supported by the NPAC SMS for a particular NPAC Region.



		WSMSC SSN Edit Flag Indicator

		TRUE

		

		TRUE/FALSE



		Tunable that indicates whether or not WSMSC DPC/SSN consistency edits will be supported by the NPAC SMS for a particular NPAC Region.



		LTI DPC/SSN Validation Indicator

		TRUE

		

		TRUE/FALSE



		Tunable that indicates whether or not LTI DPC-SSN validation will be supported by the NPAC SMS for a particular NPAC Region.









		Departure Time Threshold

		5

		Minutes

		1-60



		Number of minutes of difference allowed between the departure time of a message from the sending system, and the receipt of that message at the receiving system









		NPA-NXX Modification Flag Indicator

		TRUE

		

		TRUE/FALSE



		Tunable that indicates whether or not NPA-NXX Modification will be supported by the NPAC SMS for a particular NPAC Region.



		NPA-NXX Ownership Edit

		TRUE

		

		TRUE/FALSE



		Tunable that indicates whether or not NPA-NXX Ownership Edit will be supported by the NPAC SMS for a particular NPAC Region.









		Pseudo-LRN Indicator

		TRUE

		

		TRUE/FALSE



		Tunable that indicates whether or not Pseudo-LRN will be supported by the NPAC SMS for a particular NPAC Region.














SPID Migration Tunables.



		SPID MIGRATION TUNABLES



		Tunable Name

		Default Value

		Units

		Valid Range



		SPID Migration Online Functionality Indicator

		False

		Boolean

		True/False



		An indicator on whether or not SPID Migration Online Functionality capability will be supported by the NPAC SMS for a particular NPAC region.



		SPID Migration Last Scheduling Date

		None

		Char

		MM/DD/YYYY



		The last date that a SPID Migration may be entered into the NPAC system.



		SPID Migration Update – Available Migration Window Minimum

		32

		Days

		0-90



		The minimum length of time between the current date (exclusive) and the SPID Migration date (inclusive), when a Service Provider requests to see available SPID Migration timeslots.



		SPID Migration Email List

		<empty>

		Char

		Up to 1000



		The email address(es) that are notified of SPID Migration operations.



		Completed SPID Migration Retention

		90

		Days

		1-365



		The number of days before a completed SPID Migration will be purged from the database.



		Cancelled SPID Migration Retention

		90

		Days

		1-365



		The number of days before a cancelled SPID Migration will be purged from the database.



		SPID Migration Quota – Single Region

		7

		Migrations

		1-25



		The maximum number of SPID Migration timeslots within a region for a given SPID Migration maintenance window.



		SPID Migration Quota – All Regions

		25

		Migrations

		1-25



		The maximum number of SPID Migration timeslots for all region for a given SPID Migration maintenance window.



		SPID Migration Quota – SVs

		500,000

		Records

		100,000 – 500,000



		The maximum number of SVs within a region for a given SPID Migration maintenance window.



		Maintenance Window Day of the Week

		SU

		DOW

		SU-SA



		The day of the week that SPID Migrations are performed.



		Maintenance Window Start Time Hour

		Midnight CT

		Hour

		00-23



		The hour that SPID Migrations may begin processing.



		Preliminary SPID Migration SMURF Files Lead Time

		10

		Days

		1-14



		The number of days before a SPID Migration scheduled date when the Preliminary SMURF files are automatically generated.



		SPID Migration - Secure FTP Site Subdirectory

		False

		Boolean

		True/False



		An indicator which defines whether a subdirectory for each SPID Migration will be created.



		SPID Migration Update – Online-to-Offline Restriction Window

		14

		Days

		True/False



		The number of calendar days between the current date (exclusive) and the SPID Migration date (inclusive), that a change is not allowed to the Service Provider’s data associated with SPID Migration data that would cause the SPID Migration to move from online-to-offline.



		SPID Migration Update – SPID Migration Date Restriction Window

		3

		Days

		1-7



		The number of calendar days (inclusive) that a SPID Migration is allowed prior to the SPID Migration Effective Date.



		Online SPID Migration Lead Time

		90

		Minutes

		10-360



		The number of minutes that an online SPID Migration is allowed prior to the NPAC maintenance window.











NPAC BDD Data



SV BDD File, update the FRS example to remove the zero padding.0001|3031231000|1234567890|0001|19960916152337|

123123123|123|123123123|123|123123123|123|123123123|123|

123456789012|12|0001|0|0||||||||||(CR) 		(end of subscription 1)

0002|3031241000|1234567891|0001|19960825011010|

123123123|123|123123123|123|123123123|123|123123123|123|

123456789013|13|0001|0|0||||||||||(CR) 		(end of subscription 2)

0003|3031251000|1234567892|0001|19960713104923|

123123123|123|123123123|123|123123123|123|123123123|123|

123456789014|13|0001|0|0||||||||||(CR) 		(end of subscription 3)



		1

		Version Id 

		0000000001
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Business Need

[bookmark: _GoBack]Documentation updates.



Description of Change:

Changes detailed below.






[bookmark: _Toc59881639]IIS:

NPAC SMS Data Models (changed text in yellow highlights)



IIS, Section 5.3.1.1, NpacAssociationUserInfo.



The following structure will be used to report the status of a login attempt or the current state of the NPAC SMS:



NpacAssociationUserInfo ::= SEQUENCE {

	error-code [0] IMPLICIT ErrorCode,

	error-text [1] IMPLICIT GraphicString(SIZE(1..80))

}



ErrorCode ::= ENUMERATED

{ 

	success (0), 

	access-denied (1)

	retry-same-host (2)

	try-other-host (3)

	new-bind-received (4)

} 







IIS, Section 4.7, Number Pool Block M_DELETE Messages.



Subsequent porting of number pooled blocks isn’t supported in the NPAC SMS, therefore, M_DELETE commands are not sent for number pool blocks set to old as a result of subsequent porting activity.  M_DELETEs for number pool blocks are only sent as a result of de-pool.  Local SMS systems are responsible for deletion of the number pool blocks in their Local SMS database due to the fact that some LSMS implementations may choose to retain old number pool blocks in their database.







IIS, Section 5.3.4, ‘SWIM-Based’ Recovery Requests.



The SOA or LSMS is capable of recovering data based on the association functions.  The SOA recovers service provider data and network data using the data download association function (dataDownload).  The SOA recovers service provider, network data and notification data using the network data management association function (networkDataMgmt).  The LSMS recovers service provider data and network data, notifications and subscription data, and number pool block using the data download association function (dataDownload), and recovers service provider and network notification data using the network data management association function (networkDataMgmt).  If a SOA supports a separate SOA channel, the SOA recovers notification data using the notification download association function (notificationDownload).



After the Service Provider system receives an ACTION Response from the NPAC SMS indicating a status of Success and an ACTION_ID, the Service Provider system must issue an M-EVENT-REPORT notification including the most recent ACTION_ID in order for the NPAC SMS to clear this last set of (linked reply) data that was downloaded and processed, from the SWIM list for this data type and continue the recovery processing.  If the Service Provider system returns an invalid ACTION_ID, the NPAC SMS will abort the association.  A failure status in the SWIM Recovery Results Notification indicates the SOA/LSMS was not successful in processing the data in the prior SWIM DownloadReply.  This data associated with the action ID will not be removed from the SWIM list when the SOA/LSMS sends the failure status.  The M-EVENT-REPORT reply from the NPAC SMS will contain one of the following responses:







EFD, Flow B.4.4.24, Number Pool Block De-Pool Successful Broadcast of Subscription Version and Number Pool Block Deletes.



In this scenario, the NPAC personnel have initiated the “de-pool” of a block of TNs.  The NPAC SMS already has the numberPoolBlock in the “sending” state.

In this scenario, the NPAC SMS will send all the M-DELETE requests for the number pool block to the Local SMSs and get successful replies to all the requests.

In this scenario, the NPAC SMS will send all the M-DELETE requests for the number pool block to the Local SMSs and the Donor Disconnect Notification to the SOA at the same time.



EFD, Flow B.5.4.1, SubscriptionVersion Immediate Disconnect.



The current service provider can disconnect an active subscription version.  In this scenario, the disconnect is immediate.

NOTE: The “Donor SOA” is the SOA of the donor service provider.

NOTE: The “donor service provider” is the NPA-NXX Holder, or in cases of a TN within a Number Pool Block, it is the NPA-NXX-X Holder.

NOTE: The M-DELETE requests to the Local SMSs and the Donor Disconnect Notification to the SOA are sent at the same time.
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Business Need

[bookmark: _GoBack]Documentation updates.



Description of Change:

Changes detailed below.






[bookmark: _Toc59881639]Requirements:

GDMO Behavior (changed text in yellow highlights)





-- 5.0 LNP Subscription Version Disconnect Action



[snip]



Before At the same time as the broadcast of deletes begins, the

subscriptionVersionDonorSP-CustomerDisconnectDate notification

is sent to the donor SOA informing the service provider of the

actual customer disconnect date.



[snip]
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Business Need

Documentation updates.



Description of Change:

Changes detailed below.






[bookmark: _Toc59881639]Requirements:

Turn-up Test Plan (changed text in yellow highlights)



Chapter 10, test case 4.2.1, update text to remove “old” number pool block.



		7.

		NPAC

		NPAC Personnel perform a query for the Number Pool Block and the 1K Block of Subscription Versions with LNP Type set to ‘POOL’ as well as ‘LISP’ and ‘LSPP’.

		NPAC

		1. Verify the Number Pool Block was successfully modified and the status is set to ‘active’ with an empty Failed SP List.

1. Verify the Subscription Versions with LNP Type set to ‘POOL’ in the 1K Block were successfully modified and their status is set to ‘active’ with an empty Failed SP List.

1. Verify the Subscription Versions within the 1K Block with LNP Type set to ‘LISP’ and ‘LSPP’ have not been modified on any LSMS.

1. Verify the NPAC SMS generated a Number Pool Block with a unique ID, all attributes prior to modification, and the status is set to ‘old’ with an empty Failed SP List.











Chapter 11, test cases 5.1 through 5.4, update text for modification to business day tunables.

Objective:

NPAC and SOA – NPAC Personnel verify that the Long Business Days tunable parameter is defaulted to Sunday through Saturday.  NPAC Personnel modify the Long Business Days tunable parameter to a value that does not include today. Both Old SP Port Out and New SP Port In Timers are set to SHORT.  New SP Personnel submit an SV Create.  Old SP does not concur. After a tunable amount of time the Initial Concurrence Window timer has not expired and the Old SP has not received an OldSP-Concurrence Request notification.  NPAC Personnel modify the Long Business Days tunable parameter to a value that does include today.  After a tunable amount of time the Initial Concurrence Window timer has expired and the Old SP does not receives an OldSP-Concurrence Request notification. – Success



Steps 14 and 15.

		14.

		NPAC

		NPAC SMS does not issue a notification issues an M-EVENT-REPORT subscriptionVersionOldSP-ConcurrenceRequest notification in CMIP (or VOIN – SvOldSpConcurrenceNotification in XML) to the Old SP SOA.

		SP

		Old SP SOA does not receive a notification receives the M-EVENT-REPORT in CMIP (or VOIN – SvOldSpConcurrenceNotification in XML) from the NPAC SMS.



		15.

		SP

		Old SP SOA does not issue a notification reply issues an M-EVENT-REPORT Confirmation in CMIP (or NOTR – NotificationReply in XML) to the NPAC SMS. 

		NPAC

		NPAC SMS does not receive a notification reply receives the M-EVENT-REPROT Confirmation in CMIP (or NOTR – NotificationReply in XML) from the Old SP SOA.











Chapter 11, test case 2.17, update text to remove reference to 500 TNs in step 5, expected results 2.



All LSMSs in the region issue M-DELETE Responses in CMIP (or DNLR – DownloadReply in XML) back to the NPAC SMS. One for the first 250 TNs and another for the second set of 250 TNs due to the break in the SVID sequence between the two ranges of TNs.
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Business Need:

Currently, the NPAC is configured to enable a carrier to have one active SOA connection for a single SPID.  As carrier systems become more complex with a greater need to support high transaction volume, carriers should have the option to enable multiple active connections for the same SPID to the NPAC.  This will enable a carrier to connect to the NPAC from multiple geographical locations to allow business continuity in the event of network failure or single site failure.  Such functionality is very important given carriers have a very small window to respond to porting transaction requests such as defined in Next Day porting.

To illustrate, a carrier would have at its option, an opportunity to construct two (2) or more active SOA connections to the NPAC for the same SPID.  If one of the connections is broken due to a network failure, porting transactions can be diverted to another active NPAC connection thereby reducing business impacts during the porting process.

Use of multiple active SOA connections from a single SPID should be voluntary by carriers who wish to improve their application and network redundancy.  The advantage of having such active-active SOA infrastructure would improve porting efficiency during times of network impairment and natural disasters.

May ’13 LNPAWG meeting:

In order to facilitate the deployment of NANC 449 (CMIP version of Active-Active SOA connection to the NPAC – same SPID), the functionality should be included in the XML interface (NANC 372) as well.



Description of Change:

This change order is being created to analyze and document the change to the NPAC that would allow multiple associations from the same SPID and same function mask at the same time.

The current NPAC behavior (defined in chapter 5 of the IIS) allows a single association based on SPID/Function Mask at any one point in time. If a subsequent association is made, the existing one is terminated.  Section 5.6 (Single Association for SOA/LSMS) states, “A SOA/LSMS system may connect to the NPAC SMS with one association for the same function (same bit mask).  The NPAC SMS will abort any previous associations that use that same function.”  NANC 383 (Separate SOA channel for notifications) was implemented in release 3.3 to allow notifications to be sent over a separate SOA association, but does not allow for multiple associations using the same bit mask which is what is desired.

With this change order, a SOA would be able to connect with a second association using the same SPID value and same function mask values.  This means that both SOA A and SOA B are up running and active at the same time, connected to the same NPAC regions at the same time, and potentially sending/receiving SOA transactions as the same time.

Working assumptions:

· Network data (NPA-NXX, LRN, Dash-X) will be sent to SOA A & B.

· SOA Requests (e.g., NSP SV Create Request) sent from SOA A will have Responses sent back to SOA A (this is required as SOA B does not have the invoke ID of SOA A’s Request).

· Notifications initiated at the NPAC (e.g., SV StatusAttributeValueChange) will be sent to both SOA A and SOA B, regardless of whether SOA A, SOA B, other SP SOA, NPAC personnel, or NPAC business rules initiated the transaction that led to the notification.

· Functionality applies to two (2) or more SOA connections at the same time.

· Performance expectation is on a per SOA basis, not a per SPID basis.

· Notifications would be recoverable such that if SOA A was not associated and notifications were instead sent to SOA B, that SOA A would be able to get those missed notifications via recovery.

· Service Provider tunables (i.e., “SPIDables”) need to be evaluated to determine which can remain at the Service Provider level, and which would need granularity at the SOA level.

· Sep ’13, the full echo-back of data as the initiator is independent of having multiple SOAs defined.

· Nov ’13, with the implementation of NANC 372 (XML Interface), delegation is available when using the XML Interface.

· Mar ’15, notifications that are suppressed (pending implementation of NANC 458) are not sent to SOA A or SOA B.  Request SPID – Delegate SPID relationship will be used for the Active-Active relationship (with the new Active-Active Indicator and the Request SPID attribute), therefore, the initiating and non-initiating Service Provider tunable parameters are no longer needed, and are removed in this version of the document.  In an Active-Active scenario, the new indicator associated with Active-Active identifies an Initiator New SP SOA that does not need echo-back of data (since they were the ones that sent it in the request), and the non-Initiator New SP SOA that does need full echo-back of data (and would receive it in both the Object Creation Notification and the Attribute Value Change Notification), so that they are in sync with the Initiator New SP SOA.




Sep ’12 LNPAWG meeting:

Neustar sent out (8/31/2012) the following note prior to the Sep meeting to facilitate the discussion.

During our analysis of NANC 449 after the discussion at the July 2012 LNPAWG meeting, several questions have come up to which the answers will dictate our next steps with this change order.

Based on the current definition of NANC 449:

1. two or more SOA connections

1. from the same SPID

1. using the same CMIP association function mask information

1. sending/receiving CMIP requests/responses individually

1. receiving NPAC notifications whether or not involved in initial request

Our current NPAC architecture supports the current NPAC requirement (one CMIP association, per SPID, per function mask).  In order to support the 449 notion of two or more, a CMIP change will be required.  Furthermore, the two or more associations must perform the same type of work and support the same optional fields, thereby eliminating the potential for SOA A to support functionality that is different from SOA B for a given SPID.  The functional changes get complicated as we introduce the CMIP changes (e.g., the need for a SOA-Instance-ID to differentiate SOA A from SOA B for items like recovery), and the potential desire to support different message sets.

As an alternative, we have looked at a “relationship” architecture where SOA B uses a different SPID value than the SOA A main SPID value, and within the NPAC we have a “relationship” table that allows B to perform the same functions as A.  For example, a national Service Provider (SPID 2222) is performing an OSP SV Concur.  In one region that message could come from SOA A (2222), and in another region that message could come from SOA B (Y222).  Because the entry in the “relationship” table says that effectively Y222 is the same as 2222, the NPAC edits will accept this message.  For the NSP in both of these ports, they would see the OSP as 2222, thereby not causing confusion that the OSP is Y222.  Additionally, since the “relationship” table is stored solely in the NPAC, this approach does not require 2222 to update any NPAC data to be owned by Y222 (SV ownership still remains with 2222).

Please discuss this internally and be prepared to provide input during the Sep 2012 LNPAWG meeting (change management agenda item):

1. Current 449 definition

0. Higher development level of effort

0. All SOAs must support same functionality

0. Requires CMIP changes to GDMO and ASN.1

1.  “relationship” approach

1. Requires setup of “related” SPID in NPAC data, but not stored in local systems

1. All SOAs can support whatever optional data they wish to support (settings at the SPID level)

1. Does not require CMIP changes

1. Does not require any changes to existing NPAC data (e.g., nothing is changed to be owned by Y222)



Apr ’13:

In preparation for discussion at the May 2013 LNPAWG meeting, Comcast has provided an update to NANC 449.

In addition to multiple connections to the NPAC, the following functionality should be considered in order to support the carrier option of a NANC 449 solution:

1. Add the echo-back of LRN, GTT and Optional data fields in order to achieve consistent and complete data for both instances (SOA A/SOA B).  This will be required because the LRN, GTT and Optional data are expected to originate from a single instance only and are not returned by the NPAC today in the Object Creation Notification.  Hence, the non-originating instance would be missing this information.


2. Add a new field to the New Service Provider Create Request, “Order ID”.  This field, resident in many SOAs today, allows the SOA to coordinate ordering system information with NPAC porting information.  Consideration for other data fields or elements would be included to support use of other SOA systems in use by other service providers.  This new field will be included on both the New Service Provider Create Request and the echo-back information in #1 above to the non-originating instance.  This would ensure multiple  instances of SOA connectivity would contain complete and synchronized data.



May ’13 LNPAWG meeting:

After discussion about having Active-Active SOA connection functionality in the new XML interface defined in NANC 372, the group agreed to include that functionality in this change order.  So, all references for Active-Active SOA will apply to both the CMIP interface and the XML interface.  The group also agreed to change the new SOA field from “Order ID” to “Cross-Reference ID”.  Neustar agreed to add draft requirements to this document to facilitate discussion at the July meeting.



[bookmark: _Toc59881639]Jul ’13 LNPAWG meeting:

The various flavors of echo-back were discussed.  As a result, an additional feature will be added that allows a SOA (whether the initiator of a request, or the non-initator of a request) to indicate a preference on full echo-back for an ObjectCreationNotification and an AttributeValueChangeNotification.



Sep ’13 LNPAWG meeting:

Upon further discussion, all notifications will go to both SOA A and SOA B.  Also, the echo-back will now be associated with the New SP only (no need to echo routing data to the Old SP, this will be removed from the requirements).  This applies to an ObjectCreationNotification and an AttributeValueChangeNotification.



Nov ’13 LNPAWG meeting:

The use of the Delegation Model for Active-Active SOA applies to both the CMIP interface and the XML interface.



Mar ’15 LNPAWG meeting:

Discussed as to whether or not the requirements were up-to-date in light of the development work that has taken place since this change order was initially introduced.  Functionality such as XML and Notification Suppression will be synced-up in the requirements of this change order for review during the next meeting.



May ’15 LNPAWG meeting:

The updates for XML and Notification Suppression were discussed.  Updates (to include Number Pool Blocks, and LSMS Query Response) will be made and reviewed during the July meeting.



Jul ’15 LNPAWG meeting:

The updates for Customer support indicators, Number Pool Blocks, and LSMS Query Response were discussed.  Updates (to queries, number pool block) will be made and reviewed during the September meeting.








Requirements:

Section 1.2, NPAC SMS Functional Overview

Add a new section that describes the functionality of the Active-Active SOA scenario.  See Description of Change above.

Section 3.1, NPAC SMS Data Models

Add new attributes for the Active-Active SOA (Active-Active for echo-back, cross-reference ID).  See below:



		
NPAC CUSTOMER DATA MODEL



		Attribute Name

		Type (Size) 

		Required

		Description



		[snip]

		

		

		



		NPAC Customer Cross-Reference ID Indicator – SOA

		B

		

		A Boolean that indicates whether the NPAC Customer (SOA) supports Cross-Reference ID in Subscription Version records (create and modify prior to activation, query response), and Number Pool Block records (create by SOA, query response).

The default value is False.



		NPAC Customer Cross-Reference ID Indicator – LSMS

		B

		

		A Boolean that indicates whether the NPAC Customer (LSMS) supports Cross-Reference ID in Subscription Version records (query response), and Number Pool Block records (query response).

The default value is False.



		NPAC Customer Cross-Reference ID Indicator – LTI

		B

		

		A Boolean that indicates whether the NPAC Customer (LTI) supports Cross-Reference ID in Subscription Version records (create and modify prior to activation, query response), and Number Pool Block records (query response).

The default value is False.



		[snip]

		

		

		





Table 3-2 NPAC Customer Data Model





		NPAC CUSTOMER REQUEST-DELEGATE DATA MODEL



		Attribute Name

		Type (Size)

		Required

		Description



		Request NPAC Customer ID

		C (4)

		

		An alphanumeric code which uniquely identifies an NPAC Customer that will act as a request SPID



		Delegate NPAC Customer ID

		C (4)

		

		An alphanumeric code that uniquely identifies an NPAC Customer that will act as a delegate SPID associated with a request SPID.



		[bookmark: _Toc415487526][bookmark: _Toc415487585]NPAC Customer Active-Active Indicator

		B

		

		A Boolean that indicates whether the NPAC Customer in this Request SPID – Delegate SPID entry is an Active-Active Relationship, thereby allowing the echo-back of subscription version data to the non-Initiator New Service Provider SOA.

This only applies to a SOA-to-SOA relationship.

The default value is False.





Table 3‑6 NPAC Customer Request-Delegate Data Model





		SUBSCRIPTION VERSION DATA MODEL



		Attribute Name

		Type (Size)

		Required

		Description



		[snip]

		

		

		



		[bookmark: _Toc365876004][bookmark: _Toc368562172][bookmark: _Ref377212546][bookmark: _Ref377214451][bookmark: _Ref377214486][bookmark: _Ref379878757][bookmark: _Ref380305391][bookmark: _Ref380561759][bookmark: _Ref380561900][bookmark: _Ref380811299][bookmark: _Ref380811701][bookmark: _Ref411679858][bookmark: _Ref419620543][bookmark: _Ref436023959][bookmark: _Ref436023999][bookmark: _Ref436024023][bookmark: _Ref436024071][bookmark: _Ref377214446][bookmark: _Toc381720300][bookmark: _Toc436023452][bookmark: _Toc436025906][bookmark: _Toc436026066][bookmark: _Toc436037428][bookmark: _Toc437674411][bookmark: _Toc437674744][bookmark: _Toc437674970][bookmark: _Toc437675488][bookmark: _Toc463062923][bookmark: _Toc463063430]Cross-Reference ID

		C ( 25)

		

		An alphanumeric code which identifies a Cross-Reference ID or Cross-Reference Number from the service provider’s ordering system into the SOA.

This optional field may only be specified if the service provider SOA supports Cross-Reference ID.



		[bookmark: _Toc279510778][snip]

		

		

		





Table 3‑7 Subscription Version Data Model











		NUMBER POOLING BLOCK HOLDER INFORMATION DATA MODEL



		Attribute Name

		Type (Size)

		Required

		Description



		[snip]

		

		

		



		Cross-Reference ID

		C ( 25)

		

		An alphanumeric code which identifies a Cross-Reference ID or Cross-Reference Number from the service provider’s ordering system into the SOA.

This optional field may only be specified if the service provider SOA supports Cross-Reference ID.



		[snip]

		

		

		





[bookmark: _Toc415487529][bookmark: _Toc415487588]Table 3‑9 Number Pooling Block Holder Information Data Model






Section 3.1.3, Block Holder, Addition

RR3-149	Addition of Number Pooling Block Holder Information – Field-level Data Validation

NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, is valid according to the formats specified in the Subscription Version Data Model upon Block creation for a Number Pool:  (Previously B-250, reference NANC 399)

NPA-NXX-X Holder SPID

NPA-NXX-X

LRN (pseudo-LRN value of 000-000-0000)

Class DPC

Class SSN

LIDB DPC

LIDB SSN

CNAM DPC

CNAM SSN

ISVM DPC

ISVM SSN

WSMSC DPC  (if supported by the Block Holder SOA)

WSMSC SSN  (if supported by the Block Holder SOA)

Number Pool Block SV Type (if supported by the Block Holder SOA)

Alternative SPID (if supported by the Block Holder SOA)

Last Alternative SPID (if supported by the Block Holder SOA)

Alt-End User Location Value (if supported by the Block Holder SOA)

Alt-End User Location Type (if supported by the Block Holder SOA)

Alt-Billing ID (if supported by the Block Holder SOA)

Voice URI (if supported by the Block Holder SOA)

MMS URI (if supported by the Block Holder SOA)

SMS URI (if supported by the Block Holder SOA)

Cross-Reference ID (if supported by the Block Holder SOA)



Section 3.2, NPAC Personnel Functionality

Add new requirements for Mass Update/Mass Create that involves echo-back.



R3-7.1	Select Subscription Versions mass changes for one or more Subscription Versions

NPAC SMS shall allow Service Provider Personnel, via the NPAC Low-Tech Interface, and NPAC personnel, via the NPAC Administrative Interface, to select Subscription Versions for mass update which match a user defined combination of any of the following: SPID, LNP Type (any single LNP Type or none), TN, TN range (NPA-NXX-xxxx through yyyy, where yyyy is greater than xxxx), LRN, DPC values, SSN values, Billing ID, End User Location Type, or End User Location Value, or Cross-Reference ID (pending-like SVs only).  (Previously part of B-760 and B-761)

Note: If a single LNP Type is selected, then only that LNP Type will be used, otherwise, if no LNP Type is selected, then no restriction is imposed on the LNP Type as a selection criteria.

R3-7.2 	Administer Mass update on one or more selected Subscription Versions

NPAC SMS shall allow Service Provider Personnel, via the NPAC Low-Tech Interface, and NPAC personnel, via the NPAC Administrative Interface, to specify a mass update action to be applied against all Subscription Versions selected (except for Subscription Versions with a status of old, partial failure, sending, disconnect pending or canceled) for LRN, DPC values, SSN values, SV Type, Alternative SPID, Last Alternative SPID, Alt-End User Location Value, Alt-End User Location Type, Alt-Billing ID, Voice URI, MMS URI, SMS URI, Billing ID, End User Location Type, or End User Location Value, or Cross-Reference ID (pending-like SVs only). (reference NANC 399)

Note: Service Provider Personnel are limited to LRN, DPCs, and SSNs.

Req 1	Mass Update – Active-Active SOA – Notify non-Initiator New Service Provider SOA with all data in the Attribute Value Change Notification to the New Service Provider

NPAC SMS shall allow Service Provider Personnel, via the NPAC Low-Tech Interface, and NPAC Personnel, via the NPAC Administrative Interface, to perform a Mass Update in an Active-Active SOA scenario, and notify the non-Initiator New Service Provider SOA of all modified Subscription Version data in the Attribute Value Change Notification when the Service Provider Active-Active Indicator is TRUE.

Req 2	Mass Create – Active-Active SOA – Notify non-Initiator New Service Provider SOA with all data in the Object Creation Notification to the New Service Provider

NPAC SMS shall allow Service Provider Personnel, via the NPAC Low-Tech Interface, and NPAC Personnel, via the NPAC Administrative Interface, to perform a Mass Create in an Active-Active SOA scenario, and notify the non-Initiator New Service Provider SOA of all Subscription Version data in the Object Creation Notification when the Service Provider Active-Active Indicator is TRUE.

Note:  Adding the echo-back of all data in the Object Creation Notification allows both New Service Provider SOA A and New Service Provider SOA B to have data such as LRN, GTT, Optional data, and Cross-Reference ID (if supported by the Service Provider SOA).



3.8.5, Notification Suppression section, update intro paragraph to include CMIP Interface.

This functionality applies to the XML interface, the CMIP Interface, the NPAC Administrative GUI Interface, and the Service Provider Low-Tech Interface.



3.9.x, new section, Cross-Reference ID Indicator



Req 3	Service Provider SOA Cross-Reference ID Indicator

NPAC SMS shall provide a Service Provider SOA Cross-Reference ID Indicator tunable parameter which defines whether this SOA supports Cross-Reference ID functionality when sending in New Service Provider SV/NPB Create Requests and receiving SV/NPB Query Responses.

Req 4	Service Provider SOA Cross-Reference ID Indicator Default

NPAC SMS shall default the Service Provider SOA Cross-Reference ID Indicator to FALSE.

Req 5	Service Provider SOA Cross-Reference ID Indicator Modification

NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider SOA Cross-Reference ID Indicator tunable parameter.

Req 6	Service Provider LSMS Cross-Reference ID Indicator

NPAC SMS shall provide a Service Provider LSMS Cross-Reference ID Indicator tunable parameter which defines whether this LSMS supports Cross-Reference ID functionality when receiving SV/NPB Query Responses.

Req 7	Service Provider LSMS Cross-Reference ID Indicator Default

NPAC SMS shall default the Service Provider LSMS Cross-Reference ID Indicator to FALSE.

Req 8	Service Provider LSMS Cross-Reference ID Indicator Modification

NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider LSMS Cross-Reference ID Indicator tunable parameter.



3.13.3, Block Holder, Addition



Req 9	Activate Number Pool Block – Active-Active SOA – Create Notifications

NPAC SMS shall, in an Active-Active SOA scenario, for all Number Pool Block create messages applicable to SOA A, also notify SOA B.





3.13.6, Block Holder, Query



Req 10	Query of Number Pool Block Holder Information for Cross-Reference ID Indicator – Service Provider Personnel – SOA Interface

NPAC SMS shall allow a Service Provider SOA via the SOA-to-NPAC SMS Interface, to receive a query response of Block Holder Information that includes Cross-Reference ID Indicator, if the value in the requesting Service Provider’s SOA Cross-Reference ID Indicator is set to TRUE.

Req 11	Query of Number Pool Block Holder Information for Cross-Reference ID Indicator – Service Provider Personnel – LSMS Interface

NPAC SMS shall allow a Service Provider Local SMS via the NPAC SMS-to-Local SMS Interface, to receive a query response of Block Holder Information that includes Cross-Reference ID Indicator, if the value in the requesting Service Provider’s LSMS Cross-Reference ID Indicator is set to TRUE.

Req 12	Query of Number Pool Block Holder Information for Cross-Reference ID Indicator – Service Provider Personnel – LTI

NPAC SMS shall allow a Service Provider via the NPAC SOA Low-tech Interface, to receive a query response of Block Holder Information that includes Cross-Reference ID Indicator, if the Service Provider Low-Tech Interface Cross-Reference ID Indicator is TRUE.



5.1, Subscription Version Management



Req 13	Subscription Version – Active-Active SOA – All Notifications

NPAC SMS shall, in an Active-Active SOA scenario, for all Subscription Version changes applicable to SOA A, also notify SOA B.

Note:  This applies to both a New Service Provider SOA and an Old Service Provider SOA.

R5‑16	Create Inter-Service Provider (non-PTO) Subscription Version - New Service Provider Optional input data

NPAC SMS shall accept the following optional fields from NPAC personnel or the new Service Provider upon Subscription Version creation for an Inter-Service Provider port, when the Porting to Original flag is set to False:  (reference NANC 399)

· Billing Service Provider ID

· End‑User Location ‑ Value

· End‑User Location ‑ Type

· Alternative SPID (if supported by the Service Provider SOA)

· Last Alternative SPID (if supported by the Service Provider SOA)

· Voice URI (if supported by the Service Provider SOA)

· MMS URI (if supported by the Service Provider SOA)

· SMS URI (if supported by the Service Provider SOA)

· Cross-Reference ID (if supported by the Service Provider SOA)

Req 14	Create Subscription Version – Cross-Reference ID

NPAC SMS shall accept the following optional field from NPAC Personnel or the new Service Provider upon Subscription Version creation, when the Porting to Original flag is set to True:

· Cross-Reference ID (if supported by the Service Provider SOA)

R5‑18.1	Create Subscription Version - Field-level Data Validation

NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version creation for an Inter-Service Provider port:  (reference NANC 399)

· LNP Type

· [snip]

· New SP Medium Timer Indicator (if supported by the Service Provider SOA)

· Old SP Medium Timer Indicator (if supported by the Service Provider SOA)

· Cross-Reference ID (if supported by the Service Provider SOA)

RR5-5	Create “Intra-Service Provider Port” (non-PTO) Subscription Version - Current Service Provider Optional Input Data

NPAC SMS shall accept the following optional fields from the NPAC personnel or the Current Service Provider upon a Subscription Version Creation for an Intra-Service Provider port, when the Porting to Original flag is set to False:  (reference NANC 399)

· Billing Service Provider ID

· [snip]

· MMS URI (if supported by the Service Provider SOA)

· SMS URI (if supported by the Service Provider SOA)

· Cross-Reference ID (if supported by the Service Provider SOA)

RR5-6.1	Create “Intra-Service Provider Port” Subscription Version - Field-level Data Validation

NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version creation for an Intra-Service Provider port:  (reference NANC 399)

· LNP Type

· [snip]

· MMS URI (if supported by the Service Provider SOA)

· SMS URI (if supported by the Service Provider SOA)

· Cross-Reference ID (if supported by the Service Provider SOA)

Req 15	Create Subscription Version – Active-Active SOA – Notify Non-Initiating SOA with all data in the Object Creation Notification to the New Service Provider

NPAC SMS shall, in an Active-Active SOA scenario when the Active-Active Indicator is TRUE, notify the non-originating SOA of all Subscription Version data in the Object Creation Notification.

Note:  Adding the echo-back of all data in the Object Creation Notification allows the non-originating SOA to receive data such as LRN, GTT, Optional data, and Cross-Reference ID (if supported by the Service Provider SOA).  The originating SOA already has this data as it was sent to the NPAC in the request.

Req 16	Create Subscription Version – Active-Active SOA – Notify Non-Initiating SOA with all modified data in an Attribute Value Change Notification to the New Service Provider

NPAC SMS shall, in an Active-Active SOA scenario when the Active-Active Indicator is TRUE, notify the non-originating SOA of all modified Subscription Version data in the Attribute Value Change Notification.

Note:  Adding the echo-back of all modified data in the Attribute Value Change Notification (second Create of an SV, or modify-pending of an SV) allows the non-originating SOA to receive data such as LRN, GTT, Optional data, and Cross-Reference ID (if supported by the Service Provider SOA).

R5‑27.1	Modify Subscription Version - New Service Provider Data Values

NPAC SMS shall allow the following data to be modified in a pending or conflict Subscription Version for an Inter-Service Provider or Intra-Service Provider port by the new/current Service Provider or NPAC personnel:  (reference NANC 399)

· Location Routing Number (LRN) ‑ the identifier of the ported to switch (excluding setting or removing a pseudo-LRN).

· Due Date ‑ date on which transfer of service from old facilities‑based Service Provider to new facilities-based Service Provider is planned to occur.

· Class DPC

· Class SSN

· LIDB DPC

· LIDB SSN

· CNAM DPC

· CNAM SSN

· ISVM DPC

· ISVM SSN

· WSMSC DPC (if supported by the Service Provider SOA)

· WSMSC SSN (if supported by the Service Provider SOA)

· SV Type (if supported by the Service Provider SOA)

· Alternative SPID (if supported by the Service Provider SOA)

· Last Alternative SPID (if supported by the Service Provider SOA)

· Alt-End User Location Value (if supported by the Service Provider SOA)

· Alt-End User Location Type (if supported by the Service Provider SOA)

· Alt-Billing ID (if supported by the Service Provider SOA)

· Voice URI (if supported by the Service Provider SOA)

· MMS URI (if supported by the Service Provider SOA)

· SMS URI (if supported by the Service Provider SOA)

· New SP Medium Timer Indicator (if supported by the Service Provider SOA)

· Cross-Reference ID (if supported by the Service Provider SOA)

R5-27.2	Modify “porting to original” Subscription Version - New Service Provider Data Values

NPAC SMS shall allow the following data to be modified in a pending, or conflict Subscription Version for a “porting to original” port by the new Service Provider or NPAC personnel:

· Due Date - New Service Provider date on which “port to original” is planned to occur.

· New SP Medium Timer Indicator (if supported by the Service Provider SOA)

· Cross-Reference ID (if supported by the Service Provider SOA)

R5‑28	Modify (non-PTO) Subscription Version - New Service Provider Optional input data

NPAC SMS shall accept the following optional fields from the NPAC personnel or the new Service Provider upon modification of a pending or conflict Subscription version, when the Porting to Original flag is set to False:  (reference NANC 399)

· Billing Service Provider ID

· [snip]

· MMS URI (if supported by the Service Provider SOA)

· SMS URI (if supported by the Service Provider SOA)

· Cross-Reference ID (if supported by the Service Provider SOA)

RR5-181	Modify (PTO) Subscription Version – New Service Provider Optional input data

NPAC SMS shall accept the following optional fields from the NPAC Personnel or the new Service Provider, when the Porting to Original flag is set to True, upon modification of a pending or conflict subscription version:

· Billing Service Provider ID

· End‑User Location ‑ Value

· End‑User Location ‑ Type

· Cross-Reference ID (if supported by the Service Provider SOA)

R5‑29.1	Modify Subscription Version - Field-level Data Validation

NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version modification.  (reference NANC 399)

· LNP Type

· [snip]

· New SP Medium Timer Indicator (if supported by the New Service Provider SOA)

· Old SP Medium Timer Indicator (if supported by the Old Service Provider SOA)

· Cross-Reference ID (if supported by the Service Provider SOA)

R5‑31.3	Modify Subscription Version - Successful Modification Notification

NPAC SMS shall send an appropriate message to the old and new Service Providers upon successful modification of a Subscription Version.

Note:  Pending Subscription Version notifications for pseudo-LRN are only sent if the NPAC Customer SOA Pseudo-LRN Indicator is set to TRUE and the NPAC Customer SOA Pseudo-LRN Notification Indicator is set to TRUE.

Note:  Pending Subscription Version notifications for active-active SOA scenarios will include all modified Subscription Version data  to the non-Initiator New Service Provider SOA.

R5-40.3	Modify Active Subscription Version - Modification Success User Notification

NPAC SMS shall notify the originating user indicating successful modification of an active Subscription Version.

Note:  Active Subscription Version notifications for active-active SOA scenarios will include all modified Subscription Version data to the non-Initiator New Service Provider SOA.

R5-74.3	Query Subscription Version - Output Data - SOA

NPAC SMS shall return the following output data for a Subscription Version query request initiated by NPAC personnel or a SOA to NPAC SMS interface user:  (reference NANC 399)

· Subscription Version ID

· [snip]

· New SP Medium Timer Indicator (if supported by the Service Provider SOA)

· Old SP Medium Timer Indicator (if supported by the Service Provider SOA)

· Cross-Reference ID (if supported by the Service Provider SOA)

Note: If the New SP Medium Timer Indicator value or Old SP Medium Timer Indicator value is not set on the Subscription Version, then it will not be returned in the query response.

R5-74.4	Query Subscription Version - Output Data - LSMS

NPAC SMS shall return the following output data for a Subscription Version query request initiated over the NPAC SMS to Local SMS interface:  (reference NANC 399)

· Subscription Version ID

· [snip]

· MMS URI (if supported by the Service Provider LSMS)

· SMS URI (if supported by the Service Provider LSMS)

Cross-Reference ID (if supported by the Service Provider LSMS)





[bookmark: _Toc415487460]6.14	XML Message and CMIP Message Delegation

With the implementation of NANC 449, Active-Active SOA, the NPAC Delegation function applies to both the CMIP Interface and the XML Interface.



RR6-237	XML Message and CMIP Message Delegation – Functionality

NPAC SMS shall support a delegation mechanism in the XML interface and the CMIP Interface that allows a delegate SPID SOA to submit a request on behalf of a request SPID SOA.  (Previously NANC 372, Req 32)

Note:  Upon validation of the SOA delegation relationship, the request is evaluated as if received from the request SPID.  The response to a request is sent to the delegate SPID, not the request SPID.  Delegation applies to the SOA, not to the LSMS.

RR6-238	XML Message and CMIP Message Delegation – Relationship Establishment

NPAC SMS shall provide a mechanism for NPAC Personnel to establish the SOA delegation relationship of a delegate SPID to a request SPID via the NPAC Administrative Interface.  (Previously NANC 372, Req 33)

Note:  The SOA delegation relationship can be from any one SPID to any other SPID.  Delegation applies to the XML SOA, the CMIP SOA, and NPAC Low-Tech Interface, not to the LSMS.

RR6-239	XML Message and CMIP Message Delegation – Relationship Removal by NPAC Personnel

NPAC SMS shall provide a mechanism for NPAC Personnel to remove the SOA delegation relationship of the delegate SPID to the request SPID via the NPAC Administrative Interface.  (Previously NANC 372, Req 34)

Note:  Messages queued for the request SPID as a result of an activity from the delegate SPID will not be affected.

RR6-240	XML Message and CMIP Message Delegation – Relationship Removal upon SPID Removal

NPAC SMS shall remove the SOA delegation relationship of the delegate SPID to the request SPID upon deletion of the delegate SPID.  (Previously NANC 372, Req 35)

RR6-241	XML Message and CMIP Message Delegation – Notifications

NPAC SMS shall send all notifications for a request SPID to both the request SPID and the delegate SPID(s).  (Previously NANC 372, Req 36)

Note:  The delegate SPID(s) must support the notification in order to receive it.

RR6-242	XML SPID and CMIP SPID Delegation – Audit Requests

NPAC SMS shall not allow an audit request to be submitted by a delegate on behalf of a request SPID.  (Previously NANC 372, Req 37)

Note:  Delegates should request audits using their own SPID value.

RR6-243	SPID Delegation – NPAC Personnel

NPAC SMS shall allow NPAC Personnel to view all request SPIDs related to a delegate SPID via the NPAC Administrative Interface.  (Previously NANC 372, Req 38)








IIS:

Update section 2.2 (updated text in yellow highlight).

Multiple associations per service provider to the NPAC SMS can be supported when using different function masks.  Active-Active SOA functionality can be supported by using the NPAC Delegation function.  The secure association establishment is described in Section 5.



Update section 5.6 (updated text in yellow highlight).

[bookmark: _Toc116975748][bookmark: _Toc294800220]Single Association for SOA/LSMS

A SOA/LSMS system may connect to the NPAC SMS with one association for the same function (same bit mask).  The NPAC SMS will abort any previous associations that use that same function.  Active-Active SOA functionality can be supported by using the NPAC Delegation function.



Part II, update the following flow descriptions to indicate Cross-Reference ID as an optional attribute.  Add a note to the descriptions that notifications for Active-Active scenarios are sent to both New Service Provider SOAs (only non-Initiator gets full echo-back of data), and that modify scenarios have notifications that include all modified attributes to the non-Initiator:

1. B.4.4.1, Number Pool Block Create/Activate by the SOA

2. B.4.4.33, Number Pool Block Query by the Block Holder SOA

3. B.5.1.2, Subscription Version Create by the Initial SOA (New Service Provider)

4. B.5.1.3, Subscription Version Create by the Second SOA (New Service Provider)

5. B.5.2.3, Subscription Version Modify Prior to Activate Using M-ACTION

6. B.5.2.4, Subscription Version Modify Prior to Activate Using M-SET

7. B.5.6, Subscription Version Query








GDMO:

-- 21.0 LNP NPAC Subscription Version Managed Object Class



subscriptionVersionNPAC MANAGED OBJECT CLASS

    DERIVED FROM subscriptionVersion;

    CHARACTERIZED BY

        subscriptionVersionNPAC-Pkg;

    REGISTERED AS {LNP-OIDS.lnp-objectClass 21};

   

subscriptionVersionNPAC-Pkg PACKAGE

    BEHAVIOUR

        subscriptionVersionNPAC-Definition,

        subscriptionVersionNPAC-Behavior-1,

        subscriptionVersionNPAC-Behavior-2;

    ATTRIBUTES

        subscriptionVersionStatus GET-REPLACE,

        subscriptionOldSP GET-REPLACE,

        subscriptionNewSP-DueDate GET-REPLACE,

        subscriptionNewSP-CreationTimeStamp GET-REPLACE,

        subscriptionOldSP-DueDate GET-REPLACE,

        subscriptionOldSP-Authorization GET-REPLACE,

        subscriptionStatusChangeCauseCode GET-REPLACE,

        subscriptionOldSP-AuthorizationTimeStamp GET-REPLACE,

        subscriptionBroadcastTimeStamp GET-REPLACE,

        subscriptionConflictTimeStamp GET-REPLACE,

        subscriptionCustomerDisconnectDate GET-REPLACE,

        subscriptionEffectiveReleaseDate GET-REPLACE,

        subscriptionDisconnectCompleteTimeStamp GET-REPLACE,

        subscriptionCancellationTimeStamp GET-REPLACE,

        subscriptionCreationTimeStamp GET-REPLACE,

        subscriptionFailed-SP-List GET-REPLACE,

        subscriptionModifiedTimeStamp GET-REPLACE,

        subscriptionOldTimeStamp GET-REPLACE,

        subscriptionOldSP-CancellationTimeStamp GET-REPLACE,

        subscriptionNewSP-CancellationTimeStamp GET-REPLACE,

        subscriptionOldSP-ConflictResolutionTimeStamp GET-REPLACE,

        subscriptionNewSP-ConflictResolutionTimeStamp GET-REPLACE,

        subscriptionPortingToOriginal-SPSwitch GET-REPLACE,

        subscriptionPreCancellationStatus GET-REPLACE,

        subscriptionTimerType GET-REPLACE,

        subscriptionBusinessType GET-REPLACE,

        subscriptionNewSPMediumTimerIndicator GET-REPLACE,

        subscriptionOldSPMediumTimerIndicator GET-REPLACE,

        subscriptionCrossRefId GET-REPLACE,

        subscriptionRequestSP GET-REPLACE,

        subscriptionInitiatorSuppIndicator GET-REPLACE,

        subscriptionRequestorSuppIndicator GET-REPLACE,

        subscriptionOtherSuppIndicator GET-REPLACE;

[snip]

subscriptionVersionNPAC-Behavior-1 BEHAVIOUR

    DEFINED AS !

        NPAC SMS Managed Object for the SOA to NPAC SMS and the Local SMS to

        NPAC SMS interface.

[snip]

  

        New service provider SOAs can only modify the following attributes:

  

        subscriptionLRN

        subscriptionNewSP-DueDate

        subscriptionCLASS-DPC

        subscriptionCLASS-SSN

        subscriptionLIDB-DPC

        subscriptionLIDB-SSN

        subscriptionCNAM-DPC

        subscriptionCNAM-SSN

        subscriptionISVM-DPC

        subscriptionISVM-SSN

        subscriptionWSMSC-DPC

        subscriptionWSMSC-SSN

        subscriptionEndUserLocationValue

        subscriptionEndUserLocationType

        subscriptionBillingId

        subscriptionSvType

        subscriptionOptionalData

        subscriptionNewSPMediumTimerIndicator

        subscriptionCrossRefId

    !;

  

subscriptionVersionNPAC-Behavior-2 BEHAVIOUR

    DEFINED AS !

[snip]

        The subscriptionCrossRefId is only returned on SOA/LSMS queries

        to service providers that support the cross-reference ID.



        The Delegation function is supported through the use of the

        Request SPID attribute.



        The Notification Suppression function is supported, and can

        suppress notifications for Grantor, Delegates, and Other

        Service Provider.

[snip]





-- 30.0 Number Pool Block NPAC Data Managed Object Class

--

numberPoolBlockNPAC MANAGED OBJECT CLASS

    DERIVED FROM numberPoolBlock;

    CHARACTERIZED BY

        numberPoolBlockNPAC-Pkg;

    REGISTERED AS {LNP-OIDS.lnp-objectClass 30};



numberPoolBlockNPAC-Pkg PACKAGE

    BEHAVIOUR

        numberPoolBlockNPAC-Definition,

        numberPoolBlockNPAC-Behavior;

    ATTRIBUTES

        numberPoolBlockBroadcastTimeStamp GET,

        numberPoolBlockCreationTimeStamp GET,

        numberPoolBlockDisconnectCompleteTimeStamp GET,

        numberPoolBlockModifiedTimeStamp GET,

        numberPoolBlockSOA-Origination GET-REPLACE,

        numberPoolBlockStatus GET,

        numberPoolBlockFailed-SP-List GET,

        numberPoolBlockCrossRefId GET,

        numberPoolBlockRequestSP GET-REPLACE,

        numberPoolBlockInitiatorSuppIndicator GET-REPLACE,

        numberPoolBlockRequestorSuppIndicator GET-REPLACE,

        numberPoolBlockOtherSuppIndicator GET-REPLACE;

    NOTIFICATIONS

        numberPoolBlockStatusAttributeValueChange,

        "CCITT Rec. X.721 (1992) | ISO/IEC 10165-2 : 1992":attributeValueChange

            accessControlParameter numberPoolBlockNPA-NXX-XParameter,

        "CCITT Rec. X.721 (1992) | ISO/IEC 10165-2 : 1992":objectCreation

            accessControlParameter;

    ;



numberPoolBlockNPAC-Definition BEHAVIOUR

    DEFINED AS !

        The numberPoolBlock class is the managed object

        used to identify number pool block NPAC information.

    !;



numberPoolBlockNPAC-Behavior BEHAVIOUR

    DEFINED AS !

[snip]

        The numberPoolBlockCrossRefId is only returned on SOA/LSMS queries

        to service providers that support the cross-reference ID.



        The Delegation function is supported through the use of the

        Request SPID attribute.



        The Notification Suppression function is supported, and can

        suppress notifications for Grantor, Delegates, and Other

        Service Provider.

[snip]





-- 999.0 LNP Subscription Cross Ref Id



subscriptionCrossRefId ATTRIBUTE

    WITH ATTRIBUTE SYNTAX LNP-ASN1.CrossRefId;

    MATCHES FOR EQUALITY;

    BEHAVIOUR subscriptionCrossRefIdBehavior;

    REGISTERED AS {LNP-OIDS.lnp-attribute 999};



subscriptionCrossRefIdBehavior BEHAVIOUR

    DEFINED AS !

        This attribute is used to specify the Cross Reference Id for the

        subscription version.

!;  





-- 999.0 LNP Subscription Initiator Suppression Indicator



subscriptionInitiatorSuppIndicator ATTRIBUTE

    WITH ATTRIBUTE SYNTAX LNP-ASN1.SelfNotifSuppIndicator;

    MATCHES FOR EQUALITY;

    BEHAVIOUR subscriptionInitiatorSuppBehavior;

    REGISTERED AS {LNP-OIDS.lnp-attribute xxx};



subscriptionInitiatorSuppBehavior BEHAVIOUR

    DEFINED AS !

        This attribute is used to specify the subscription version Initiator

        Notification Suppression indicator on whether or not notifications

        should be suppressed.

!;





-- 999.0 LNP Subscription Requestor Suppression Indicator



subscriptionRequestorSuppIndicator ATTRIBUTE

    WITH ATTRIBUTE SYNTAX LNP-ASN1.NotifSuppIndicator;

    MATCHES FOR EQUALITY;

    BEHAVIOUR subscriptionRequestorSuppBehavior;

    REGISTERED AS {LNP-OIDS.lnp-attribute xxx};



subscriptionRequestorSuppBehavior BEHAVIOUR

    DEFINED AS !

        This attribute is used to specify the subscription version Requestor

        Notification Suppression indicator on whether or not notifications

        should be suppressed.

!;





-- 999.0 LNP Subscription Other Suppression Indicator



subscriptionOtherSuppIndicator ATTRIBUTE

    WITH ATTRIBUTE SYNTAX LNP-ASN1.NotifSuppIndicator;

    MATCHES FOR EQUALITY;

    BEHAVIOUR subscriptionOtherSuppBehavior;

    REGISTERED AS {LNP-OIDS.lnp-attribute xxx};



subscriptionOtherSuppBehavior BEHAVIOUR

    DEFINED AS !

        This attribute is used to specify the subscription version Other

        Notification Suppression indicator on whether or not notifications

        should be suppressed.

!;







-- 999.0 LNP Subscription Request Service Provider



subscriptionRequestSP ATTRIBUTE

    WITH ATTRIBUTE SYNTAX LNP-ASN1.ServiceProvId;

    MATCHES FOR EQUALITY, ORDERING;

    BEHAVIOUR subscriptionRequestSPBehavior;

    REGISTERED AS {LNP-OIDS.lnp-attribute 999};



subscriptionRequestSPBehavior BEHAVIOUR

    DEFINED AS !

        This attribute is used to specify the subscription Request

        Service Provider for a subscription version.



        This attribute is also used to store the Request service provider

        id for a service provider request.

!;





-- 999.0 LNP Number Pool Block Cross Ref Id



numberPoolBlockCrossRefId ATTRIBUTE

    WITH ATTRIBUTE SYNTAX LNP-ASN1.CrossRefId;

    MATCHES FOR EQUALITY;

    BEHAVIOUR numberPoolBlockCrossRefIdBehavior;

    REGISTERED AS {LNP-OIDS.lnp-attribute 999};



numberPoolBlockCrossRefIdBehavior BEHAVIOUR

    DEFINED AS !

        This attribute is used to specify the Cross Reference Id for the

        number pool block.

!;  





-- 999.0 LNP Number Pool Block Initiator Suppression Indicator



numberPoolBlockInitiatorSuppIndicator ATTRIBUTE

    WITH ATTRIBUTE SYNTAX LNP-ASN1.SelfNotifSuppIndicator;

    MATCHES FOR EQUALITY;

    BEHAVIOUR numberPoolBlockInitiatorSuppBehavior;

    REGISTERED AS {LNP-OIDS.lnp-attribute xxx};



numberPoolBlockInitiatorSuppBehavior BEHAVIOUR

    DEFINED AS !

        This attribute is used to specify the Number Pool Block Initiator

        Notification Suppression indicator on whether or not notifications

        should be suppressed.

!;





-- 999.0 LNP Number Pool Block Requestor Suppression Indicator



numberPoolBlockRequestorSuppIndicator ATTRIBUTE

    WITH ATTRIBUTE SYNTAX LNP-ASN1.NotifSuppIndicator;

    MATCHES FOR EQUALITY;

    BEHAVIOUR numberPoolBlockRequestorSuppBehavior;

    REGISTERED AS {LNP-OIDS.lnp-attribute xxx};



numberPoolBlockRequestorSuppBehavior BEHAVIOUR

    DEFINED AS !

        This attribute is used to specify the Number Pool Block Requestor

        Notification Suppression indicator on whether or not notifications

        should be suppressed.

!;





-- 999.0 LNP Number Pool Block Other Suppression Indicator



numberPoolBlockOtherSuppIndicator ATTRIBUTE

    WITH ATTRIBUTE SYNTAX LNP-ASN1.NotifSuppIndicator;

    MATCHES FOR EQUALITY;

    BEHAVIOUR numberPoolBlockOtherSuppBehavior;

    REGISTERED AS {LNP-OIDS.lnp-attribute xxx};



numberPoolBlockOtherSuppBehavior BEHAVIOUR

    DEFINED AS !

        This attribute is used to specify the Number Pool Block Other

        Notification Suppression indicator on whether or not notifications

        should be suppressed.

!;





-- 999.0 LNP Number Pool Block Request Service Provider



numberPoolBlockRequestSP ATTRIBUTE

    WITH ATTRIBUTE SYNTAX LNP-ASN1.ServiceProvId;

    MATCHES FOR EQUALITY, ORDERING;

    BEHAVIOUR numberPoolBlockRequestSPBehavior;

    REGISTERED AS {LNP-OIDS.lnp-attribute 999};



numberPoolBlockRequestSPBehavior BEHAVIOUR

    DEFINED AS !

        This attribute is used to specify the Number Pool Block Request

        Service Provider for a Number Pool Block.



        This attribute is also used to store the Request service provider

        id for a service provider request.

!;





-- 3.0 LNP Subscription Version Activate Action



subscriptionVersionActivate ACTION

    BEHAVIOUR

        subscriptionVersionActivateDefinition,

        subscriptionVersionActivateBehavior;

    MODE CONFIRMED;

    WITH INFORMATION SYNTAX LNP-ASN1.ActivateAction;

    WITH REPLY SYNTAX LNP-ASN1.ActivateReply;

    REGISTERED AS {LNP-OIDS.lnp-action 3};

   

subscriptionVersionActivateDefinition BEHAVIOUR

    DEFINED AS !

        The subscriptionVersionActivate action is the action that can be

        used by the SOA of the new service provider to activate a

        subscription version id, tn or a range of tns via the SOA to

        NPAC SMS interface.

    !;



subscriptionVersionActivateBehavior BEHAVIOUR

    DEFINED AS !

[snip]

        The Delegation function is supported through the use of the

        Request SPID attribute.



        The Notification Suppression function is supported, and can

        suppress notifications for Grantor, Delegates, and Other

        Service Provider.

[snip]





-- 4.0 LNP Subscription Version Cancel Action



subscriptionVersionCancel ACTION

    BEHAVIOUR

        subscriptionVersionCancelDefinition,

        subscriptionVersionCancelBehavior;

    MODE CONFIRMED;

    WITH INFORMATION SYNTAX LNP-ASN1.CancelAction;

    WITH REPLY SYNTAX LNP-ASN1.CancelReply;

    REGISTERED AS {LNP-OIDS.lnp-action 4};

   

subscriptionVersionCancelDefinition BEHAVIOUR

    DEFINED AS !

        The subscriptionVersionCancel action is the action that can be

        used by the SOA to cancel a subscription version via the SOA to

        NPAC SMS interface.

    !;



subscriptionVersionCancelBehavior BEHAVIOUR

    DEFINED AS !

[snip]

        The Delegation function is supported through the use of the

        Request SPID attribute.



        The Notification Suppression function is supported, and can

        suppress notifications for Grantor, Delegates, and Other

        Service Provider.

[snip]





-- 5.0 LNP Subscription Version Disconnect Action



subscriptionVersionDisconnect ACTION

    BEHAVIOUR

        subscriptionVersionDisconnectDefinition,

        subscriptionVersionDisconnectBehavior;

    MODE CONFIRMED;

    WITH INFORMATION SYNTAX LNP-ASN1.DisconnectAction;

    WITH REPLY SYNTAX LNP-ASN1.DisconnectReply;

    REGISTERED AS {LNP-OIDS.lnp-action 5};

   

subscriptionVersionDisconnectDefinition BEHAVIOUR

    DEFINED AS !

        The subscriptionVersionDisconnect action is the action that is

        used by the SOA to disconnect a subscription version via the SOA to

        NPAC SMS interface.

    !;



subscriptionVersionDisconnectBehavior BEHAVIOUR

    DEFINED AS !

[snip]

        The Delegation function is supported through the use of the

        Request SPID attribute.



        The Notification Suppression function is supported, and can

        suppress notifications for Grantor, Delegates, and Other

        Service Provider.

[snip]





-- 7.0 LNP Subscription Version Modify Action



subscriptionVersionModify ACTION

    BEHAVIOUR

        subscriptionVersionModifyDefinition,

        subscriptionVersionModifyBehavior;

    MODE CONFIRMED;

    WITH INFORMATION SYNTAX LNP-ASN1.ModifyAction;

    WITH REPLY SYNTAX LNP-ASN1.ModifyReply;

    REGISTERED AS {LNP-OIDS.lnp-action 7};

   

subscriptionVersionModifyDefinition BEHAVIOUR

    DEFINED AS !

        The subscriptionVersionModify action is the action that can be

        used by the SOA to modify a subscription version via the SOA to

        NPAC SMS interface.

    !;



subscriptionVersionModifyBehavior BEHAVIOUR

    DEFINED AS !



[snip]



        New service providers may specify modified valid values for the

        following attributes,

        on a pending or conflict subscription version,

        when the service provider's "Cross Ref ID”

        indicator is TRUE, and may NOT specify these values when the

        indicator is set to FALSE:



        subscriptionCrossRefId



        The Delegation function is supported through the use of the

        Request SPID attribute.



        The Notification Suppression function is supported, and can

        suppress notifications for Grantor, Delegates, and Other

        Service Provider.



[snip]





-- 8.0 LNP New Service Provider Cancellation Acknowledge Request



subscriptionVersionNewSP-CancellationAcknowledge ACTION

    BEHAVIOUR

        subscriptionVersionNewSP-CancellationAcknowledgeDefinition,

        subscriptionVersionNewSP-CancellationAcknowledgeBehavior;

    MODE CONFIRMED;

    WITH INFORMATION SYNTAX LNP-ASN1.CancellationAcknowledgeAction;

    WITH REPLY SYNTAX LNP-ASN1.CancellationAcknowledgeReply;

    REGISTERED AS {LNP-OIDS.lnp-action 8};

   

subscriptionVersionNewSP-CancellationAcknowledgeDefinition BEHAVIOUR

    DEFINED AS !

        The subscriptionVersionNewSP-CancellationAcknowledge action

        is the action that is used via the SOA to NPAC

        SMS interface by the new service provider to acknowledge

        cancellation of a subscriptionVersionNPAC with a status of

        cancel-pending.

    !;



subscriptionVersionNewSP-CancellationAcknowledgeBehavior BEHAVIOUR

    DEFINED AS !

[snip]

        The Delegation function is supported through the use of the

        Request SPID attribute.



        The Notification Suppression function is supported, and can

        suppress notifications for Grantor, Delegates, and Other

        Service Provider.

[snip]





-- 10.0 LNP Subscription Version Remove From Conflict



subscriptionVersionRemoveFromConflict ACTION

    BEHAVIOUR

        subscriptionVersionRemoveFromConflictDefinition,

        subscriptionVersionRemoveFromConflictBehavior;

    MODE CONFIRMED;

    WITH INFORMATION SYNTAX LNP-ASN1.RemoveFromConflictAction;

    WITH REPLY SYNTAX LNP-ASN1.RemoveFromConflictReply;

    REGISTERED AS {LNP-OIDS.lnp-action 10};



subscriptionVersionRemoveFromConflictDefinition BEHAVIOUR

    DEFINED AS !

        The subscriptionVersionRemoveFromConflict action

        is the action that is used via the SOA to NPAC

        SMS interface by either the old or new service provider to set the

        subscription version status from conflict to pending.

    !;



subscriptionVersionRemoveFromConflictBehavior BEHAVIOUR

    DEFINED AS !

[snip]

        The Delegation function is supported through the use of the

        Request SPID attribute.



        The Notification Suppression function is supported, and can

        suppress notifications for Grantor, Delegates, and Other

        Service Provider.

[snip]





-- 11.0 LNP New Service Provider Subscription Version Create



subscriptionVersionNewSP-Create ACTION

    BEHAVIOUR

        subscriptionVersionNewSP-CreateDefinition,

        subscriptionVersionNewSP-CreateBehavior;

    MODE CONFIRMED;

    WITH INFORMATION SYNTAX LNP-ASN1.NewSP-CreateAction;

    WITH REPLY SYNTAX LNP-ASN1.NewSP-CreateReply;

    REGISTERED AS {LNP-OIDS.lnp-action 11};

   

subscriptionVersionNewSP-CreateDefinition BEHAVIOUR

    DEFINED AS !

        The subscriptionVersionNewSP-Create action is the action that is

        used via the SOA to NPAC SMS interface by the

        new service provider to create a new subscriptionVersionNPAC.

    !;



subscriptionVersionNewSP-CreateBehavior BEHAVIOUR

    DEFINED AS !



[snip]



        The new service provider may optionally specify valid values for the

        following attributes, when the service provider's "Cross Ref ID"

        indicator is TRUE, and must NOT specify these values when the 

        indicator is set to FALSE:



        subscriptionCrossRefId



        The Delegation function is supported through the use of the

        Request SPID attribute.



        The Notification Suppression function is supported, and can

        suppress notifications for Grantor, Delegates, and Other

        Service Provider.



[snip]





-- 12.0 LNP Old Service Provider Cancellation Acknowledge Request



subscriptionVersionOldSP-CancellationAcknowledge ACTION

    BEHAVIOUR

        subscriptionVersionOldSP-CancellationAcknowledgeDefinition,

        subscriptionVersionOldSP-CancellationAcknowledgeBehavior;

    MODE CONFIRMED;

    WITH INFORMATION SYNTAX LNP-ASN1.CancellationAcknowledgeAction;

    WITH REPLY SYNTAX LNP-ASN1.CancellationAcknowledgeReply;

    REGISTERED AS {LNP-OIDS.lnp-action 12};

   

subscriptionVersionOldSP-CancellationAcknowledgeDefinition BEHAVIOUR

    DEFINED AS !

        The subscriptionVersionOldSP-CancellationAcknowledge action

        is the action that is used via the SOA to NPAC

        SMS interface by the old service provider to acknowledge

        cancellation of a subscriptionVersionNPAC with a status of

        cancel-pending.

    !;



subscriptionVersionOldSP-CancellationAcknowledgeBehavior BEHAVIOUR

    DEFINED AS !

[snip]

        The Delegation function is supported through the use of the

        Request SPID attribute.



        The Notification Suppression function is supported, and can

        suppress notifications for Grantor, Delegates, and Other

        Service Provider.

[snip]





-- 14.0 LNP Old Service Provider Subscription Version Create



subscriptionVersionOldSP-Create ACTION

    BEHAVIOUR

        subscriptionVersionOldSP-CreateDefinition,

        subscriptionVersionOldSP-CreateBehavior;

    MODE CONFIRMED;

    WITH INFORMATION SYNTAX LNP-ASN1.OldSP-CreateAction;

    WITH REPLY SYNTAX LNP-ASN1.OldSP-CreateReply;

    REGISTERED AS {LNP-OIDS.lnp-action 14};

   

subscriptionVersionOldSP-CreateDefinition BEHAVIOUR

    DEFINED AS !

        The subscriptionVersionOldSP-Create action is the action that is

        used via the SOA to NPAC SMS interface by the

        old service provider to create a new subscriptionVersionNPAC.

    !;



subscriptionVersionOldSP-CreateBehavior BEHAVIOUR

    DEFINED AS !

[snip]

        The Delegation function is supported through the use of the

        Request SPID attribute.



        The Notification Suppression function is supported, and can

        suppress notifications for Grantor, Delegates, and Other

        Service Provider.

[snip]





-- 16.0 LNP Service Provider Number Pool Block Create



numberPoolBlock-Create ACTION

    BEHAVIOUR

        numberPoolBlock-CreateDefinition,

        numberPoolBlock-CreateBehavior;

    MODE CONFIRMED;

    WITH INFORMATION SYNTAX LNP-ASN1.NumberPoolBlock-CreateAction;

    WITH REPLY SYNTAX LNP-ASN1.NumberPoolBlock-CreateReply;

    REGISTERED AS {LNP-OIDS.lnp-action 16};



numberPoolBlock-CreateDefinition BEHAVIOUR

    DEFINED AS !

        The numberPoolBlock-Create action is the action that is

        used on the NPAC SMS via the SOA to NPAC SMS interface by the

        block holder SOA to create a new numberPoolBlockNPAC.

    !;



numberPoolBlock-CreateBehavior BEHAVIOUR

    DEFINED AS !

[snip]

        The new service provider may optionally specify valid values for the

        following attributes, when the service provider's "Cross Ref ID"

        indicator is TRUE, and must NOT specify these values when the 

        indicator is set to FALSE:



        numberPoolBlockCrossRefId



        The Delegation function is supported through the use of the

        Request SPID attribute.



        The Notification Suppression function is supported, and can

        suppress notifications for Grantor, Delegates, and Other

        Service Provider.

 [snip]






ASN.1:

CrossRefId ::= GraphicString25





NewSP-CreateData ::= SEQUENCE {

    chc1 [0] EXPLICIT CHOICE {

        subscription-version-tn [0] PhoneNumber,

        subscription-version-tn-range [1] TN-Range

    },

    subscription-lrn       [1] LRN OPTIONAL,

    subscription-new-current-sp [2] ServiceProvId,

    subscription-old-sp    [3] ServiceProvId,

    subscription-new-sp-due-date [4] GeneralizedTime,

    subscription-class-dpc [6] EXPLICIT DPC OPTIONAL,

    subscription-class-ssn [7] EXPLICIT SSN OPTIONAL,

    subscription-lidb-dpc  [8] EXPLICIT DPC OPTIONAL,

    subscription-lidb-ssn  [9] EXPLICIT SSN OPTIONAL,

    subscription-isvm-dpc [10] EXPLICIT DPC OPTIONAL,

    subscription-isvm-ssn [11] EXPLICIT SSN OPTIONAL,

    subscription-cnam-dpc [12] EXPLICIT DPC OPTIONAL,

    subscription-cnam-ssn [13] EXPLICIT SSN OPTIONAL,

    subscription-end-user-location-value [14]

        EndUserLocationValue OPTIONAL,

    subscription-end-user-location-type [15] EndUserLocationType OPTIONAL,

    subscription-billing-id    [16] BillingId OPTIONAL,

    subscription-lnp-type      [17] LNPType,

    subscription-porting-to-original-sp-switch [18]

        SubscriptionPortingToOriginal-SPSwitch,

    subscription-wsmsc-dpc     [19] EXPLICIT DPC OPTIONAL,

    subscription-wsmsc-ssn     [20] EXPLICIT SSN OPTIONAL,

    subscription-sv-type       [21] EXPLICIT SVType OPTIONAL,

    subscription-optional-data [22] EXPLICIT OptionalData OPTIONAL,

    subscription-med-ind       [23] EXPLICIT MediumTimerIndicator OPTIONAL,

    subscription-cross-ref-id  [24] CrossRefId OPTIONAL,

    subscription-request-sp [25] ServiceProvId OPTIONAL,

    subscription-initiator-suppression  [26]

                        EXPLICIT SelfNotifSuppIndicator OPTIONAL,

    subscription-request-sp-suppression [27]

                        EXPLICIT NotifSuppIndicator OPTIONAL,

    subscription-other-sp-suppression   [28]

                        EXPLICIT NotifSuppIndicator OPTIONAL

}





NewSP-CreateInvalidData ::= CHOICE {

    subscription-version-tn [0] EXPLICIT PhoneNumber,

    subscription-version-tn-range [1] EXPLICIT TN-Range,

    subscription-lrn       [2] EXPLICIT LRN,

    subscription-new-current-sp [3] EXPLICIT ServiceProvId,

    subscription-old-sp    [4] EXPLICIT ServiceProvId,

    subscription-new-sp-due-date [5] EXPLICIT GeneralizedTime,

    subscription-class-dpc [6] EXPLICIT DPC,

    subscription-class-ssn [7] EXPLICIT SSN,

    subscription-lidb-dpc  [8] EXPLICIT DPC,

    subscription-lidb-ssn  [9] EXPLICIT SSN,

    subscription-isvm-dpc [10] EXPLICIT DPC,

    subscription-isvm-ssn [11] EXPLICIT SSN,

    subscription-cnam-dpc [12] EXPLICIT DPC,

    subscription-cnam-ssn [13] EXPLICIT SSN,

    subscription-end-user-location-value [14] EXPLICIT EndUserLocationValue,

    subscription-end-user-location-type [15] EXPLICIT EndUserLocationType,

    subscription-billing-id    [16] EXPLICIT BillingId,

    subscription-lnp-type      [17] EXPLICIT LNPType,

    subscription-porting-to-original-sp-switch [18]

       EXPLICIT SubscriptionPortingToOriginal-SPSwitch,

    subscription-wsmsc-dpc     [19] EXPLICIT DPC,

    subscription-wsmsc-ssn     [20] EXPLICIT SSN,

    subscription-sv-type       [21] EXPLICIT  SVType,

    subscription-optional-data [22] EXPLICIT OptionalData,

    subscription-med-ind       [23] EXPLICIT MediumIndicatorError,

    subscription-cross-ref-id  [24] EXPLICIT CrossRefId,

    subscription-request-sp [25] EXPLICIT ServiceProvId,

    subscription-initiator-suppression  [26]

                           EXPLICIT NotifSuppIndicatorError,

    subscription-request-sp-suppression [27]

                           EXPLICIT NotifSuppIndicatorError,

    subscription-other-sp-suppression   [28]

                           EXPLICIT NotifSuppIndicatorError

}





NotifSuppIndicatorError ::= CHOICE {

       indicator-value [0] BOOLEAN,

       no-value        [1] NULL

}





NumberPoolBlock-CreateAction ::= SEQUENCE {

    block-npa-nxx-x NPA-NXX-X,

    block-holder-sp ServiceProvId,

    block-lrn LRN,

    block-class-dpc DPC,

    block-class-ssn SSN,

    block-lidb-dpc DPC,

    block-lidb-ssn SSN,

    block-isvm-dpc DPC,

    block-isvm-ssn SSN,

    block-cnam-dpc DPC,

    block-cnam-ssn SSN,

    block-wsmsc-dpc [0] DPC OPTIONAL,

    block-wsmsc-ssn [1] SSN OPTIONAL,

    block-sv-type [2]  SVType OPTIONAL,

    block-optional-data [3] OptionalData OPTIONAL,

    block-cross-ref-id  [4] CrossRefId OPTIONAL,

    block-request-sp [5] ServiceProvId OPTIONAL

}



NumberPoolBlock-CreateInvalidData ::= CHOICE {

    block-npa-nxx-x [0] EXPLICIT NPA-NXX-X,

    block-lrn [1] EXPLICIT LRN,

    block-class-dpc [2] EXPLICIT DPC,

    block-class-ssn [3] EXPLICIT SSN,

    block-lidb-dpc [4] EXPLICIT DPC,

    block-lidb-ssn [5] EXPLICIT SSN,

    block-isvm-dpc [6] EXPLICIT DPC,

    block-isvm-ssn [7] EXPLICIT SSN,

    block-cnam-dpc [8] EXPLICIT DPC,

    block-cnam-ssn [9] EXPLICIT SSN,

    block-wsmsc-dpc [10] EXPLICIT DPC,

    block-wsmsc-ssn    [11] EXPLICIT SSN,

    block-sv-type      [12] EXPLICIT SVType,

    block-optional-data [13] EXPLICIT OptionalData,

    block-cross-ref-id  [14] EXPLICIT CrossRefId,

    block-request-sp [15] EXPLICIT ServiceProvId

}





OldSP-CreateData ::= SEQUENCE {

    chc1 [0] EXPLICIT CHOICE {

        subscription-version-tn [0] PhoneNumber,

        subscription-version-tn-range [1] TN-Range

    },

    subscription-new-current-sp [1] ServiceProvId,

    subscription-old-sp [2] ServiceProvId,

    subscription-old-sp-due-date [3] GeneralizedTime,

    subscription-old-sp-authorization [4] ServiceProvAuthorization,

    subscription-status-change-cause-code [5] SubscriptionStatusChangeCauseCode,

    subscription-lnp-type [6] LNPType,

    subscription-med-ind  [7] EXPLICIT MediumTimerIndicator OPTIONAL,

    subscription-request-sp [8] ServiceProvId OPTIONAL,

    subscription-initiator-suppression  [9]

                        EXPLICIT SelfNotifSuppIndicator OPTIONAL,

    subscription-request-sp-suppression [10]

                        EXPLICIT NotifSuppIndicator OPTIONAL,

    subscription-other-sp-suppression   [11]

                        EXPLICIT NotifSuppIndicator OPTIONAL

}





OldSP-CreateInvalidData ::= CHOICE {

    subscription-version-tn [0] EXPLICIT PhoneNumber,

    subscription-version-tn-range [1] EXPLICIT TN-Range,

    subscription-new-current-sp [2] EXPLICIT ServiceProvId,

    subscription-old-sp [3] EXPLICIT ServiceProvId,

    subscription-old-sp-due-date [4] EXPLICIT GeneralizedTime,

    subscription-old-sp-authorization [5] EXPLICIT ServiceProvAuthorization,

    subscription-status-change-cause-code [6]

       EXPLICIT SubscriptionStatusChangeCauseCode,

    subscription-lnp-type [7] EXPLICIT LNPType,

    subscription-med-ind  [8] EXPLICIT MediumIndicatorError,

    subscription-request-sp [9] EXPLICIT ServiceProvId,

    subscription-initiator-suppression  [10]

                              EXPLICIT NotifSuppIndicatorError,

    subscription-request-sp-suppression [11]

                              EXPLICIT NotifSuppIndicatorError,

    subscription-other-sp-suppression   [12]

                              EXPLICIT NotifSuppIndicatorError

}







NotifSuppIndicator ::= ENUMERATED {

    provider (0),

    delegates (1),

    provider-and-delegates (2)

}





SelfNotifSuppIndicator ::= BOOLEAN





SubscriptionData ::= SEQUENCE {

    subscription-lrn [1] LRN OPTIONAL,

    subscription-new-current-sp [2] ServiceProvId OPTIONAL,

    subscription-activation-timestamp [3] GeneralizedTime OPTIONAL,

    subscription-class-dpc [4] EXPLICIT DPC,

    subscription-class-ssn [5] EXPLICIT SSN,

    subscription-lidb-dpc [6] EXPLICIT DPC,

    subscription-lidb-ssn [7] EXPLICIT SSN,

    subscription-isvm-dpc [8] EXPLICIT DPC,

    subscription-isvm-ssn [9] EXPLICIT SSN,

    subscription-cnam-dpc [10] EXPLICIT DPC,

    subscription-cnam-ssn [11] EXPLICIT SSN,

    subscription-end-user-location-value [12]

         EndUserLocationValue OPTIONAL,

    subscription-end-user-location-type [13] EndUserLocationType OPTIONAL,

    subscription-billing-id      [14] BillingId OPTIONAL,

    subscription-lnp-type        [15] LNPType,

    subscription-download-reason [16] DownloadReason,

    subscription-wsmsc-dpc       [17] EXPLICIT DPC OPTIONAL,

    subscription-wsmsc-ssn       [18] EXPLICIT SSN OPTIONAL,

    subscription-sv-type         [19] EXPLICIT  SVType OPTIONAL,

    subscription-optional-data   [20] EXPLICIT OptionalData OPTIONAL,



}





SubscriptionModifyData ::= SEQUENCE {

    subscription-lrn [0] LRN OPTIONAL,

    subscription-new-sp-due-date [1] GeneralizedTime OPTIONAL,

    subscription-old-sp-due-date [2] GeneralizedTime OPTIONAL,

    subscription-old-sp-authorization [3] ServiceProvAuthorization OPTIONAL,

    subscription-class-dpc [4] EXPLICIT DPC OPTIONAL,

    subscription-class-ssn [5] EXPLICIT SSN OPTIONAL,

    subscription-lidb-dpc  [6] EXPLICIT DPC OPTIONAL,

    subscription-lidb-ssn  [7] EXPLICIT SSN OPTIONAL,

    subscription-isvm-dpc  [8] EXPLICIT DPC OPTIONAL,

    subscription-isvm-ssn  [9] EXPLICIT SSN OPTIONAL,

    subscription-cnam-dpc [10] EXPLICIT DPC OPTIONAL,

    subscription-cnam-ssn [11] EXPLICIT SSN OPTIONAL,

    subscription-end-user-location-value [12] EndUserLocationValue OPTIONAL,

    subscription-end-user-location-type [13] EndUserLocationType OPTIONAL,

    subscription-billing-id [14] BillingId OPTIONAL,

    subscription-status-change-cause-code [15]

        SubscriptionStatusChangeCauseCode OPTIONAL,

    subscription-wsmsc-dpc      [16] EXPLICIT DPC OPTIONAL,

    subscription-wsmsc-ssn      [17] EXPLICIT SSN OPTIONAL,

    subscription-customer-disconnect-date [18] GeneralizedTime OPTIONAL,

    subscription-effective-release-date [19] GeneralizedTime OPTIONAL,

    new-version-status          [20] VersionStatus OPTIONAL,

    subscription-sv-type        [21]  EXPLICIT SVType OPTIONAL,

    subscription-optional-data  [22] EXPLICIT OptionalData OPTIONAL,

    subscription-new-sp-med-ind [23] EXPLICIT MediumTimerIndicator OPTIONAL,

    subscription-old-sp-med-ind [24] EXPLICIT MediumTimerIndicator OPTIONAL,

    subscription-cross-ref-id   [25] CrossRefId OPTIONAL,

    subscription-request-sp [26] ServiceProvId OPTIONAL,

    subscription-initiator-suppression  [27]

                        EXPLICIT SelfNotifSuppIndicator OPTIONAL,

    subscription-request-sp-suppression [28]

                        EXPLICIT NotifSuppIndicator OPTIONAL,

    subscription-other-sp-suppression   [29]

                        EXPLICIT NotifSuppIndicator OPTIONAL

}





SubscriptionModifyInvalidData ::= CHOICE {

    subscription-lrn [0] EXPLICIT LRN,

    subscription-new-sp-due-date [1] EXPLICIT GeneralizedTime,

    subscription-old-sp-due-date [2] EXPLICIT GeneralizedTime,

    subscription-old-sp-authorization [3] EXPLICIT ServiceProvAuthorization,

    subscription-class-dpc [4] EXPLICIT DPC,

    subscription-class-ssn [5] EXPLICIT SSN,

    subscription-lidb-dpc  [6] EXPLICIT DPC,

    subscription-lidb-ssn  [7] EXPLICIT SSN,

    subscription-isvm-dpc  [8] EXPLICIT DPC,

    subscription-isvm-ssn  [9] EXPLICIT SSN,

    subscription-cnam-dpc [10] EXPLICIT DPC,

    subscription-cnam-ssn [11] EXPLICIT SSN,

    subscription-end-user-location-value [12] EXPLICIT EndUserLocationValue,

    subscription-end-user-location-type [13] EXPLICIT EndUserLocationType,

    subscription-billing-id [14] EXPLICIT BillingId,

    subscription-status-change-cause-code [15]

          EXPLICIT SubscriptionStatusChangeCauseCode,

    subscription-wsmsc-dpc      [16] EXPLICIT DPC,

    subscription-wsmsc-ssn      [17] EXPLICIT SSN,

    subscription-customer-disconnect-date [18] EXPLICIT GeneralizedTime,

    subscription-effective-release-date [19] EXPLICIT GeneralizedTime,

    new-version-status          [20] EXPLICIT VersionStatus,

    subscription-sv-type        [21] EXPLICIT SVType,

    subscription-optional-data  [22] EXPLICIT OptionalData,

    subscription-new-sp-med-ind [23] EXPLICIT MediumIndicatorError,

    subscription-old-sp-med-ind [24] EXPLICIT MediumIndicatorError,

    subscription-cross-ref-id   [25] EXPLICIT CrossRefId,

    subscription-request-sp [26] EXPLICIT ServiceProvId,

    subscription-initiator-suppression  [27]

                           EXPLICIT NotifSuppIndicatorError,

    subscription-request-sp-suppression [28]

                           EXPLICIT NotifSuppIndicatorError,

    subscription-other-sp-suppression   [29]

                           EXPLICIT NotifSuppIndicatorError

}




XML:



The cross-reference ID will be added to the following XML messages:



NewSpCreateRequest

NewSpCreateReply (InvalidData only)

ModifyRequest (Modify pending new)

ModifyReply (InvalidData only)

SvObjectCreationNotification

SvAttributeChangeNotification

SvQueryReply

NpbCreateRequest

NpbObjectCreationNotification

NpbQueryReply
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LNP Problem/Issue Identification and Description Form 
 


 


Submittal Date (mm/dd/yyyy):  05/12/2015     PIM XX 


Company(s) Submitting Issue: Bandwidth.com, Inc. 


Contact(s):  Name  Lisa Jill Freeman & Matt Ruehlen 
          Contact Number 919-439-3571 


          Email Address   ljfreeman@bandwidth.com & mruehlen@bandwidth.com  
(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.) 


 


 


1. Problem/Issue Statement: (Brief statement outlining the problem/issue.) 


 


In the event of a claim of a disputed port, for any reason, there are: 


1. No existing clear guidelines around how providers will work together to research 


and resolve the claim of a disputed port.  


2. Based on the outcome of the research, there is an opportunity for clearer broad 


recommendations around the circumstances under which a number will be 


released back to the then losing provider (or “OSP”).  


 


For the purposes of this PIM, the term “disputed” shall mean any port which for 


whatever reason resulted in the OSP receiving a report from their customer and/or 


end user that the port-out was in error; this is regardless if the OSP provided FOC 


or otherwise was not aware of an issue with the port prior to its completion. 


 


In the end, although the losing carrier may not necessarily agree with the veracity 


of a given port, they should feel confident they verified to the fullest extent possible 


and can defend the position of the winning provider (or “NSP”) to their claiming 


customer and/or end user.  


 


It should be noted that while pre-FOC validations afford a level of prevention, there 


are multiple factors which negate the full utility (including, but not limited, to an 


increasing amount of identity theft, and CSR validation which provides an avenue 


chance for an individual to learn the account information required to port).  


 


Many providers may not view these instances as immediately impacting to their 


customers’ continuity of service at present. However, the FCC’s movement toward 


opening numbering authority to non-CLEC/LEC entities creates a forward-looking 


reality of an increase in LNP participants that could quickly make the disputed port 


landscape more complicated if a best practice does not already exist. 


 


 


 


 


 



mailto:ljfreeman@bandwidth.com
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2. Problem/Issue Description: (Provide detailed description of problem/issue.) 


 


A.   Examples & Impacts of Problem/Issue:  


Example: A port completes and the OSP is contacted by their customer and/or end 


user (going forward, end user) that the port was not authorized (for whatever 


reason), that OSP (after completing their own research and verification to the best 


of their ability) will need to reach out to the NSP to verify and compare certain 


information such as LOA and bill copy. Without a clear and agreed upon set of 


guidelines around contacts & escalation paths, reasonable response time 


expectations, types of cooperative information sharing (to the best of their ability, 


even with redactions), etc., then it can often take numerous contacts and requests 


over a significant amount of time to make research progress, thus impacting the 


claiming end user, their business relationship with their provider; sometimes 


compromising the ability to resolve if the number in question has since ported to yet 


a third provider, etc. For further example: the NSP states the OSP gave FOC and 


therefore they will not deem it disputed and therefore the inquiry will not be 


considered. 


 


B.   Frequency of Occurrence:  Although some providers might have statistics on frequency, 


it is unknown at an overall industry level, but when it occurs each is impactful in 


both carrier time/cost and customer satisfaction.  


 
C. NPAC Regions Impacted: 


 Canada___ Mid Atlantic ___ Midwest___ Northeast___ Southeast___ Southwest___ Western___      


 West Coast___  ALL_X_ 


 
D.  Rationale why existing process is deficient:  


Existing process heavily addresses pre-FOC protocols, but little surrounding post-


port corrective actions. There are only very broad suggestions that providers should 


work together to resolve disputed port claims; there aren’t any clear and agreed 


upon types of actions carriers could take to work together to research and resolve.  


 


In prior periods of industry evolution, there were more clear relationships between 


a provider and their end user which made end user verification inherently easier, 


and the act of submitting a port much more specific and intentional: 


- Physical connectivity at an address as empirical proof of end user  


- Paper LOAs with actual signatures  


- Face to face or phone to phone transactions naturally supporting more 


validation and less propensity for both error and intentional acts  


- Less “crowded”  carrier landscape – a smaller list of carriers actually porting 


phone numbers 


 


As porting becomes increasingly more complex with varying service types and more 


automation is introduced into the environment, such as click thru LOAs for end 


users and automated FOCs and other systematic releases of numbers, combined 







with some new technologies inadvertently both making ports flow more easily 


(including in cases of simple human error such as an end user entering the wrong 


number in a provider’s user interface) and introducing more fraud potential 


(criminal elements adopting technologies which support anonymity), and as carriers 


diversify their own work groups, it is becoming increasingly more difficult for 


providers to even determine how to approach a resolution, let alone know who to 


contact and what kinds of information can be examined and/or exchanged. The 


introduction of open numbering authority by the FCC will introduce more 


participants to the LNP community, which can reasonably be expected to 


exacerbate any existing deficiencies with disputed porting. 


 


In the event an inquiry from the OSP is not addressed thoroughly or even 


entertained by the NSP, currently the only path for a OSP and/or their end user is a 


variety of formal complaints to the FCC, PUCs, etc., and, various consumer 


protection/advocacy organizations (attorney generals, BBB, traditional and social 


media, etc.). This results in operational costs and reputational impacts to both 


providers.  


  


 


E.   Identify action taken in other committees / forums:  Unknown 
 


 
F.   Any other descriptive items:  


Need to ensure clarity of the definition of “disputed”; and categories of “disputed” 


and/or “unauthorized” versus “mistaken”.  The process must be respectful of each 


providers’ legal considerations; must be customer focused and always meet the 


spirit and intent of the porting rules balanced with a reasonable method for 


providers to gain a level of comfort and satisfaction that a given situation has been 


examined to the best of their ability to manage their customer appropriately. 


 


3. Suggested Resolution:  
 


- Revisit definitions of various types of disputed ports and consider broadening the 


definition and scenarios of what constitutes “disputed” and “unauthorized” – i.e. 


at no time should there be a “slam” allegation; this is meant to be a cooperative 


cross carrier effort to examine port requests and exchange some information so 


that each/both can feel satisfied that the situation has been clearly examined 


and each/both can manage their customer accordingly. 


- Define potential specific actions NSP will undertake to verify the authenticity of 


the disputed port (review and provide LOA, review/request bill copy from their 


customer/end user, etc.) 


- Define a list of specific information which providers MAY potentially be able to 


exchange and who provides what; such as copy of LOA, exact name on an LOA, 


copy of recent end user bill, etc., (recognizing that some providers may have legal 







or other reasons to redact or only provide oral verification of some information) – 


but the essence is for the NSP to provide the information to the OSP since it is  


the OSP who has the original information and hence avoid the situation of the 


OSP providing it first and the NSP simply agreeing (i.e. similar to the pitfalls 


present in the current CSR practice). 


- An agreed upon time frame for NSP response – i.e. acknowledge inquiry within 


XX hours, provide agreed upon information such as name on or copy of LOA 


within XX hours 


- An agreed upon time frame for losing provider to respond to whatever comes out 


of NSP’s response – the OSP who started the inquiry needs to be responsive and 


engaged, and promptly advise the NSP if there is any reversal of the inquiry so 


as not to waste the time and efforts of the NSP. 


- Resolution/outcome method to close out the inquiry, i.e. OSP agrees/understands 


position of NSP such that they can manage their customer appropriately (even if 


they still don’t agree with the port), or, both providers work together to 


determine best path to return the number back to the OSP. 


- Agreed upon point of stalemate (when should the complaining party file request 


for resolution through FCC/PUC?) 


- Are there time bounded considerations to claiming a port is disputed (i.e. must 


be within XX days of port – current best practice is unbounded)  


- For all of the above, consider various customer types and create criteria which 


may be applicable to such various customer types and how they will be handled. 


For example, in the event the port in question involves a wholesale/resale 


arrangement what timing considerations apply for both providers, agreement 


that any LOA being used for verification must be from the end user, reseller 


relationships do not negate the need for bill copy or other verification methods. 


- Providers to establish initial and escalation contact information, maintained by 


the providers themselves and possibly posted on the LNPA WG website. 


- Considerations for special and sensitive cases (an out of service hospital number 


as a result of a mistaken port). 


 


Example:  


- A port is disputed and OSP contacts NSP and provides NSP’s usual porting 


contacts with the name and other relevant information of the end user disputing 


the port.  


- NSP should respond to OSP within eight (8) business hours with information 


from the LOA (and if applicable the bill copy) related to the name and other 


relevant information of the end user who initiated the NSP port. 


- If information does not match, NSP will release the number back to the OSP 


- If information matches, NSP will attempt to contact the end user to verify; OSP 


will provide bill copy and other supporting documentation to NSP if OSP is still 


attempting to regain the number in question. 


- If NSP does not hear back from their end user within twenty four (24) business 


hours the number will be released back to the OSP. 







- If NSP can verify, the OSP will advise  their end user of such verification. 


- In the event there is any further dispute or concern with a disputed port, the two 


providers involved shall work together and escalate to resolve accordingly. 


 
 


LNPA WG: (only) 


Item Number: PIM XXXXXX 


Issue Resolution Referred to: _________________________________________________________ 


Why Issue Referred: __________________________________________________________________ 
_____________________________________________________________________________________________


_______________________________________________________________________________ 
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[bookmark: 0004]0004 N-1 Carrier Methodology Clarification

Submitted By Team: | Date Logged: 12/10/01

[bookmark: eztoc60040_0_5_0_9]Background: 

Recommend Change to Requirements: Yes

[bookmark: eztoc60040_0_5_0_10]Related Issue: 

0004 LNPA WG N-1 INTERPRETATION v5

[bookmark: eztoc60040_0_5_0_11]Decisions/Recommendations

The N-1 carrier (i.e. company) is responsible for performing the dip, not the N-1 switch. Please refer to the attached document for the definition of the N-1 carrier under specific call scenarios, including local, toll, e.g., IXC-routed calls, and Extended Area Service (EAS) calls.

Best Practice 4 and the attached “0004 LNPA WG N-1 Interpretation V5.doc” was the result of a request in 2004 by then NANC Chair Robert Atkinson for the LNPA WG to address in part, the various EAS call routing situations and recommend the parties who would perform the LNP dips necessary to insure proper call routing. Page 11 of the “0004 LNPA WG N-1 Interpretation V5.doc” is where these EAS-related call scenarios are explained. As shown in the January 19, 2005 NANC meeting Minutes, this LNPA WG document was reviewed with the full NANC. These meeting Minutes also document that Page 11 would be submitted by Chair Atkinson to the FCC’s WCB for further action. Chair Atkinson sent the letter to the WCB on 7/25/2005 as seen on the FCC’s website in the NANC 2005 Correspondence archives. 

On Page 11 of the “0004 LNPA WG N-1 Interpretation V5.doc” (in the third bullet) the term “donor carrier” is used. To clarify the meaning of this term, the LNPA WG confirms the donor carrier in this scenario is the A-Block Code Holder designated in the LERG for the NPA-NXX of the called number. The A-Block holder is the default carrier for routing calls based on the NPA-NXX of the called number. In the instance where a TN is ported out of a pooled thousands block, the thousands block holder is not the A-Block Code Holder nor the donor carrier in the context of these EAS N-1 responsibilities. The call is default routed to the actual A-Block Code Holder, who is responsible for performing the LNP dip.
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0004  LNPA WG N-1 INTERPRETATION v5.doc
 

Version 5.0


January 17, 2005




LOCAL NUMBER PORTABILITY ADMINISTRATION WORKING GROUP (LNPA WG) INTERPRETATION OF N-1 CARRIER ARCHITECTURE


NOTE:  The yellow highlighting throughout this document is meant to provide focus on text from the various cites and industry documentation that is directly relevant to the specific LNPA interpretation it addresses.

NOTE:  Throughout the discussions in the LNPA WG of the N-1 LNP Architecture and the responsibilities of carriers in ensuring calls are routed properly to the called party, carriers expressed concerns over the network impacts and costs to perform LNP queries on default routed calls.  The LNPA WG would like to stress that if all carriers complied with the following interpretation of the N-1 architecture, based on research of FCC mandates, and performed the necessary LNP query when they were designated as the N-1 carrier on a call to a portable NXX code, a carrier rarely would be forced to perform the query on a default-routed basis.


FCC NOTICE OF APPARENT LIABILITY FOR FORFEITURE, DA 04-1304, RELEASED MAY 13, 2004, ¶¶ 5 (Quoted from the Notice):

5.  Furthermore, in adopting, with some modification, recommendations of the North American Numbering Council (“NANC”) as set forth in a [LNPA] Working Group Report,  the Commission clearly imposed requirements on the carrier immediately preceding the terminating carrier, designated the “N-1 carrier,” to ensure that number portability databases are queried and thus that calls are properly routed.  Currently, call routing is accomplished by use of Location Routing Numbers (“LRNs”).  Under the LRN method, a unique ten-digit number is assigned to each central office switch.  The routing information for end users who have ported their telephone numbers to another carrier is stored in a database, with the LRNs of the switches that serve the ported subscribers. Carriers routing calls to customers with ported numbers query this database to obtain the LRN that corresponds to the dialed number.  This query is performed for all calls to switches from which at least one number has been ported.  In adopting the [LNPA] Working Group Report, the Commission noted that if the N-1 carrier does not perform the database query, but instead relies on another entity to perform the query, the other entity may charge the N-1 carrier in accordance with long-term number portability cost allocation and recovery guidelines.

· LOCAL CALL:


INTERPRETATION:


· The originating carrier is the N-1 carrier and is responsible for performing the query in its network or entering into an agreement with another entity to perform the queries on its behalf.



CITE:


· Third Report and Order, FCC 98-82, ¶¶ 15-16, (1998)  (Quoted from the Order):

15.  For a carrier to route an interswitch telephone call to a location where number portability is available, the carrier must determine the LRN for the switch that serves the terminating telephone number of the call.  Once number portability is available for an NXX, carriers must "query" all interswitch calls to that NXX to determine whether the terminating customer has ported the telephone number.  Carriers will accomplish this by sending a signal over the SS7 network to retrieve from an SCP or STP the LRN associated with the called telephone number. The industry has proposed, and the Commission has endorsed, an "N minus one" (N-1) querying protocol.  Under this protocol, the N-1 carrier will be responsible for the query, "where 'N' is the entity terminating the call to the end user, or a network provider contracted by the entity to provide tandem access."  Thus the N-1 carrier (i.e. the last carrier before the terminating carrier) for a local call will usually be the calling customer's local service provider; the N-1 carrier for an interexchange call will usually be the calling customer's interexchange carrier (IXC).  An N-1 carrier may perform its own querying, or it may arrange for other carriers or third parties to provide querying services on its behalf.

16.  To route a local call under this system, the originating local service provider will examine the seven-digit number that its customer dialed, for example "456-7890."  If the called telephone number is on the originating switch (i.e. an intraswitch call), the originating local service provider will simply complete the call.  If the call is interswitch, the originating local service provider will compare the NXX, "456," with its table of NXXs for which number portability is available.  If "456" is not such an NXX, the


originating local service provider will treat the call the same as it did before the existence of long-term number portability. If it is an NXX for which portability is available, the originating local service provider will add the NPA, for instance "123," to the dialed number and query "(123) 456-7890" to an SCP containing the LRNs downloaded from the relevant regional database. The SCP will return the LRN for "(123) 456-7890" (which would be "(123) 456-XXXX" if the customer has not changed carriers, or something like "(123) 789-XXXX" if the customer has changed carriers), and use the LRN to route the call to the appropriate switch with an SS7 message indicating that it has performed the query. The terminating carrier will then complete the call. To route an interexchange call, the originating local service provider will hand the call off to the IXC and the IXC will undertake the same procedure.

· FCC Consent Decree Order, DA 04-2065, Released July 12, 2004, ¶¶ 9(d):

9(d).  Upon execution of this Consent Decree, company-wide on all 398 of its host switches and whenever (Carrier X - name deleted) is the N-1 carrier, (Carrier X - name deleted) will perform or will have performed on its behalf, a database query to obtain the Location Routing Number (“LRN”) that corresponds to any dialed number.  Whenever it is the N-1 carrier, (Carrier X -  name deleted) will ensure that any call placed by a (Carrier X – name deleted) customer to a ported telephone number is properly routed to the network of the current carrier serving that telephone number, based on the LRN.

· TOLL CALL:


INTERPRETATION:


· For an interLATA Toll call, the IXC is the N-1 carrier and is responsible for performing the query in its network or entering into an agreement with another entity to perform the queries on its behalf.


CITE:


· Third Report and Order, FCC 98-82, ¶¶ 15-16, (1998)  (Quoted from the Order):  


15.  For a carrier to route an interswitch telephone call to a location where number portability is available, the carrier must determine the LRN for the switch that serves the terminating telephone number of the call.  Once number portability is available for an NXX, carriers must "query" all interswitch calls to that NXX to determine whether the terminating customer has ported the telephone number.  Carriers will accomplish this by sending a signal over the SS7 network to retrieve from an SCP or STP the LRN associated with the called telephone number. The industry has proposed, and the Commission has endorsed, an "N minus one" (N-1) querying protocol.  Under this protocol, the N-1 carrier will be responsible for the query, "where 'N' is the entity terminating the call to the end user, or a network provider contracted by the entity to provide tandem access."  Thus the N-1 carrier (i.e. the last carrier before the terminating carrier) for a local call will usually be the calling customer's local service provider; the N-1 carrier for an interexchange call will usually be the calling customer's interexchange carrier (IXC).  An N-1 carrier may perform its own querying, or it may arrange for other carriers or third parties to provide querying services on its behalf.

16.  To route a local call under this system, the originating local service provider will examine the seven-digit number that its customer dialed, for example "456-7890."  If the called telephone number is on the originating switch (i.e. an intraswitch call), the originating local service provider will simply complete the call.  If the call is interswitch, the originating local service provider will compare the NXX, "456," with its table of NXXs for which number portability is available.  If "456" is not such an NXX, the


originating local service provider will treat the call the same as it did before the existence of long-term number portability. If it is an NXX for which portability is available, the originating local service provider will add the NPA, for instance "123," to the dialed number and query "(123) 456-7890" to an SCP containing the LRNs downloaded from the relevant regional database. The SCP will return the LRN for "(123) 456-7890" (which would be "(123) 456-XXXX" if the customer has not changed carriers, or something like "(123) 789-XXXX" if the customer has changed carriers), and use the LRN to route the call to the appropriate switch with an SS7 message indicating that it has performed the query. The terminating carrier will then complete the call. To route an interexchange call, the originating local service provider will hand the call off to the IXC and the IXC will undertake the same procedure.


INTERPRETATION:


· For an intraLATA Toll call where the originating carrier is the Pre-subscribed IntraLATA Carrier for the calling party, the originating carrier is the N-1 carrier and is responsible for performing the query in its network or entering into an agreement with another entity to perform the queries on its behalf.


CITE:


· Technical Requirement T1.TRQ.2-2001, Technical Requirement on Number Portability Switching Systems, Prepared by T1S1.6 (quoted directly):

<REQ-00500> 


An NP Query shall only be sent when: 


· an NP trigger has been encountered, and


· the FCI indicates “number not translated”. 


However, the query will not be performed if, 


· the called number is served by this switch and the transition mechanism (as specified in <REQ-08600>) does not apply to the called number, or 


· the call is identifiable as destined for an operator, or


· the call is to an interexchange carrier, as indicated by presubscription or dialed digits (101XXXX) (for exceptions see <CR-00950>).

<REQ-00900> 


If an NP trigger is encountered and IXC routing (not LEC routing) is assured prior to launching the NP query, the NP query shall be bypassed, and the call routed to the predialed carrier, or presubscribed carrier (PIC), or group carrier, or lastly to the Office provisioned interLATA carrier (for exceptions see CR-00950). 


<CR-00950>


If an NP trigger is encountered and IXC routing (not LEC routing) is assured prior to launching the NP query, the switch shall launch the NP query if the call is to be routed to any of the specific designated set of IXCs provisioned by <CR-08550>. This specification shall be on a per route basis for each of the designated carriers. The switch shall not perform the NP query for calls to be routed to any other IXC. 


The default behavior shall be as described in REQ-00900.


This requirement shall not apply to operator-destined calls.


When the NP query is performed, the call shall be routed to the predetermined carrier and route.


The originating LEC shall perform the NP query on behalf of an IXC only when business arrangements are in place that explicitly allow the LEC to perform the NP query.

Some tandem switches can not perform this capability.

· Based on current end office switch functionality, if the originating switch has the 6-digit LNP trigger set on an intraLATA Toll NXX code, and the originating carrier is the intraLATA Toll PIC for the calling party, the originating switch will launch a query to the LNP database and route the call based on the response from the database.  Based on this established switch functionality, the LNPA WG believes the originating carrier is the N-1 carrier in this call scenario.


INTERPRETATION:


· For an intraLATA Toll call where the originating carrier is NOT the Pre-subscribed IntraLATA Carrier for the calling party, the Pre-subscribed IntraLATA Carrier is the N-1 carrier and is responsible for performing the query in its network or entering into an agreement with another entity to perform the queries on its behalf. 


CITE:


· Refer to cites above from Technical Requirement T1.TRQ.2-2001, Technical Requirement on Number Portability Switching Systems, Prepared by T1S1.6

· Based on current end office switch functionality, if the originating switch has the 6-digit LNP trigger set on an intraLATA Toll NXX code, and the originating carrier is NOT the intraLATA Toll PIC for the calling party, the originating switch will NOT launch a query to the LNP database and will route the call unqueried to the calling party’s intraLATA Toll PIC.  Based on this established switch functionality, the LNPA WG believes the calling party’s intraLATA Toll PIC is the N-1 carrier in this call scenario, similar to the IXC scenario.


· DEFAULT QUERIES (A.K.A. QUERY OF LAST RESORT OR DONOR SWITCH QUERIES)


PLEASE REFER TO NOTE AT THE BEGINNING OF THIS DOCUMENT.


INTERPRETATION:


· If an LNP query is not performed previously in the call path, the call will continue to route on the dialed digits until it could eventually reach the LERG-assigned switch for the dialed NPA-NXX.  This will put that LERG-assignee in the position of performing a default LNP query if the dialed digits are within a portable NPA-NXX.


CITE:


· Third Report and Order, FCC 98-82, ¶¶ 21, (1998)  (Quoted from the Order):

21.  In the Second Report and Order, the Commission determined that if an N-1 carrier arranges with another entity to perform queries on the carrier's behalf, that other entity may charge the N-1 carrier in accordance with requirements to be established in this Third Report and Order.  The


Commission also noted that when an N-1 carrier fails to ensure that a call is queried, the call might inadvertently be routed by default to the LEC that originally served the telephone number.  If the number was ported, the LEC incurs costs in redirecting the call. This could happen, for example, if there is a technical failure in the N-1 carrier's ability to query, or if the N-1 carrier fails to ensure that its calls are queried, either through its own query capability or through an arrangement with another carrier or third-party.  The Commission determined in the Second Report and Order that if a LEC performs queries on default-routed calls, the LEC may charge the N-1 carrier in accordance with requirements to be established in this Third Report and Order.  The Commission determined further that it would "allow LECs to block default-routed calls, but only in specific circumstances when failure to do so is likely to impair network reliability."  The Commission also said that it would "require LECs to apply this blocking standard to calls from all carriers on a nondiscriminatory basis."



INTERPRETATION:


· A carrier may bill the N-1 carrier for performing the default query when the N-1 carrier default routes a call unqueried. 


CITE:


· First Memorandum Opinion and Order, FCC 97-74, ¶¶  125-126 (1997)  (Quoted from the Order): 


125. Discussion. We deny Pacific's request that we require all N-1 carriers, including interexchange carriers, to meet the implementation schedule we established for LECs. Such a requirement is not mandated by the 1996 Act, which subjects only LECs, not interexchange carriers engaged in the provision of interexchange service, to our number portability requirements. Moreover, petitioners have not demonstrated a need for us to impose such requirements under our independent rulemaking authority under Sections 1, 2, and 4(i) of the Communications Act of 1934, as amended. In that regard, we are not convinced that Pacific's hypothetical situation, whereby the N-1 carrier would not perform any queries and the original terminating LEC would thus have to perform all the queries not performed by the originating LEC, will arise often. The industry already appears to favor using the N-1 scenario, under which the N-1 carrier performs the database query, as indicated in the majority of comments on call processing scenario issues received pursuant to the original Notice of Proposed Rulemaking. The vast majority of interLATA calls are routed through the major interexchange carriers, and the two largest interexchange carriers, at least, claim they plan to deploy portability as soon as possible. Therefore, most interLATA calls will be queried by the major interexchange carriers, not the incumbent LECs. Moreover, as we stated in the First Report & Order, we wish to allow carriers the flexibility to choose and negotiate among themselves which carrier shall perform the database query, according to what best suits their individual networks and business plans. Finally, we decline to address Pacific's argument that, if the terminating carrier is forced to perform queries, that would violate our fourth performance criterion. Since we are eliminating our fourth performance criterion, Pacific's argument is moot. 


126. We clarify, however, per NYNEX's request, that if an N-1 carrier is designated to perform the query, and that N-1 carrier requires the original terminating LEC to perform the query, then the LEC may charge the N-1 carrier for performing the query, pursuant to guidelines the Commission will establish in the order addressing long-term number portability cost allocation and recovery.

· Second Report and Order, FCC 97-289, ¶¶72-75 (1997)  (Quoted from the Order):  

72.  The Architecture Task Force Report considered and made recommendations on several issues which were not otherwise addressed in the Technical & Operational Task Force Report, including the following:  (1) what entity shall be required to make the query to determine the service provider of the called party (N-1 Call Routing); and (2) whether carriers may block default routed calls (Default Routing). Because these two specific issues will have a significant impact on the efficiency and effectiveness of local number portability, each will be discussed more fully below.



73.  N-1 Call Routing.  The NANC recommends that the carrier in the call routing process immediately preceding the terminating carrier, designated the "N-1" carrier, be responsible for ensuring that database queries are performed. None of the parties commenting on the NANC's recommendations addresses this issue.  We adopt the NANC's recommendation that the N-1 carrier be responsible for ensuring that databases are queried, as necessary, to effectuate number portability.  The N-1 carrier can meet this obligation by either querying the number portability database itself or by arranging with another entity to perform database queries on behalf of the N-1 carrier.


74.  In the First Order on Reconsideration, the Commission recognized that queries would most likely be performed by the N-1 carrier if the industry adopted the Location Routing Number solution. Industry consensus is that the Location Routing Number system is the best method to satisfy the Commission's performance criteria for long-term local number portability. The efficient provisioning of number portability requires that all carriers know who bears responsibility for performing queries, so that calls are not dropped because the carrier is uncertain who should perform the database query, and so that carriers can design their networks accordingly or arrange to have database queries performed by another entity.  Consistent with our finding in the First Order on Reconsideration, we conclude that the Location Routing Number system functions best if the N-1 carrier bears responsibility for ensuring that the call routing query is performed. Under the Location Routing Number system, requiring call-terminating carriers to perform all queries may impose too great a burden on terminating LECs.  In addition, obligating incumbent LECs to perform all call routing queries could impair network reliability.


75.  We note, however, that the requirement that the N-1 carrier be responsible for ensuring completion of the database query applies only in the context of Location Routing Number as the long-term number portability solution.  In the event that Location Routing Number is supplanted by another method of providing long-term number portability, we may modify the call routing process as necessary.  We note further that if the N-1 carrier does not perform the query, but rather relies on some other entity to perform the query, that other entity may charge the N-1 carrier, in accordance with guidelines the Commission will establish to govern long-term number portability cost allocation and recovery.


INTERPRETATION:


· Unless specified in business arrangements, carriers may block default routed calls incoming to their network in order to protect against overload, congestion, or failure propagation that are caused by the defaulted calls.  (This is a direct quote from the Architecture Plan.)

CITE:


· Second Report and Order, FCC 97-289, ¶¶76-78 (1997)  (Quoted from Order):

76. Default Routing.  The NANC recommends that we permit carriers to block "default routed calls" coming into their networks. A "default routed call" situation would occur in a Location Routing Number system as follows:  when a call is made to a telephone number in an exchange with any ported numbers, the N-1 carrier (or its contracted entity) queries a local Service Management System database to determine if the called number has been ported.  If the N-1 carrier fails to perform the query, the call is routed, by default, to the LEC that originally serviced the telephone number.  The original LEC, which may or may not still be serving the called number, can either query the local Service Management System and complete the call, or "block" the call, sending a message back to the caller that the call cannot be delivered.  The NANC found that compelling LECs to query all default routed calls could impair network reliability, and that allowing carriers to block default routed calls coming into their networks is necessary to protect against overload or congestion that could result from an inordinate number of calls being routed by default to the original LEC. In light of these network reliability concerns, we will allow LECs to block default routed calls, but only in specific circumstances when failure to do so is likely to impair network reliability.

77. CTIA argues that the NANC's default routing recommendation will significantly, and negatively, affect CMRS providers. According to CTIA, even if number portability is limited initially to the wireline network, CMRS providers must still modify their method of routing calls from their customers to wireline customers who have ported their numbers.  During the period prior to December 31, 1998, the date by which CMRS providers are required to have the capability to deliver calls to ported numbers, CMRS providers that have not yet implemented such capability will be required to rely on default routing to complete subscriber calls.  CTIA argues that default routed calls should not be blocked, because "[a]llowing incumbent LECs to block default routed calls when they may be acting as the only means of conducting a query and, thus, allowing a call to be completed, would discriminate against wireless carriers . . . ."

78. In the First Report & Order, we required CMRS providers to have the capability of querying number portability database systems in order to deliver calls from their networks to ported numbers anywhere in the country by December 31, 1998. We established this deadline so that CMRS providers would have the ability to route calls from their customers to a wireline customer who has ported his or her number, by the time a substantial number of wireline customers have the ability to port their numbers between wireline carriers. Under this deployment schedule, the initial deployment of long-term local number portability for wireline carriers will occur prior to the date by which CMRS providers must be able to perform database queries.  During this period, CMRS providers are not obligated by our rules to perform call routing queries or to arrange for other entities to perform queries on their behalf.  Thus, if wireline LECs are allowed to block default routed calls, calls originating on wireless networks (to the extent that the CMRS provider is the N-1 carrier) could be blocked.  For this reason, we will only allow LECs to block default routed calls when performing database queries on default routed calls is likely to impair network reliability.  We also require LECs to apply this blocking standard to calls from all carriers on a nondiscriminatory basis.  In the event that a CMRS or other service provider believes that a LEC is blocking calls under circumstances unlikely to impair network reliability, such service provider may bring the issue before the NANC.  We direct the NANC to act expeditiously on these issues.  Although CMRS providers are not responsible for querying calls until December 31, 1998, we urge them to make arrangements with LECs as soon as possible to ensure that their calls are not blocked.  We note that if a LEC performs database queries on default routed calls, the LEC may charge the N-1 carrier, pursuant to guidelines the Commission will establish regarding long-term number portability cost allocation and recovery.

· NORTH AMERICAN NUMBERING COUNCIL ARCHITECTURE & ADMINISTRATIVE PLAN FOR LOCAL NUMBER PORTABILITY  (Quoted from the document):


Par. 7.10 Default Routing Overload and Failures


“Unless specified in business arrangements, carriers may block default routed calls incoming to their network in order to protect against overload, congestion, or failure propagation that are caused by the defaulted calls.”


INTERPRETATION:


· Regardless of the status of a carrier’s obligation to provide number portability, e.g., has been granted a waiver or is operating outside a mandated area, all carriers have the duty to route calls to ported numbers.

CITE:


· FCC NOTICE OF APPARENT LIABILITY FOR FORFEITURE, DA 04-1304, RELEASED MAY 13, 2004, ¶¶ 4, 13 (Quoted from the Notice):


4.  Regardless of the status of a carrier’s obligation to provide number portability, all carriers have the duty to route calls to ported numbers. In other words, carriers must ensure that their call routing procedures do not result in dropped calls to ported numbers. In this regard, the Commission stated clearly:


We emphasize that a carrier operating a non-portability-capable switch must still properly route calls originated by customers served by that switch to ported numbers. When the switch operated by the carrier designated to perform the number portability database query is non-portability-capable, that carrier could either send it to a portability-capable


switch operated by that carrier to do the database query, or enter into an arrangement with another carrier to do the query.



13.  The Commission’s rules are clear regarding the obligation to route calls and to query the number portability database. Since the Second Report and Order in 1997, the Commission has required the N-1 carrier to ensure that the number portability database query is performed. No exception exists for non-LNP-capable carriers.


· EXTENDED AREA SERVICE (EAS) CALL:


LNPA CONSENSUS:


· On intraLATA calls to EAS codes, the originating carrier is the N-1 carrier and is responsible for the query on all calls to portable EAS codes.


· In cases where the originating carrier’s switch supports the function to route interLATA EAS calls to ported numbers as a local call via an interLATA LRN, and trunking to all potential final destinations (or their POIs in the EAS area) have been established, the query will be performed in the originating switch.  


· On interLATA calls to EAS codes where the originating carrier does not support the function to route the call as a local call to ported numbers via an interLATA LRN, the donor carrier in the terminating LATA performs the role of the N-1 carrier (i.e does the database dip and routes the call to the switch serving the ported number).  In this instance, the donor carrier will perform the LNP query in the terminating LATA in either that carrier’s donor end office or terminating LATA tandem, whichever terminates trunks from the originating LATA on calls to EAS codes.  (Note that the terminating LATA tandem case is only applicable if the donor carrier has a tandem in the terminating LATA, and all switches in the originating LATA that can place local calls to the EAS codes in the terminating LATA have trunking to the tandem in the terminating LATA per mutually accepted interconnect agreements.)  The originating carrier is responsible for compensation to the donor carrier for performing the N-1 database dip function.  


The donor carrier in the terminating LATA may charge the originating carrier for transit (consisting of transport and switching) of the call.


This language takes into account current technical limitations and regulatory constraints as well as existing configuration issues.  Carriers may consider making modifications to their querying and routing arrangements as technology upgrades and changes to interconnecting configurations permit.
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Issue Statement

At the request of the NAPM LLC, Neustar is investigating instances of potential NPAC User Data misuse



As a result of these investigations, it has become apparent that a number of non-Users may be obtaining NPAC User Data either directly or indirectly from one or more NPAC Users



NPAC data is confidential and proprietary to the telecommunications service providers that provided that data to the NPACs



Providing NPAC User Data to a non-User is a violation of a User’s NPAC User Agreement
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Steps Taken to Date

User Data Guidelines sent annually to all Users

Explains responsibility of all Users to protect confidentiality of NPAC User Data

Explains consequences of data misuse and disclosure to those not entitled to receive it



Specific data misuse investigations to date have focused on non-Users suspected of receiving User Data

Lack of contractual relationship inhibits ability to identify data sources
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Recommended Next Steps

Shift focus of any investigation to source of data



Development of NPAC tool to insert unique tracer data in all User LSMSs

Insert unique tracer data SVs in each LSMS simultaneously

Tracer data SVs will not be added to NPAC

Same TN will be used for an NPAC Region

Tracer data SVs distinguished by different New SP SPIDs

LRN of tracer data is owned by New SP SPID

LNP Type is inter-provider port

If WSMSC and SV Type supported by New SP, they will be sent

After SVs are inserted, non-User website will be tested for a hit on SP serving TN,

Hit on serving New SP identifies LSMS data source.

LSMS cleanup will be done by disconnecting tracer data SVs

6/29/2015
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Recommended Action Items

Neustar to obtain 7 unassigned TNs (1 per NPAC Region) from volunteer SP(s) for use in tracer SVs



Neustar to develop NPAC tool as described



LNPA WG Action Item assigned to SPs requesting any concerns or objections with use of their SPID as New SP SPID in any tracer data SV



LNPA WG Action Item to Local System Vendors and SPs for any concerns with inserting tracer data SVs in their systems
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QUESTIONS
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I. INTRODUCTION


1. The nation’s communications infrastructure is undergoing key technology transitions, 
including that from networks based on time-division multiplexed (TDM) circuit-switched voice services 
to all-Internet Protocol (IP) multi-media networks.1  Already, these transitions have brought innovative 
and improved communications services to the marketplace, and consumers have embraced these new 
technologies.  This is evidenced by the nearly 48 million interconnected VoIP retail local telephone 
service connections in service as of the end of 2013, comprising over a third of all wireline retail local 
telephone service connections.2  


2. Our actions today support these transitions.  We establish a process to authorize 
interconnected VoIP providers to obtain North American Numbering Plan (NANP) telephone numbers3


directly from the Numbering Administrators, rather than through intermediaries.4  Our actions will 


                                                     
1 Technology Transitions, et al., GN Docket No. 13-5, et al., Order, Report and Order and Further Notice of 
Proposed Rulemaking, Report and Order, Order and Further Notice of Proposed Rulemaking, Proposal for Ongoing 
Data Initiative, 29 FCC Rcd 1433, 1435, para. 1 (2014) (Technology Transitions Order); Ensuring Customer 
Premises Equipment Backup Power for Continuity of Communications; Technology Transitions; Policies and Rules 
Governing Retirement Of Copper Loops by Incumbent Local Exchange Carriers; Special Access for Price Cap 
Local Exchange Carriers; AT&T Corporation Petition for Rulemaking to Reform Regulation of Incumbent Local 
Exchange Carrier Rates for Interstate Special Access Services, PS Docket No. 14-174, GN Docket No. 13-5, RM-
11358, WC Docket No. 05-25, RM-10593, Notice of Proposed Rulemaking and Declaratory Ruling, 29 FCC Rcd 
14969 (2014) (Copper Retirement NPRM).


2 See Local Telephone Competition: Status as of December 31, 2013, FCC, Wireline Competition Bureau, Industry
Analysis and Technology Division, at 3, Fig. 2 (Oct. 16, 2014), https://apps.fcc.gov/edocs_public/attachmatch/DOC-
329975A1.pdf (Local Telephone Competition Report).    


3 The NANP is the basic numbering scheme for telecommunications networks located in the United States and its 
territories, Canada, and parts of the Caribbean.  See 47 C.F.R. § 52.5(c).  NANP telephone numbers are ten-digit 
numbers consisting of a three-digit area code, followed by a seven-digit local number.  In order to provide 
interconnected VoIP service, a provider must offer customers NANP telephone numbers; otherwise, a customer on 
the public switched telephone network (PSTN) would not have a way to dial the interconnected VoIP customer 
using his PSTN service.  See SBC IP Communications, Inc. Petition for Limited Waiver of Section 52.15(g)(2)(i) of 
the Commission’s Rules Regarding Access to Numbering Resources, CC Docket No. 99-200, at 2–3 (filed July 7, 
2004) (SBCIS Waiver Petition).  Any reference in this Report and Order to “direct access to numbers” (or similar 
phrasing) refers to direct access to NANP numbers.


4 In this Order, we refer to the North American Numbering Plan Administrator (NANPA) and the Pooling 
Administrator as the Numbering Administrators.
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facilitate innovative technologies and services that will benefit both consumers and providers, and further 
the Commission’s recognized pro-consumer, pro-competition, and public safety goals.5  In addition, 
permitting interconnected VoIP providers to obtain telephone numbers directly from the Numbering 
Administrators will improve responsiveness in the number porting process and increase visibility and 
accuracy of number utilization, enabling the Commission to more effectively protect the Nation’s finite 
numbering resources. Our authorization process also enhances our ability to enforce the rules against 
interconnected VoIP providers.  Finally, we also expect that, to the extent it encourages VoIP 
interconnection, authorizing interconnected VoIP providers to obtain numbers directly will help 
stakeholders and the Commission identify the source of routing problems and take corrective actions.      


3. First, this Order establishes an authorization process to enable interconnected VoIP 
providers that choose direct access to request numbers directly from the Numbering Administrators. 
Next, the Order sets forth several conditions designed to minimize number exhaust and preserve the 
integrity of the numbering system.  Finally, the Order also modifies Commission’s rules in order to 
permit VoIP Positioning Center (VPC) providers to obtain pseudo-Automatic Number Identification (p-
ANI) codes directly from the Numbering Administrators for purposes of providing E911 services.6 These 
relatively modest steps will have lasting, positive impacts for consumers and the communications 
industry as we continue to undergo technology transitions.


II. BACKGROUND


4. Section 52.15(g)(2)(i) of the Commission’s rules limits access to telephone numbers to 
entities that demonstrate they are authorized to provide service in the area for which the numbers are 
being requested.7  The Commission has interpreted this rule as requiring evidence of either a state 
certificate of public convenience and necessity (CPCN) or a Commission license.  As a practical matter, 
generally only telecommunications carriers are able to provide the proof of authorization required under 
our rules, and thus able to obtain numbers directly from the Numbering Administrators.  As explained 
below, neither authorization is typically available in practice to interconnected VoIP providers.8  The 
Commission has waived section 52.15(g)(2)(i) in two instances.  The first was in 2005 to allow SBC 
Information Services (SBCIS), an information service provider that lacked state certification as a carrier, 
to obtain numbers directly from the Numbering Administrators.9   In that Order, the Commission stated 
that, “[t]o the extent other entities seek similar relief we would grant such relief to an extent comparable 
to what we set forth in this Order.”10  Following that Order, a number of entities filed similar petitions.11  


                                                     
5 See Technology Transitions Order, 29 FCC Rcd at 1435-36, paras. 2-4.


6 VPC providers are entities that help interconnected VoIP providers deliver 911 calls to the appropriate public 
safety answering point (PSAP).  Among other things, VPCs provide such capabilities as location-based call routing 
and real-time delivery to the PSAP of the caller’s location information.  A p-ANI is a number, consisting of the 
same number of digits as an Automatic Number Identification (ANI), that is not a NANP telephone directory 
number and may be used in place of an ANI to convey special meaning to the selective router, PSAP, and other 
elements of the 911 system.  See IP-Enabled Services; E911 Requirements for IP-Enabled Service Providers, WC 
Docket Nos. 04-36, 05-196, First Report and Order and Notice of Proposed Rulemaking, 20 FCC Rcd 10245, 
10252-53, para. 17 (2005) (VoIP 911 Order); 47 C.F.R. § 9.3.  P-ANI codes are a numbering resource administered 
by the Routing Number Administrator (RNA).  See infra Section III.E.


7 47 C.F.R. § 52.15(g)(2)(i).


8 See infra para. 20.


9 Administration of the North American Numbering Plan, CC Docket No. 99-200, Order, 20 FCC Rcd 2957 (2005) 
(SBCIS Waiver Order).  SBCIS is now AT&T Internet Services. 


10 Id. at 2959, para 4.


11 Between February 2005 and August 2012, the following entities filed petitions for waiver of section 
52.15(g)(2)(i):  Bandwidth.com, Inc.; Constant Touch Communications; CoreComm-Voyager, Inc.; Dialpad 
Communications, Inc.; Frontier Communications of America, Inc.; Net2Phone Inc.; Nuvio Corporation; Qwest 


(continued…)
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The second waiver was in 2013, in order to conduct a limited trial allowing interconnected VoIP 
providers direct access to numbers.12  As described below, this trial demonstrated that there are no 
technical barriers preventing interconnected VoIP providers from accessing numbering resources directly 
and using them without intermediate carriers.


A. Direct Access NPRM


5. On April 18, 2013, the Commission adopted the Direct Access NPRM which, among 
other things, proposed to allow interconnected VoIP providers to obtain telephone numbers directly from 
the Numbering Administrators, subject to certain requirements.13  The Commission anticipated that 
allowing interconnected VoIP providers to have direct access to numbers would help speed the delivery 
of innovative services to consumers and businesses, while preserving the integrity of the network and 
appropriate oversight of telephone number assignments.14         


6. In the Direct Access NPRM, the Commission sought comment on: (1) what type of 
documentation interconnected VoIP providers should have to provide to the Numbering Administrators in 
order to obtain numbers,15 (2) which existing or new numbering-related Commission requirements should 
apply to interconnected VoIP providers requesting numbers,16 and (3) how the Commission can enforce 
VoIP provider compliance with any numbering requirements it mandates.17  Specifically, regarding 
numbering requirements, the Commission proposed and sought comment on imposing the same 
requirements that it imposed in the SBCIS Waiver Order—number utilization and optimization 
requirements, numbering-related industry guidelines and practices that apply to carriers, and a 30-day notice 
period to inform the Commission and relevant states of the interconnected VoIP provider’s intent to request 
numbers.18  


7. In the Direct Access NPRM, the Commission sought comment on its proposal that 
interconnected VoIP providers may obtain numbers from any rate center unless a state commission finds 
that the request (1) is for numbers in a non-pooling rate center, and (2) will substantially contribute to 
number exhaust.19  It also sought comment on the Wisconsin Public Service Commission’s proposal to 
impose the following requirements on interconnected VoIP providers seeking to obtain telephone 
numbers:  (1) provide the relevant state commission with contact information for personnel qualified to 
address regulatory and numbering concerns upon first requesting numbers in that state; (2) consolidate 


(Continued from previous page)                                                            
Communications Corporation; SmartEdgeNet, LLC; UniPoint Enhanced Services d/b/a PointOne; RNK Inc.; VoEX, 
Inc.; Vonage Holdings Corporation; and WilTel Communications, LLC.   


12 See Numbering Policies for Modern Communications et al., WC Docket No. 13-97 et al., Notice of Proposed 
Rulemaking, Order, and Notice of Inquiry, 28 FCC Rcd 5842, 5880, para. 94 (2013) (Direct Access NPRM).


13 See id. at 5853, para. 16.


14 Id.


15 Id. at 5854-55, para. 21.


16 Id. at 5857-58, paras. 26-28.


17 Id. at 5860-61, paras. 36-39.


18 See, e.g., id. at 5855-56, paras. 22-24, 5858, para. 31; 47 C.F.R. pt. 52.  For example, section 52.15(f)(6) requires 
reporting carriers to file reports on their forecasted and actual number  utilization  on a semi-annual basis.  47 C.F.R. 
§ 52.15(f)(6).  Section 52.15(f)(7) provides state commissions access to data reported to the NANPA provided they 
have appropriate protections in place to prevent public disclosure of disaggregated, carrier-specific data.  47 C.F.R. 
§ 52.15(f)(7).  Section 52.15(i) details the role of the state commissions in the reclamation of numbering resources.  
47 C.F.R. § 52.15(i).  


19 Direct Access NPRM, 28 FCC Rcd at 5857, para 26.
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and report all numbers under its own unique Operating Company Number (OCN);20 (3) maintain the 
original rate center designation of all numbers in its inventory; and (4) to provide customers with the 
ability to access all N11 numbers in use in a state.21  


8. The Commission also sought comment on a series of commitments offered by Vonage as 
a condition to obtaining direct access to numbers.  Specifically, those commitments would require an 
interconnected VoIP provider to maintain at least 65 percent number utilization across its telephone 
number inventory, to offer VoIP interconnection to other carriers and providers, and to provide the 
Commission with a transition plan for migrating customers to its own numbers at least 90 days before 
commencing that migration and every 90 days thereafter for 18 months.22  The Commission also sought 
comment on whether it should modify its rules to allow VPC providers direct access to p-ANI codes for 
the provision of 911 and E911 services.23  Finally, the NPRM addressed and sought comment on the 
Commission’s legal authority to adopt the various requirements it proposed for direct access to numbers 
by interconnected VoIP providers.24


B. Direct Access Technical Trial


9. In the Direct Access NPRM, the Commission established a six-month technical trial 
allowing interconnected VoIP providers to obtain direct access to numbers.25  In the trial, the Commission 
granted limited, conditional waivers to providers that had pending petitions for waiver of section 
52.15(g)(2)(i). These waivers allowed trial participants to obtain telephone numbers directly from the 
Numbering Administrators for use in providing interconnected VoIP services during the six-month 
technical trial.26  The Commission tailored the trial to test whether giving interconnected VoIP providers 
direct access to numbers would raise issues relating to number exhaust, number porting, VoIP 
interconnection, or intercarrier compensation, and if so, how those issues could be addressed.27  The 
Direct Access NPRM required trial participants to file regular reports throughout and at the end of the six-
month trial, and allowed state commissions and other interested parties an opportunity to comment on the 
reports.28  


10. The Commission required trial participants to comply with its number utilization and 
optimization rules, as well as industry guidelines and practices, including abiding by the numbering 
authority delegated to state commissions and filing Numbering Resource Utilization and Forecast 
(NRUF) reports.29  The Commission also required each trial participant to maintain at least 65 percent 
number utilization across its entire telephone number inventory.30  State commissions recommended, and 
the Commission imposed, additional conditions on trial participants, including: (1) providing the relevant 
state commission with regulatory and numbering contacts when the interconnected VoIP provider 


                                                     
20 An “Operating Company Number” is a four-character code used to identify telecommunications service providers.  
See ATIS-0300251, Codes for Identification of Service Providers for Information Exchange.  The National 
Exchange Carrier Association assigns all OCNs.  


21 Direct Access NPRM, 28 FCC Rcd at 5859, para. 34 (citing proposal by the Wisconsin PSC).


22 Id. at para. 32.


23 Id. at 5874-75, paras. 77-81.


24 Id. at 5876-77, paras. 83-86.


25 Id. at 5878, para. 87.


26 Id.


27 Id. at 5881, para. 98.


28 Id. at 5883, para. 103.


29 Id. at para. 105.   


30 Id. at 5884, para. 106.  
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requests numbers in that state, (2) consolidating and reporting all numbers under its own unique OCN, 
(3) providing customers with the ability to access all abbreviated dialing codes (N11 numbers) in use in a 
state, and (4) maintaining the original rate center designation of all numbers in its inventory.


11. On June 17, 2013, the Wireline Competition Bureau (Bureau) adopted an Order 
announcing the participants in the trial. The Bureau concluded that the proposals submitted by Vonage 
Holdings Corp. (Vonage), SmartEdgeNet, LLC (SmartEdgeNet), WilTel Communications, LLC (WilTel 
or Level 3), Intelepeer, Inc. (Intelepeer), and Millicorp met the Commission’s requirements to participate 
in a limited direct access to numbers trial, and approved them.31  


12. Upon completion of the trial, the Bureau released the Direct Access Trial Report.32  The 
Bureau reported that the limited trial indicated that it is technically feasible for interconnected VoIP 
providers to obtain telephone numbers directly from the Numbering Administrators and use them to 
provide services.33  Issues involving carrier obligations for interconnection34 and porting did arise during 
the trial, but did not appear to implicate technical concerns regarding direct access to numbers.35  The 
Bureau concluded that additional guidance or clarification from the Commission could reduce such 
disputes in the future.36


III. DISCUSSION


13. Our pro-consumer, pro-competitive actions today are consistent with the Commission’s 
goal to facilitate the transition to all-IP networking and promote interconnection of IP-based voice 
networks,37 and serve as an integral, incremental step in furthering the Nation’s technology transition.38  
Based on the record in this proceeding, including the technical trial, and consistent with our proposal in 
the Direct Access NPRM, we establish a process to authorize interconnected VoIP providers to voluntarily 
request and obtain telephone numbers directly from the Numbering Administrators under our rules, 
subject to their compliance with certain numbering administration requirements.  Generally, we require 
interconnected VoIP providers obtaining numbers to comply with the same requirements applicable to 
carriers seeking to obtain numbers.  These requirements include any state requirements pursuant to 
numbering authority delegated to the states by the Commission,39 as well as industry guidelines and 


                                                     
31 See Numbering Policies for Modern Communications et al., WC Docket No. 13-97 et al., Order, 28 FCC Rcd 
8889 (Wireline Comp. Bur. 2013).


32 Numbering Policies for Modern Communications et al., WC Docket No. 13-97 et al., Report, 29 FCC Rcd 927 
(Wireline Comp. Bur. 2014) (Direct Access Trial Report).


33 Id. at 937, para. 28.


34 During the trial, a number of the trial participants reported being unable to reach agreement with CenturyLink for 
traffic exchange.  The record indicates that CenturyLink required trial participants to interconnect via dedicated 
trunks, and trial participants objected to this requirement as adding unnecessary costs to the exchange of traffic and 
discouraging interconnection in IP format.  Id. at 934, para. 19.


35 Id. at 937, para. 28. 


36 Id.


37 Connect America Fund et al., WC Docket No. 10-90 et al., Report and Order et al., 26 FCC 17663, 17926, para. 
783 (2011) (USF/ICC Transformation Order), pets. for review denied sub nom. In re: FCC 11-161, 753 F.3d 1015 
(10th Cir. 2014).


38 See AT&T Comments at 23 (“[P]roviding direct access to numbering resources will be an important catalyst in 
furthering the ongoing transition and broadening the commercial IP interconnection that already has occurred”); 
Windstream Reply at 10-11; AT&T Reply at 2; Vonage Reply at 7 (“Such incremental steps serve the public interest 
by furthering that transition in a measured way, and by providing the Commission and the industry with real-world 
experience and information that can inform future regulatory action.”).


39 See infra note 88.
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practices, among others.  We also require interconnected VoIP providers to comply with facilities 
readiness requirements adapted to this context, and with numbering utilization and optimization 
requirements.  


14. As conditions to requesting and obtaining numbers directly from the Numbering 
Administrators, we also require interconnected VoIP providers to: (1) provide the relevant state 
commissions with regulatory and numbering contacts when requesting numbers in those states,
(2) request numbers from the Numbering Administrators under their own unique OCN, (3) file any 
requests for numbers with the relevant state commissions at least 30 days prior to requesting numbers 
from the Numbering Administrators, and (4) provide customers with the opportunity to access all 
abbreviated dialing codes (N11 numbers) in use in a geographic area. We discuss each of these 
requirements in detail below.  


A. Benefits of Interconnected VoIP Providers Obtaining Numbers Directly


15. In reaching our decision, we have considered the potential risks and benefits of
authorizing interconnected VoIP providers to directly access telephone numbering resources.  Some 
commenters assert that authorizing interconnected VoIP providers to access numbers directly will 
potentially have adverse impacts on consumers,40 competition and enforcement,41 as well as number 
exhaust.42  Other commenters assert that authorizing interconnected VoIP providers to obtain numbers 
directly from the Numbering Administrators could have negative consequences for routing and 
intercarrier compensation.43  Still others assert unknown, unintended consequences of authorizing direct 
access for interconnected VoIP providers, and urge caution.44 We find on balance that the expected 
benefits, discussed below, outweigh any perceived risks of authorizing interconnected VoIP providers to 
directly access telephone numbering resources.  Moreover, we find that we can mitigate any risks through 
the conditions we establish in this Order.  


16. The record supports our findings that allowing interconnected VoIP providers to obtain 
telephone numbers directly from the Numbering Administrators will achieve a number of benefits.  Both 
Vonage and VON assert that allowing interconnected VoIP providers to access numbers directly from the 
Numbering Administrators will improve efficiencies, provide greater control over call routing, and 
enhance the quality of service provided to customers.45  As SmartEdgeNet explains, “[b]ecause 
interconnected VoIP providers who do their own numbering will be identified in the Local Exchange 
Routing Guide (‘LERG’) and similar industry databases, other providers will be able to determine more 
easily with whom they are exchanging traffic, which should lead to the development of new and more 


                                                     
40 See, e.g., Bandwidth Comments at 9-10 (asserting that direct access poses a risk to traffic integrity because if non-
carriers can use numbers to route traffic in ways outside of the number-assigned carrier’s control, it could lead to 
consumer harms in the form of spoofing, fraud, or call failures).


41 See, e.g., id. at 11-12.


42 See, e.g., id. at 9-10; Terra Nova Telecom Comments at 4.


43 See, e.g., Bandwidth Comments at 7-8, 10; see also infra Sections III.B.5.c. and III.B.5.d. (discussing intercarrier 
compensation, and call routing and termination, issues).


44 See, e.g., Bandwidth Comments at 11-12; NTCA Comments at 3.


45 See Vonage Comments at 5-6 (asserting that interconnected VoIP providers will be able to reduce their reliance 
on third-party providers once they have direct access to numbers); VON Comments at 3-4 (explaining that “the 
Commission’s proposed rule will make it easier to determine who is ultimately responsible when problems arise, 
thereby streamlining the channels through which those problems can be resolved”); see also Letter from Brita D. 
Strandberg, Counsel to Vonage Holdings Corp., to Marlene H. Dortch, Secretary, FCC, WC Docket No. 13-97 et al., 
at 2 (filed Apr. 11, 2014) (Vonage Apr. 11, 2014 Ex Parte Letter) (“During the trial, Vonage found that the routing 
enabled by direct access measurably improved call quality.”).
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efficient traffic exchange and call termination arrangements.”46  We find that allowing interconnected 
VoIP providers to access numbers directly from the Numbering Administrators will increase the 
transparency of call routing, and that in turn will enhance carriers’ ability to ensure that calls are being 
completed properly.  This enhanced ability is of value in addressing concerns about rural call completion.  
The Commission has recognized problems in completing calls to rural areas, as well as concerns about the 
quality of service when calls are completed.47  To help remedy these issues, the Commission now requires 
certain long-distance service providers, including interconnected VoIP providers in some cases, to record, 
retain, and report on call attempts to rural areas.48  The Commission determined that these requirements 
will help providers and regulators identify the source of problems and take corrective action.49 We expect 
that interconnected VoIP provider use of numbers obtained directly from the numbering administrators, 
rather than through carrier partners, will enable more expedient troubleshooting of problematic calls to 
rural Local Exchange Carriers (LECs) that may originate from interconnected VoIP providers, as well as 
enabling greater visibility into number utilization.


17. The record also reflects that permitting interconnected VoIP providers to obtain numbers 
directly from the Numbering Administrators will improve competition and benefit consumers.  For 
example, Flowroute asserts that direct access will “increase efficiency and facilitate increased choices for 
American consumers.”50 Vonage maintains that allowing interconnected VoIP providers to obtain 
numbers will improve competition in the voice services market,51 broadening the options for consumers 
and reducing costs by eliminating the middleman for telephone numbers.52  Vonage asserts that, as a 
result of the competitiveness of the voice market, “this savings will be passed directly to consumers in the 
form of reduced prices, improved service, and additional features.”53  Similarly, VON argues that “easier 
and less costly access to numbers will allow VoIP providers to more vigorously compete in the voice 
services market, which can be expected to result in lower prices for consumers,” and the “wider variety of 
creative services developed and offered as a result of allowing direct access to numbers will lead to public 
benefits in the form of greater and more meaningful choices.”54 The record demonstrates that to the 


                                                     
46 SmartEdgeNet Comments at 5.


47 Rural Call Completion, WC Docket No. 13-39, Report and Order and Further Notice of Proposed Rulemaking, 28 
FCC Rcd 16154 (2013) (Rural Call Completion Order and NPRM). 


48 See id. at 16164, para. 19 n.56, 16174-77, paras. 40-47.  


49 See id. at 16155, paras. 1-2, 16164, para. 19.


50 Flowroute Comments at 2.  Flowroute is a self-described provider of IP-enabled telephone services.


51 See Vonage Comments at 1.  Vonage notes that Congress recognized the importance of telephone numbers to 
competition when it mandated that numbers be made “available on an equal basis” in the Telecommunications Act 
of 1996.  The Commission has a long history of vindicating this statutory goal, and has removed obstacles to 
competitive entry by mandating nondiscriminatory access for competitive LECs, Commercial Mobile Radio Service 
(CMRS) providers, and others.  Id.


52 See id. at 8; see also Direct Access NPRM, 26 FCC Rcd at 5851, para. 14 n.52 (citing Vonage’s assertion that 
moving to IP interconnection will reduce its costs by allowing Vonage to reduce its reliance on wholesale-third party 
networks); AT&T Comments at ii (noting that interconnected VoIP providers want to “provide telephone numbers 
to their customers in the most efficient and cost-effective way possible”).


53 Vonage Comments at 8-9; see also SmartEdgeNet Comments at 2-5 (asserting that removal of legacy regulatory 
barriers, as proposed in the Direct Access NPRM, will enable interconnected VoIP providers to move beyond 
“expensive and inefficient arrangements with telecommunications service providers” and “lower costs and prices, 
and increase interconnected VoIP providers’ operational flexibility”); Vonage Apr. 11, 2014 Ex Parte Letter at 2 
(explaining that lower costs also generate indirect consumer benefits by supporting further funding of new product 
development).  


54 VON Comments at 3.  Millicorp agrees that authorizing interconnected VoIP providers to obtain numbers directly 
from the Numbering Administrators will reduce customer costs, explaining that direct access to numbers will 
prevent it from having to purchase Primary Rate Interface services from competitive LECs simply to obtain 


(continued…)
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extent that authorizing interconnected VoIP providers to obtain numbers directly from the Numbering 
Administrators may facilitate direct IP interconnection, it will also facilitate deployment of advanced 
services such as HD voice.55


18. Further, we find, based on the record, that to the extent permitting interconnected VoIP 
providers to obtain numbers directly from the Numbering Administrators may also facilitate direct IP 
interconnection, “[t]his will result in the expansion of the broadband infrastructure necessary to support 
VoIP, and will further the Commission’s goals of accelerating broadband deployment and ensuring that 
more people have access to higher quality broadband service.”56    


19. We also find that authorizing interconnected VoIP providers to request numbers directly 
from the Numbering Administrators will eliminate unnecessary inefficiencies and associated expenses.57


We further are persuaded that having a presence in the routing guide (the LERG) may encourage VoIP 
interconnection58 and lead to enhanced innovation.59   We anticipate, based on the record, that authorizing 
direct access to numbers for interconnected VoIP providers will promote VoIP interconnection.60  Finally, 


(Continued from previous page)                                                            
numbers.  According to Millicorp, eliminating this added cost could increase its ability to compete with traditional 
telephony providers and decrease the cost of providing VoIP services to customers.  See Direct Access NPRM, 26 
FCC Rcd at 5852, para. 15 n.59 (citing Millicorp Petition at 3).


55 VON Comments at 4 (maintaining that by facilitating VoIP interconnection, “direct access will eliminate the need 
for certain protocol conversions necessary for using PSTN interconnections, which will enhance the quality of voice 
service”); Vonage Comments at 5-6 (asserting that direct VoIP interconnection would allow interconnected VoIP 
providers to deliver calls in end-to-end IP, which would enhance call quality by eliminating quality loss through 
conversion from IP to TDM and back to IP, and that direct interconnection for interconnected VoIP providers could 
also help minimize unnecessary duplication of switching facilities and the associated costs to the ultimate 
consumer). 


56 VON Comments at 4; id. (“As demand for new VoIP services increases and the associated costs of providing 
these services decline, providers will have greater incentive to expand their offerings to new areas.”).  See also 47 
U.S.C. § 1302(a); Verizon v. FCC, 740 F.3d 623, 644 (D.C. Cir. 2014) (holding that “the Commission [had] more 
than adequately supported and explained its conclusion that edge provider innovation leads to the expansion and 
improvement of broadband infrastructure”); Inquiry Concerning the Deployment of Advanced Telecommunications 
Capability to All Americans in a Reasonable and Timely Fashion, and Possible Steps to Accelerate Such 
Deployment Pursuant to Section 706 of the Telecommunications Act of 1996, as Amended by the Broadband Data 
Improvement Act, GN Docket No. 14-126, 2015 Broadband Progress Report and Notice of Inquiry, 30 FCC Rcd 
1375, 1451, para. 131 (2015) (2015 Broadband Progress Report).


57 We expect interconnected VoIP providers will continue to use carrier partners in some instances.  For example, in 
areas where the interconnected VoIP provider does not have many customers and thus does not need a block of 
numbers, it may obtain numbers through a partner rather than directly from a number administrator.  This Order 
does not prohibit those partner relationships.    


58 For example, Vonage states that, during the trial, it concluded an agreement for direct VoIP interconnection with 
Verizon and had moved negotiations for direct VoIP interconnection agreements forward with other providers.  
Vonage Jan. 13, 2014 Ex Parte Letter at 1.  Letter from Brita D. Strandberg, Counsel to Vonage Holdings Corp., to 
Marlene H. Dortch, Secretary, FCC, WC Docket No. 13-97 et al., at 1 (filed Jan. 13, 2014) (Vonage Jan. 13, 2014 
Ex Parte Letter).


59 See supra note 55.


60 The Commission previously found that “IP interconnection between providers . . . is critical” to the widespread 
adoption of IP networks.  USF/ICC Transformation Order, 26 FCC Rcd at 18044, para. 1010; see also Technology 
Transitions Order, 29 FCC Rcd 1433 (acknowledging the importance of modern communications networks and 
transitioning to an all-IP network); Comcast Comments at 2; Vonage Comments at 3-5; Vonage Reply at 6-7; 
Vonage Apr. 11, 2014 Ex Parte Letter at 2. 
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we observe that permitting interconnected VoIP providers to access numbers directly is consistent with 
the recognized movement toward an all-IP network.61  


B. Implementation of Direct Access to Numbers for Interconnected VoIP Providers


20. As discussed above, Commission rules require an entity requesting numbering resources 
to demonstrate that it is “authorized” to provide service in the area for which it is requesting telephone 
numbers.62  Telecommunications carriers are typically required to provide either (1) a Commission 
license or (2) a CPCN issued by a state regulatory commission in order to obtain numbering resources 
from the Numbering Administrators.  Neither of these authorizations is typically available to 
interconnected VoIP providers, because state commissions may lack jurisdiction to certify VoIP providers
and they are not eligible for a Commission license.63  Also, the Commission has preempted state entry 
regulation of certain interconnected VoIP services to the extent that it interferes with important federal 
objectives.64  The Commission thus sought comment in the Direct Access NPRM on what, if any, 
documentation interconnected VoIP providers should be required to show in order to be eligible to obtain 
telephone numbers directly from the Numbering Administrators,65 and on specific processes by which an 
interconnected VoIP provider could demonstrate that it should be eligible to obtain numbers from the
Numbering Administrators.66  


21. Today, we establish a new process by which an interconnected VoIP provider without a
state certification can obtain a Commission authorization to demonstrate to the Numbering Administrators 
that it is authorized to provide service under our rules in order to obtain numbers directly from them.  We 
also set forth the conditions that an interconnected VoIP provider obtaining Commission authorization 
must comply with in order to be eligible to obtain direct access to numbers.  As a general matter, we 
impose on interconnected VoIP providers the same requirements to which carriers are subject.  In some 
respects, however, we impose unique conditions of access on interconnected VoIP providers obtaining a 
Commission authorization, reflecting the particular circumstances of interconnected VoIP providers, 
including that (1) interconnected VoIP providers generally receive neither state certification nor a federal 
license before initiating service, and (2) nomadic interconnected VoIP service need not be tied to a 
                                                     
61 See generally Technology Transitions Order, 29 FCC Rcd 1433; Copper Retirement NPRM, 29 FCC Rcd 14969.  
The Commission has identified three key technology transitions that significantly affect customers: (1) the transition 
of switched voiced services from legacy TDM and Signaling System No. 7 (SS7) networks to Session Initiation 
Protocol (SIP)/IP networks; (2) the transition of TDM-based switched voice services to interconnected VoIP 
services that rely on SIP/IP networks, and relatedly the advent of Voice over LTE (VoLTE) services that will soon 
be widely available on LTE wireless networks; and (3) the change in the physical layer of last-mile technology, in 
particular from twisted pairs of copper wire to fiber optics cable, co-axial cable, and wireless technologies.  See
Technology Transitions Order, 29 FCC Rcd at 1440, paras. 16-18; Copper Retirement NPRM, 29 FCC Rcd at 
14973, n.16.


62 47 C.F.R § 52.15(g)(2)(i).


63 See Direct Access NPRM, 28 FCC Rcd at 5854, para. 20; see also, e.g., Letter from Randall B. Lowe, Counsel to 
SmartEdgeNet, to Marlene H. Dortch, Secretary, FCC, CC Docket No. 99-200 (filed June 26, 2012) (stating that at 
least 24 jurisdictions have precluded their utility commissions from regulating VoIP service, including issuing 
CPCNs); Numbering Resource Optimization, CC Docket No. 99-200, Report and Order and Further Notice of 
Proposed Rulemaking, 15 FCC Rcd 7574, 7613, n.178 (2000) (“[A]ll wireless carriers seeking to use spectrum to 
provide service in particular geographic areas must be licensed in those areas, under Title III of the Communications 
Act, by the Commission.”).


64 See Petition of Vonage Holdings Corporation for Declaratory Ruling Concerning an Order of the Minnesota 
Public Utilities Commission, WC Docket No. 04-267, Memorandum Opinion and Order, 19 FCC Rcd 22404 (2004), 
aff’d sub nom. Minnesota Pub. Utils. Comm’n v. FCC, 483 F.3d 570 (8th Cir. 2007).


65 The Commission noted in the Direct Access NPRM that the Bureau, in establishing a permanent solution for the 
administration of p-ANI codes, encountered a similar issue.  Direct Access NPRM, 28 FCC Rcd at 5854, para. 20.


66 Id. at 5854, paras. 20-21.  
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particular geographic location.67  These conditions also reflect our understanding of the demand for 
numbers today, and the ways in which numbering resources may be strained.  We find that the terms and 
conditions set forth below appropriately reflect the unique circumstances that pertain to interconnected 
VoIP providers and are designed to expand the type of entities that can obtain numbers without unduly 
straining that limited resource.


1. Requirements to Obtain Commission Authorization


22. We first address what form of documentation interconnected VoIP providers must submit 
to the Numbering Administrators in order to demonstrate that they have the authority to provide service 
within specific areas.  Among our policy goals are implementing requirements to counteract number 
exhaust and ensure continuance of efficient number utilization, and providing adequate safeguards to 
prevent bad actors from gaining direct access to numbers.  The extent to which permitting interconnected 
VoIP providers’ direct access to numbers could exacerbate number exhaust has not been determined, 
largely because direct access would to some extent replace, rather than supplement, indirect access by 
interconnected VoIP providers.  We recognize, however, that there are circumstances in which direct 
access may increase number exhaust within specific geographic areas, and our goal is to address these 
circumstances.  We conclude that the most appropriate documentation to satisfy the required evidence of 
authority to provide service for interconnected VoIP providers that have not obtained state certification—
and to meet our stated policy goals of counteracting number exhaust and preventing bad actors from 
gaining direct access—is an authorization issued by the Commission.68  We therefore require all 
interconnected VoIP providers without a state certification to obtain Commission authorization prior to 
filing their initial request for numbers with a Numbering Administrator.  This nationwide authorization 
will fulfill the requirement under the Commission’s rules to provide evidence of authorization to provide 
service.69  We direct and delegate authority to the Wireline Competition Bureau to implement and 
maintain the authorization process.70  Once an interconnected VoIP provider has Commission 
authorization to obtain numbers, it may request numbers directly from the Numbering Administrators.71


23. This process is specifically designed to assess the eligibility of interconnected VoIP 
providers to obtain numbers from a Numbering Administrator.  We find that the process we establish 
today will provide a uniform, streamlined process while also ensuring that that the integrity of our 
numbering system is not jeopardized.  The process also provides an opportunity for states to offer their 
unique perspective regarding numbering resources within their states, while acting consistent with 
national numbering policy.  


24. As part of the Commission authorization process, the applicant must: 


 comply with applicable Commission rules related to numbering, including, among others,
numbering utilization and optimization requirements (in particular, filing NRUF 


                                                     
67 In this way, nomadic interconnected VoIP service is similar to mobile service, but distinct from fixed telephony 
service.


68 See, e.g., AT&T Comments at 3 (asserting that the Commission should provide an alternative process whereby IP-
enabled providers can demonstrate that they need, can deploy, and will properly use numbering resources); 
COMPTEL Comments at 13 (asserting the Commission needs to maintain the certification requirement of section 
52.15(g)(2)(i)); Level 3 Comments at 3. 


69 See 47 C.F.R. § 52.15(g)(2)(i).


70 This Report and Order’s delegation of authority to the Wireline Competition Bureau is limited to the specific 
delegations made in herein.  Unless otherwise within the scope of the Bureau’s delegated authority, matters 
pertaining to the process for authorizing direct access to numbers for interconnected VoIP providers will be decided 
by the full Commission.  See infra paras. 38, 40, and 53.  


71 Once an interconnected VoIP provider obtains Commission authorization, we do not require it to notify the 
Commission of ongoing requests for numbers.   
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Reports);72 comply with guidelines and procedures adopted pursuant to numbering 
authority delegated to the states; and comply with industry guidelines and practices
applicable to telecommunications carriers with regard to numbering;73


 file requests for numbers with the relevant state commission(s) at least 30 days before 
requesting numbers from the Numbering Administrators;74


 provide contact information for personnel qualified to address issues relating to 
regulatory requirements, compliance, 911, and law enforcement;75  


 provide proof of compliance with the Commission’s “facilities readiness” requirement in 
section 52.15(g)(2) of the rules;


 certify that the applicant complies with its Universal Service Fund (USF) contribution 
obligations under 47 C.F.R. part 54, subpart H, its Telecommunications Relay Service 
(TRS) contribution obligations under 47 C.F.R. § 64.604(c)(5)(iii), its NANP and local 
number portability (LNP) administration contribution obligations under 47 C.F.R. §§ 
52.17 and 52.32, its obligations to pay regulatory fees under 47 C.F.R. § 1.1154, and its 
911 obligations under 47 C.F.R. part 9; and


 certify that the applicant has the requisite technical, managerial, and financial capacity to 
provide service.  This certification must include the name of the applicant’s key 
management and technical personnel, such as the Chief Operating Officer and the Chief 
Technology Officer, or equivalent, and state that none of the identified personnel are 
being or have been investigated by the Commission or any law enforcement or regulatory 
agency for failure to comply with any law, rule, or order.  


We explain more fully these requirements below.


25. We find that the measures outlined above will ensure that interconnected VoIP providers 
are able to obtain numbers with minimal burden or delay, while simultaneously preventing providers from 
obtaining numbers without first demonstrating that they can deploy and properly utilize those resources.  
Requiring commitments to comply with the Commission’s number utilization and optimization rules and 
to file 30 day notices of intent to request numbers with the relevant state commission before making the 
request with the Numbering Administrators will help to meet our goal of efficient number utilization.  In 
addition, requiring proof of compliance with the Commission’s facilities readiness requirement will 
ensure that only interconnected VoIP providers that are prepared to provide service can gain direct access 
to numbers.  We conclude that authorization by a state or the Commission is necessary to protect against 
number exhaust, as well as to ensure competitive neutrality among traditional telecommunications 
carriers and interconnected VoIP providers in the competitive market for voice services.76  As such, we 
reject assertions by commenters that a documentation requirement is unnecessary, and that interconnected 
VoIP providers should not be required to prove their eligibility and capability to provide service prior to 


                                                     
72 See 47 C.F.R. Part 52.


73 See, e.g., AT&T Comments at 3-4; COMPTEL Comments at 10; Pennsylvania PUC Comments at 6-7.


74 Although we establish a process to grant interconnected VoIP providers a blanket authorization to allow them to 
request numbers anywhere in the country, we strongly encourage applicants to submit a list of the states in which 
they intend to request numbers as an attachment to their authorization applications.  


75  C.f., e.g., Wisconsin PSC Comments at 6 (stating that an interconnected VoIP provider should be required to 
register its contact information with the relevant state commission prior to requesting numbers for that state).


76 We observe that the authorization process is also designed to ensure that today’s decision to allow interconnected 
VoIP providers to request and obtain numbers directly from the Number Administrators will not increase risks to 
public safety or increase the vulnerability of Numbering Administrators.
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receiving number authorization.77  We also find that the process set forth above is better targeted to 
demonstrating authorization to provide service than reliance on the filing of an FCC Form 499-A or 477
by an interconnected VoIP provider.78  Those forms do not demonstrate commitments to comply with the 
Commission’s rules and specific numbering requirements or reflect that an applicant has the appropriate 
technical, managerial, and financial capacity to provide service.79  Further, as a practical matter, a new 
interconnected VoIP provider seeking direct access to numbers as part of launching a new service may 
not have a Form 477 on file at the time that it seeks to obtain numbers.80


26. The Pennsylvania Public Utility Commission proposed that the Commission create a 
formal process to allow states to refer concerns about the numbering practices of any provider to the 
Commission and the NANPA, and that the Commission also require states to develop and implement 
their own review and challenge processes.81  We do not adopt any new processes, or require states to 
develop and implement their own review and challenge processes in instances where the Commission, 
rather than the state, is responsible for certification.82  Section 52.15(g)(5) of the Commission’s rules 
currently grants the states access to service providers’ applications for telephone numbers.83  Armed with 
this information, states are able to contact the Numbering Administrators directly about concerns with 
number requests for their states. And states may, of course contact the Commission or the Bureau to 
discuss any specific concerns.  We find that the processes already in place, combined with the advance 
notice of number requests we require interconnected VoIP providers to provide to state commissions,84


ensure the integrity of the number assignment process without needlessly blocking or delaying number 
assignments to interconnected VoIP providers.


a. Compliance with Number Administration Rules and Guidelines


27. Commission rules and industry practice ensure and facilitate effective administration of 
the NANP and prevent number exhaust.  As such, it is important that we make clear that interconnected 
VoIP providers that obtain a Commission authorization to enable direct access to numbering resources 
will be subject to the Commission’s numbering rules85 and industry guidelines and practices for 
numbering applicable to telecommunications carriers.  These requirements include, inter alia, filing 


                                                     
77 See SmartEdgeNet Comments at 16 (arguing that self-certification, similar to the blanket authority available for 
all entities that seek to provide domestic telecommunications services, should be sufficient as a practical matter).


78 See Direct Access NPRM, 28 FCC Rcd at 5854-55, para. 21; Flowroute Comments at 5-6 (asserting that FCC 
Form 499-A, FCC Form 477, and authorizations under section 214 of the Act, either standing alone or in some 
combination, should be sufficient documentary evidence that an interconnected VoIP provider is authorized to 
provide services); Vonage Comments at 14 (suggesting that in the place of using Form 477, the Commission 
consider the use of Form 499-A, which requires identifying information about a provider, as well as information 
about where the provider will or does provide service); SmartEdgeNet Comments at 17-18 (asserting that proof that 
an interconnected VoIP provider has obtained an FCC Registration Number should be sufficient documentation). 


79 See NTCA Comments at 5; Level 3 Comments at 2-3.


80 See Vonage Comments at 12.


81 See Pennsylvania PUC Comments at 18-19.  


82 See, e.g., Pennsylvania PUC Comments at 18-19; Michigan PSC Comments at 3-4 (recommending that the 
Commission delegate authority to the states to license or certify interconnected VoIP providers to prove that the 
providers have the necessary capabilities to provide service, or alternatively, give states the option to designate a 
VoIP provider as an “eligible number recipient” to allow better communication between the states and the 
Commission).


83 See 47 C.F.R § 52.15(g)(5).


84 See supra Section III.B.1.b.


85 See 47 C.F.R. Part 52.
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NRUF reports,86 complying with Commission requirements to obtain additional numbers in a rate 
center,87 and adhering to the numbering authority delegated to state commissions for access to data and 
number reclamation.88  The Commission required participants in the technical trial to comply with specific 
number utilization and optimization requirements, including abiding by the numbering authority 
delegated to state commissions and filing NRUF reports, as well as industry guidelines and practices.89  
These requirements contributed to the overall success of the trial by allowing the Commission, states, and 
Numbering Administrators to monitor the utilization of the number resources involved.  Because of this 
experience, and for the reasons discussed below, we conclude that these requirements are a necessary 
component of interconnected VoIP providers’ obtaining access to numbers permanently.  Accordingly, 
we require interconnected VoIP providers that receive Commission authorization to obtain telephone 
numbers directly to comply with each of the Commission’s number administration requirements,90


including any state requirements pursuant to numbering authority delegated to the states by the 
Commission.91 Moreover, interconnected VoIP providers relying on a Commission authorization to 
obtain numbers directly must also comply with industry guidelines and practices applicable to 
telecommunications carriers for numbering.92


28. Interconnected VoIP providers’ compliance with number administration requirements is 
key to the Commission’s allowing their direct access to numbers, and no commenter argued that these 
requirements should not apply to them.93  As we discuss below, failure to comply with these obligations 
could result in revocation of the Commission’s authorization, the inability to obtain additional numbers 
pending that revocation, reclamation of un-assigned numbers already obtained directly from the 
Numbering Administrators, or enforcement action.94  Requiring interconnected VoIP providers that obtain 
numbers directly from the Numbering Administrators to comply with the same numbering requirements and 


                                                     
86 All carriers that receive telephone numbers from the Numbering Administrators must file NRUF reports semi-
annually of their current inventory of telephone numbers.  See 47 C.F.R. § 52.15(f)(5)–(6).  NRUF data are used to 
forecast the exhaust date for each Numbering Plan Area, or area code, as well as the exhaust date for the entire 
NANP.


87 See 47 C.F.R. § 52.15(g)(3).


88 See 47 C.F.R. Part 52.  The Commission has delegated state commissions authority over number reclamation, 47 
C.F.R. § 52.15(i), and given them access to the semi-annual NRUF reports, as well as carriers’ applications for 
initial and additional number resources.  See 47 C.F.R. §§ 52.15(f)(7), (g)(5).  State commissions’ access to these 
data permits them to discuss with carriers their need for numbers and to object to number requests.  The 
Commission has also delegated to state commissions the authority to affirm or overturn a Numbering 
Administrator’s decision to withhold numbers from a carrier, and to implement mandatory thousands-block number 
pooling.  See 47 C.F.R. § 52.15(g)(3)(B)(iv), (g)(4).  Section 52.19 addresses the state roles in area code relief.  47 
C.F.R. § 52.19.   


89 See Direct Access NPRM, 28 FCC Rcd at 5883, para. 105.  The Commission also required participants to comply 
with a number of conditions recommended by the states.  See supra para. 10 and infra Section III.B.3.


90 See 47 C.F.R. Part 52; Direct Access NPRM, 28 FCC Rcd at 5855, para. 22 (proposing to impose these 
requirements if the Commission grants interconnected VoIP providers direct access to numbers).


91 See supra note 88.  


92 Such practices would include, for example, maintaining the original rate center designation of all numbers in their 
inventory, in the same manner that wireline and wireless carriers do today.  See California PUC Comments at 18-19; 
Pennsylvania PUC Comments at 20; but see AT&T Comments at 15 (noting that it would object to this requirement 
when TDM is no longer the default communications format).


93 See, e.g., CenturyLink Comments at 6 (stating that being able to directly obtain phone numbers and assign them to 
customers carries with it rights and responsibilities that should apply equally).


94 See infra Section III.B.4.
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industry guidelines as carriers will help alleviate many concerns about telephone number exhaust,95 and will 
help ensure competitive neutrality among providers of voice services.96  Further, by imposing number 
utilization and reporting requirements directly on interconnected VoIP providers, we expect to have 
greater visibility into number utilization. For example, under our current rules, a service provider 
obtaining numbers directly from the Numbering Administrators must file Months-to-Exhaust Worksheets
showing that it has used at least 75 percent of its numbering resources in a rate center before obtaining 
additional numbers in that rate center.97 Currently, most interconnected VoIP providers’ utilization 
information is imbedded in the NRUF data of the carrier from which it purchases a Primary Interface 
Line.98  Under our new requirement, the NANPA will receive NRUF reports directly from the 
interconnected VoIP provider that is actually serving the end user customer.99  This increased visibility 
will allow the Commission to better monitor, and take steps to limit, number exhaust.100  


29. We note also that we are requiring interconnected VoIP providers applying for direct 
access to numbers to certify that they comply with their existing USF contribution obligations under 47 
C.F.R. part 54, subpart H, TRS contribution obligations under 47 C.F.R. § 64.604(c)(5)(iii), NANP and 
LNP administration contribution obligations under 47 C.F.R. §§ 52.17 and 52.32, obligations to pay
regulatory fees under 47 C.F.R. § 1.1154, and 911 obligations under 47 C.F.R. part 9.  Requiring this 
certification of compliance with existing rules further ensures that the applicant is a company in good 
standing.  


30. Intermediate Numbers.  Among other things, NRUF reporting requires carriers to report 
how many of their numbers have been designated as “assigned” or “intermediate.”  This designation 
affects the utilization percentage —the percentage of the total numbering inventory that is “assigned” to 
customers for use— of the reporting carrier.101  An “intermediate” number is one that is made available to 
a carrier or non-carrier entity from another carrier, but has not necessarily been assigned to an end-user or 
customer by the receiving carrier or non-carrier entity.102  An “assigned” number is one that has been 
                                                     
95 See Direct Access NPRM, 28 FCC Rcd at 5855, para. 22; see also Windstream Reply at 7; SmartEdgeNet 
Comments at 5, 12-13 (asserting that authorizing interconnected VoIP providers to obtain telephone numbers 
directly will not exacerbate number exhaust as telephone number usage by landline providers will decline and 
interconnected VoIP, a substitute for traditional telephone service, will not create a significant demand for new 
telephone numbers.). 


96 See, e.g., COMPTEL Comments at 15 (asserting that the Commission should examine what modifications are 
necessary to ensure equitable treatment among all competitive providers); Level 3 Comments at 4 (asserting that 
proposed requirements should be judged by whether they are competitively neutral). 


97 See 47 C.F.R. §§ 52.15(g)(3), (h).


98 See Direct Access NPRM, 28 FCC Rcd at 5883–84, para. 105, n.259.


99  See id. at 5856, para. 22; see also Vonage Comments at 8 (explaining that under the existing regime, numbering 
partners’ utilization reports reflect only their use of numbers—not their interconnected VoIP provider customers’ 
use; thus, a carrier’s report could include numbers for multiple interconnected VoIP providers that obtain numbers 
on a wholesale basis from the carrier—numbers that may not actually be in use by those interconnected VoIP 
providers and an interconnected VoIP provider’s numbers could be spread among multiple carriers); VON 
Comments at 3-4; see also Letter from Brita D. Strandberg, Counsel to Vonage Holdings Corp., to Marlene H. 
Dortch, Secretary, FCC, CC Docket No. 99-200, at 2 (filed July 31, 2012); Letter from Brita D. Strandberg, Counsel 
to Vonage Holdings Corp., to Marlene H. Dortch, Secretary, FCC, CC Docket No. 99-200, at 2 (filed Mar. 21, 
2012).


100  See Direct Access NPRM, 28 FCC Rcd at 5856, para. 22; Comcast Comments at 6; Vonage Comments at 16.


101 The numbering utilization level is calculated by dividing all “assigned numbers by the total numbering resources 
in the applicant’s inventory and multiplying the result by 100.”  See 47 C.F.R. § 52.15(g)(3)(ii).


102 47 C.F.R. § 52.15(f)(v) (“Intermediate numbers are numbers that are made available for use by another 
telecommunications carrier or non-carrier entity for the purpose of providing telecommunications service to an end 
user or customer.”).  
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assigned to a specific end-user or customer.103 Only “assigned” numbers are taken into account in the 
numerator of the utilization ratio when determining when a carrier or, once these rules take effect, an
interconnected VoIP provider can obtain additional numbers;104 thus, there is an incentive for carriers and
interconnected VoIP providers to categorize as “assigned” as many numbers as possible. 


31. As discussed in the Direct Access NPRM, when a number is allocated to a carrier and the 
carrier assigns that number to a wholesale customer, such as an interconnected VoIP provider, section 
52.15(f)(1)(v) of the Commission’s rules requires that these numbers be reported as “intermediate” on the 
carrier’s NRUF report until the numbers have been assigned to a retail end user.  In practice, however, 
these numbers are often identified as “assigned,” whether or not the interconnected VoIP provider has a 
retail end-user customer for the number.  In the Direct Access NPRM, the Commission sought comment 
on how to revise the definition of “intermediate numbers” or “assigned numbers” to ensure consistency 
among all reporting providers.105


32. Based on the record before us and the Commission’s understanding that interpretation
questions have arisen in certain respects regarding section 52.15(f)(1)(iii) of the rules,106 we conclude that 
it is necessary to clarify that numbers provided to carriers, interconnected VoIP providers, or other non-
carrier entities by numbering partners should be reported as “intermediate,” and  do not qualify as “end 
users” or “customers” as those terms are used in the definition of  “assigned numbers” in section 
52.15(f)(1)(iii) of the Commission’s rules.107  This clarification is necessary in order to provide 
consistency and accuracy in number reporting and to limit telephone number exhaust.  The record 
indicates that carriers are not reporting the use of numbers under the intermediate category consistently,108


and that there are widely differing interpretations of the definition of intermediate numbers and the 
requirement to report numbers in the intermediate category.109  For example, some carriers, whether they 
hold intermediate numbers in their inventories or allocate them to another service provider, treat all of 
their intermediate numbers as assigned for reporting purposes.110  Uniform definitions for number 
reporting allow the Commission to monitor individual carriers and their use of numbering resources to 
ensure efficient use of those resources and that the NANP is not prematurely exhausted.  To achieve these 
goals, the Commission must obtain consistent, accurate, and complete reporting from carriers.  Allowing 
carriers to continue to report numbers transferred to a carrier partner as assigned, instead of intermediate, 


                                                     
103 47 C.F.R. § 52.15(f)(iii) (“Assigned numbers are numbers working in the Public Switched Telephone Network 
under an agreement such as a contract or tariff at the request of specific end users or customers for their use, or 
numbers not yet working but having a customer service order pending”).  


104 See supra note 101.


105 Direct Access NPRM, 28 FCC Rcd at 5856, para. 23.


106 See, e.g., California PUC Comments at 10-11 (explaining that it has long expressed its frustration with carrier 
treatment of intermediate numbers and recommending eliminating the “intermediate” category, or defining “end 
user” for numbering purposes as the retail end user); AT&T Comments at 6 (noting that as early as 2002, the 
industry had already recognized that carriers seeking to apply the Commission’s number reporting directives were 
not all reporting “intermediate numbers” and “assigned numbers” in the same way); Michigan PSC Comments at 6 
(recommending that the definitions of intermediate and assigned numbers be amended in a way that allows for  
proper identification of intermediate numbers); Pennsylvania PUC Comments at 15 (supporting revised rules that 
eliminate the wholesale partnering practices engaged in intermediate numbering). See also the North American 
Numbering Council (NANC) report and recommendation informing the Commission that industry members find the 
references to “intermediate numbers” and “inventory” in the Commission orders and rules to be confusing and 
conflicting.  Letter from Robert Atkinson, Chair, NANC, to William Maher, Chief, WCB (dated Jan. 29, 2003). 


107 47 C.F.R. § 52.15(f)(1)(iii).


108 AT&T Reply at 7.


109 California PUC Comments at 10-11. 


110 Id. at 11.
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would ultimately defeat our goals by gathering inaccurate information as to how many numbers are 
actually assigned to end-user customers.111  Thus, for purposes of Part 52 of our rules, we make clear that 
the terms “end users” and “customers” do not include telecommunications carriers and non-carrier voice 
or telecommunication service providers.  While this clarification of our rules may be less critical after our 
action taken today, as noted elsewhere in this Order there will be instances in which interconnected VoIP 
providers continue to use carrier partners.112  Therefore, it is still important to clarify the definition of 
“assigned” number in our rules.  


b. 30-day Notice Requirement


33. In the SBCIS Waiver Order, the Commission required SBCIS, now AT&T Internet 
Services, to file any requests for numbers with the Commission and the relevant state commissions at 
least 30 days prior to requesting numbers from the Numbering Administrators.113  The 30-day notice 
period has allowed the Commission and states to monitor SBCIS’s number utilization and to take 
measures to conserve resources, if necessary, such as determining which rate centers are available for 
number assignments.114  In the Direct Access NPRM, the Commission sought comment on imposing this 
requirement on all interconnected VoIP providers that obtain numbers, asking whether this requirement 
actually furthers the Commission’s goal of ensuring number optimization.115  The Commission also 
sought comment on whether it should adopt a rule providing an opportunity for states whose commissions 
lack authority to provide certification for interconnected VoIP service to be given a formal opportunity to 
object to the assignment of numbers to these providers.116  


34. Based on our experience with SBCIS/AT&T Internet Services filings and the record in 
this proceeding, we require interconnected VoIP providers to file notices of intent to request numbers 
with relevant state commissions, on an on-going basis, at least 30 days prior to requesting numbers from 
the Numbering Administrators.  We agree with commenters that providing 30-days’ notice to state 
commissions contributes to the efficient utilization of our numbering resources.117 These filings will 
allow the states to monitor number usage and raise any concerns about the request with the service 
provider, the Commission, and the Numbering Administrators.  Having  30-days’ notice of a number 
request allows state commissions to advise interconnected VoIP providers as to which rate centers have 
excess blocks of numbers available.  This notice period also gives state commissions the opportunity to 
determine, as they currently do with carriers, whether the request is problematic for any reason, such as 
the provider’s failure to submit timely NRUF reports or meet the utilization threshold necessary to obtain 
additional numbers.118  


35. We do not, however, require 30-days’ notice to be provided to the Commission, as 
required in the SBCIS Waiver Order.  While this information is used by the states to, among other things, 
determine if the numbering request would be problematic in that state, the Commission will have access 
to this information once it is made available to the Numbering Administrators. Therefore, we conclude 
that it is unnecessary to require interconnected VoIP providers to give the Commission a separate 30-
days’ notice of their intent to request numbers from the Numbering Administrators.  


                                                     
111 Michigan PSC Comments at 6; Pennsylvania PUC Comments at 15. 


112 Cf. supra note 57 and infra para. 44. 


113 Direct Access NPRM, 28 FCC Rcd at 5858, para. 31.


114 Id.


115 Id.


116  Id. at 5855, para. 21.


117 California PUC Comments at 16-17.


118 See, e.g., Joint State Comments at 7-8.
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c. “Facilities Readiness” Requirement 


36. The Commission’s rules require that before obtaining numbers, a provider must 
demonstrate that it “is or will be capable of providing service within sixty (60) days of the numbering 
resources activation date”—what we call “facilities readiness.”119  In the SBCIS Waiver Order, the 
Commission found that in general, SBCIS should be able to satisfy the requirement using the same type 
of information submitted by carriers, such as an interconnection agreement approved by a state 
commission.  The Commission noted, however, that if SBCIS was unable to provide a copy of such 
agreement, it could submit evidence that it had ordered interconnection service pursuant to a tariff that is 
generally available to other providers of IP-enabled services.120 In the Direct Access Trial Report, 
interconnected VoIP providers were permitted to demonstrate “facilities readiness” by showing the 
combination of an agreement between the interconnected VoIP provider and its underlying carrier and an 
interconnection agreement between that underlying carrier and the relevant incumbent carrier.121


37. Based on our experience with SBCIS/AT&T Internet Services and the record in this 
proceeding, we require interconnected VoIP providers that request telephone numbers from the 
Numbering Administrators to comply with the “facilities readiness” requirement in section 52.15(g)(2) of 
our rules, consistent with the requirements imposed on other providers of competitive voice services. We 
agree with commenters that an important aspect of direct access is that calls are interconnected with the 
Public Switched Telephone Network (PSTN) and terminated properly.122  A key difference between 
facilities readiness compliance with section 52.15(g)(2)(ii) in the context of interconnected VoIP 
providers seeking to obtaining numbers and in other contexts where the rule applies is that an 
interconnected VoIP provider seeking to access numbers directly need not have a carrier partner in order 
to provide service.  As such, because the Commission has not classified interconnected VoIP services as 
telecommunications services or information services, nor has it otherwise addressed the interconnection 
obligations associated with interconnected VoIP service as a general matter,123 interconnected VoIP 
providers do not have any clearly established requirement, outside of the facilities readiness compliance 
context, to interconnect with a carrier that files tariffs.124  Therefore, we permit an interconnected VoIP 
provider that has obtained Commission authorization to request numbers directly to demonstrate proof of 
facilities readiness by (1) providing a combination of an agreement between the interconnected VoIP 
provider and its carrier partner and an interconnection agreement between that carrier and the relevant 


                                                     
119 47 C.F.R. § 52.15(g)(2).


120 See SBCIS Waiver Order, 20 FCC Rcd at 2962, para. 10; Direct Access NPRM, 28 FCC Rcd at 5858, para. 29.


121 Direct Access Trial Report, 29 FCC Rcd at 937, para. 27. 


122 See, e.g., COMPTEL Comments at 14; Windstream Reply at 8; AT&T Comments at 10 (advocating that the 
Commission should permit an applicant to certify that it will use its numbers in universal connectivity, whereby all 
persons with telephone numbers can reach the applicant’s customers, and conversely, all the applicant’s customers 
can reach all other persons with telephone numbers); CenturyLink Comments at 10 (suggesting that proof of 
“facilities readiness” could take the form of certifications of having purchased products pursuant to carrier tariffs or 
having entered into commercial agreements with carriers for the exchange of traffic or other mechanisms); Level 3 
Comments at 6 (agreeing with AT&T’s proposal that what is relevant is whether the provider has access to the 
PSTN, not whether the provider has obtained services from one carrier serving the area as opposed to another); see 
also Vonage Comments at 18-19 (supporting a flexible definition of  “facilities readiness” that would allow 
interconnected VoIP providers to demonstrate that they have commercial agreements in place to enable connectivity 
to the PSTN through alternative marketplace solutions, such as traffic-exchange agreements or an alternative tandem 
provider,  and further stating that the interconnected VoIP provider must also confirm that the partner carrier has the 
capability to properly route or complete calls). 


123 See, e.g., USF/ICC Transformation Order, 26 FCC Rcd at 18123-47, paras. 1335-98; tw telecom inc. Petition for 
Declaratory Ruling Regarding Direct IP-to-IP Interconnection, WC Docket No. 11-119 (filed Jun. 30, 2011).


124 The Commission has addressed the application of certain prohibitions on blocking traffic in the context of VoIP 
services, however.  See USF/ICC Transformation Order, 26 FCC Rcd at 17903, para. 734, 18028-29, paras. 973-74.
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local exchange carrier (LEC), or (2) proof that the interconnected VoIP provider obtains interconnection 
with the PSTN pursuant to a tariffed offering125 or a commercial arrangement (such as a TDM-to-IP or a 
VoIP interconnection agreement) that provides access to the PSTN.126  The interconnected VoIP provider 
need not demonstrate that the point where it delivers traffic to or accepts traffic from the PSTN is in any 
particular geographic location so long as it demonstrates that it is ready to provide interconnected VoIP 
service, which is by definition service that “[p]ermits users generally to receive calls that originate on the 
public switched telephone network and to terminate calls to the public switched telephone network.”127


2. Procedure for Requesting Commission Authorization


38. In order to streamline the processing of an interconnected VoIP provider’s application for 
authorization to obtain numbers—called the “Numbering Authorization Application”— we have 
established a mechanism for these applications within the Commission’s Electronic Comment Filing 
System (ECFS). We delegate authority to the Bureau to oversee this mechanism and the processing of 
these applications. The mechanism we have established includes a “Submit a Non-Docketed Filing” 
module that facilitates filing of these applications into a single docket where all such applications must be 
filed.128  When making its submission, the applicant must select “VoIP Numbering Authorization 
Application” from the “Submit a Non-Docketed Filing” module within ECFS, or successor online-filing 
mechanism.129  The filing must include the application, as well as any attachments.130


                                                     
125 See Bandwidth Comments at 18 (recommending that the Commission retain the requirement that non-carriers 
meet the “facilities readiness” requirement through publicly filed agreements or tariffed arrangements to prevent 
ILECs from engaging in discriminatory tactics).


126  See Inteliquent, Terminating Services, http://www.inteliquent.com/voice/Termination-Services.cfm (last visited 
Apr. 10, 2015); see also Neutral Tandem Dec. 27, 2011 Public Notice Comments, CC Docket No. 99-200, at 1 (filed 
Jan. 25, 2012); Neutral Tandem, Inc., d/b/a Inteliquent USF/ICC Transformation FNPRM Reply, WC Docket No. 
10-90 et al., at n.1.


127 47 U.S.C. § 153(25); 47 C.F.R. § 9.3.


128 The Commission may make available other online-filing capabilities to streamline this process.  See 47 C.F.R. 
§ 1.49(f)(3).


129 All electronic filings must be in an open format, which means machine-readable and made available to the public 
without restrictions that would impede re-use of the information. See Open Government Directive (Dec. 8, 2009),
http://m.whitehouse.gov/open/documents/open-government-directive. Files containing text must be formatted to 
allow electronic searching and/or copying. Non-text filings (e.g., spreadsheets) must be submitted in the format in 
which they were created. Filers should be certain that documents are not locked or password-protected. If those 
restrictions are present (e.g., a document is locked), the system may reject the filing, and a party will need to 
resubmit its document within the filing deadline. The Commission will consider granting waivers to this electronic 
filing requirement only in exceptional circumstances. See Amendment of Certain of the Commission’s Part 1 Rules 
of Practice and Procedure and Part 0 Rules of Commission Organization, GC Docket No. 10-44, Report and Order, 
26 FCC Rcd 1594, 1602, para. 20 & n.61 (2011) (Part 1 Order).  


130 There is an exception to this electronic filing requirement for confidential filings.  Consistent with existing 
Commission electronic filing guidelines, any party asserting that materials filed with an application are proprietary 
must file with the Commission, using ECFS, a public version of the materials with any proprietary information 
redacted.  See 47 C.F.R. § 0.459(a)(2).  The party also must file with the Secretary’s Office an unredacted hard copy 
version that contains the proprietary information and clearly marks each page, or portion thereof, using bolded 
brackets, highlighting, or other distinct markings that identify the sections of the filing for which a proprietary 
designation is claimed.  Each page of the redacted and unredacted versions must be clearly identified as the “Public 
Version” or the “Confidential Version,” respectively.  Both versions must be filed on the same day.  Parties may 
serve a copy of the unredacted version on the Wireline Competition Bureau, Competition Policy Division.
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39. Bureau staff will first review VoIP Numbering Authorization Applications for 
conformance with procedural rules.131  Assuming that the applicant satisfies this initial procedural review, 
Bureau staff will assign the application its own case-specific docket number and release an “Accepted-
For-Filing Public Notice,” seeking comment on the application.  The Public Notice will be associated 
with the docket established for the application.  All subsequent filings by the applicant and interested 
parties related to this application must be submitted via ECFS in this docket.  Parties wishing to submit 
comments addressing the request for authorization should do so as soon as possible, but no later than 15 
days after the Commission releases an Accepted-For-Filing Public Notice, unless the public notice sets a 
different deadline.  


40. As part of the CPCN certification process, states generally evaluate the fitness of the 
entity before granting a CPCN authorizing the entity to provide service in that state.  In the case of 
interconnected VoIP providers that request numbers directly pursuant to a Commission authorization, it 
falls to the Commission to ensure the fitness of the entity and its principals to administer numbers, ensure 
that telephone numbers are not stranded, and maintain efficient utilization of numbering resources.  On 
the 31st day after the “Accepted-For-Filing Public Notice” is released, the application will be deemed 
granted unless the Bureau notifies the applicant that the grant will not be automatically effective.  The 
Bureau may halt this auto-grant process if (1) an applicant fails to respond promptly to Commission 
inquiries, (2) an application is associated with a non-routine request for waiver of the Commission’s rules, 
(3) timely-filed comments on the application raise public interest concerns that require further 
Commission review, or (4) the Bureau determines that the request requires further analysis to determine 
whether a request for authorization for direct access to numbers would serve the public interest. To 
enable this process, we also delegate authority to the Bureau to make inquiries and compel responses132


from an applicant regarding the applicant and its principals’ past compliance with applicable Commission 
rules.133  


41. Once an interconnected VoIP provider’s Numbering Authorization Application is granted 
or deemed granted, the applicant can immediately proceed to provide states from which it intends to 
request numbers the required 30-days’ notice.  If the Bureau issues a public notice announcing that the 
application for authorization will not be automatically granted, the interconnected VoIP provider may not 
provide 30-days’ notice and obtain numbers until the Bureau announces in a subsequent order or public 
notice that the application has been granted.134  This process strikes a proper balance between 
expeditiously authorizing interconnected VoIP provider requests for direct access to numbers, while 
providing an opportunity to consider more fully those requests that raise concerns.


3. Additional Requirements to Obtain Numbers


42. In the Direct Access NPRM, the Commission sought comment on the Wisconsin Public 
Service Commission’s proposal to adopt certain measures that would give state commissions oversight of 
interconnected VoIP providers that obtain telephone numbers.135  Specifically, the Wisconsin PSC 
recommended the following conditions for direct access:  (1) providing the relevant state commission 


                                                     
131 Bureau staff will check the applicant’s status under the Commission’s “red light rule,” which restricts processing 
of applications filed by parties with outstanding debts owed to the Commission.  See 47 C.F.R. § 1.1910.  Bureau 
staff will also verify that the applicant filed its Form 477 and Form 499 forms, if applicable.  


132 Any subpoenas issued by the Bureau under this delegation of authority must be issued consistent with the 
requirements in section 0.291(f) of the rules.  See 47 C.F.R. § 0.291(f).


133 We note that, at the Bureau’s discretion, certain past violations may serve as a basis for denial of an application, 
such as, for example, repeated or egregious violations or instances of fraud or misrepresentation to the Commission. 


134 See, e.g., 47 C.F.R. § 63.71(c) (establishing a similar process to grant section 214 discontinuance applications
allowing for an automatic grant after a specified number of days following the release of a notice to the public).  


135 Direct Access NPRM, 28 FCC Rcd at 5859, para. 34.
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with regulatory and numbering contacts when the interconnected VoIP provider requests numbers in that 
state; (2) consolidating and reporting all numbers under its own unique OCN; (3) providing customers 
with the ability to access all abbreviated dialing codes (N11 numbers) in use in a state; and (4) 
maintaining the original rate center designation of all numbers in its inventory.  The Commission 
included these requirements in the Direct Access Trial.  As described below, we require interconnected 
VoIP providers obtaining numbers directly from the Numbering Administrators to provide contact 
information to the relevant states, and also to request numbers under the interconnected VoIP provider’s 
own OCN.  For the reasons discussed below, we decline to adopt the other proposed conditions as 
requirements for direct access for interconnected VoIP providers.


43. Providing Contact Information.  During the state certification process, many state 
commissions obtain contact information from service providers.136  Absent a contact information 
requirement, state commissions may not have accurate contact information for interconnected VoIP 
providers seeking direct access to numbering resources.  In the Direct Access NPRM, the Commission 
sought comment on whether interconnected VoIP providers that obtain direct access to numbers should be 
required to provide relevant state commissions with regulatory and numbering contacts upon first 
requesting numbers in that state.137  Several state commissions supported this requirement,138 while no 
commenter opposed it.139  We agree that providing accurate contact information to state regulators is 
important.  For one thing, we agree that contact information allows state commissions to effectively and 
most readily address matters relating to regulatory compliance, provision of 911 service, and law 
enforcement to the extent already authorized.140  Having accurate contact information will also help state 
regulators monitor local numbering issues.141  This, in turn, helps the Commission in its overall efforts to 
conserve numbers. Because of its importance to state commissions and to this Commission, we require 
interconnected VoIP providers to give accurate regulatory and numbering contact information to the state 
commission when they request numbers in that state.  We further require that interconnected VoIP 
providers update this information whenever it becomes outdated.


44. OCN Requirements.  Under the Commission’s rules, a carrier must have an OCN in order 
to obtain numbers from the NANPA.142  Based on the record we received on this issue, we require each 
interconnected VoIP provider to use its own unique OCN—as opposed to using the OCN of a carrier 
affiliate or partner—when obtaining numbers directly from the Numbering Administrators.  Requiring 
each interconnected VoIP provider to use its own unique OCN follows the same procedure required for 
telecommunications carriers already getting direct access to numbers, which must request numbers using 
their own unique OCNs. In addition, requiring each interconnected VoIP service provider to show which 
numbers are in its own inventory—as opposed to in a carrier affiliate’s or partner’s inventories—will 
improve number utilization data used to predict number exhaust.143  It will also enable states to more 
easily identify the service providers involved when porting issues arise.144


                                                     
136 Joint State Comments at 6. 


137 Direct Access NPRM, 28 FCC Rcd at 5859, para. 34. 


138 California PUC Comments at 18-19; Joint State Comments at 8; Michigan PSC Comments at 4-5; Pennsylvania 
PUC Comments at 9. 


139 Hypercube Comments at 9; Vonage Comments at 16-17.


140 AT&T Comments at 3; Level 3 Comments at 7-8.  


141 Joint State Comments at 6; New Jersey Division of Rate Counsel Reply at 9.  For example, accurate contact 
information is essential for state commissions in using their delegated authority to implement number conservation 
measures, such as safety valve requests and number reclamation.  See Pennsylvania PUC Comments at 8.  


142 See 47 C.F.R. § 52.15(g)(4); see also 47 C.F.R. § 52.15(g)(1).  


143 See Joint State Comments at 13; Pennsylvania PUC Comments at 15.


144 See Joint State Comments at 12.
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45. In addition to requiring each interconnected VoIP provider to have its own OCN, several 
state commenters assert that as a condition of obtaining numbers directly, each provider should be 
required to transfer all of the numbers it has obtained from its numbering partners to the interconnected 
VoIP provider’s new OCN.145  We decline to adopt this condition.  Commenters seeking such a condition 
urged the Commission to adopt it in order to minimize interconnected VoIP providers’ opportunities to 
hoard telephone numbers and to ensure more accurate NRUF reporting by carriers.146  We do not find that 
such a requirement is necessary to protect against these harms.  As discussed above, we require each 
interconnected VoIP provider obtaining numbers directly from the Numbering Administrators to comply 
with the Commission’s NRUF reporting requirements.147  And as we also clarify above, all numbers 
assigned to interconnected VoIP providers by their numbering partners are to be reported as 
“intermediate,” unless and until such numbers are assigned to ultimate retail end users.148  We believe that 
these requirements are sufficient to ensure efficient number utilization by interconnected VoIP providers 
and their numbering partners.     


46. Customer Access to Abbreviated Dialing Codes.  The Commission currently requires 
interconnected VoIP providers to supply 911 emergency calling capabilities to their customers and to 
offer 711 abbreviated dialing for access to telephone relay services.149  In the Direct Access NPRM, the 
Commission sought comment on the Wisconsin PSC proposal for interconnected VoIP providers to 
provide customers with the ability to access all N11 numbers in use in a state.150  In addition, it sought 
particular comment on how providers of nomadic VoIP service could comply with a requirement to 
provide access to the locally-appropriate N11 numbers.151  In the Direct Access Trial, participants were 
required to provide consumers with the ability to access N11 numbers in use in a state.152  State 
commissions and several other commenters support the proposal for interconnected VoIP providers to 
provide customers with the ability to access N11 numbers in use in a state.153  Vonage does not oppose 
the proposal that interconnected VoIP providers give subscribers the ability to access N11 numbers in use 
in a state, insofar as they are standard conditions imposed on any provider with direct access, and 
provided that such an obligation is dependent on states making available to interconnected VoIP providers 


                                                     
145 Pennsylvania PUC Comments at 15.  


146 See Joint State Comments at 8.


147 See supra paras. 27-28.


148 See supra para. 32.


149 See IP-Enabled Services; E911 Requirements for IP-Enabled Service Providers, WC Docket Nos. 04-36, 05-196, 
First Report and Order and Notice of Proposed Rulemaking, 20 FCC Rcd 10245, 10246, para. 1 (2005), aff’d, Nuvio 
Corp. v. FCC, 473 F.3d 302 (D.C. Cir. 2006); IP-Enabled Services, WC Docket No. 04-36, WT Docket No. 96-198, 
CG Docket No. 03-123, CC Docket No. 92-105, Report and Order, 22 FCC Rcd 11275, 11296-97, paras. 42-43 
(2007).


150 Direct Access NPRM, 28 FCC Rcd at 5859, para. 34.  The Commission also sought comment on whether it 
should require interconnected VoIP providers to comply with N11 code assignments and the technical feasibility of 
doing so in the VoIP LNP Order.  See Telephone Number Requirements for IP-Enabled Services Providers; Local 
Number Portability Porting Interval and Validation Requirements; IP-Enabled Services; Telephone Number 
Portability; Numbering Resource Optimization, WC Docket Nos. 07-243, 07-244, 04-26, CC Docket Nos. 95-116, 
99-200, Report and Order, Declaratory Ruling, Order on Remand, and Notice of Proposed Rulemaking, 22 FCC Rcd 
19531, 19550, para. 35 (2007) (VoIP LNP Order), aff’d sub nom. National Telecomms. Cooperative Ass’n v. FCC, 
563 F.3d 536 (D.C. Cir. 2009).


151 Direct Access NPRM, 28 FCC Rcd at 5859, para. 34.


152 Id. at 5884, para. 107.


153 California PUC Comments at 18; Joint State Comments at 13; Michigan PSC Comments at 4; Pennsylvania PUC 
Comments at 14 (encouraging accessibility to 911 services with accurate location information, regardless of the 
provider or the technology of telecommunications); Hypercube Comments at 9. 
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the information needed to correctly route those calls.154  AT&T, on the other hand, advocates separately 
addressing mandating the use of all N11 numbers in the context of interconnected VoIP service in order 
to give interested parties the opportunity to air all concerns, including technical feasibility.155  
CenturyLink argues that because N11-dialing deployments are not without cost and because service 
providers require some time to design and deploy such functionality, if the Commission requires that the 
N11-dialing functionality be a requirement for interconnected VoIP providers to obtain direct access to 
numbers, the requirement be conditioned on a government or authorized private party asking for the 
deployment, the requesting party paying for the deployment, and permitting up to a year after a bona fide 
request to accomplish the deployment.156  Level 3 cautions the Commission to avoid imposing a blanket 
requirement that VoIP providers with access to numbers also provide access to state-designated N11 
numbers, as any requirement that end users be provided access to N11 services should be imposed on the 
end user’s service provider, without regard to whether the provider has obtained numbers directly or 
indirectly.157


47. To balance the state commission concerns about customers’ expectations of access to all 
active N11 dialing arrangements as VoIP services becomes a replacement for traditional carrier service 
and the industry concerns about the technical feasibility of providing N11,158 we require interconnected 
VoIP providers, as a condition of maintaining their authorization for direct access to numbers, to continue 
to provide their customers with the ability to access 911 and 711, the Commission-mandated N11 
numbers that interconnected VoIP providers are required to provide regardless of whether they obtain 
numbers directly or through a numbering partner.  We also require interconnected VoIP providers to give 
their customers access to Commission-designated N11 numbers in use in a given rate center where an 
interconnected VoIP provider has requested numbering resources,159 to the extent that the provision of 
these dialing arrangements is technically feasible. We expect that interconnected VoIP providers will 
notify consumers and state commissions if they cannot provide access to a particular N11 code due to 
technical difficulties.  These requirements will allow the potential availability of these dialing 
arrangements until the Commission has concluded its pending rulemaking addressing the technical 


                                                     
154 See Vonage Comments at 16-17.


155 See AT&T Comments at 14 (arguing that this issue should not be resolved in this proceeding or as a prerequisite 
to allowing interconnected VoIP providers direct access to numbering resources).  


156 CenturyLink Comments at 11-12 (stating that six months seems a short period of time to deploy N11 dialing, and 
noting that with the 711 implementation it required more than the anticipated six months to implement access and it 
did so in the absence of any actual knowledge that a 711 call had ever been dialed); see also Vonage Reply at 19
(suggesting that VoIP providers be subject to N11 obligations only for N11 codes actually in use in a given 
jurisdiction).  


157 Level 3 Comments at 8. 


158 Joint State Comments at 13.


159 In addition to 911 and 711, to date, the Commission has designated —and required carriers to provide access 
to—four additional N11 codes – 211, 311, 511, and 811.  See The Use of N11 Codes and Other Abbreviated Dialing 
Arrangements, CC Docket No. 92-105, First Report and Order and Further Notice of Proposed Rulemaking, 12 FCC 
Rcd 5572 (1997) (designating 311 for non-emergency police and other governmental services); The Use of N11 
Codes and Other Abbreviated Dialing Arrangements, CC Docket No. 92-105, Third Report and Order and Order on 
Reconsideration, 15 FCC Rcd 16753 (2000) (designating 211 for information and referral services and 511 for travel 
and information services); The Use of N11 Codes and Other Abbreviated Dialing Arrangements, CC Docket No. 92-
105, Sixth Report and Order, 20 FCC Rcd 5539 (2005) (designating 811 for state “One Call” notification systems 
for providing advanced notice of excavation activities to underground facility operators in compliance with the 
Pipeline Safety Improvement Act of 2002).  The remaining N11 codes – 411 and 611 – are widely used by carriers, 
but have not been assigned by the Commission for nationwide use.  In some states, N11 codes that have not been 
assigned nationally can continue to be assigned for local uses, provided that such use can be discontinued on short 
notice.  See NANPA website, http://www.nanpa.com.
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feasibility of interconnected VoIP providers’ offering of these codes.160  Without continued access to 
these numbers, their availability will diminish as consumers increasingly favor interconnected VoIP 
services over traditional telecommunications services.


48. We decline to adopt other proposals in the record calling for additional restrictions and 
conditions on interconnected VoIP providers’ obtaining numbers, which are not imposed on 
telecommunications carriers.161  For example, we will not require interconnected VoIP providers to take 
numbers from certain rate centers chosen by the state commissions in more populous areas or in blocks of 
less than 1000 numbers.  We conclude that additional restrictions beyond those that we adopt are 
unnecessary and would significantly disadvantage interconnected VoIP providers relative to competing 
carriers offering voice services.  Moreover, the record does not demonstrate the need to impose additional 
restrictions on interconnected VoIP providers at this time.162  We conclude that the measures we take in 
this Order will promote efficient number utilization and protect against number exhaust.163 Similarly, we 
decline to act on proposals to revise our current reporting requirements, as we do not have a sufficient 
record upon which to evaluate such proposals.164


49. We also decline to adopt as requirements additional voluntary commitments imposed in 
the Direct Access Trial.  In addition to complying with the Commission’s numbering requirements and 
the requirements set forth in the SBCIS Waiver Order, Vonage offered several commitments as a 
condition of the Commission granting it a waiver in order to obtain numbers directly from the Numbering 
Administrators.165  Specifically, Vonage’s commitments included: offering to maintain at least 65 percent 
number utilization across its telephone number inventory, offering VoIP interconnection to other carriers 
and providers, and providing the Commission with a transition plan for migrating customers to its own 
numbers within 90 days of commencing that migration and every 90 days thereafter for 18 months.166  
Vonage indicated that these commitments would ensure efficient number utilization and facilitate 
Commission oversight.167  The Commission imposed these commitments on participants in the Direct 


                                                     
160 VoIP LNP Order, 22 FCC Rcd at 19550, para. 53 (seeking comment on whether the Commission should require 
interconnected VoIP providers to comply with N11 code assignments other than 911 and 711 and on the technical 
feasibility of a requirement to comply with those assignments).  


161 See, e.g., California PUC Comments at 15 (proposing that interconnected VoIP number requests be steered to 
rate centers where the pools have 20 or more blocks, and no interconnected VoIP number requests should be 
accommodated in non-pooling rate centers); New Jersey Division of Rate Counsel Comments at 10 (suggesting that 
the Commission should consider allowing state commissions to direct interconnected VoIP providers to obtain 
numbers from a particular rate center); Pennsylvania PUC Comments at 10 (asserting that the Commission should 
permit states to steer Local Routing Number requests toward rate centers in more populated areas).  


162 For example, we need not adopt the proposed requirement of maintaining the original rate center designation of 
all numbers in an interconnected VoIP provider’s inventory as a separate requirement because, as discussed above, 
industry guidelines already dictate that all service providers must maintain the original rate center designation of all 
numbers in their inventory.  See supra note 92.


163 See supra Section III.B.1; paras. 43-44; see also infra Section III.B.4.


164 See, e.g., Joint State Comments at 8 (arguing that to ensure more accurate NRUF reporting, once an 
interconnected VoIP provider has its own OCN and obtains numbers directly from the Numbering Administrators, it 
should no longer have the ability to simultaneously obtain numbers through a numbering partner); California PUC 
Reply at 8 (recommending that all carriers with an inventory of numbers be required to report to the NANPA their 
ported numbers); Windstream Reply at 7 (asserting that interconnected VoIP providers with direct access should be 
required to submit NRUF reports on a quarterly basis, rather than semiannually).


165 See Direct Access NPRM, 28 FCC Rcd 5859, para. 32.


166 Id.


167 Id.
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Access Trial168 and sought comment on whether it should impose some or all of the Vonage commitments 
on interconnected VoIP providers, or on all entities that obtain telephone numbers.169  


50. Consistent with our effort to make the process by which interconnected VoIP providers 
obtain numbers as similar as possible to the process telecommunications carriers that already have direct 
access to numbers use, we decline to mandate additional requirements for interconnected VoIP providers 
that were offered by Vonage as voluntary commitments, and imposed on all participants in the Direct 
Access Trial.  As discussed above, we require all interconnected VoIP providers that obtain direct access 
to numbers to comply with the Commission’s number utilization and optimization requirements, 
including the filing of NRUF reports and Months to Exhaust Worksheets for growth numbering resources.  
Given the Commission’s current 75 percent utilization requirement for rate centers, we conclude that we 
need not require interconnected VoIP providers to maintain at least 65 percent number utilization across 
their entire telephone number inventories at this time.  While the Commission may consider extending an 
overall utilization requirement to all carriers and providers in the future,170 we do not impose such a 
disparate requirement on interconnected VoIP providers obtaining direct access to numbers at this time.  
Moreover, as Vonage suggests, conditions attached to a short-term waiver request that were designed to 
ensure that an existing rule’s underlying purposes were met in particular circumstances are no longer 
necessary—and, in fact, have the potential to undermine the eventual success of the new regulatory 
regime.171  Further, while we anticipate an increase in VoIP interconnection arrangements once 
interconnected VoIP providers are authorized to access numbers directly, we decline to mandate those 
arrangements, as the Commission is currently considering the appropriate policy framework for VoIP 
interconnection in pending proceedings.172  Therefore, we do not adopt the commitments that Vonage 
offered as conditions of its request for waiver as requirements for interconnected VoIP providers to access 
numbers directly from the Numbering Administrators, and as of the effective date of this Order, 
participants in the trial who are still using the numbers they obtained in the trial may stop complying with 
the conditions imposed on the trial that are not made permanent requirements by this Order.


4. Enforcement


51. The Commission sought comment on whether obtaining Commission authorization for an 
interconnected VoIP provider to obtain numbers should subject an interconnected VoIP provider to the 
same or similar enforcement provisions as telecommunications carriers.  The Commission asked whether 
the Commission authorization would allow the agency to exercise forfeiture authority without first issuing 
a citation;173 whether interconnected VoIP providers that obtain numbers directly should be subject to the 


                                                     
168 Id. at 5884, para. 106.


169 Id. at 5859, para. 32.


170 For example, mobile carriers may have similar flexibility to give customers numbers that do not correlate to the 
customers’ rate centers.  Imposing an overall utilization rate might also be appropriate if we implement a non-
geographic numbering scheme, as was discussed in the Notice of Inquiry in this proceeding.  See California PUC 
Comments at 17 -18 (noting that wireless providers are not subject to the same geographical constraints as 
traditional providers, and many of them, while working under existing rules, have utilization levels higher than 75
percent, and suggesting that the Commission should consider phasing in a higher threshold, over time, especially if 
it adopts other measures that would ensure more accurate tracking of number use).


171 See Vonage Comments at 12; see also, e.g., California PUC Comments at 17 (recommending that the 
Commission adopt a threshold of no less than 75 percent for interconnected VoIP providers, as that is the utilization 
threshold for all carriers); Pennsylvania PUC Reply at 7. 


172 See, e.g., USF/ICC Transformation Order, 26 FCC at 18123-47, paras. 1335-98; tw telecom inc. Petition for 
Declaratory Ruling Regarding Direct IP-to-IP Interconnection, WC Docket No. 11-119 (filed June 30, 2011); see 
also infra Section III.B.5.b.


173 Direct Access NPRM, 28 FCC Rcd at 5855, para. 21, 5860, para. 37.







Federal Communications Commission FCC 15-70


26


same penalties and enforcement procedures as carriers; and whether outstanding debts or other violations 
should prevent an interconnected VoIP provider from obtaining numbering resources.174


52. Interconnected VoIP providers who apply for and receive Commission authorization for 
direct access to numbers are subject to, and acknowledge, Commission enforcement authority.175   As 
described above, we require interconnected VoIP providers that seek Commission authorization to obtain 
direct access to numbers to comply with the Commission’s numbering obligations.176  As a result, 
interconnected VoIP providers that obtain Commission authorization for direct access to numbers are 
subject to the Commission’s enforcement authority and forfeiture penalties for violations of the 
Commission’s numbering rules and the obligations established herein.177  We also find that the 
Commission authorization discussed in this Order serves as an “other authorization” under section 
503(b)(5) of the Act, such that no citation is needed before a forfeiture for violation of any Commission 
rules to which the provider is subject can be assessed.178 Commenters generally agree that, if 
interconnected VoIP providers are authorized by the Commission to obtain numbers directly, they should 
be subject to Commission enforcement and forfeiture authority.179 No commenter asserted that the 
Commission should have to issue a citation before it could take enforcement action against an 
interconnected VoIP provider for violating numbering rules or requirements.  Several state commissions 
urged that interconnected VoIP providers that receive Commission authorization to obtain numbers 
should be subject to the same enforcement and penalty provisions as traditional carriers.180  The 
enforcement provisions are an important component for maintaining the integrity of the numbering 
system as well as ensuring fair competition with telecommunications carriers providing similar services 
using numbers that they obtain from the Numbering Administrators.  


                                                     
174 Id. at 5860-61, paras. 37-39.


175 See 47 U.S.C. § 503(b)(1) (“Any person who is determined by the Commission . . . to have . . . willfully or 
repeatedly failed to comply substantially with the terms and conditions of any . . . other instrument or authorization 
issued by the Commission . . . [or] willfully or repeatedly failed to comply with any of the provisions of this Act or 
of any rule, regulation, or order issued by the Commission under this Act . . . shall be liable to the United States for a 
forfeiture penalty.”).


176 See 47 C.F.R. Part 52; see also supra Section III.B.1.a. 


177 See 47 U.S.C. § 503(b); c.f., Assessment and Collection of Regulatory Fees for Fiscal Year 2015; Amendment of 
Part 1 of the Commission’s Rules; Assessment and Collection of Regulatory Fees for Fiscal Year 2014, MD Docket 
No. 15-121, 14-92, Notice of Proposed Rulemaking, Report and Order, and Order, FCC 15-59, para. 24 (rel. May 
21, 2015).  We note that interconnected VoIP providers are already subject to the Commission’s enforcement 
authority for violation of certain of the Commission’s numbering (and other) rules that currently apply to them.  See, 
e.g., VoIP LNP Order, 29 FCC Rcd 19531; Implementation of the Telecommunications Act of 1996: 
Telecommunications Carriers’ Use of Customer Proprietary Network Information and Other Customer Information; 
IP-Enabled Services, CC Docket No. 96-115, WC Docket No. 04-26, Report and Order and Further Notice of 
Proposed Rulemaking, 22 FCC Rcd 6927 (2007).    


178 See 47 U.S.C. § 503(b)(5) (“No forfeiture liability shall be determined under this subsection against any person, 
if such person does not hold a license, permit, certificate, or other authorization issued by the Commission, . . . 
unless . . . such person . . . is sent a citation of the violation charged. . . .”) (emphasis added).


179 AT&T Comments at 15 (arguing that interconnected VoIP providers seeking direct access to numbers should 
submit voluntarily to the authority of the Commission with respect to any obligations assumed in the documentation 
process associated with such access and to the Commission’s numbering rules, including enforcement actions or 
forfeiture authority); Bandwidth Comments at 12-13 (asserting that if the Commission considers allowing direct 
access by non-carriers, it should require that they obtain state/federal certification to implicate the Commission’s 
forfeiture authority and require consent to the same penalties); COMPTEL Comments at 14 (asserting that the 
Commission should use the certification process to obtain commitments that reaffirm its forfeiture authority over the 
provider); New Jersey Division of Rate Counsel Comments at 9 (supporting proposal that a certification would also 
permit the Commission to use its forfeiture authority without first issuing a citation).


180 See, e.g., California PUC Comments at 20; Michigan PSC Comments at 7; Wisconsin PSC Comments at 14.
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53. We also observe that a failure to comply with the Commission’s numbering rules could 
result in a loss of an interconnected VoIP provider’s Commission authorization, the inability to obtain 
additional numbers pending that revocation, and reclamation of any un-assigned numbers that the 
provider has obtained directly from the Numbering Administrators.181  We delegate authority to the 
Wireline Competition and Enforcement Bureaus to order the revocation of authorization and to direct the 
Numbering Administrators to reclaim any of the service provider’s unassigned numbers. 


5. Other Issues Relating to Direct Access for Interconnected VoIP Providers


a. Local Number Portability Obligations


54. In 2007, the Commission extended LNP obligations to interconnected VoIP providers in 
the VoIP LNP Order.182  The Commission’s porting rules impose an “affirmative legal obligation” on 
interconnected VoIP providers “to take all steps necessary to initiate or allow a port-in or port-out.”183  In 
the VoIP LNP Order, the Commission also “clarif[ied] that carriers have an obligation under our rules to 
port-out NANP telephone numbers, upon valid request, for a user that is porting that number for use with 
an interconnected VoIP service.”184 The Commission concluded at the time that it had “ample authority” 
to impose porting requirements on local exchange carriers and interconnected VoIP providers.185  


55. Permitting interconnected VoIP providers direct access to numbers will enable 
interconnected VoIP providers to be more responsive to end user LNP requests by eliminating the extra 
time, complexity, and potential for confusion associated with the existing processes.186  It is our intention 
that users of interconnected VoIP services should enjoy the benefits of local number portability without 
regard to whether the interconnected VoIP provider obtains numbers directly or through a carrier 
partner.187  Thus, we modify our rules to include language codifying that intention. Specifically, we adopt 
                                                     
181 C.f., Toll Free Access Codes, CC Docket No. 95-155, Second Report and Order and Further Notice of Proposed 
Rulemaking, 12 FCC Rcd 11162, 11185, para. 9 (1997) (“We also may limit any [non-carrier] RespOrg’s allocation 
of toll free numbers or possibly decertify it as a RespOrg under § 251(e)(1) or § 4(i) [of the Communications 
Act.]”). 


182 VoIP LNP Order, 22 FCC Rcd 19531.  Specifically, the Commission stated that “both an interconnected VoIP 
provider and its numbering partner must facilitate a customer’s porting request to or from an interconnected VoIP 
provider.  By ‘facilitate,’ we mean that the interconnected VoIP provider has an affirmative legal obligation to take 
all steps necessary to initiate or allow a port-in or port-out itself or through its numbering partner on behalf of the 
interconnected VoIP customer (i.e., the ‘user’), subject to a valid port request, without unreasonable delay or 
unreasonable procedures that have the effect of delaying or denying porting of the number.”  Id. at 19548-49, para. 
32 (emphasis added).  See also 47 C.F.R. § 52.34 (explaining the obligation of interconnected VoIP providers to 
facilitate “valid number portability request[s]”).


183 47 C.F.R. § 52.34.


184 See VoIP LNP Order, 22 FCC Rcd at 19550, para. 35.


185 These requirements were imposed pursuant to sections 251(e) and 251(b)(2), as well as to the Commission’s 
ancillary authority under Title I of the Communications Act.  See id. at 19543, para. 21, 19541, para. 19.


186 See, e.g., Flowroute Comments at 3-4 (explaining that relying on carriers for portability impedes the ability of 
consumers to switch providers in some cases, and also makes it difficult for interconnected VoIP providers to ensure 
the validity of port requests concerning numbers assigned to their own end user customers); Vonage Comments at 6-
7 (explaining that direct access eliminates the risk of breakdowns in communications between an interconnected 
VoIP provider and its third-party numbering provider that can cause customer-impacting errors); VON Comments at 
4 (“[D]irect access will allow number porting without forced coordination with a third-party numbering provider, 
thereby simplifying the number porting process and reducing the opportunity for error.”).


187 See California PUC Comments at 21 (“All numbers assigned to two-way telecommunications devices should be 
portable; the source of numbers should not be the basis for any disparate treatment.”); Vonage Comments at 25 
(“The obligation to complete ports out to VoIP providers does not hinge on whether that VoIP provider obtains 
numbers via a relationship with a CLEC partner or directly.”); AT&T Comments at 28 (stating that “although there 
is no ambiguity in the Commission’s VoIP LNP Order on this point, we would not oppose the Commission’s 
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an affirmative obligation requiring telecommunications carriers that receive a valid porting request to or 
from an interconnected VoIP provider to take all steps necessary to initiate or allow a port-in or port-out
without unreasonable delay or unreasonable procedures that have the effect of delaying or denying 
porting of the NANP-based telephone number.188


56. We disagree with commenters’ assertions that the Commission lacks authority to require 
local exchange carriers (LECs) and CMRS providers to port numbers to and from interconnected VoIP 
providers, or to require interconnected VoIP providers to port numbers to and from such carriers.189  The 
Act requires LECs “to provide, to the extent technically feasible, number portability,” and defines 
“number portability” as “the ability of users of telecommunications services to retain, at the same 
location, existing telecommunications numbers without impairment of quality, reliability, or convenience 
when switching from one telecommunications carrier to another.”190  Opponents assert that these 
provisions limit the Commission to requiring number portability only between “telecommunications 
carriers,” and since the Commission has not classified interconnected VoIP providers as such, it cannot 
require LECs or non-LEC CMRS providers to port numbers directly to and from interconnected VoIP 
providers.191  


57. We disagree.  We observe that while section 251(b)(2) expressly addresses LECs’
obligations to port numbers when their customers switch to another telecommunications carrier, it is silent 
about any obligations of LECs beyond that, and does not preclude reliance on other, more general 
authority to impose additional LNP obligations on LECs under section 251(e)(1), nor does it address the 
obligations of non-LEC wireless carriers.192  Because number portability—whether to and from an 
interconnected VoIP provider, LEC, or non-LEC carrier—clearly makes use of telephone numbers,  
implicating “facets of numbering administration” under section 251(e)(1), we conclude that section 
251(e)(1) provides authority supporting LECs’ and non-LEC wireless carriers’ obligation to port numbers 
directly to and from interconnected VoIP providers.193  


58. We also find that section 251(e)(1) provides sufficient authority to require interconnected 
VoIP providers that obtain numbers directly from the Numbering Administrators to port numbers to and 
from other providers of voice service.  Section 251(e)(1) provides the Commission “exclusive jurisdiction 


(Continued from previous page)                                                            
making the intent of that order even clearer on this issue”); Comcast Comments at 7; XO Reply at 8 (supporting the 
Commission’s proposal to codify its intention to allow users of interconnected VoIP services the benefits of local 
number portability without regard to whether the interconnected VoIP provider obtains numbers directly or through 
a carrier partner).


188 See Direct Access NPRM, 28 FCC Rcd at 5869, paras. 61-62; see also infra App. B., Final Rules.


189 See, e.g., NARUC Trial Report Comments at 8 (filed Mar. 4, 2014) (“Congress simply did not extend the duty to 
provide number portability to providers that are not ‘telecommunications carriers.’”); Bandwidth Trial Report 
Comments at 5 (filed Mar. 4, 2014) (same); Bandwidth Comments at 20 (“It is not clear to Bandwidth how the 
Commission has the legal authority to require a carrier to port numbers to a non-carrier, particularly without first 
declaring that the services in question are ‘telecommunications services.’”).


190 47 U.S.C. §§ 251(b)(2), 153(37).


191 See supra note 189; see also COMPTEL Comments at 8; Bandwidth Trial Report Comments at 4-8.


192 See, e.g., Adirondack Medical Center v. Sebelius, 740 F.3d 692, 699 (D.C. Cir. 2014) (“[I]t is not unreasonable to 
say § 1395ww(d)(5)(l)(i) operates to the extent that § 1395ww(d)(3)(a)(vi) [and another provision] are silent.  The 
two [latter] provisions say nothing about adjusting the hospital-specific rate; therefore, the broad grant of authority 
[in 1395ww(d)(5)(l)(i)] (and the Secretary’s use thereof) fills a space that the specific provisions do not occupy.  
Such an arrangement does not run afoul of the general/specific cannon.”).


193 See, e.g., Telephone Number Portability, CC Docket No. 95-116, RM 8535, First Report and Order and Further 
Notice of Proposed Rulemaking, 11 FCC Rcd 8352, 8431-32, para. 143 (1996) (“Implementation of long-term 
service provider portability by CMRS carriers will have an impact on the efficient use and uniform administration of 
the number resource.”).
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over those portions of the North American Numbering Plan that pertain to the United States,”194 and the 
Commission has retained its “authority to set policy with respect to all facets of numbering administration 
in the United States.”195  As the Commission explained in the VoIP LNP Order, to the extent that an 
interconnected VoIP provider provides services that offer its customers NANP telephone numbers, the 
interconnected VoIP provider “subjects [itself] to the Commission’s plenary authority under section 
251(e)(1) with respect to those numbers.”196  As the Commission has previously found, “[f]ailure to 
extend LNP obligations to interconnected VoIP providers . . . would thwart the effective and efficient 
administration of our numbering administration responsibilities under section 251 of the Act.”197


59. The industry and Commission have developed limits on the extent to which a provider 
must port numbers from one geographic area to another.  For example, under a NANC guideline adopted 
by the Commission, a wireline carrier must port to another wireline carrier within the same rate center.198


A wireline carrier must port numbers to a wireless carrier where the requesting wireless carrier’s coverage 
area overlaps with the geographic location of the customer’s wireline rate center, so long as the porting-in 
wireless carrier maintains the number’s original rate center designation following the port.199  A wireless 
carrier must port out a NANP telephone number to another wireless carrier, or a wireline carrier that is 
within the number’s originating rate center.200  In the past, interconnected VoIP providers (with the 
exception of SBCIS) have obtained numbers through carrier partners, and the porting obligations to or 
from the interconnected VoIP provider stemmed from the status of the numbering partner.201  


60. The Commission sought comment on the geographic limitations, if any, that should apply 
to ports between either a wireline or wireless carrier and an interconnected VoIP provider that has 
obtained its numbers directly from the Numbering Administrators.202  There is broad support in the record 
                                                     
194 47 U.S.C. § 251(e)(1).


195 Implementation of the Local Competition Provisions of the Telecommunications Act of 1996; Interconnection 
Between Local Exchange Carriers and Commercial Mobile Radio Service Providers; Area Code Relief Plan for 
Dallas and Houston, Ordered by the Public Utility Commission of Texas; Administration of the North American 
Numbering Plan; Proposed 708 Relief Plan and 630 Numbering Plan Area Code by Ameritech-Illinois, CC Docket 
Nos. 96-98, 95-185, 92-237; NSD File No. 96-8; IAD File No. 94-102, Second Report and Order and Memorandum 
Opinion and Order, 11 FCC Rcd 19392, 19512, para. 217 (1996) (explaining that by retaining exclusive jurisdiction 
over numbering policy the Commission preserves its ability to act flexibly and expeditiously).


196 VoIP LNP Order, 22 FCC Rcd at 19543, para. 22.


197 Id. at 19546-47, para. 27.


198 See Telephone Number Portability, CC Docket No. 95-116, Second Report and Order, 12 FCC Rcd 12281, 
12313, para. 51 (1997) (adopting the technical and operational standards and procedures recommended by the 
NANC in the Working Group Report); NANC Local Number Portability Administration Working Group Report, 
App. D, Architecture & Administrative Plan for Local Number Portability, 7.3 (Apr. 25, 1997) (Working Group 
Report) (explaining that portability is technically limited to rate center/rate district boundaries of the incumbent LEC 
due to rating/routing concerns).  A “rate center” is a geographic area that is used to determine whether a call is local 
or toll.  See VoIP LNP Order, 22 FCC Rcd at 19534, n.13.


199 See Telephone Number Portability; CTIA Petitions for Declaratory Ruling on Wireline-Wireless Porting Issues, 
CC Docket No. 96-116, Memorandum Opinion and Order and Further Notice of Proposed Rulemaking, 18 FCC Rcd 
23697, 23706, para. 22 (2003) (Intermodal Number Portability Order).  A wireless carrier’s coverage area is the 
“area in which wireless service can be received from the wireless carrier.”  Id. at 23698, para. 1.  


200 Intermodal Number Portability Order, 18 FCC Rcd at 23706, para. 22.


201 VoIP LNP Order, 22 FCC Rcd at 19549-50, para. 34.  


202 See Direct Access NPRM, 28 FCC Rcd at 5869, para. 63; see also, e.g., California PUC Comments at 21-22 
(recommending that ports to VoIP providers should not be constrained by geographic considerations, while a port 
out from a VoIP provider to a wireline provider would have to be within the wireline provider’s territory); Comcast 
Comments at 8 (“VoIP providers should only be required to port numbers to a wireline carrier with facilities or 
telephone numbers in the same rate center, or to a wireless carrier whose coverage area overlaps with the geographic 
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for industry involvement in addressing technical feasibility in porting arrangements between 
interconnected VoIP providers and wireline and wireless carriers.203  We agree that the industry should be 
involved in addressing these issues.  Accordingly, we direct the North American Numbering Council 
(NANC) to examine and address any specific considerations for interconnected VoIP provider porting 
both to and from wireline, wireless, and other interconnected VoIP providers.  In particular, we direct the 
NANC to examine any rate center or geographic considerations implicated by porting directly to and from 
interconnected VoIP providers, including the implications of rate center consolidation, as well as public 
safety considerations, any such PSAP and 911 issues that could arise. We also direct the NANC to give 
the Commission a report addressing these issues, which includes options and recommendations, no later 
than 180 days from the release date of this Report and Order.  


61. We find, however, that we need not delay giving interconnected VoIP providers direct 
access to numbers pending specific industry input.  The Commission is currently examining how to 
address non-geographic number assignment in an all-IP world, and that proceeding is the forum in which 
to address such concerns.204  The Direct Access Trial provided an opportunity to test porting directly to 
interconnected VoIP providers, and that porting occurred without incident.205  As such, we decline at 
present to articulate specific geographic limitations on ports between an interconnected VoIP provider 
that has obtained its numbers directly from the Numbering Administrators and a wireline or wireless 
carrier.206  Instead, we find that an interconnected VoIP provider that has obtained its numbers directly 
from the Numbering Administrators and is not utilizing the services of a numbering partner for LNP 
purposes must port telephone numbers to and from a wireline or wireless carrier where technically 
feasible.207  Similarly, a wireline or wireless carrier must also port in and port out telephone numbers to 


(Continued from previous page)                                                            
location of the customer’s rate center (so long as the wireless carrier maintains the number’s original rate center 
designation following the port).”); AT&T Comments at 28 (“[T]he Commission should apply the same rate center 
restriction on ports to interconnected VoIP providers that it adopted for wireline-to-wireless ports in Wireline-to-
Wireless LNP Order.”); Interisle Comments at 10-11 (asserting that geographic limitations should be no different for 
interconnected VoIP providers than for any other provider); Terra Nova Telecom Comments at 11 (same).  


203 See, e.g., Comcast Comments at 8 (stating that the Commission should “continue to rely on industry working 
groups to establish the ‘best practices’ and appropriate geographic limitations, if any, for other types of ports, 
including new porting scenarios that arise in the future.”); AT&T Trial Report Comments at 4 (filed Mar. 4, 2014) 
(“[W]e believe that the Commission should charge the North American Numbering Council (NANC) with the intra-
industry collaborative task of agreeing upon the mechanisms and processes necessary to give the non-carrier
[interconnected VoIP providers] the equivalent provider-to-provider experience enjoyed by carriers today with 
respect to . . . numbering related matters.”); XO Reply at 8 (stating that the Commission “should continue to rely on 
industry working groups to establish the ‘best practices’ and appropriate geographic limitations, if any, for other 
types of ports, including new porting scenarios that arise in the future”).


204 See infra para. 71 and note 258.


205 See Direct Access Trial Report, 29 FCC Rcd at 932, para. 14.


206 The record reflects concern from state commissions that assignment of numbers from a foreign rate center by
interconnected VoIP providers prevents customers from later porting their numbers to a facilities-based provider.  
See Joint State Comments at 12 (“It appears that non-geographic number assignments to retail customers may be a 
means for some VoIP providers to avoid their porting obligations.”).  As the Commission has previously observed, 
“because interconnected VoIP providers offer telephone numbers not necessarily based on the geographic location 
of their customers – many times at their customers’ requests – there may be limits to number porting between 
providers.”  VoIP LNP Order, 22 FCC Rcd at 19550, n.114.  We reiterate that we expect interconnected VoIP 
providers to fully inform their customers about these limitations, particularly limitations that result from the 
nomadic nature of, and use of non-geographic numbers by, certain interconnected VoIP services. See id. 


207 See 47 C.F.R. § 52.34(a) (requiring that an interconnected VoIP provider “must facilitate an end-user customer’s 
. . . valid number portability request . . . either to or from a telecommunications carrier or an interconnected VoIP 
[provider]” where “facilitate” is defined as the interconnected VoIP provider’s “affirmative legal obligation to take 
all steps necessary to initiate or allow a port-in or port-out itself . . . without unreasonable delay or unreasonable 
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an interconnected VoIP provider that has obtained its numbers directly from the Numbering 
Administrators and that is not utilizing the services of a numbering partner for LNP purposes where 
technically feasible.208


b. Interconnection Obligations


62. The Commission reminds providers that the USF/ICC Transformation Order said that 
“[t]he duty to negotiate in good faith has been a longstanding element of interconnection requirements 
under the Communications Act and does not depend upon the network technology underlying the 
interconnection” and that the Commission “expect[s] all carriers to negotiate in good faith in response to 
requests for [VoIP] interconnection.”209  The Commission sought comment on the effect that direct access 
to numbers for interconnected VoIP providers would have on the industry’s transition to direct 
interconnection in IP, the status of IP interconnection for VoIP providers today, and the extent to which 
permitting interconnected VoIP providers to obtain numbers directly from the Numbering Administrators 
would promote VoIP interconnection.210  The Commission stated its expectation that “granting VoIP 
providers direct access to numbers would facilitate several types of VoIP interconnection, including 
interconnection between over-the top VoIP providers and cable providers, interconnection between two 
over-the-top providers, and interconnection between cable providers,” and sought comment on this 
analysis.211  The Commission also sought comment on whether direct access to numbers for 
interconnected VoIP providers would affect the rights and obligations of service providers vis-à-vis VoIP 
interconnection.212


63. VoIP interconnection is an important element in completing the transition from TDM to 
IP networks and services.213  As explained above, we find, and the record reflects, that permitting 
interconnected VoIP providers to obtain numbers directly from the Numbering Administrators will 
encourage and promote VoIP interconnection.214  For example, Vonage explains that direct access is 


(Continued from previous page)                                                            
procedures that have the effect of delaying or denying porting of the NANP-based telephone number”); VoIP LNP 
Order, 22 FCC Rcd at 19550, n.114 (“[I]f an interconnected VoIP service customer selects a number within his 
geographic rate center and moves out of that rate center, and then requests porting to a wireline carrier in his new 
rate center, the customer would not be able to port the number.”).


208 See VoIP LNP Order, 22 FCC Rcd at 19950, para. 35.


209 USF/ICC Transformation Order, 26 FCC Rcd at 18045, para. 1011.


210 Direct Access NPRM, 28 FCC Rcd at 5865-66, paras. 52-54.


211 Id. at 5866, para. 54.


212 Id. at 5867, para. 56.


213 See AT&T Comments at 24; Intelepeer Comments at 3-4 (“As more IP connections become available, the 
additional features and functionalities offered with end-to-end IP voice communications will promote increased 
consumer adoption of such services, thus generating even more IP traffic for exchange amongst carriers and 
providers.”); XO Reply at 10 (asserting that VoIP interconnection “dramatically improves call quality by giving 
interconnected VoIP providers greater control over calls, avoiding unnecessary TDM/IP handoffs, providing greater 
visibility into call routing, and simplifying troubleshooting . . . [VoIP] interconnection promises benefits for both 
consumers and the industry as a whole”).


214 See supra para. 19; see also Vonage Apr. 11, 2014 Ex Parte Letter at 2 (“[T]he value of an IP interconnection 
arrangement for a potential IP interconnection partner is directly related to the volume of customer telephone 
numbers that Vonage can provide access to under the IP interconnection arrangement.  In addition, the certainty 
from permanent rules would give potential IP interconnection partners much greater incentive to undertake the 
necessary investment to establish IP interconnections.”); AT&T Comments at 23 (“[P]roviding direct access to 
numbering resources will be an important catalyst in furthering the ongoing transition and broadening the 
commercial IP interconnection that already has occurred.”); VON Comments at 6 (stating that “the lack of direct 
access to numbers has obstructed VoIP providers’ good-faith attempts to establish IP interconnection arrangements 
with other providers” and allowing direct access will “mak[e] the process of negotiating interconnection agreements 
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necessary to achieve voluntary VoIP interconnection arrangements because “providers must, as a 
practical matter, be able to see i[nterconnected ]VoIP providers as the ‘owners’ of a number in the 
industry databases [in] order to route traffic to such providers directly.  Without direct access, 
i[nterconnected ]VoIP providers’ numbers appear to belong to underlying numbering partners, preventing 
direct routing between i[nterconnected ]VoIP providers and their potential IP interconnection partners.”215  
In the Direct Access Trial Report, the Bureau found that the trial indicated that there may be some 
confusion regarding parties’ rights and obligations with respect to interconnection, but that such matters 
could be addressed in pending rulemakings addressing the topic.216  Though some commenters assert that 
the Commission must address VoIP interconnection obligations in its pending rulemaking proceedings 
before permitting interconnected VoIP providers to obtain numbers directly,217 we disagree that such a 
step is required.  The process and obligations we establish in this Order enable interconnected VoIP 
providers that are unable to obtain state certification to request Commission authorization in order to 
enable them to obtain numbers directly from the Numbering Administrators.  Our actions in this Order 
neither rely on, nor require, the Commission to address the many issues surrounding VoIP 
interconnection.  Thus, given the complexity and importance of VoIP interconnection in facilitating the 
transition to all-IP network, we find that issues relating to VoIP interconnection that may result from 
interconnected VoIP providers obtaining numbers directly from the Numbering Administrators are more 
appropriately addressed in the Commission’s pending proceedings addressing VoIP interconnection.218    


c. Intercarrier Compensation


64. In the USF/ICC Transformation Order, the Commission adopted a default uniform 
national bill-and-keep framework as the ultimate intercarrier compensation end state for all 
telecommunications traffic exchanged with a LEC, and established a measured transition that focused 
initially on reducing certain terminating switched access rates.219  As explained in the Direct Access 


(Continued from previous page)                                                            
significantly more efficient”); XO Reply at 1 (“[P]ermitting direct access to VoIP providers is likely to facilitate a 
smoother and faster transition to an all-IP world for voice services.”).  But see COMPTEL Comments at 5-6 (stating 
that it is the inability to get agreements with major ILECs for VoIP interconnection—not the inability to obtain 
numbers from NANPA and PA—that is preventing consumers from experiencing the innovation of IP technology); 
id. (asserting that even if a change in numbering rules would facilitate VoIP interconnection between two over-the-
top VoIP providers, given that such providers serve less than 3% of the PSTN subscriber base, such interconnection 
would do little in furthering the Commission’s objectives).


215 Letter from Brita D. Strandberg, Counsel to Vonage Holdings Corp., to Marlene H. Dortch, Secretary, FCC, WC 
Docket No. 13-97 et al., at 2 (filed Jul. 11, 2014).


216 See Direct Access Trial Report, 29 FCC Rcd at 934-37, paras. 19-23, 26 (reporting that during the trial, Vonage 
concluded a VoIP interconnection agreement with Verizon, and that other providers have entered into or are 
negotiating VoIP interconnection agreements with Vonage, and that Millicorp also reports that it is in the final 
stages of negotiating an interconnection agreement with Verizon).


217 See, e.g., Bandwidth Comments at 17-18 (stating that “the Commission should, as recommended by NARUC, 
complete its [rulemaking] proceeding to determine how VoIP Interconnection will be regulated for carriers and non-
carriers alike”); Spencer Telecom Comments at 3-5, 10-13 (“Unless the Commission confirms the right of carriers to 
IP interconnection, the major ILECs will continue to refuse to interconnect on an IP basis and the OTT VoIP 
providers that obtain direct access to numbers will fail to obtain the interconnection agreements needed to make 
such access useful.”); GVNW Consulting Comments at 9; Level 3 Reply at 3-4 (arguing that the Commission should 
address whether section 251 and 252 of the Act apply to VoIP interconnection before considering revisions to the 
rules governing direct access to numbers which will have “at best, only a modest (and indirect) impact on advancing 
VoIP interconnection”).


218 See Technology Transitions Order, 29 FCC Rcd 1433; USF/ICC Transformation Order, 26 FCC Rcd at 18123-
47, paras. 1335-98. 


219 Direct Access NPRM, 28 FCC Rcd at 5863, para. 47; USF/ICC Transformation Order, 26 FCC Rcd at 17676-77, 
para. 35.
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NPRM, the Commission set forth several important policy goals for VoIP traffic in the USF/ICC 
Transformation Order.220  First, the Commission at that time “‘set an express goal of facilitating industry 
progression to all-IP networks.’”221  Second, while providing a “move away from the pre-existing, flawed 
intercarrier compensation regimes,” the Commission sought to “reduce disputes” stemming from the lack 
of clarity regarding intercarrier compensation obligations for VoIP traffic.222  Third, the Commission 
stated that a significant goal was to eliminate opportunities and incentives to engage in access avoidance, 
both for non-VoIP traffic223 and for VoIP traffic.224


65. The implementation of intercarrier compensation obligations depends on whether the 
traffic being exchanged is tariffed or exchanged pursuant to an agreement.  If traffic is subject to state or 
federal intercarrier compensation tariffs, intercarrier compensation generally is owed by the entity that 
receives the tariffed access services.  For traffic exchanged pursuant to an agreement, intercarrier 
compensation is determined by such agreements.  Interconnected VoIP providers that access numbers 
directly from the Numbering Administrators can enter into agreements to interconnect with other 
providers.225  Thus, the Commission sought comment on concerns about how the implementation of 
intercarrier compensation obligations may change as a result of granting interconnected VoIP providers 
direct access to numbers.226  The Commission also sought comment on how the Commission should 
address any new ambiguities in intercarrier compensation payment obligations that might arise as a result 
of permitting interconnected VoIP providers to access number directly.227


66. Intercarrier compensation was one of the considerations discussed in the technical trial 
completed in December 2013.  Based on the results of that trial, the Bureau determined that “participants 
were able to port-in and port-out numbers and issue new numbers to customers, with no significant 
billing, routing, or compensation disputes reported.”228  The Bureau further found that “the trial did not 
identify technical problems regarding . . . intercarrier compensation.”229  


67. Commenters to this proceeding disagree as to what effect authorizing interconnected 
VoIP providers to obtain numbers directly from the Numbering Administrators will have on intercarrier 
compensation in the future.  AT&T asserts that the Commission should reject concerns that 
implementation of intercarrier compensation obligations may change as a result of giving interconnected 
VoIP providers direct access to numbers, explaining that obligations to pay intercarrier compensation 
have never stemmed from numbers.230  Vonage contends that direct access enables interconnected VoIP 


                                                     
220 Direct Access NPRM, 28 FCC Rcd at 5863, para. 48.


221 USF/ICC Transformation Order, 26 FCC Rcd at 18123, para. 1335; id. at 17926, para. 783.


222 Id. at 18009, para. 946.


223 Id. at 17912, para. 754.


224 Id. at 18006, paras. 941, 951.


225 Direct Access NPRM, 28 FCC Rcd at 5864, para. 50; see also AT&T Comments at 22-23 (explaining that 
providing interconnected VoIP providers direct access to numbering resources will result in compensation for 
exchanged traffic governed by contracts between the parties that will be outside the default intercarrier 
compensation regime).


226 Direct Access NPRM, 28 FCC Rcd at 5864, para. 50.


227 Id. at 5865, para. 50.


228 Direct Access Trial Report, 29 FCC Rcd at 936, para. 24.


229 Id. at 927, para. 1; see also id. at 937, para. 28.


230 See AT&T Comments at 20; see also CenturyLink Comments at 16 (asserting that the intercarrier compensation 
structure does not change with direct access for interconnected VoIP providers because competitive tandem 
providers will continue to charge tandem access rates when TDM customers call IP customers); SmartEdgeNet 
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providers to seek VoIP interconnection arrangements, which will facilitate the transition to a bill-and-
keep regime through commercial agreements.231  Other commenters agree that allowing direct access to 
numbers will have no effect on intercarrier compensation or outbound reciprocal compensation.232  On the 
other hand, Bandwidth asserts that failure to clearly address intercarrier compensation issues will “almost 
certainly lead to an even higher incidence of call completion problems.”233  Interisle contends that 
interconnected VoIP providers should not be allowed to use their OCNs for billing purposes due to 
concerns about “misbilling” and “complexity,” but should be required to bill for intercarrier compensation
solely through their wholesale partners.234  NTCA expresses concerns about potential problems with 
phantom traffic.235  


68. We find that concerns about potential intercarrier compensation issues are speculative 
and that they do not constitute sufficient grounds to delay authorizing direct access to numbers for 
interconnected VoIP providers.  Bandwidth and NTCA fail to provide any data or evidence of problems 
with call completion or phantom traffic resulting from the trial, and the Direct Access Trial Report did not 
identify any such problems.236  Moreover, the vast majority of the issues raised, i.e., concerns about 


(Continued from previous page)                                                            
Comments at 14 (stating that allowing interconnected VoIP providers to assign numbers directly has no bearing on 
whether intercarrier compensation payments are made or not).


231 See Vonage Comments at 23-24.


232 See id.  Vonage explains that interconnected VoIP providers will likely continue to rely on carrier partners to 
deliver traffic, and the Commission’s rules entitle those carrier partners to collect intercarrier compensation for 
functions either the carrier partner or Vonage performs.  Id.  See also Windstream Reply at 9-10; XO Reply at 9; 
Vonage Trial Report Comments at 4 (filed Mar. 4, 2014) (explaining that during and since the trial, “direct access 
did not impact terminating intercarrier compensation for calls originated from these numbers”).


233 Bandwidth Reply at 18; see also Level 3 Reply at 2-3 (asserting that the commission should clarify the ability of 
LECs to collect intercarrier compensation for VoIP calls under the Commission’s VoIP Symmetry Rule to 
encourage investment in, and movement to, IP switching infrastructures).


234 Interisle Comments at 12-13; see also Terra Nova Telecom Comments at 1-3.


235 NTCA Comments at 6-7 (asserting that the Commission must address phantom traffic, and if a carrier partner 
through which interconnection is achieved fails to pay, liability should attach to the number holder).


236 Direct Access Trial Report, 29 FCC Rcd at 927, para. 1.  The Commission recently released a Declaratory Ruling 
clarifying issues related to the VoIP symmetry rules, including the ability of certain LECs to collect intercarrier 
compensation for VoIP calls.  See Connect America Fund et al., WC Docket No. 10-90 et al., Declaratory Ruling, 
30 FCC Rcd 1587 (2015).  A few days before the Sunshine period began in this proceeding on June 12, 2015, Level 
3 raised, for the first time, a concern about potential intercarrier compensation disputes under section 61.26(f) and 
related VoIP symmetry rules if the VoIP provider, rather than the LEC, is the party listed in the NPAC database as 
providing the telephone number. See Letter from Joseph C. Cavender, Vice President & Asst. General Counsel, 
Federal Affairs, Level 3, to Marlene H. Dortch, Secretary, FCC, WC Docket No. 13-97 et al., at 2-3 (filed June 9, 
2015) (citing 47 C.F.R. § 61.26(f)). To address this concern, Level 3 proposes a number of revisions to sections 
61.26(f) and 51.913(b) of the Commission’s rules intended to, among other things, make intercarrier compensation 
payment obligations explicit if either the CLEC or the VoIP provider partner is listed in the NPAC database. Id. at 
4-5 & Attach. In response, AT&T asserts that these rule revisions could have broader policy implications and 
require careful consideration by both interested parties and the Commission. See Letter from Hank Hultquist, Vice 
President, Federal Regulatory, AT&T, to Marlene H. Dortch, Secretary, FCC, WC Docket No. 13-97 et al., at 1-2 
(filed June 11, 2015) (claiming that the rule changes proposed by Level 3 could create the potential for arbitrage and 
may have far-reaching implications); see also Letter from Curtis L. Groves, Assistant General Counsel, Verizon, to 
Marlene H. Dortch, Secretary, FCC, WC Docket No. 13-97 et al, at 2-3 (filed Jun. 12, 2015) (urging the 
Commission not to act on Level 3’s request because it requires notice and comment, and would dramatically expand 
the scope of the VoIP symmetry rule and the potential for arbitrage). Intercarrier compensation obligations under 
the VoIP symmetry rules are complex and we find we do not have an adequate record upon which to fully evaluate 
both the policy and technical implications of Level 3’s proposal. Accordingly, we decline at this time to adopt Level 
3’s proposed rule modifications.  
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incorrect billing, phantom traffic, and call completion, were raised by commenters before the limited trial 
occurred, and such potential problems never materialized.237  For these reasons, we decline to delay our 
action here based on billing and intercarrier compensation concerns expressed in the record. We find that, 
on balance, authorizing interconnected VoIP providers to access numbers directly will serve the 
Commission’s “express goal of facilitating industry progression to all-IP networks.”238  If, in the future, 
billing or intercarrier compensation issues related to interconnected VoIP providers having direct access 
to numbering resources arise, we will address them at that time.


d. Call Routing and Termination


69. The Commission also sought comment generally on whether authorizing interconnected 
VoIP providers to obtain numbers directly from the Numbering Administrators would hinder or prevent 
call routing or tracking, and how the Commission can prevent or minimize such complications.239  The 
Commission sought comment on whether marketplace solutions are adequate to properly route calls by 
interconnected VoIP providers, absent a VoIP interconnection agreement, and whether the Commission 
should require interconnected VoIP providers to maintain carrier partners to ensure that calls are routed 
properly.240  The Commission also sought comment on the routing limitations that interconnected VoIP 
providers currently experience as a result of having to partner with a carrier in order to get numbers, and 
on the role and scalability of various industry databases in routing VoIP traffic directly to the 
interconnected VoIP provider over IP links.241  The Commission also asked how numbering schemes and 
databases integral to the operations of PSTN call routing will need to evolve to operate well in IP-based 
networks.242  


70. The record reflects that authorizing interconnected VoIP providers to obtain numbers 
directly from the Numbering Administrators will facilitate, rather than hinder, call routing and tracking.243  
Further, based on the record, we have no reason to assume that marketplace solutions like those described 
in the Direct Access NPRM will not be adequate to properly route calls to and from interconnected VoIP 
providers,244 or that changes to the numbering databases are necessary as a result of this Order.245  We 


                                                     
237 See, e.g., Letter from James C. Falvey, Counsel CLEC Participants, to Ms. Marlene H. Dortch, Secretary, FCC, 
CC Docket No. 99-200 et al., at 1 (filed Mar. 20, 2013) (expressing concerns about phantom traffic); 
Bandwidth.com, Hypercube, Level 3, Pac-West Telecomm, and COMPTEL 2012 Comments at 13-14 (filed Jan. 25, 
2012) (expressing concerns about billing, call routing, and intercarrier compensation issues); Bandwidth Reply at 3, 
18-19 (expressing concerns about call completion, billing disputes).


238 USF/ICC Transformation Order, 26 FCC Rcd at 18123, para. 1335; id. at 17926, para. 783.


239 Direct Access NPRM, 28 FCC Rcd 5862, para. 44.


240 Id.


241 Id. at 5862, para. 45.


242 Id. at 5862, para. 46.


243 See, e.g., AT&T Comments at 16; Vonage Comments at 20-21 (“Giving VoIP providers greater control over the 
routing of their calls will actually improve call routing and completion.”); Comcast Comments at 10-11 (“Comcast 
anticipates that the transition to an all-IP world for voice traffic generally will simplify the routing process.”); VON 
Comments at 6 (asserting that allowing direct access will eliminate the need for the development of costly non-
industry-standard databases to identify VoIP numbers); Vonage Reply at 19 (noting that the existing system, which 
associates numbers assigned to Vonage end-users with Vonage’s underlying carriers rather than Vonage, is not 
transparent and can make it difficult for other providers to track calls between their customers and Vonage 
subscribers).


244 See, e.g., AT&T Comments at 17; SmartEdgeNet Comments at 20 (stating that direct access to numbers will not 
change the mechanics of interconnected VoIP call routing in any material way); Vonage Comments at 20 (stating 
that currently available marketplace solutions, together with the inclusion of VoIP providers in the LERG and other 
relevant databases, ensure that call routing and termination are adequately addressed).
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also find, in light of comments in the record and based on lessons learned from our technical trial that, as 
a technical matter, it is not necessary for interconnected VoIP providers to use a carrier partner to obtain 
numbers or complete calls. We agree with Telcordia and do not anticipate “any database-related call 
routing or tracking problems arising from allowing VoIP providers to have direct access to numbers.”246


We disagree with commenters who assert that direct access to numbers for interconnected VoIP providers 
will raise significant routing issues,247 or that the Commission must mandate changes to the numbering 
databases at this time.248  We also disagree with commenters asserting that the Commission should 
require interconnected VoIP providers to have a carrier partner for routing purposes.249  We agree with 
Intelepeer that “adopting an interim solution as a permanent requirement presumes that such 
arrangements will be necessary indefinitely, which consequently discourages the industry from continuing 
to pursue and develop better alternatives.”250  Further, no trial participant reported any routing failures or 
billing or compensation disputes as a result of direct access to numbers for interconnected VoIP provider 
trial participants.251 Based upon this result, we conclude that further regulatory intervention is not needed 
at this time to ensure that routing works from a technical perspective.252  As Neustar and Telcordia noted, 
the numbering databases can accommodate a wide range of scenarios involving interconnected VoIP 
providers, whether those providers have direct access to numbers or obtain numbers through a carrier 


(Continued from previous page)                                                            
245 See, e.g., COMPTEL Comments at 12 (explaining that addressing such re-engineering at this point is premature 
because signaling system and database evolution are complex subjects, and expand well beyond the scope of the 
numbering issues contemplated in this proceeding); Comcast Comments at 9 (“Making NANP numbers directly 
accessible by VoIP providers should not necessitate any new routing requirements.  Rather, VoIP providers granted 
direct access to numbers should simply take over the duties and responsibilities currently assumed by the 
competitive LEC partners.”); Comcast Comments at 10-11 (explaining that the industry will need to create standards 
for the routing of IP-based voice traffic using databases such as ENUM and will need to establish procedures to 
govern call routing during the transitional period in which both legacy and IP-based routing databases 
simultaneously are used to handle VoIP traffic, but that the industry should take the lead in establishing the relevant 
parameters that will work for all voice service providers); XO Reply at 8. 


246 Telcordia Comments at 2-5.


247 See, e.g., Bandwidth Comments at 17-18 (asserting that “[p]ermitting non-carriers direct access without clear 
rules would be at cross purposes with the Commission’s efforts to improve call completion rates and would lead to 
widespread misrouting and call completion issues”).


248 See, e.g., Intelepeer Comments at 5-6 (asserting that a partition for VoIP numbers should be created in the NPAC, 
the LERG, and the Business Integrated Rating/Routing Database System (BIRRDS) for a non-geographic 
numbering plan, similar to the partition established for wireless numbers which are not subject to geographic 
limitations, and that the database providers should expand their fields to allow VoIP providers to use their IP 
addresses used to transmit IP voice traffic); Hypercube Comments at 12-13 (asserting that all non-carrier 
interconnected VoIP providers with direct access should be required to maintain an alternative LEC routing of “last 
resort” with their switches homed to a LERG-listed LEC tandem, as a default routing option).


249 See, e.g., Bandwidth Comments at 13-14.


250 Intelepeer Comments at 4; see also SmartEdgeNet Comments at 21; AT&T Comments at 27; Vonage Reply at 22 
(asserting that requiring calls to be routed through a carrier partner notwithstanding the actual arrangement 
established by an interconnected VoIP provider would create roadblocks for the IP transition and undermine the 
entire purpose of this proceeding for no benefit).


251 Direct Access Trial Report, 29 FCC Rcd at 936, para. 24; see also Vonage Trial Report Comments at 4 
(explaining that during and since the trial, Vonage routed calls successfully).


252 See id. at 932, para. 14; Letter from Brita D. Strandberg and Kristine Laudadio Devine, Counsel to Vonage 
Holdings Corp., to Marlene H. Dortch, Secretary, FCC, WC Docket No. 13-97 et al., at 5 (filed Dec. 19. 2014) 
(Vonage Dec. 19, 2014 Ex Parte Letter); Telcordia Comments at 2-5.
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partner.253  We expect that interconnected VoIP providers will continue to route traffic consistent with 
existing guidelines and practices.254


71. We observe that in January 2014, the Commission initiated a proceeding inviting 
interested providers to submit detailed proposals to test real-world applications of planned changes in 
technology that are likely to have tangible effects on consumers.255  These voluntary service-based 
experiments will examine the impacts of replacing existing customer services with IP-based alternatives 
in discrete geographic areas or ways.256  As part of this proceeding and subsequent experiments, the 
Commission will evaluate any issues that may arise with call routing.257  In addition, the Commission 
held a workshop to facilitate the design and development of a Numbering Testbed to enable research into 
numbering in an all-IP network in March 2014.258  Thus, given the Commission’s ongoing examination of 
issues relating to the transition to IP-based networks, including call routing issues,259 we conclude that the 
Commission’s open proceedings addressing systematic reform are the most appropriate venue to address 
any call routing concerns stemming from interconnected VoIP providers obtaining numbers directly from 
the Numbering Administrators.  However, as underscored in Commission orders, any call delivery 
failures have significant public interest ramifications.260  Therefore, the Commission stands ready to 
address any problems associated with interconnected VoIP providers’ direct access to numbers that 
negatively affect the integrity of routing and call delivery processes. 


                                                     
253 See Neustar Comments at 16; Telcordia Comments at 3-4.


254 See, e.g., Telcordia Comments at 4-5 (“[A]s long as VoIP providers, like all other carriers with access to 
numbering resources, ensure that their numbering and routing data is accurately input and timely updated in existing 
industry databases, call routing and tracking should not be a problem.”); NTCA Reply at 5; XO Reply at 8; Vonage 
Reply at 2 (stating that the Commission should ensure that VoIP providers are subject to the same routing 
requirements as carriers and need not adopt unusual or unnecessary routing schemes).


255 See Technology Transitions Order, 29 FCC Rcd 1433.


256 Id. at 1436, para. 5.


257 Id. at 1530, App. B, para. 43.


258 See FCC Chief Technologist to Host Numbering Testbed Workshop, WC Docket No. 13-97, Public Notice, 29 
FCC Rcd 2115 (Feb. 28, 2014); Technology Transitions Order, 29 FCC Rcd at 1483, para. 152 (delegating authority 
to “facilitate the development of a telephony numbering testbed for collaborative, multi-stakeholder research and 
exploration of technical options and opportunities for telephone numbering in an all-IP network”).  The Numbering 
Testbed will operate under the auspices of the NANC, which will provide a report to the Commission describing the 
testbed activities and making recommendations.  See id. at para. 168 (encouraging the Chief Technology Officer  to 
collaborate with experts within the Commission, the NANC, and other Commission advisory committees, industry 
standards organizations, academic institutions, and others with numbering management expertise).


259 See Rural Call Completion Order and NPRM, 28 FCC Rcd 16154 (requiring certain collection and reporting data 
on how successfully calls are being delivered, especially to rural areas; prohibiting false audible ringing; and seeking 
comment on additional reforms pertaining to autodialer traffic, intermediate providers, and on other safe harbor 
options and reporting requirements); USF/ICC Transformation Order, 26 FCC Rcd at 17890-904, paras. 702-35 
(adopting new rules in part to address phantom traffic and re-emphasizing the Commission’s longstanding 
prohibition on call blocking).


260 See Rural Call Completion Order and NPRM, 28 FCC Rcd at 16154, para. 1 (stating such failures include 
“causing rural businesses to lose customers, cutting families off from their relatives in rural areas, and creating 
potential for dangerous delays in public safety communications in rural areas,” requiring certain collection and 
reporting data on how successfully calls are being delivered, especially to rural areas); see also Developing a 
Unified Intercarrier Compensation Regime, Establishing Just and Reasonable Rates for Local Exchange Carriers,
CC Docket No. 01-92, WC Docket No. 07-135, Declaratory Ruling, 27 FCC Rcd 1351, 1356, para. 12 n.37 
(Wireline Comp. Bur. 2012) (2012 Call Completion Declaratory Ruling).
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6. Transitioning to Direct Access


72. In the Direct Access NPRM, the Commission recognized that allowing direct access to 
numbers by entities lacking state certification could affect existing revenue streams for companies that 
currently provide wholesale services to interconnected VoIP providers.261  The Commission also 
recognized that transferring numbers from one provider to another could potentially present logistical 
challenges, at least if the volume of numbers to be transferred in a rate center is large.262  The 
Commission therefore sought comment on whether any adopted changes should be made on a gradual or 
phased-in basis and, if so, what would be appropriate timeframes and limits for a graduated transition.263  
In addition, the Commission sought comment on other steps it should take to ensure that any transition to 
direct access to numbers by interconnected VoIP providers occurs without unnecessary disruption to 
consumers or the industry.264  


73.   Few commenters addressed this issue or advocated that the rules should provide for a 
graduated or staged-in implementation.265  Level 3, expressing concerns about the orderliness and timeline 
of the transition and possible logistical challenges of transferring large volume of numbers, urged that the 
rules not take effect until at least 90 days after adoption.266 Intelepeer contended that the rules could be 
implemented within 18 months after issuance of the NPRM, and within six months after the trial ended.267


74. After analyzing the record and lessons learned from the Direct Access Trial, we conclude 
that we need not phase in the rule changes that allow interconnected VoIP providers to obtain numbers 
directly from the Numbering Administrators.  The industry has had ample opportunity to prepare for this 
change.  The Direct Access NPRM was issued in April 2013 and the Direct Access Trial concluded more 
than a year ago.268 The Numbering Administrators and the industry will have even more time to 
transition to the new numbering regime, since interconnected VoIP providers must still apply for,269 and 
obtain, Commission authorization after this Order is adopted.270  With regard to possible logistical issues 
in that transition, the Direct Access Trial gave the Numbering Administrators and participants an 
opportunity to test the technical feasibility of providing interconnected VoIP providers direct access to 
numbering resources.  Finally, because interconnected VoIP providers may not request more numbers 
than they are able to use (due to our utilization requirements), and because our porting rules provide 


                                                     
261 Direct Access NPRM, 28 FCC Rcd at 5870, para. 65.


262 Id.


263 Id.


264 Id.


265 But see Bandwidth Comments at 21 (asserting that “it is reasonable to allow the industry to adjust to a new 
regulatory paradigm by ensuring a gradual transition that is operationally managed according to Commission 
established volume and time limits”).


266 See Level 3 Comments at 10.


267 See Intelepeer Comments at 7-9.


268 See Level 3 Comments at 10 (stating that any rule change to expand access to telephone numbers to non-carriers 
should be done in a way that permits an orderly transition and timeline for business planning purposes).


269 We note that once the rules adopted in this Report and Order become effective, the waiver granted to SBCIS will 
expire and SBCIS must comply with the newly adopted rules in order to obtain direct access to numbers.   See 
SBCIS Waiver Order, 20 FCC Rcd at 2963, para. 11 (“We grant the waiver until the Commission adopts final 
numbering rules regarding IP-enabled services.”).  In addition, those interconnected VoIP providers that participated 
in the Direct Access Trial must comply with the rules and processes set forth in this Report and Order, once 
effective, in order to obtain additional numbers.   


270 In addition, because the Commission is requiring that interconnected VoIP providers file an application for 
authorization before they can obtain numbers directly from the Numbering Administrators, the Commission must 
comply with the requirements of the Paperwork Reduction Act before the authorization process becomes effective.   
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additional time to accommodate requests for complex ports,271 we expect that the Numbering 
Administrators’ will be able to handle number requests from interconnected VoIP providers without the 
need for a slowed or graduated implementation. 


C. Scope of Commission’s Decision


75. In the Direct Access NPRM, the Commission proposed to allow interconnected VoIP 
providers to obtain direct access to numbers and sought comment on whether it should expand direct 
access to numbers to other types of entities that use numbers indirectly.272  In particular, the Commission 
sought comment on whether it should expand access to numbers to all VoIP providers (interconnected 
and one-way) and on the types of services and applications that use numbers today, and that are likely to 
do so in the future.273


76. Our decision today applies solely to interconnected VoIP providers.274  We find that 
permitting interconnected VoIP providers to request and receive numbers directly from the Numbering 
Administrators is, in itself, a significant step that has the potential to benefit a large number of 
consumers.275  According to the 2014 FCC Local Competition Report, the number of residential 
interconnected VoIP subscribers increased from 19.7 million subscribers in December 2008 to 37.7 
million subscribers in December 2013.276  As the transition from legacy circuit-switched to broadband 


                                                     
271 Compare 47 C.F.R. § 52.35(a) (establishing one business day porting interval for simple ports) with 47 C.F.R. § 
52.35(d) (establishing a four business day porting interval for non-simple ports).  We observe also that the NANC 
has adopted a “Best Practice” that permits longer intervals for port requests involving more than 50 numbers.  See 
Comment Sought on North American Numbering Council Proposal for Standardized Minimum Thresholds for Non-
Simple Ports and “Projects,” WC Docket No. 07-244, CC Docket No. 95-116, Public Notice, 26 FCC Rcd 13026 
(Wireline Comp. Bur. 2011).


272 Direct Access NPRM, 28 FCC Rcd at 5872-73, para. 70-71. The Commission observed that an increasingly wide 
array of services and applications, such as home security systems and programmable appliances, rely on telephone 
numbers.  Id.


273 Id. at 5873, para. 71.


274 As defined in section 9.3 of the Commission’s rules, interconnected VoIP providers are providers of a service 
that (1) enables real-time, two-way voice communications, (2) requires a broadband connection from the user’s 
location, (3) requires Internet protocol-compatible customer premises equipment, and (4) permits users generally to 
receive calls that originate on the public switched telephone network and to terminate calls to the public switched 
telephone network.  47 C.F.R. § 9.3.  Our decision today does not apply to providers of other forms of VoIP service, 
including non-interconnected VoIP service, as defined under the Commission’s rules for Telecommunications Relay 
Service.  See 47 C.F.R. § 64.601(a)(15).  We conclude that interconnected VoIP providers are more likely than other 
VoIP providers to need direct access to numbers simply because they are more likely to be used by consumers as 
replacements for “plain old telephone service” —POTS— and because outbound-only VoIP does not require 
telephone numbers.  See, e.g., Brandon Widder, How Skype Works:  What’s Behind the Premiere Online Calling 
Service (Sept. 25, 2013), http://www.digitaltrends.com/web/how-does-skype-work/ (noting that Skype, which allows 
online video calling, instant messaging, and mobile chat, can be used simply with software, a microphone and 
camera, and an active Internet connection).  We note as well that in all of the comments and replies received in 
response to the Direct Access NPRM, only one commenter mentioned non-interconnected or one-way VoIP 
providers.  See VON Comments at 8 (calling for non-interconnected or one-way VoIP providers to have direct 
access to numbers, should they choose to do so).  Given the dearth of comments in the record regarding providers of 
VoIP services that are not interconnected VoIP, we find it reasonable to conclude that such providers’ need for 
direct access to numbers does not rise to the level of their interconnected counterparts.  For these reasons, we limit 
the scope of today’s decision to interconnected VoIP providers.  


275 See supra Section III.A.


276 See Local Telephone Competition Report at 14, Tbl. 3; 2015 Broadband Progress Report, 30 FCC Rcd at 1393, 
para 26.
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networks and IP-based connections for voice progresses, we expect Americans’ reliance on VoIP service 
to increase.277


77. While the Commission may consider permitting other types of entities to obtain numbers 
directly from the Numbering Administrators in the future, we decline to do so now.  The bulk of the 
record focuses on the benefits and risks associated with extending direct access to numbers to 
interconnected VoIP providers.  In addition, the technical trial was limited to interconnected VoIP 
providers.  We thus find that we have sufficient information to establish appropriate terms and conditions 
for interconnected VoIP providers in light of the record and the trial.  However, other types of entities 
might warrant different conditions for obtaining numbers, and we lack an adequate record on what such 
conditions should be.  Thus, we reject proposals to expand direct access to numbers to entities other than 
interconnected VoIP providers at this time.278  


D. Legal Authority to Extend Numbering Requirements to Interconnected VoIP 
Providers that Choose Direct Access


78. Section 251(e)(1) of the Act, which was enacted by the Telecommunications Act of 1996 
(1996 Act), gives the Commission “exclusive jurisdiction” over that portion of the North American 
Numbering Plan (NANP) that pertains to the United States, and provides that such numbers must be 
“available on an equitable basis.”279  The Commission retains “authority to set policy with respect to all 
facets of numbering administration in the United States.”280  The Commission has concluded that its 
numbering authority allows it to extend numbering-related requirements to interconnected VoIP providers 
that utilize telephone numbers.281  Nothing in section 251(e)(1) limits access to numbers to 
“telecommunications carriers” or “telecommunications services,” and thus in defining the underlying 
policies regarding access to and use of numbers, we conclude that we can provide such access directly to 
interconnected VoIP providers, without regard to whether they are carriers.  Moreover, the obligation to 
ensure that numbers are available on an equitable basis is reasonably understood to include not only how 
numbers are made available but to whom, and on what terms and conditions.  Thus, we conclude that the 
Commission has authority under section 251(e)(1) to extend to interconnected VoIP providers both the 
rights and obligations associated with using telephone numbers.  


79. Some commenters assert that the Commission must classify interconnected VoIP 
providers as telecommunications carriers in order to authorize them access numbers directly from the 


                                                     
277 2015 Broadband Progress Report, 30 FCC Rcd at 1393, para 26.


278 See, e.g., Flowroute Comments at 6; VON Comments at 8; AT&T Comments at 30 (supporting expansions as 
long as the numbers are used consistent with the principle of universal connectivity); Level 3 Comments at 2 
(asserting that the Commission should also provide access to numbers for “inbound only” services, as such service 
can be used as a fundamental building block for providing interconnected VoIP service).


279 47 U.S.C. § 251(e)(1).  


280 Implementation of the Local Competition Provisions of the Telecommunications Act of 1996, Interconnection 
Between Local Exchange Carriers and Commercial Mobile Radio Service Providers, Area Code Relief Plan for 
Dallas and Houston, Ordered by the Public Utility Commission of Texas, Administration of the North American 
Numbering Plan, Proposed 708 Relief Plan and 630 Numbering Plan Area Code by Ameritech-Illinois, CC Docket 
Nos. 96-98, 95-185, and 92-237, NSD File No. 96-8, IAD File No. 94-102, Second Report and Order and
Memorandum Opinion and Order, 11 FCC Rcd 19392, 19512, para. 271 (1996) (explaining that by retaining 
exclusive jurisdiction over numbering policy the Commission preserves its ability to act flexibly and expeditiously).


281 See VoIP 911 Order, 20 FCC Rcd at 10265, para. 33 (relying on the Commission’s authority over U.S. NANP 
numbers, particularly Congress’ direction to use that authority regarding 911, to impose 911 obligations on 
interconnected VoIP providers, given interconnected VoIP providers’ use of NANP numbers to provide service); 
VoIP LNP Order, 20 FCC Rcd at 10243, para. 22 (extending LNP requirements to interconnected VoIP providers on 
the basis of section 251(e)(1) authority); see also Vonage Comments at 9-10; Shockey Comments at 15; 
SmartEdgeNet Reply at 6-7.
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Numbering Administrators, asserting that to do otherwise would allow interconnected VoIP providers the 
benefits of Title II classification without actually classifying interconnected VoIP providers as Title II 
telecommunications carriers and subjecting them to all of the requirements to which competing 
telecommunications carriers are subject.282  NARUC and Bandwidth assert that the Commission lacks 
authority to extend the benefits and obligations of number portability to providers that are not 
telecommunications carriers and do not offer telecommunications services.283  They assert that the 
authority granted to the Commission in section 251(e)(1) of the Act over “those portions of the North 
American Numbering Plan that pertain to the United States” must be read in conjunction with section 
251(e)(2), which requires that the costs of both number administration and number portability be borne by 
“all telecommunications carriers.”284  NARUC and Bandwidth assert that the broader power to administer 
numbers cannot be applied in a way that conflicts directly with the more specific requirements and duties 
specified in sections 251(b), 251(e), 153(37), and 153(51), and in particular, the number portability 
obligations in the Act that apply to telecommunications carriers.285  


80. We disagree.  Nothing in section 251(e) restricts the Commission’s jurisdiction to 
telecommunications carriers.  In contrast, sections 251(a)-(c) pertain expressly to telecommunications 
carriers, local exchange carriers, and incumbent local exchange carriers, respectively.  It is a well-
understood rule of statutory construction that, when Congress includes a term in one portion of the statute 
but not another, it did so intentionally.286  Congress’s limitation in sections 251(a) through (c) shows that 
where—in the same statutory section—Congress wanted to limit certain rights or obligations just to 
telecommunications carriers or telecommunications services, it knew how to do so.  The absence of any 
such express limitation in section 251(e)(1) supports our finding that Congress did not intend to limit the 
Commission’s flexibility to extend direct access to numbers to non-carrier interconnected VoIP providers.  


81. Further, we do not find that extending direct access to numbers to interconnected VoIP 
providers conflicts with the specific provisions to which commenters cite. In particular, 
telecommunications carriers (and more particularly, their end-user customers) generally benefit from the 
telephone network, including not only the ability of the carriers’ end-user customers to receive calls 
placed to the telephone numbers assigned to them, but also their ability to place calls to numbers assigned 
to other end users, whether those end users are customers of traditional voice telecommunications carriers 
or interconnected VoIP providers.287  Thus, authorizing interconnected VoIP providers to obtain numbers 
directly from the Numbering Administrators under section 251(e) does not conflict with the fact that 
recovery of the costs of numbering administration is focused on telecommunications carriers under 
                                                     
282 See COMPTEL Comments at 7-9; California PUC Comments at 7-9.  The Commission has not classified
interconnected VoIP services as either telecommunications services or information services, and the issue remains 
pending before the Commission.


283 NARUC Trial Report Comments at 6-8; Bandwidth Trial Report Comments at 5.


284 NARUC Trial Report Comments at 10; Bandwidth Trial Report Comments at 6.


285 NARUC Trial Report Comments at 10; Bandwidth Trial Report Comments at 6-7.  See 47 U.S.C. §§ 251(b)(2); 
251(e)(2), 153(37) (“The term ‘number portability’ means the ability of users of telecommunications services to 
retain, at the same location, existing telecommunications numbers without impairment of quality, reliability, or 
convenience when switching from one telecommunications carrier to another.”); 153(51) (The term 
‘telecommunications carrier’ means any provider of telecommunications services, except that such term does not 
include aggregators of telecommunications services (as defined in section 226 of this title).”).


286 See Brown v. Gardner, 513 U.S. 115, 120 (1994) (“‘[W]here Congress includes particular language in one 
section of a statute but omits it in another section of the same Act, it is generally presumed that Congress acts 
intentionally and purposely in the disparate inclusion or exclusion.’”) (quoting Russello v. United States, 464 U.S. 
16, 23 (1993)).


287 See, e.g., USF/ICC Transformation Order, 26 FCC Rcd at 17907, para. 744 (citing “analyses [that] have 
recognized that both parties generally benefit from participating in a call” as part of the rationale for intercarrier 
compensation reforms adopted there).
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section 251(e)(2).288  Further, as the Commission found in the VoIP LNP Order, the language in section 
251(e)(2), which phrases the obligation to contribute to the costs of numbering administration as applying 
to “all telecommunications carriers,” reflects Congress’s intent to ensure that no telecommunications 
carriers were omitted from the contribution obligation, and does not preclude the Commission from 
exercising its authority to require other providers of comparable services to make such contributions.289  


82. Nor does authorizing direct access to numbers for interconnected VoIP providers under 
section 251(e) conflict with the fact that section 251(b)(2) addresses LECs’ obligation to allow customers 
to port numbers when switching from one telecommunications carrier to another.290  We believe that 
section 251(b)(2) is reasonably understood simply as reflecting a requirement that Congress anticipated as 
necessary to promote competition in local markets, rather than reflecting any inherent Congressional 
judgment regarding the universe of entities that might have direct access to telephone numbers.291  And in 
any case, the Commission has required service providers that have not been found to be LECs, but that 
are expected to compete against LECs, to comply with the LNP obligations set forth in section 
251(b)(2).292  Thus, because we conclude that the Commission has authority under section 251(e)(1) to 
extend the numbering requirements discussed above to interconnected VoIP providers, we find it 
unnecessary to first determine the classification of interconnected VoIP service, and decline to do so here.  


E. Enabling Direct Access to p-ANI Codes for VoIP Positioning Center Providers


83. Under the Commission’s rules, applicants for p-ANI codes, like applicants for numbers, 
must provide evidence that they are authorized to provide service in the area in which they are requesting 
codes.293 As discussed above, telecommunications carriers are typically required to provide either (1) a 
Commission license or (2) a CPCN issued by a state regulatory commission in order to obtain numbers 
from the Numbering Administrators.  However, in October 2008, as part of its implementation of the 
NET 911 Act,294 the Commission granted interconnected VoIP providers the right to obtain p-ANI codes 
without such authorization, for the purpose of providing E911 services.295 The Commission did not, in 
that Order, extend this right to VPC providers; it sought comment on this issue instead in the Direct 
                                                     
288 See, e.g., TOPUC v. FCC, 183 F.3d 393, 427-30 (5th Cir. 1999) (upholding Commission universal service 
contribution requirements on paging carriers against APA challenges, as well as various Constitutional challenges, 
because paging carriers benefit from the networks that universal service funds support); cf. Rural Cellular Ass’n v. 
FCC, 685 F.3d 1083, 1090-91 (D.C. Cir. 2012) (citing TOPUC v. FCC and rejecting Constitutional challenges to the 
Commission’s universal service contributions requirements in part because the contributors benefit from the 
supported networks).


289 See VoIP LNP Order, 20 FCC Rcd at 10247, para. 28 (“Thus, the language does not circumscribe the class of 
carriers that may be required to support numbering administration.”).


290 See 47 U.S.C. § 251(b)(2) (imposing number portability obligations on LECs); id § 153(37) (defining “number 
portability”).


291 See, e.g., Telephone Number Portability, CC Docket No. 95-116, Third Report and Order, 13 FCC Rcd 11701, 
11702-703, para. 3 (1998) (explaining that “Congress recognized that the inability of customers to retain their 
telephone numbers when changing local service providers hampers the development of local competition” and that 
“[t]o address this concern, Congress added section 251(b)(2) to the 1934 Act”).


292 See VoIP LNP Order, 20 FCC Rcd at 10241, para. 19; Telephone Number Portability, CC Docket No. 95-116, 
RM 8535, First Report and Order and Further Notice of Proposed Rulemaking, 11 FCC Rcd 8352, 8431-32, para. 
153 (1996) (extending LNP obligations to CMRS providers under section 1, 2, 4(i), and 332 of the Act); see also 47 
U.S.C. § 251(b)(2) (imposing the duty to provide number portability on local exchange carriers).


293 See App. B, Final Rules; 47 C.F.R. § 52.15(g)(2).


294 See New and Emerging Technologies 911 Improvement Act of 2008, Pub. L. No. 110-283, 122 Stat. 2620 (2008) 
(NET 911 Act).


295 Implementation of the NET 911 Improvement Act of 2008, WC Docket No. 08-171, Report and Order, 23 FCC 
Rcd 15884, 15892-97, paras. 21-29 (2008) (NET 911 Order).
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Access NPRM.296  Specifically, the Commission sought comment on whether allowing VPC providers 
access to p-ANI codes would enhance public safety by further ensuring that emergency calls are properly 
routed to trained responders of the PSAPs, and whether there are any unique technical characteristics of 
p-ANI codes that make them different from the numbers currently included in section 52.15(g)(2)(i).297


The Commission also sought comment on whether permitting VPCs direct access to p-ANI codes would 
encourage the continued growth of interconnected VoIP services.298  At the same time, the Commission 
granted Telecommunication Systems, Inc. (TCS), a VPC provider, a limited waiver of section 
52.15(g)(2)(i) of the Commission’s rules so that it could obtain p-ANI codes in South Carolina and in 
other states where it could not obtain state certification to show that it was authorized to provide 
service.299  The Commission limited the scope and duration of the waiver to such time as it addresses 
whether section 52.15(g)(2)(i) should be modified to allow all providers of VPC service to directly obtain 
p-ANI codes.   


84. As we discuss below, and based upon the record, we find that public safety and efficient 
p-ANI administration considerations necessitate a revision of our rules to permit VPC providers to obtain 
direct access to p-ANI codes for use in the delivery of E911 services in those states where VPC providers 
cannot obtain certification.300  We disagree with TCS’s assertions that requiring VPC providers to obtain 
state certifications serves no purpose,301 and that state certification procedures are simply not designed to 
determine the suitability of a VPC that typically does not provide retail service and over whom the state 
commissions have little or no jurisdiction.302  Rather, we agree with Intrado and recognize the importance 
of state commissions in certifying and regulating 911 service providers.303 As such, we decline to adopt
TCS’s proposals to waive the authorization requirement in section 52.15(g)(2)(i) in states that do offer 
certification, or to provide a national authorization for VPCs.304  Instead, we revise our rules to permit 


                                                     
296 As the Commission explained, VPC providers typically work with interconnected VoIP providers to provide 
E911 access to customers.  Direct Access NPRM, 28 FCC Rcd at 5874, para. 76.  When an interconnected VoIP 
customer makes a 911 call, the interconnected VoIP provider’s softswitch or call controller sends a query to the 
VPC, asking for information as to where to route the 911 call.  The VPC responds with call routing instructions for 
the softswitch and a ten-digit p-ANI code, selected from a pool of numbers, for the appropriate PSAP.  The 
softswitch or call controller does not itself use the p-ANI code for routing, but instead forwards it to various other 
elements of the E911 system, such as the Selective Router, where it is used for proper routing of the call and 
determining the caller’s location for the PSAP.


297 Direct Access NPRM, 28 FCC Rcd 5875, para. 79; see also supra note 6.


298 Id.


299 The waiver permitted TCS to show that it could not obtain state certification by demonstrating that the state does 
not certify VPC providers.  Id. at 5886, para. 114.  


300 See, e.g., Intrado Comments at 4 (acknowledging that there may be instances where state certification is not 
permitted or otherwise not appropriate and in those instances, agreeing that the Commission may be needed as a 
“regulatory ‘backstop’ to ensure that there is no jurisdictional gap between the exercise of federal and state 
authority”).  


301 See TCS Comments at 4 (arguing that state certification is a burdensome and costly process, and typically does 
not focus on issues of relevance with regard to whether an entity should be eligible to provide VPC service).  TCS 
indicates that in order to maintain its state certifications, it must make approximately 490 monthly and annual state 
level reports, and pay annual fees in all of its jurisdiction.  Id. at 7. 


302 Id. at 4-5.


303 See Intrado Reply at 3-4 (pointing to the importance of state commissions in certifying and regulating 911 service 
providers, bringing together a knowledge of state-specific needs and the ability to ensure reliable service, and 
arguing that state commissions should retain the primary responsibility for evaluating and certifying VPCs to receive 
access to number resources used to complete 911 calls). 


304 As such, we deny TCS’s Petition for Waiver of our rules.
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VPC’s to request p-ANI codes from the RNA for public safety purposes in states where a provider of 
VPC service can demonstrate that it cannot obtain state certification because the state does not certify 
providers of VPC service.  


85. Public interest considerations necessitate this modification of our rules.305  The record 
demonstrates that the inability to obtain p-ANI codes to provide VPC services may disrupt E911 
service.306 As TCS explains, it supports approximately 50 percent of all U.S. wireless E911 calls, serving
over 140 million wireless and IP-enabled devices.307  One of the main purposes of its VPC service is to 
provide call routing instructions to the VoIP service provider’s softswitch so that E911 calls can be routed 
to the appropriate PSAP.308  P-ANI codes provide the means for that communication.309  TCS asserts that 
after extensive and expensive testing of each p-ANI code by the VPC provider, the code is assigned to a 
unique PSAP.310  The VPC provider then tests these p-ANI codes with a gateway service provider to make 
sure that the codes route to the proper PSAP.311  TCS further explains that it obtains p-ANI codes from a 
fixed pool that is shared by multiple VPC softswitches.312  Approximately ten p-ANI codes are assigned 
per PSAP.  Once tested, these codes can be used simultaneously by multiple service providers.313  TCS 
argues that if it were unable to obtain its own p-ANI codes, nomadic VoIP providers would have to 
obtain, test, manage, and deploy their own p-ANI codes, requiring each PSAP to test p-ANI codes, at 
considerable time and expense, with “dozens (or hundreds)” of nomadic interconnected VoIP service 


                                                     
305 See 47 U.S.C. § 251(e)(1) (granting the Commission authority over that portion of the NANP that pertains to the 
United States); see also Implementation of the Local Competition Provisions of the Telecommunications Act of 
1996; Interconnection Between Local Exchange Carriers and Commercial Mobile Radio Service Providers; Area 
Code Relief Plan for Dallas and Houston, Ordered by the Public Utility Commission of Texas; Administration of the 
North American Numbering Plan; Proposed 708 Relief Plan and 630 Numbering Plan Area Code by Ameritech-
Illinois, CC Docket Nos. 96-98, 95-185, and 92-237, NSD File No. 96-8, IAD File No. 94-102, Second Report and 
Order and Memorandum Opinion and Order, 11 FCC Rcd 19392, 19512, para. 271 (1996) (retaining Commission 
authority to set policy with respect to all facets of numbering administration in the United States).  We observe that 
permitting VPC providers to obtain direct access to p-ANI codes for use in the delivery of E911 services in those 
states where VPC providers cannot obtain state certification is also consistent with our statutory directive to promote 
“safety of life and property through the use of wire and radio communications.”  47 U.S.C. § 151.


306 See TCS Comments at 5-7 (explaining that failure to allow VPCs access to p-ANI codes would make it more 
difficult for TCS to provide E911 capabilities, which Commission regulations require it to provide to interconnected 
VoIP service providers on a reasonable basis); id. at 6 (explaining that allowing VPCs access to p-ANI codes would 
enhance public safety by further ensuring that emergency calls are properly routed to the appropriate PSAPs); see 
also Letter from H. Russell Frisby, Jr., Counsel for TeleCommunication Systems, Inc., to Marlene H. Dortch, 
Secretary, FCC, CC Docket No. 99-200 (filed May 11, 2009) (TCS May 11, 2009 Ex Parte Letter) (stating that 
“APCO International believes that if VPCs are forced to discontinue services to [VoIP Service Providers] VoIP 
consumers may be at risk when calling 9-1-1”).


307 TCS Comments at 2. 


308 TCS May 11, 2009 Ex Parte Letter at n.3. 


309 Id.  


310 Id.


311 Id. at n.8 (noting that the reality is that almost all VoIP providers lack the resources to acquire, test, and manage 
p-ANI codes and the associated PSAP relationship).  


312 Id. at n.3.


313 Id. TCS notes that although it is impossible to address the impact of VPCs on number conservation with 
complete precision, it calculates that a VPC could serve the entire country with less than 1% of the p-ANI resources 
required by VoIP providers to accomplish the same services.  Id. at 5.      
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providers that might never actually use the p-ANI codes assigned to them.314  This process, it predicts, 
would potentially exhaust the reservoir of assignable p-ANI codes315 and create disruption, confusion, and 
even danger to our E911 system.316  TCS asserts that allowing VPCs access to p-ANI codes would 
enhance public safety by ensuring that emergency calls are properly routed to the appropriate PSAPs,317


and help to encourage the continued growth of VoIP services by making it easier for small interconnected 
VoIP service providers to rely on VPCs.318   


86. We acknowledge TCS’s assertion that not providing a federal regulatory backstop in 
cases where state certification is unavailable runs counter to the public interest by making it more difficult 
for TCS to fulfill its regulatory obligations to provide E911 capabilities to interconnected VoIP service 
providers.319  Further, we agree that the alternative of continuing to require every small interconnected 
VoIP service provider to undertake the time and expense to secure p-ANIs themselves in states that do not 
certify VPCs is unnecessary and would only serve to hamper their operations.320  We concur with TCS 
that requiring interconnected VoIP providers to obtain p-ANI codes they might never use would be 
inefficient and would accelerate the exhaust of this valuable resource.  While we are skeptical  that 
“dozens (or even hundreds)” of individual VoIP service providers would individually undertake to deploy 
their own multi-jurisdictional, p-ANI-based positioning solutions, we do recognize the economies of scale 
and the efficient use of limited numbering resources that result when a VPC’s pool of p-ANIs is shared 
among multiple VoIP service providers. 


87. We decline to establish a separate Commission certification process to allow VPC 
providers direct access to p-ANI codes where states do not offer their own certification process for VPCs, 
as suggested by Intrado.321  TCS’s comments reflect that, at the time of filing, it had obtained certification 
in 40 states.322  To date, we have not received additional requests from TCS or any other VPC provider 
under the temporary waiver.  Therefore, we do not find that the benefits of establishing and requiring a 
separate certification process for VPCs outweigh the burdens of doing so at this time.  Further, we also 
observe that, as p-ANIs are “non-dialable” numbers with unique technical characteristics that make them 
different from the numbers currently included in section 52.15(g)(2), granting VPCs direct access to p-
ANI codes in states where certification is not available would not affect the pool of “dialable” numbers 
and would thus not affect number exhaust.323  Today’s modification to our rules—which allow a VPC 
provider unable to demonstrate authorization to provide service in a state to demonstrate instead that the 
state does not certify VPC providers in order to request p-ANI codes directly from the Numbering 
Administrators for purposes of providing E-911 service—is limited.  It only applies to circumstances in 
which a VPC provider demonstrates that it cannot obtain p-ANI codes in a particular state because the 
state does not certify VPC providers.  A VPC provider may make this showing, for example, by providing 


                                                     
314 Id. at 4.  TCS notes that most VoIP providers are too small to undertake the certification and testing efforts and 
without the ability to rely on VPCs, those providers might have to choose between limiting their operations and 
ignoring their statutory obligations.  Id. at 4-5.  


315 Id. at 4.


316 Id. at 5.


317 See TCS Comments at 6. 


318 Id. at 7.  


319 See id. at 5. 


320 See id. 


321 See Intrado Comments at 4-5 (proposing that the Commission convene a federal advisory committee to set the 
guidelines by which certifications would be granted).


322 See TCS Comments at 4.


323 See id. at 7. 
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the RNA with a denial from a state commission with the reason for the denial being that the state does not 
certify VPC providers, or a statement from the state commission or its general counsel that it does not 
certify VPC providers.  Unlike the limited waiver granted to TCS in the Direct Access NPRM, we require 
the VPC provider to make this showing directly to the RNA.  Upon such a showing to the RNA, the VPC 
provider may obtain p-ANI codes in that particular state.  


IV. PROCEDURAL MATTERS


A. Regulatory Flexibility Analysis


88. As required by the Regulatory Flexibility Act (RFA),324 an Initial Regulatory Flexibility 
Analysis (IRFA) was incorporated into the Direct Access NPRM.325  The Commission sought written 
public comment on the possible significant economic impact on small entities regarding the proposals 
addressed in the Direct Access NPRM, including comments on the IRFA.  Pursuant to the RFA, a Final 
Regulatory Flexibility Analysis is set forth in Appendix C.


B. Paperwork Reduction Act of 1995 Analysis


89. This document contains new information collection requirements subject to the 
Paperwork Reduction Act of 1995 (PRA), Public Law 104-13. It will be submitted to the Office of 
Management and Budget (OMB) for review under section 3507(d) of the PRA.  OMB, the general public, 
and other federal agencies are invited to comment on the new information collection requirements 
contained in this proceeding.  In addition, we note that pursuant to the Small Business Paperwork Relief 
Act of 2002, Public Law 107-198, see 44 U.S.C. 3506(c)(4), we previously sought specific comment on 
how the Commission might further reduce the information collection burden for small business concerns 
with fewer than 25 employees.


90. In this document, we establish a process to authorize interconnected VoIP providers to 
obtain telephone numbers directly from the Numbering Administrators, rather than through carrier 
affiliates or partners.  We have assessed the effects of these rules and find that any burden on small 
businesses and other small entities will be minimal because the decision to apply for Commission 
authorization to obtain numbers directly from the Numbering Administrators is strictly voluntary.  
Interconnected VoIP providers, including small businesses, may continue to obtain numbers through 
numbering partners.  Moreover, the Commission has attempted to ease the administrative burden on small 
entities that do decide to submit Numbering Authorization Applications by streamlining the application 
process as much as possible, including the establishment of a module within the Electronic Comment 
Filing System that facilitates filing of applications electronically.


C. Congressional Review Act


91. The Commission will send a copy of this Report and Order to Congress and the 
Government Accountability Office pursuant to the Congressional Review Act, see 5 U.S.C. 
§ 801(a)(1)(A).


D. Accessible Formats


92. To request materials in accessible formats for people with disabilities (braille, large print, 
electronic files, audio format), send an e-mail to fcc504@fcc.gov or call the Consumer & Governmental 
Affairs Bureau at 202-418-0530 (voice), 202-418-0432 (tty).  


V. ORDERING CLAUSES


93. Accordingly, IT IS ORDERED that pursuant to Sections 1, 3, 4, 201-205, 251, and 303(r) 
of the Communications Act of 1934, as amended, 47 U.S.C. §§ 151, 153, 154, 201-205, 251, 303(r), the 


                                                     
324 See 5 U.S.C. § 603.


325 Direct Access NPRM, 28 FCC Rcd at 5897-915, Appx. B.
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Report and Order hereby IS ADOPTED and Part 52 of the Commission’s Rules, 47 C.F.R. Part 52, IS 
AMENDED as set forth in Appendix B.  The Report and Order shall become effective 30 days after 
publication in the Federal Register, except for 47 C.F.R. §§ 52.15(g)(2)-(g)(3), as amended in Appendix 
B, which shall become effective upon announcement in the Federal Register of OMB approval and an 
effective date of those rules.    


94. IT IS FURTHER ORDERED that, pursuant to the authority contained in sections 1, 3, 4, 
201-205, 251, and 303(r) of the Communications Act of 1934, as amended, 47 U.S.C. §§ 151, 153, 154, 
201-205, 251, 303(r), the Petition of TeleCommunication Systems, Inc. and HBF Group, Inc. for Waiver 
of Part 52 of the Commission’s Rules, filed February 20, 2007 in CC Docket No. 99-200, and the Petition 
of Vixxi Solutions, Inc. for Limited Waiver of Number Access Restrictions, filed September 8, 2008 in 
CC Docket No. 99-200 ARE DENIED to the extent set forth herein, effective upon release. 


95. IT IS FURTHER ORDERED that pursuant to the authority contained in sections 1, 3, 4, 
201-205, 251, and 303(r) of the Communications Act of 1934, as amended, 47 U.S.C. §§ 151, 153, 154, 
201-205, 251, 303(r), the Petitions for Limited Waiver of Section 52.15(g)(2)(i) of the Commission’s 
Rules Regarding Numbering Resources filed in CC Docket No. 99-200 by RNK Inc. on February 4, 2005; 
Nuvio Corporation on February 15, 2005; Dialpad Communications, Inc. on March 1, 2005; UniPoint 
Enhanced Services d/b/a PointOne on March 2, 2005; VoEX, Inc. on March 4, 2005; Vonage Holdings 
Corp. on March 4, 2005; Qwest Communications Corporation on March 29, 2005; CoreComm-Voyager, 
Inc. on April 22, 2005; Net2Phone Inc. on May 5, 2005; WilTel Communications, LLC on May 9, 2005; 
Constant Touch Communications on May 23, 2005; Frontier Communications of America, Inc. on 
August 29, 2006, SmartEdgeNet, LLC on March 6, 2012; Millicorp, LLC on March 14, 2012, and 
Bandwidth.com, Inc. on June 13, 2012 ARE DISMISSED AS MOOT, effective upon release.


96. IT IS FURTHER ORDERED that, pursuant to sections 1, 4(i), 4(j),  251, and 303(r) of 
the Communications Act of 1934, as amended, 47 U.S.C. §§ 151, 154(i)-(j), 251, 303(r), and sections 
52.11(b) and 52.25(d) of the Commission’s rules, 47 C.F.R. §§ 52.11(b), 52.25(d), the North American 
Numbering Council SHALL SUBMIT its recommendations to the Commission within 180 days of the 
release date of this Report and Order, as discussed in paragraph 60 of this Report and Order.


97. IT IS FURTHER ORDERED that the Commission’s Consumer and Governmental 
Affairs Bureau, Reference Information Center, SHALL SEND a copy of this Report and Order, including 
the Final Regulatory Flexibility Analysis, to the Chief Counsel for Advocacy of the Small Business 
Administration.


FEDERAL COMMUNICATIONS COMMISSION


Marlene H. Dortch
Secretary
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APPENDIX A


List of Commenters


Commenters
AT&T Services, Inc. (AT&T)
Bandwidth.com, Inc. (Bandwidth)
California Public Utilities Commission (California PUC)
CenturyLink
Comcast Corporation (Comcast)
COMPTEL
Flowroute LLC (Flowroute)
GVNW Consulting, Inc. (GVNW)
HyperCube Telecom, LLC (HyperCube)
Intelepeer, Inc. (Intelepeer)
Interisle Consulting Group LLC, Aero Communications LLC and Terra Nova Telecom
Level 3 Communications, LLC (Level 3)
Michigan Public Service Commission (Michigan PSC)
Neustar, Inc. (Neustar)
New Jersey Division of Rate Counsel
NTCA – The Rural Broadband Association (NTCA)
Pennsylvania Public Utility Commission (Pennsylvania PUC)
Public Service Commission of Wisconsin, The Oregon Public Utility Commission, the Idaho Public   


Utilities Commission, the Nebraska Public Service Commission and the Minnesota Department 
of Commerce (Joint State) 


Shockey Consulting
SmartEdgeNet, LLC (SmartEdgeNet)
Spencer Telecom, LLC (Spencer)
Telcordia Technologies, Inc. d/b/a iconectiv (Telcordia or iconectiv)
TeleCommunications Systems, Inc. (TCS)
Terra Nova Telecom, Inc. (Terra Nova)
Texas 9-1-1 Alliance, the Texas Commission of State Emergency Communications, and the Municipal 


Emergency Communication Districts Association (Texas 9-1-1 Entities)
Verizon and Verizon Wireless (Verizon)
Voice on the Net Coalition (VON)
Vonage Holdings Corp. (Vonage)


Reply Comments
Alliance for Telecommunications Industry Solutions (ATIS)
AT&T
Bandwidth.com
Comcast
COMPTEL
HyperCube
Intrado Inc. (Intrado)
Level 3
New Jersey Division of Rate Counsel and the National Association of State Utility Consumer Advocates
NTCA 
Pennsylvania PUC
SmartEdgeNet
Vonage
Washington Utilities and Transportation Commission (WUTC)
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Windstream Corporation (Windstream)
XO Communications, LLC (XO)
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APPENDIX B


Final Rules


PART 52 – NUMBERING


1. The authority citation for Part 52 continues to read as follows:


AUTHORITY: Sections 1, 2, 4, 5, 48 Stat. 1066, as amended; 47 U.S.C. § 151, 152, 154, 155 unless 
otherwise noted.  Interpret or apply secs. 3, 4, 201-05, 207-09, 218, 225-27, 251-52, 271 and 332, 48 Stat. 
1070, as amended, 1077; 47 U.S.C. 153, 154, 201-05, 207-09, 218, 225-27, 251-52, 271 and 332 unless 
otherwise noted.


Subpart A – Scope and Authority 


2. Amend Section 52.5 to add new paragraph (b), redesignate paragraphs (b) and (c) and paragraphs 
(c) and (d), redesignate paragraph (i) as paragraph (e), redesignate paragraphs (d)-(h) as paragraphs (f)-(j), 
and revise new paragraphs (b), (e), (i), and (j) to read as follows:


§ 52.5  Definitions


*****


(b)  Interconnected Voice over Internet Protocol (VoIP) service provider.  The term “interconnected VoIP 
service provider” is an entity that provides interconnected VoIP service, as that term is defined in 47 
U.S.C. § 153(25).


(c)  North American Numbering Council (NANC). ***


(d)  North American Numbering Plan (NANP). *** 


(e)  Service provider. The term “service provider” refers to a telecommunications carrier or other entity 
that receives numbering resources from the NANPA, a Pooling Administrator or a telecommunications 
carrier for the purpose of providing or establishing telecommunications service.  For the purposes of this 
part, the term “service provider” includes an interconnected VoIP service provider.


(f)  State.  ***


(g)  State Commission.  ***


(h)  Telecommunications.  ***


(i)  Telecommunications carrier or carrier.  A “telecommunications carrier” or “carrier” is any provider 
of telecommunications services, except that such term does not include aggregators of 
telecommunications services (as defined in 47 U.S.C. 226(a)(2)).  For the purposes of this part, the term 
“telecommunications carrier” or “carrier” includes an interconnected VoIP service provider.


(j) Telecommunications service. The term “telecommunications service” refers to the offering of 
telecommunications for a fee directly to the public, or to such classes of users as to be effectively 
available directly to the public, regardless of the facilities used.  For purposes of this part, the term 
“telecommunications service” includes interconnected VoIP service as that term is defined in 47 U.S.C. § 
153(25).
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Subpart B – Administration


3. Amend Section 52.15 to revise paragraphs (g)(1) and (g)(2), redesignate paragraphs (g)(3)-(g)(5) 
as paragraphs (g)(4)-(g)(6), and add new paragraph (g)(3) to read as follows:


§52.15  Central office code administration


* * * * *


(g) Applications for Numbering Resources.


(1)  General requirements.  An applicant for numbering resources must include in its application the 
applicant’s company name, company headquarters address, OCN, parent company’s OCN(s), and the 
primary type of business in which the numbering resources will be used.


(2) Initial numbering resources.  An applicant for initial numbering resources must include in its 
application evidence that the applicant is authorized to provide service in the area for which the 
numbering resources are requested; and that the applicant is or will be capable of providing service within 
sixty (60) days of the numbering resources activation date.  A provider of VoIP Positioning Center (VPC) 
services that is unable to demonstrate authorization to provide service in a state may instead demonstrate 
that the state does not certify VPC service providers in order to request pseudo-Automatic Numbering 
Identification (p-ANI) codes directly from the Numbering Administrators for purposes of providing 911 
and E-911 service.


(3) Commission authorization process.  A provider of interconnected VoIP service may show a 
Commission authorization obtained pursuant to this paragraph as evidence that it is authorized to provide 
service under paragraph (g)(2).     


(i) Contents of the application for interconnected VoIP provider numbering authorization.  An 
application for authorization must reference this section and must contain the following:


(A)  The applicant’s name, address, and telephone number, and contact information for 
personnel qualified to address issues relating to regulatory requirements, compliance with 
Commission’s rules, 911, and law enforcement; 


(B)  An acknowledgment that the authorization granted under this paragraph is subject to 
compliance with applicable Commission numbering rules; numbering authority delegated 
to the states; and industry guidelines and practices regarding numbering as applicable to 
telecommunications carriers;  


(C)  An acknowledgement that the applicant must file requests for numbers with the 
relevant state commission(s) at least 30 days before requesting numbers from the 
Numbering Administrators;


(D)  Proof that the applicant is or will be capable of providing service within sixty (60) 
days of the numbering resources activation date in accordance with paragraph (g)(2) of 
this section;


(E) Certification that the applicant complies with its Universal Service Fund contribution 
obligations under 47 C.F.R. Part 54, Subpart H, its Telecommunications Relay Service 
contribution obligations under 47 C.F.R. § 64.604(c)(5)(iii), its NANP and LNP 
administration contribution obligations under 47 C.F.R. §§ 52.17 and 52.32, its 
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obligations to pay regulatory fees under 47 C.F.R. § 1.1154, and its 911 obligations under 
47 C.F.R. Part 9; and


(F) Certification that the applicant possesses the financial, managerial, and technical 
expertise to provide reliable service.  This certification must include the name of 
applicant’s key management and technical personnel, such as the Chief Operating Officer 
and the Chief Technology Officer, or equivalent, and state that none of the identified 
personnel are being or have been investigated by the Federal Communications 
Commission or any law enforcement or regulatory agency for failure to comply with any 
law, rule, or order; and


(G) Certification pursuant to §§ 1.2001-.2002 of this chapter that no party to the 
application is subject to a denial of Federal benefits pursuant to section 5301 of the Anti-
Drug Abuse Act of 1988.  See 21 U.S.C. § 862.


(ii)  An applicant for Commission authorization under this section must file its application 
electronically through the “Submit a Non-Docketed Filing” module of the Commission’s 
Electronic Comment Filing System (ECFS).  Once the Commission reviews the application and 
assigns a docket number, the applicant must make all subsequent filings relating to its application 
in this docket.  Parties may file comments addressing an application for authorization no later 
than 15 days after the Commission releases a public notice stating that the application has been 
accepted for filing, unless the public notice specifies a different filing date.  


(iii)  An application under this section is deemed granted by the Commission on the 31st day after 
the Commission releases a public notice stating that the application has been accepted for filing, 
unless the Wireline Competition Bureau (Bureau) notifies the applicant that the grant will not be 
automatically effective.  The Bureau may halt this auto-grant process if (1) an applicant fails to 
respond promptly to Commission inquiries, (2) an application is associated with a non-routine 
request for waiver of the Commission’s rules, (3) timely-filed comments on the application raise 
public interest concerns that require further Commission review, or (4) the Bureau determines 
that the application requires further analysis to determine whether granting the application serves 
the public interest.  The Commission reserves the right to request additional information after its 
initial review of an application.    


(iv)  Conditions applicable to all interconnected VoIP provider numbering authorizations. An 
interconnected VoIP provider authorized to request numbering resources directly from the 
Numbering Administrators under this section must adhere to the following requirements: 


(A)  Maintain the accuracy of all contact information and certifications in its application.  
If any contact information or certification is no longer accurate, the provider must file a 
correction with the Commission and each applicable state within thirty (30) days of the 
change of contact information or certification.  The Commission may use the updated 
information or certification to determine whether a change in authorization status is 
warranted;


(B)  Comply with the applicable Commission numbering rules; numbering authority 
delegated to the states; and industry guidelines and practices regarding numbering as 
applicable to telecommunications carriers;  


(C)  File requests for numbers with the relevant state commission(s) at least thirty (30) 
days before requesting numbers from the Numbering Administrators;
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(D)  Provide accurate regulatory and numbering contact information to each state 
commission when requesting numbers in that state.


4. Amend Section 52.16 by removing paragraph (g).  


5. Amend Section 52.17 by removing paragraph (c).


Subpart C – Number Portability


6. Amend Section 52.21 by removing paragraph (h) and redesignating paragraphs (i)–(w) as 
paragraphs (h) –(v).


7. Amend Section 52.32 by removing paragraph (e).


8. Amend Section 52.33 by revising paragraph (b) to read as follows:


(b)  All telecommunications carriers other than incumbent local exchange carriers may recover 
their number portability costs in any manner consistent with applicable state and federal laws and 
regulations.


9. Amend Section 52.34 by adding new subsection (c) as follows:


(c)  Telecommunications carriers must facilitate an end-user customer’s valid number portability 
request either to or from an interconnected VoIP or VRS or IP Relay provider.  “Facilitate” is defined as 
the telecommunication carrier’s affirmative legal obligation to take all steps necessary to initiate or allow 
a port-in or port-out itself, subject to a valid port request, without unreasonable delay or unreasonable 
procedures that have the effect of delaying or denying porting of the NANP-based telephone number.


10. Amend Section 52.35 by removing paragraph (e)(1) and redesignating paragraphs (e)(2) and 
(e)(3) as (e)(1) and (e)(2), respectively.  


11. Amend Section 52.36 by removing paragraph (d).  
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APPENDIX C


Final Regulatory Flexibility Analysis


1. As required by the Regulatory Flexibility Act of 1980 (RFA),1 as amended, an Initial 
Regulatory Flexibility Analysis (IRFA) was incorporated in the Direct Access NPRM.2  The Commission 
sought written public comment on the proposals in the Direct Access NPRM, including comment on the 
IRFA.  The Commission did not receive any comments on the Direct Access NPRM IRFA.  This Final 
Regulatory Flexibility Analysis (FRFA) conforms to the RFA.3


A. Need for, and Objectives of, the Final Rules


2. Section 52.15(g)(2) of the Commission’s rules limits access to telephone numbers to 
entities that demonstrate they are authorized to provide service in the area for which the numbers are 
being requested.4  The Commission has interpreted this rule as requiring evidence of either a state 
certificate of public convenience and necessity (CPCN) or a Commission license.  As a practical matter, 
generally only telecommunications carriers are able to provide the proof of authorization required under 
our rules, and thus able to obtain numbers directly from the Numbering Administrators.  Neither 
authorization is typically available in practice to interconnected VoIP providers because state
commissions may lack jurisdiction to certify VoIP providers and they are not eligible for a Commission 
license.5  Also, the Commission has preempted state entry regulation of certain interconnected VoIP 
services to the extent that it interferes with important federal objectives.


3. Establishing a Commission Authorization Process.  The Report and Order (Order) finds 
that a state or Commission authorization is necessary to protect against number exhaust and to ensure a 
level competitive playing field among traditional telecommunications carriers and interconnected VoIP 
providers.  As such, today’s Order establishes a Commission authorization process that will enable 
interconnected VoIP service providers to voluntarily request and obtain telephone numbers directly from 
the Numbering Administrators, subject to several conditions designed to minimize number exhaust and 
preserve the integrity of the numbering system.  This nationwide authorization will fulfill the requirement 
under the Commission’s rules that entities must furnish evidence of authorization in order to provide 
service.6  The Order directs and delegates authority to the Wireline Competition Bureau to implement and
maintain the authorization process.  Once an interconnected VoIP provider has Commission authorization 
to obtain numbers, it may request them directly from the Numbering Administrators.  We believe that this 
approach will provide a uniform, streamlined process while ensuring that the integrity of our numbering 
system is not jeopardized.  The process also provides an opportunity for states to offer their unique 


                                                     
1 5 U.S.C. § 603.  The RFA, 5 U.S.C. §§ 601-612 has been amended by the Contract With America Advancement 
Act of 1996, Public Law No. 104-121, 110 Stat. 847 (1996) (CWAAA).  Title II of the CWAAA is the Small 
Business Regulatory Enforcement Fairness Act of 1996 (SBREFA).


2 Numbering Policies for Modern Communications et al., WC Docket No. 13-97 et al., Notice of Proposed 
Rulemaking, Order, and Notice of Inquiry, 28 FCC Rcd 5842, 5897-915, App. B (2013) (Direct Access NPRM).


3 See 5 U.S.C. § 604.


4 47 C.F.R. § 52.15(g)(2).


5 See Direct Access NPRM, 28 FCC Rcd at 5854, para. 20; see also, e.g., Letter from Randall B. Lowe, Counsel to 
SmartEdgeNet, to Marlene H. Dortch, Secretary, FCC, CC Docket No. 99-200 (filed June 26, 2012) (stating that at 
least 24 jurisdictions have precluded their utility commissions from regulating VoIP service, including issuing 
CPCNs); Numbering Resource Optimization, CC Docket No. 99-200, Report and Order and Further Notice of 
Proposed Rulemaking, 15 FCC Rcd 7574, 7613, n.178 (2000) (“[A]ll wireless carriers seeking to use spectrum to 
provide service in particular geographic areas must be licensed in those areas, under Title III of the Communications 
Act, by the Commission.”).


6 See Order, supra para. 22.
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perspective regarding numbering resources within their states, while acting consistent with national 
numbering policy.


4. As part of the Commission authorization process, applicants must: (1) comply with 
applicable Commission rules related to numbering, including, among others, numbering utilization and 
optimization requirements (in particular, filing Numbering Resource Utilization Forecast (NRUF) 
Reports),7 comply with guidelines and procedures adopted pursuant to numbering authority delegated to 
the states, and comply with industry guidelines and practices applicable to telecommunications carriers 
with regard to numbering; (2) file requests for numbers with the relevant state commission(s) at least 30 
days before requesting numbers from the Numbering Administrators; (3) provide contact information for 
personnel qualified to address issues relating to Commission rules, compliance, 911, and law 
enforcement; (4) provide proof of compliance with the Commission’s “facilities readiness” requirement in 
section 52.15(g)(2) of the rules;8 (5) certify that the applicant complies with its Universal Service Fund 
obligations under 47 C.F.R. Part 54, Subpart H, its Telecommunications Relay Service contribution 
obligations under 47 C.F.R. § 64.604(c)(5)(iii), its NANP and LNP administration contribution 
obligations under 47 C.F.R. §§ 52.17 and 52.32, its obligations to pay regulatory fees under 47 C.F.R. § 
1.1154, and its 911 obligations under 47 C.F.R. Part 9; and (6) certify that the applicant has the requisite 
technical, managerial, and financial capacity to provide service.  This certification must include the name 
of applicant’s key management and technical personnel, such as the Chief Operating Officer and the 
Chief Technology Officer, or equivalent, and state that none of the identified personnel are being or have 
been investigated by the Commission or any law enforcement or regulatory agency for failure to comply 
with any law, rule, or order.9  We believe that these requirements will allow interconnected VoIP 
providers to obtain numbers with minimal burden or delay while simultaneously preventing providers 
from obtaining numbers without first demonstrating that they can deploy and properly utilize such 
resources.   


5. The Order finds that these terms and conditions appropriately reflect the unique 
circumstances that pertain to interconnected VoIP providers and are designed to expand the type of 
entities that can obtain numbers without unduly straining that limited resource.  Requiring interconnected 
VoIP providers that obtain numbers directly from the Numbering Administrators to comply with the same 
numbering requirements and industry guidelines and practices as telecommunications carriers will help 
alleviate many concerns about number exhaust, ensure competitive neutrality among providers of voice 


                                                     
7 The Order also clarifies that numbers provided to carriers, interconnected VoIP providers, or other non-carrier 
entities by numbering partners should be reported as “intermediate,” and that these entities do not qualify as “end 
users” or “customers” as those terms are used in the definition of “assigned numbers” in section 52.15(f)(1)(iii) of 
the Commission’s rules.  The record indicates that carriers are not reporting the use of numbers under the 
intermediate category of the rules consistently and that there are widely differing interpretations of the definitions of 
“intermediate” and “assigned” numbers and of the requirement to report numbers in the intermediate category.  This 
clarification is therefore necessary in order to provide consistency and accuracy in number reporting and to limit 
telephone number exhaust.


8 The Order permits an interconnected VoIP provider that has obtained Commission authorization to request 
numbers directly to demonstrate proof of facilities readiness by (1) providing a combination of an agreement 
between the interconnected VoIP provider and its carrier partner and an interconnection agreement between that 
carrier and the relevant local exchange carrier (LEC), or (2) proof that the interconnected VoIP provider obtains 
interconnection with the Public Switched Telephone Network (PSTN) pursuant to a tariffed offering or a 
commercial arrangement (such as a Time Division Multiplexing (TDM)-to-IP or a VoIP interconnection agreement)
that provides access to the PSTN.  The interconnected VoIP provider need not demonstrate that the point where it 
delivers traffic to or accepts traffic from the PSTN is in any particular geographic location so long as it demonstrates 
that it is ready to provide interconnected VoIP service, which is by definition service that permits users to receive 
calls that originate on the PSTN and to terminate calls to the PSTN.


9 See Order, supra para. 24.
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services, and offer greater visibility into number utilization.10  Requiring proof of compliance with the 
Commission’s facilities readiness requirement will also ensure that only interconnected VoIP providers 
that are prepared to provide service can gain direct access to numbers, and help to account for the unique 
circumstances of interconnected VoIP providers within the market for voice services while also ensuring 
that calls are interconnected with the PSTN and terminated properly.


6. The 30-day notice required as a condition of authorization will allow the states to monitor 
number usage and raise any concerns about the request with the provider, the Commission, and the 
Numbering Administrators.  It will further contribute to the efficient utilization of numbering resources 
by allowing state commissions to advise interconnected VoIP providers as to which rate centers have 
excess blocks of numbers available.  This notice period also gives state commissions the opportunity to 
determine, as they currently do with carriers, whether the request is problematic for any reason, such as 
the provider’s failure to submit timely NRUF reports or meet the utilization threshold necessary to obtain 
additional numbers.  We do not, however, require 30-days’ notice be provided to the Commission, as the 
Commission will have access to this information once it is made available to the Numbering 
Administrators.11


7. This authorization process will remove regulatory barriers to efficient use of numbers and 
will further facilitate the creation and dissemination of innovative services and technologies that will 
benefit both consumers and providers.12  In addition, we expect that allowing interconnected VoIP 
providers to obtain telephone numbers directly from the Numbering Administrators will increase 
visibility and accuracy of number utilization and improve responsiveness in the number porting process 
by eliminating the extra time, complexity, and potential for confusion associated with the existing 
processes.  This process will also increase the transparency of call routing, which will in turn enhance 
carriers’ ability to ensure that calls are being completed properly.  This enhanced ability is of value in 
addressing concerns about rural call completion.  We expect that interconnected VoIP provider use of 
numbers obtained directly from the Numbering Administrators will enable more expedient 
troubleshooting of problematic calls to rural LECs that may originate from interconnected VoIP 
providers.  We also expect that, to the extent that it facilitates direct IP interconnection, the authorization 
process established in the Order will result in the expansion of the broadband infrastructure necessary to 
support VoIP, and will further the Commission’s goals of accelerating broadband deployment and 
ensuring that more people have access to higher quality broadband service.13  Further, permitting 
interconnected VoIP providers direct access to numbers can improve competition and benefit consumers 
by increasing demand for interconnected VoIP services and giving providers a greater incentive to expand 
their offerings to new service areas.  


8. Procedure for Requesting Commission Authorization.  In order to streamline the 
processing of interconnected VoIP providers’ Numbering Authorization Applications, the Order 
establishes a mechanism for these applications within the Commission’s Electronic Comment Filing 
System (ECFS).  The Order delegates authority to the Bureau to oversee this mechanism and the 
processing of these applications.  The mechanism established includes a “Submit a Non-Docketed Filing” 
module that facilitates filing of these applications into a single docket where all such applications must be 
filed.  When making its submission, the applicant must select “VoIP Numbering Authorization 


                                                     
10 See Order, supra para. 28.


11 See Order, supra paras. 33-35.


12 As SmartEdgeNet explains, because “interconnected VoIP providers who do their own numbering will be 
identified in the Local Exchange Routing Guide (‘LERG’) and similar industry databases, other providers will be 
able to determine more easily with whom they are exchanging traffic, which should lead to the development of new 
and more efficient traffic exchange and call termination arrangements.”  SmartEdgeNet Comments at 5.


13 See VON Comments at 4.
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Application” from the “Submit a Non-Docketed Filing” module within ECFS, or successor online-filing 
mechanism.  The filing must include the application, as well as any attachments.


9. Bureau staff will first review VoIP Numbering Authorization Applications for 
conformance with procedural rules.  Assuming that the applicant satisfies this initial procedural review, 
Bureau staff will assign the application its own case-specific docket number and release an “Accepted-
For-Filing Public Notice” seeking comment on the application.  The Public Notice will be associated with 
the docket established for the application.  All subsequent filings by the applicant and interested parties 
related to this application must be submitted via ECFS in this docket.  Parties wishing to submit 
comments addressing the request for authorization should do so as soon as possible, but no later than 15 
days after the Commission releases an Accepted-For-Filing Public Notice, unless the Public Notice sets a 
different deadline.  On the 31st day after an ”Accepted-For-Filing Public Notice” is released, the 
application will be deemed granted unless the Bureau notifies the applicant that the grant will not be 
automatically effective.  The Bureau may halt this auto-grant process if (1) an applicant fails to respond 
promptly to Commission inquiries; (2) an application is associated with a non-routine request for waiver 
of the Commission’s rules; (3) timely-filed comments on the application raise public interest concerns 
that necessitate further Commission review; or (4) the Bureau determines that the request requires further 
analysis to determine whether grant of an authorization would serve the public interest.14  To enable this 
process, the Order also delegates authority to the Bureau to make inquiries and compel responses from an 
applicant regarding the applicant and its principals’ past compliance with applicable Commission rules.  
Once a Numbering Authorization Application is granted or deemed granted, the applicant can 
immediately proceed to provide states from which it intends to request numbers the required 30-days’ 
notice.15  If the Bureau issues a public notice announcing that the application for authorization will not be 
automatically granted, the interconnected VoIP provider may not provide 30-days’ notice and obtain 
numbers until the Bureau announces in a subsequent order or public notice that the application has been 
granted.  We believe that this process strikes a proper balance between expeditiously authorizing 
interconnected VoIP provider requests for direct access to numbers while providing an adequate 
opportunity to consider more fully those requests that raise concerns.


10. Additional Requirements to Obtain Direct Access to Numbers.  In order to improve 
efficiency and utilization data while facilitating better predictions of number exhaust, the Commission 
also requires interconnected VoIP providers to furnish accurate regulatory and numbering contact 
information to the relevant state commission(s) when they request numbers in that state and to update this 
information whenever it becomes outdated.  This requirement will help states to effectively and readily 
address matters relating to regulatory compliance, provision of 911 service, and law enforcement.  It will 
also enable state regulators to monitor local numbering issues, which will, in turn, assist the Commission 
in its overall efforts to conserve numbers.  


11. The Order also requires interconnected VoIP providers to utilize their own unique 
Operating Company Numbers (OCN) (as opposed to the OCNs of their carrier affiliates or partners) when 
obtaining numbers directly from the Numbering Administrators.  Requiring each interconnected VoIP 
provider to use its own unique OCN follows the same procedure required for carriers who are already 
getting direct access to numbers.  Additionally, requiring each interconnected VoIP service provider to 
show which numbers are in its own inventory—as opposed to in a carrier affiliate’s or partner’s 
inventories—will improve number utilization data used to predict number exhaust and enable states to 
more easily identify the service providers involved when porting issues arise.  


12. To balance state commission concerns about customers’ expectation of access to all 
active N11 dialing arrangements as VoIP services become a replacement for traditional carrier service and 
the industry concerns about the technical feasibility of providing N11, we require interconnected VoIP 


                                                     
14 See Order, supra paras. 38-41.


15 See Order, supra para. 41.
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providers, as a condition of maintaining their authorization for direct access to numbers, to continue to 
provide their customers with the ability to access 911 and 711, the Commission-mandated N11 numbers 
that interconnected VoIP providers are required to provide regardless of whether they obtain numbers 
directly or through a numbering partner. We also require interconnected VoIP providers to give their 
customers access to Commission-designated N11 numbers in use in a given rate center where an 
interconnected VoIP provider has requested numbering resources,  to the extent that the provision of these 
dialing arrangements is technically feasible. 


13. We expect that interconnected VoIP providers will notify consumers and state
commissions if they cannot provide access to a particular N11 code due to technical difficulties.  These 
requirements will allow the potential availability of these dialing arrangements until the Commission has 
concluded its pending rulemaking addressing the technical feasibility of interconnected VoIP providers’ 
offering of these codes.  Absent continued access to these numbers, their availability will diminish as 
consumers increasingly favor VoIP services over traditional telecommunications services.


14. The Order declines to adopt other proposals in the record calling for additional 
restrictions and conditions on interconnected VoIP providers’ obtaining numbers, which are not imposed 
on telecommunications carriers.  The Commission finds these additional restrictions to be unnecessary, 
with the potential to significantly disadvantage interconnected VoIP providers relative to competing 
carriers offering voice services.  The record also does not demonstrate the need to impose additional 
restrictions at this time.  We believe that the measures taken in the Order will sufficiently promote 
efficient number utilization and protect against number exhaust.


15. Local Number Portability Obligations.  The Commission intends that users of 
interconnected VoIP services should enjoy the benefits of local number portability (LNP) without regard 
to whether the interconnected VoIP provider obtains numbers directly or through a carrier partner.  As 
such, the Order requires telecommunications carriers that receive a valid porting request to or from an 
interconnected VoIP provider to take all steps necessary to initiate or allow a port-in or port-out without 
unreasonable delay or unreasonable procedures that have the effect of delaying or denying porting of the 
NANP-based telephone number.  The Order also requires interconnected VoIP providers that obtain 
numbers directly from the Numbering Administrators and which do not utilize the services of a 
numbering partner for LNP purposes to port telephone numbers to and from a wireline or wireless carrier.  


16. The Commission declines to articulate specific geographic limits on ports between an 
interconnected VoIP provider that has obtained its numbers directly from the Numbering Administrators 
and a wireline or wireless carrier at this time.  Instead, the Commission directs the North American 
Numbering Council (NANC) to examine and address any specific considerations for interconnected VoIP 
provider porting both to and from wireline, wireless, and other interconnected VoIP providers.  In 
particular, the Commission directs the NANC to examine any rate center or geographic considerations 
implicated by porting directly to and from interconnected VoIP providers, including the implications of 
rate center consolidation, as well as public safety considerations such as any Public Safety Answering 
Point (PSAP) and 911 issues that could arise.  The Order directs the NANC to give the Commission a 
report addressing these issues, which includes options and recommendations, no later than 180 days from 
the release date of the Order.


17. Enabling Direct Access to p-ANI Codes for VPCs.  The Order also finds that that public 
safety and efficient p-ANI administration considerations also necessitate a revision of our rules to permit 
VoIP Positioning Center (VPC) providers to obtain direct access to p-ANI codes for use in the delivery of 
E911 services in those states where VPC providers cannot obtain certification.  Under section 52.15(g)(2) 
of our rules, applicants for p-ANI codes, like applicants for numbers, must provide evidence that they are 
authorized to provide service in the area in which they are requesting codes.  We revise our rules to 
permit VPC’s to request p-ANI codes from the Routing Number Administrator (RNA) for public safety 
purposes in states where a provider of VPC service can demonstrate that it cannot obtain state 
certification because the state does not certify providers of VPC service.  A VPC provider may make this 
showing, for example, by providing the RNA with a denial from a state commission with the reason for 







Federal Communications Commission FCC 15-70


59


the denial being that the state does not certify VPC providers, or a statement from the state commission or 
its general counsel that it does not certify VPC providers.  Unlike the limited waiver granted to 
Telecommunication Systems, Inc. (TCS) in the Direct Access NPRM, we require the VPC provider to 
make this showing directly to the RNA.  Upon such a showing to the RNA, the VPC provider may obtain 
p-ANI codes in a particular state.16


18. The record shows that the inability to obtain p-ANI codes to provide VPC services may 
disrupt E911 service.17  TCS supports approximately 50 percent all of U.S. wireless E911 calls, serving 
over 140 million wireless and IP-enabled devices.18  One of the main purposes of its VPC service is to 
provide call routing instructions to the VoIP service provider’s softswitch so that E911 calls can be routed 
to the appropriate PSAP.  P-ANI codes provide the means for that communication.  After extensive and 
expensive testing of each p-ANI code by the VPC provider, the code is assigned to a unique PSAP.  The 
VPC provider then tests these p-ANI codes with a gateway service provider to make sure that the codes 
route to the proper PSAP.  Approximately ten p-ANI are assigned per PSAP, which allows ten different 
calls from a variety of IP-enabled voice service providers to be processed simultaneously.  Once tested, 
these codes can be used simultaneously by multiple service providers.    


19. The Order acknowledges TCS’s assertion that not providing a federal regulatory backstop 
in cases where state certification is unavailable runs counter to the public interest by making it more 
difficult for TCS to fulfill its regulatory obligations to provide E911 capabilities to interconnected VoIP 
service providers.19  Further, the Commission agrees that the alternative of continuing to require every 
small interconnected VoIP service provider to undertake the time and expense to secure p-ANIs 
themselves in states that do not certify VPCs is unnecessary and would only serve to hamper their 
operations.20  The Order concurs with TCS that requiring interconnected VoIP providers to obtain p-ANI 
codes they might never use would be inefficient and would accelerate the exhaust of this valuable 
resource.   While we are skeptical that “dozens (or even hundreds)” of individual VoIP service providers 
would individually undertake to deploy their own multi-jurisdictional, p-ANI-based positioning solutions, 
we do recognize the economies of scale and the efficient use of limited numbering resources that result 
when a VPC’s pool of p-ANIs is shared among multiple VoIP service providers.  


20. The Order declines to establish a separate Commission certification process to allow VPC 
providers direct access to p-ANI codes where states do not offer their own certification process for VPCs, 
as suggested by Intrado.21  TCS’s comments reflect that, at the time of filing, it had obtained certification 
in 40 states.22  To date, the Commission has not received additional requests from TCS or any other VPC 
provider under the temporary waiver.  Therefore, the Commission does not find that the benefits of 
establishing and requiring a separate certification process for VPCs outweigh the burdens of doing so at 
this time.  Further, as p-ANIs are “non-dialable” numbers with unique technical characteristics that make 
them different from the numbers currently included in section 52.15(g)(2), granting VPCs direct access to 


                                                     
16 See Order, supra para. 87.


17 See TCS Comments at 5-7 (explaining that failure to allow VPCs access to p-ANI codes would make it more 
difficult for TCS to provide E911 capabilities, which Commission regulations require it to provide to interconnected 
VoIP service providers on a reasonable basis); id. at 6 (explaining that allowing VPCs access to p-ANI codes would 
enhance public safety by further ensuring that emergency calls are properly routed to the appropriate PSAPs).


18 TCS Comments at 2. 


19 Id. at 5.


20 See id. 


21 See Intrado Comments at 4-5 (proposing that the Commission convene a federal advisory committee to set the 
guidelines by which certifications would be granted).


22 See TCS Comments at 4.
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p-ANI codes in states where certification is not available would not affect the pool of “dialable” numbers 
and would thus not impact number exhaust.23


B. Summary of Significant Issues Raised by Public Comments in Response to the IRFA


21. There were no comments filed that specifically addressed the rules and policies proposed 
in the IRFA.  To the extent we received comments raising general small business concerns during this 
proceeding, those comments are addressed throughout the Order.


C. Description and Estimate of the Number of Small Entities to Which the Rules 
Would Apply


22. The RFA directs agencies to provide a description of, and where feasible, an estimate of 
the number of small entities that may be affected by adopted rules.24  The RFA generally defines the term 
“small entity” as having the same meaning as the terms “small business,” “small organization,” and 
“small governmental jurisdiction.”25  In addition, the term “small business” has the same meaning as the 
term “small-business concern” under the Small Business Act.26  A “small-business concern” is one which:  
(1) is independently owned and operated; (2) is not dominant in its field of operation; and (3) satisfies any 
additional criteria established by the SBA.27


1. Total Small Businesses 


23. A small business is an independent business having less than 500 employees.  
Nationwide, there are a total of approximately 28.2 million small businesses, according to the SBA.28  
Affected small entities as defined by industry are as follows.


2. Internet Access Service Providers


24. Internet Access Service Providers.  The rules adopted in the Order apply to Internet 
access service providers.  The Economic Census places these firms, whose services might include Voice 
over Internet Protocol (VoIP), in either of two categories, depending on whether the service is provided 
over the provider’s own telecommunications facilities (e.g., cable and DSL ISPs), or over client-supplied 
telecommunications connections (e.g., dial-up ISPs).  The former are within the category of Wired 
Telecommunications Carriers,29 which has an SBA small business size standard of 1,500 or fewer 
employees.30  These are also labeled “broadband.”  The latter are within the category of All Other 


                                                     
23 See supra para. 91.


24 See 5 U.S.C. § 603(b)(3).


25 See id. § 601(6).


26 See id. § 601(3) (incorporating by reference the definition of “small-business concern” in the Small Business Act, 
15 U.S.C. § 632).  Pursuant to 5 U.S.C. § 601(3), the statutory definition of a small business applies “unless an 
agency, after consultation with the Office of Advocacy of the Small Business Administration and after opportunity 
for public comment, establishes one or more definitions of such term which are appropriate to the activities of the 
agency and publishes such definition(s) in the Federal Register.”


27 See 15 U.S.C. § 632.


28 See SBA, Office of Advocacy, Frequently Asked Questions, 
http://www.sba.gov/sites/default/files/FAQ_March_2014_0.pdf (last visited Jan. 25, 2015).


29  U.S. Census Bureau, 2012 NAICS Definitions, 517110 Wired Telecommunications Carriers,
http://www.census.gov/cgi-bin/sssd/naics/naicsrch?code=517110&search=2012%20NAICS%20Search (last visited 
Mar. 18, 2015). 


30 13 C.F.R. § 121.201, NAICS code 517110.
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Telecommunications,31 which has a size standard of annual receipts of $25 million or less.32  These are 
labeled non-broadband.  According to Census Bureau data for 2007, there were 3,188 firms in the first 
category, total, that operated for the entire year.33  Of this total, 3,144 firms had employment of 999 or 
fewer employees, and 44 firms had employment of 1,000 employees or more.34  For the second category, 
the data show that 1,274 firms operated for the entire year.35  Of those, 1,252 had annual receipts below 
$25 million per year.  Consequently, we estimate that the majority of broadband Internet access service 
provider firms are small entities that may be affected by the rules adopted in this Order.


25. The broadband Internet access service provider industry has changed since this definition 
was introduced in 2007.  The data cited above may therefore include entities that no longer provide 
broadband Internet access service, and may exclude entities that now provide such service.  To ensure that 
this FRFA describes the universe of small entities that our action might affect, we discuss in turn several 
different types of entities that might be providing broadband Internet access service.


26. Internet Publishing and Broadcasting and Web Search Portals.  Our action pertains to 
interconnected VoIP services, which could be provided by entities that provide other services such as 
email, online gaming, web browsing, video conferencing, instant messaging, and other, similar IP-enabled 
services.  The Commission has not adopted a size standard for entities that create or provide these types 
of services or applications.  However, the Census Bureau has identified firms that “primarily engaged in 
1) publishing and/or broadcasting content on the Internet exclusively or 2) operating Web sites that use a 
search engine to generate and maintain extensive databases of Internet addresses and content in an easily 
searchable format (and known as Web search portals).”36  The SBA has developed a small business size 
standard for this category, which is: all such firms having 500 or fewer employees.37  According to 
Census Bureau data for 2007, there were 2,705 firms in this category that operated for the entire year.38


Of this total, 2,682 firms had employment of 499 or fewer employees, and 23 firms had employment of 
500 employees or more.39  Consequently, we estimate that the majority of these firms are small entities 
that may be affected by rules adopted pursuant to the NPRM.  


3. Wireline Providers


27. Wired Telecommunications Carriers.  The SBA has developed a small business size 
standard for Wired Telecommunications Carriers, which consists of all such companies having 1,500 or 


                                                     
31  U.S. Census Bureau, 2012 NAICS Definitions, 517919 All Other Telecommunications, 
http://www.census.gov/cgi-bin/sssd/naics/naicsrch?code=517919&search=2012%20NAICS%20Search (last visited 
Mar. 18, 2015).


32  13 C.F.R. § 121.201, NAICS code 517919.


33 U.S. Census Bureau, 2007 Economic Census, Subject Series: Information, Table 5, “Establishment and Firm Size: 
Employment Size of Firms for the United States: 2007 NAICS Code 517110” (issued Nov. 2010), 
http://factfinder.census.gov/faces/tableservices/jsf/pages/productview.xhtml?src=bkmk (last visited Mar. 18, 2015).


34 See id.


35  U.S. Census Bureau, 2007 Economic Census, Subject Series: Information, “Establishment and Firm Size,” 
NAICS code 517919 (rel. Nov. 19, 2010) (receipts size), 
http://factfinder.census.gov/faces/tableservices/jsf/pages/productview.xhtml?src=bkmk (last visited Mar. 18, 2015).


36 U.S. Census Bureau, 2012 NAICS:  519130 - Internet publishing and broadcasting and web search portals, 
http://www.census.gov/econ/isp/sampler.php?naicscode=519130&naicslevel=6 (last visited Mar. 18, 2015).


37 See 13 C.F.R. § 121.201, NAICS code 519130.


38 U.S. Census Bureau, 2007 Economic Census, Information:  Subject Series – Establishment and Firm Size: Table 
5, “Employment Size of Firms for the United States:  2007, NAICS Code 519130” (issued Nov. 2010), 
http://factfinder.census.gov/faces/tableservices/jsf/pages/productview.xhtml?src=bkmk (last visited Mar. 18, 2015).


39 Id.
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fewer employees.40  According to Census Bureau data for 2007, there were 3,188 firms in this category, 
total, that operated for the entire year.41  Of this total, 3,144 firms had employment of 999 or fewer 
employees, and 44 firms had employment of 1,000 employees or more.42  Thus, under this size standard, 
the majority of firms can be considered small.


28. Local Exchange Carriers (LECs).  Neither the Commission nor the SBA has developed a 
size standard for small businesses specifically applicable to local exchange services.  The closest 
applicable size standard under SBA rules is for Wired Telecommunications Carriers.  Under that size 
standard, such a business is small if it has 1,500 or fewer employees.43  According to Commission data, 
1,307 carriers reported that they were incumbent local exchange service providers.44  Of these 1,307 
carriers, an estimated 1,006 have 1,500 or fewer employees and 301 have more than 1,500 employees.45  
Consequently, the Commission estimates that most providers of local exchange service are small entities 
that may be affected by the rules adopted in the Order.


29. Incumbent Local Exchange Carriers (Incumbent LECs).  Neither the Commission nor the 
SBA has developed a small business size standard specifically for incumbent local exchange services.  
The closest applicable size standard under SBA rules is for the category Wired Telecommunications 
Carriers.  Under that size standard, such a business is small if it has 1,500 or fewer employees.46  
According to Commission data,47 1,307 carriers reported that they were incumbent local exchange service 
providers.48  Of these 1,307 carriers, an estimated 1,006 have 1,500 or fewer employees and 301 have 
more than 1,500 employees.49   Consequently, the Commission estimates that most providers of 
incumbent local exchange service are small businesses that may be affected by rules adopted pursuant to 
the Order.


30. We have included small incumbent LECs in this present RFA analysis.  As noted above, 
a “small business” under the RFA is one that, inter alia, meets the pertinent small business size standard 
(e.g., a telephone communications business having 1,500 or fewer employees), and “is not dominant in its 
field of operation.”50  The SBA’s Office of Advocacy contends that, for RFA purposes, small incumbent 
LECs are not dominant in their field of operation because any such dominance is not “national” in 
scope.51  We have therefore included small incumbent LECs in this RFA analysis, although we emphasize 


                                                     
40 13 C.F.R. § 121.201, NAICS code 517110.  


41 U.S. Census Bureau, 2007 Economic Census, Information:  Subject Series – Establishment and Firm Size: Table 
5, “Employment Size of Firms for the United States:  2007, NAICS Code 517110” (issued Nov. 2010), 
http://factfinder.census.gov/faces/tableservices/jsf/pages/productview.xhtml?src=bkmk (last visited Mar. 18, 2015).


42 See id.  


43 13 C.F.R. § 121.201, NAICS code 517110.


44 Federal Communications Commission, Wireline Competition Bureau, Industry Analysis and Technology 
Division, Trends in Telephone Service, tbl. 5.3 (Sept. 2010), https://apps.fcc.gov/edocs_public/attachmatch/DOC-
301823A1.pdf (Trends in Telephone Service).


45 See id.


46 13 C.F.R. § 121.201, NAICS code 517110.


47 See Trends in Telephone Service at tbl. 5.3.  


48 See id. 


49 See id.


50 5 U.S.C. § 601(3).


51 Letter from Jere W. Glover, Chief Counsel for Advocacy, SBA, to William E. Kennard, Chairman, Federal 
Communications Commission (filed May 27, 1999).  The Small Business Act contains a definition of “small 
business concern,” which the RFA incorporates into its own definition of “small business.”  15 U.S.C. § 632(a); 5 
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that this RFA action has no effect on Commission analyses and determinations in other, non-RFA 
contexts.


31. Competitive Local Exchange Carriers (Competitive LECs), Competitive Access Providers 
(CAPs), Shared-Tenant Service Providers, and Other Local Service Providers.  Neither the Commission 
nor the SBA has developed a small business size standard specifically for these service providers.  The 
appropriate size standard under SBA rules is for the category Wired Telecommunications Carriers.  Under 
that size standard, such a business is small if it has 1,500 or fewer employees.52  According to 
Commission data, 1,442 carriers reported that they were engaged in the provision of either competitive 
local exchange services or competitive access provider services.53  Of these 1,442 carriers, an estimated 
1,256 have 1,500 or fewer employees and 186 have more than 1,500 employees.54  In addition, 17 carriers 
have reported that they are Shared-Tenant Service Providers, and all 17 are estimated to have 1,500 or 
fewer employees.55  In addition, 72 carriers have reported that they are Other Local Service Providers.56  
Of the 72, seventy have 1,500 or fewer employees and two have more than 1,500 employees.57  
Consequently, the Commission estimates that most providers of competitive local exchange service, 
competitive access providers, Shared-Tenant Service Providers, and other local service providers are 
small entities that may be affected by rules adopted pursuant to the Order.


32. Interexchange Carriers.  Neither the Commission nor the SBA has developed a small 
business size standard specifically for providers of interexchange services.  The appropriate size standard 
under SBA rules is for the category Wired Telecommunications Carriers.  Under that size standard, such a 
business is small if it has 1,500 or fewer employees.58  According to Commission data,59 359 carriers have 
reported that they are engaged in the provision of interexchange service.  Of these, an estimated 317 have 
1,500 or fewer employees and 42 have more than 1,500 employees.  Consequently, the Commission 
estimates that the majority of IXCs are small entities that may be affected by rules adopted pursuant to the 
Order.


33. Operator Service Providers (OSPs).  Although we did not include Operator Service 
Providers (OSPs) as part of our Initial Regulatory Flexibility Analysis in the Direct Access NPRM, after 
further analysis we conclude that some such providers may be affected by the rules adopted in this Order.  
We therefore include them as part of this Final Regulatory Flexibility Analysis.  Neither the Commission 
nor the SBA has developed a small business size standard specifically for operator service providers.  The 
appropriate size standard under SBA rules is for the category Wired Telecommunications Carriers.  Under 
that size standard, such a business is small if it has 1,500 or fewer employees.60  According to 
Commission data, 33 carriers have reported that they are engaged in the provision of operator services.  
Of these, an estimated 31 have 1,500 or fewer employees and two have more than 1,500 employees.61  


(Continued from previous page)                                                            
U.S.C. § 601(3).  SBA regulations interpret “small business concern” to include the concept of dominance on a 
national basis.  13 C.F.R. § 121.102(b).


52 13 C.F.R. § 121.201, NAICS code 517110.


53 See Trends in Telephone Service at tbl. 5.3.


54 See id.


55 See id.


56 See id.


57 See id.


58 13 C.F.R. § 121.201, NAICS code 517110.


59 Trends in Telephone Service at tbl. 5.3.


60 13 C.F.R. § 121.201, NAICS code 517110.


61 Trends in Telephone Service at tbl. 5.3.







Federal Communications Commission FCC 15-70


64


Consequently, the Commission estimates that the majority of OSPs are small entities that may be affected 
by rules adopted pursuant to the Order.


34. Local Resellers.  The SBA has developed a small business size standard for the category
of Telecommunications Resellers.  Under that size standard, such a business is small if it has 1,500 or 
fewer employees.62  According to Commission data, 213 carriers have reported that they are engaged in 
the provision of local resale services.63  Of these, an estimated 211 have 1,500 or fewer employees and 
two have more than 1,500 employees.64  Consequently, the Commission estimates that the majority of 
local resellers are small entities that may be affected by rules adopted in this Order. 


35. Toll Resellers.  The SBA has developed a small business size standard for the category of 
Telecommunications Resellers.  Under that size standard, such a business is small if it has 1,500 or fewer 
employees.65  According to Commission data, 881 carriers have reported that they are engaged in the 
provision of toll resale services.66  Of these, an estimated 857 have 1,500 or fewer employees and 24 have 
more than 1,500 employees.67  Consequently, the Commission estimates that the majority of toll resellers 
are small entities that may be affected by rules adopted pursuant to the NPRM.  


36. Other Toll Carriers.  Neither the Commission nor the SBA has developed a size standard 
for small businesses specifically applicable to Other Toll Carriers.  This category includes toll carriers 
that do not fall within the categories of interexchange carriers, operator service providers, prepaid calling 
card providers, satellite service carriers, or toll resellers.  The closest applicable size standard under SBA 
rules is for Wired Telecommunications Carriers.  Under that size standard, such a business is small if it 
has 1,500 or fewer employees.68  According to Commission data, 284 companies reported that their 
primary telecommunications service activity was the provision of other toll carriage.69  Of these, an 
estimated 279 have 1,500 or fewer employees and five have more than 1,500 employees.70  Consequently, 
the Commission estimates that most Other Toll Carriers are small entities that may be affected by the 
rules and policies adopted pursuant to the NPRM.


4. Wireless Providers – Fixed and Mobile


37. Wireless Telecommunications Carriers (except Satellite).  Since 2007, the Census Bureau 
has placed wireless firms within this new, broad, economic census category.71  Under the present and 
prior categories, the SBA has deemed a wireless business to be small if it has 1,500 or fewer employees.72  
For the category of Wireless Telecommunications Carriers (except Satellite), census data for 2007 show 


                                                     
62 See 13 C.F.R. § 121.201, NAICS code 517911. 


63 See Trends in Telephone Service at tbl. 5.3.  


64 See id.


65 See 13 C.F.R. § 121.201, NAICS code 517911.  


66 See Trends in Telephone Service at tbl. 5.3.


67 See id.


68 See 13 C.F.R. § 121.201, NAICS code 517110.


69 See Trends in Telephone Service at tbl. 5.3.


70 See id.


71 U.S. Census Bureau, 2012 NAICS Definitions, 517210 Wireless Telecommunications Categories (Except 
Satellite), http://www.census.gov/cgi-bin/sssd/naics/naicsrch?code=517210&search=2012%20NAICS%20Search
(last visited Mar. 18, 2015).


72 13 C.F.R. § 121.201, NAICS code 517210 (2012 NAICS).  The now-superseded, pre-2007 C.F.R. citations were 
13 C.F.R. § 121.201, NAICS codes 517211 and 517212 (referring to the 2002 NAICS).
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that there were 1,383 firms that operated for the entire year.73  Of this total, 1,368 firms had employment 
of 999 or fewer employees and 15 had employment of 1000 employees or more.74  Since all firms with 
fewer than 1,500 employees are considered small, given the total employment in the sector, we estimate 
that the vast majority of wireless firms are small. 


38. Wireless Telephony.  Wireless telephony includes cellular, personal communications 
services, and specialized mobile radio telephony carriers.  The SBA has developed a small business size 
standard for Wireless Telecommunications Carriers (except Satellite).75  Under the SBA small business 
size standard, a business is small if it has 1,500 or fewer employees.76  According to Commission data, 
413 carriers reported that they were engaged in wireless telephony.77  Of these, an estimated 261 have 
1,500 or fewer employees and 152 have more than 1,500 employees.78  Therefore, a little less than one 
third of these entities can be considered small.


39. Paging (Private and Common Carrier).  In the IRFA that was incorporated in the Direct 
Access NPRM, we included Paging (Private and Common Carrier) providers as one of the categories of 
small entities to which the proposed rules might have applied.  Based on further analysis, we do not 
believe that the rules adopted in this Order will have an effect on this category of private entities.  We 
therefore do not include them in our Final Regulatory Flexibility Analysis.


5. Satellite Service Providers


40. Satellite Telecommunications Providers.  Although we did not include Satellite 
Telecommunications Providers as part of our Initial Regulatory Flexibility Analysis in the Direct Access 
NPRM, after further analysis we conclude that some such providers may be affected by the rules adopted 
in this Order.  We therefore include them as part of this Final Regulatory Flexibility Analysis.


41. Two economic census categories address the satellite industry.  The first category has a 
small business size standard of $30 million or less in average annual receipts, under SBA rules.79  The 
second has a size standard of $30 million or less in annual receipts.80


42. The category of Satellite Telecommunications “comprises establishments primarily 
engaged in providing telecommunications services to other establishments in the telecommunications and 
broadcasting industries by forwarding and receiving communications signals via a system of satellites or 
reselling satellite telecommunications.”81  For this category, Census Bureau data for 2007 show that there 
were a total of 512 firms that operated for the entire year.82  Of this total, 495 firms had annual receipts of 


                                                     
73 U.S. Census Bureau, Subject Series: Information, Table 5, “Establishment and Firm Size: Employment Size of 
Firms for the United States: 2007 NAICS Code 517210” (issued Nov. 2010), 
http://factfinder.census.gov/faces/tableservices/jsf/pages/productview.xhtml?src=bkmk (last visited Mar. 18, 2015).


74 See id.


75 13 C.F.R. § 121.201, NAICS code 517210.


76 Id.


77 Trends in Telephone Service at tbl. 5.3.


78 Id.


79 13 C.F.R. § 121.201, NAICS Code 517410.


80 13 C.F.R. § 121.201, NAICS Code 517919.


81 U.S. Census Bureau, 2012 NAICS Definitions, 517410 Satellite Telecommunications, http://www.census.gov/cgi-
bin/sssd/naics/naicsrch?code=517410&search=2012 (last visited Mar. 18, 2015).


82 U.S. Census Bureau, Subject Series: Information, Table 5, “Establishment and Firm Size: Employment Size of 
Firms for the United States: 2007 NAICS Code 517410” (issued Nov. 2010), 
http://factfinder.census.gov/faces/tableservices/jsf/pages/productview.xhtml?src=bkmk (last visited Mar. 18, 2015).
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under $50 million, and 17 firms had receipts of over $50 million.83  Consequently, we estimate that the 
majority of Satellite Telecommunications firms are small entities that might be affected by our action.


43. The second category of All Other Telecommunications comprises, inter alia, 
“establishments primarily engaged in providing specialized telecommunications services, such as satellite 
tracking, communications telemetry, and radar station operation.  This industry also includes 
establishments primarily engaged in providing satellite terminal stations and associated facilities 
connected with one or more terrestrial systems and capable of transmitting telecommunications to, and 
receiving telecommunications from, satellite systems.  Establishments providing Internet services or 
Voice over Internet Protocol (VoIP) services via client-supplied telecommunications connections are also 
included in this industry.”84  The SBA has developed a small business size standard for this category: that 
size standard is $30.0 million or less in average annual receipts.85  According to Census Bureau data for 
2007, there were 2,383 firms in this category that operated for the entire year.86  Of these, 2,305 
establishments had annual receipts of under $10 million and 78 establishments had annual receipts of $10 
million or more.87  Consequently, we estimate that the majority of these firms are small entities that may 
be affected by our action.


6. Cable Service Providers


44. Cable and Other Program Distributors.  Since 2007, these services have been defined 
within the broad economic census category of Wired Telecommunications Carriers; that category is 
defined as follows:  “This industry comprises establishments primarily engaged in operating and/or 
providing access to transmission facilities and infrastructure that they own and/or lease for the
transmission of voice, data, text, sound, and video using wired telecommunications networks.  
Transmission facilities may be based on a single technology or a combination of technologies.”88  The 
SBA has developed a small business size standard for this category, which is:  all such firms having 1,500 
or fewer employees.  To gauge small business prevalence for these cable services we must, however, use 
current census data that are based on the previous category of Cable and Other Program Distribution and 
its associated size standard; that size standard was all such firms having $13.5 million or less in annual 
receipts.89  According to Census Bureau data for 2007, there were a total of 3,188 firms in this category 
that operated for the entire year.90  Of this total, 2,694 firms had annual receipts of under $10 million, and 
504 firms had receipts of $10 million or more.91  Thus, the majority of these firms can be considered 
small and may be affected by rules adopted pursuant to the Order.


                                                     
83 Id.


84 U.S. Census Bureau, 2007 NAICS Definitions:  517919 All Other Telecommunications, 
http://www.census.gov/cgi-bin/sssd/naics/naicsrch?code=517919&search=2007%20NAICS%20Search (last visited 
Mar. 18, 2015).


85 See 13 C.F.R. § 121.201, NAICS code 517919.


86 U.S. Census Bureau, 2007 Economic Census, Information:  Subject Series – Establishment and Firm Size: Table 
4, “Receipts Size of Firms for the United States:  2007, NAICS Code 517919” (issued Nov. 2010), 
http://factfinder.census.gov/faces/tableservices/jsf/pages/productview.xhtml?src=bkmk (last visited Mar. 18, 2015).


87 See id.


88 U.S. Census Bureau, 2012 NAICS Definitions, 517110 Wired Telecommunications Carriers, (partial definition), 
http://www.census.gov/cgi-bin/sssd/naics/naicsrch?code=517110&search=2012 (last visited Mar. 18, 2015).


89 13 C.F.R. § 121.201, NAICS code 517110.


90 U.S. Census Bureau, 2007 Economic Census, Information:  Subject Series – Establishment and Firm Size: Table 
4, “Receipts Size of Firms for the United States:  2007, NAICS Code 517110” (issued Nov. 2010), 
http://factfinder.census.gov/faces/tableservices/jsf/pages/productview.xhtml?src=bkmk (last visited Mar. 18, 2015).


91 Id.
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45. Cable Companies and Systems.  The Commission has also developed its own small 
business size standards, for the purpose of cable rate regulation.  Under the Commission’s rules, a “small 
cable company” is one serving 400,000 or fewer subscribers, nationwide.92  Industry data shows that there 
are 660 cable operators in the country.93  Of this total, all but eleven cable operators nationwide are small 
under this size standard.94  In addition, under the Commission’s rules, a “small system” is a cable system 
serving 15,000 or fewer subscribers.95  Current Commission records show 4,945 cable systems 
nationwide.96  Of this total, 4,380 cable systems have less than 20,000 subscribers, and 565 systems have 
20,000 or more subscribers, based on the same records.97  Thus, under this standard, we estimate that most 
cable systems are small entities.


46. Cable System Operators.  The Communications Act of 1934, as amended, also contains a 
size standard for small cable system operators, which is “a cable operator that, directly or through an 
affiliate, serves in the aggregate fewer than 1 percent of all subscribers in the United States and is not 
affiliated with any entity or entities whose gross annual revenues in the aggregate exceed 
$250,000,000.”98  The Commission has determined that an operator serving fewer than 677,000 
subscribers shall be deemed a small operator if its annual revenues, when combined with the total annual 
revenues of all its affiliates, do not exceed $250 million in the aggregate.99  Based on available data, we 
find that all but ten incumbent cable operators are small entities under this size standard.100  We note that 
the Commission neither requests nor collects information on whether cable system operators are affiliated 
with entities whose gross annual revenues exceed $250 million,101 and therefore we are unable to estimate 


                                                     
92 47 C.F.R. § 76.901(e).  The Commission determined that this size standard equates approximately to a size 
standard of $100 million or less in annual revenues.  Implementation of Sections of the 1992 Cable Act: Rate 
Regulation, MM Docket Nos. 92-266 and 93-215, Sixth Report and Order and Eleventh Order on Reconsideration, 
10 FCC Rcd 7393, 7408, para. 28 (1995).


93 NCTA, Industry Data, Number of Cable Operators and Systems, https://www.ncta.com/industry-data (last visited 
Mar. 18, 2015).  Depending upon the number of homes and the size of the geographic area served, cable operators 
use one or more cable systems to provide video service.  See Annual Assessment of the Status of Competition in the 
Market for Delivery of Video Programming, MB Docket No. 12-203, Fifteenth Report, 28 FCC Rcd 10496, 10505-
06, para. 24 (2013) (15th Annual Competition Report).


94 These data are derived from R.R. Bowker, Broadcasting & Cable Yearbook 2006, “Top 25 Cable/Satellite 
Operators,” pages A-8 & C-2 (data current as of June 30, 2005); Warren Communications News, Television & 
Cable Factbook 2006, “Ownership of Cable Systems in the United States,” pages D-1805 to D-1857.  The 
Commission applied this size standard to MVPD operators in its implementation of the CALM Act.  See 
Implementation of the Commercial Advertisement Loudness Mitigation (CALM) Act, MB Docket No. 11-93, Report 
and Order, 26 FCC Rcd 17222, 17245-46, para. 37 (2011) (CALM Act Report and Order) (defining a smaller MVPD 
operator as one serving 400,000 or fewer subscribers nationwide, as of December 31, 2011).


95 47 C.F.R. § 76.901(c).


96 The number of active, registered cable systems comes from the Commission’s Cable Operations and Licensing 
System (COALS) database on Aug. 28, 2013.  A cable system is a physical system integrated to a principal headend.


97 See id.


98 47 U.S.C. § 543(m)(2); see also 47 C.F.R. § 76.901(f) & nn.1-3.


99 47 C.F.R. § 76.901(f); see also FCC Announces New Subscriber Count for the Definition of Small Cable 
Operator, Public Notice, 16 FCC Rcd 2225 (Cable Servs. Bureau 2001).


100 These data are derived from R.R. Bowker, Broadcasting & Cable Yearbook 2006, “Top 25 Cable/Satellite 
Operators,” pages A-8 & C-2 (data current as of June 30, 2005); Warren Communications News, Television & 
Cable Factbook 2006, “Ownership of Cable Systems in the United States,” pages D-1805 to D-1857.


101 The Commission does receive such information on a case-by-case basis if a cable operator appeals a local 
franchise authority’s finding that the operator does not qualify as a small cable operator pursuant to § 76.901(f) of 
the Commission’s rules.  See 47 C.F.R. § 76.909(b).
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more accurately the number of cable system operators that would qualify as small under this size 
standard.


7. All Other Information Services


47. All Other Information Services.  The Census Bureau defines this industry as including 
“establishments primarily engaged in providing other information services (except news syndicates, 
libraries, archives, Internet publishing and broadcasting, and Web search portals).”102  Our action pertains 
to interconnected VoIP services, which could be provided by entities that provide other services such as 
email, online gaming, web browsing, video conferencing, instant messaging, and other, similar IP-enabled 
services.  The SBA has developed a small business size standard for this category; that size standard is 
$7.0 million or less in average annual receipts.103  According to Census Bureau data for 2007, there were 
367 firms in this category that operated for the entire year.104  Of these, 334 had annual receipts of under 
$5 million, and an additional 11 firms had receipts of between $5 million and $9,999,999.105  
Consequently, we estimate that the majority of these firms are small entities that may be affected by our 
action.


D. Description of Projected Reporting, Recordkeeping, and Other Compliance
Requirements for Small Entities


48. In the Order, the Commission establishes a voluntary authorization process to enable 
interconnected VoIP providers that seek direct access to numbers and that are without a state certification 
to demonstrate that they are authorized to provide service under our rules.  Once granted, this 
Commission authorization permits an interconnected VoIP provider to request numbers directly from the 
Numbering Administrators.  The Commission expects that interconnected VoIP providers will continue to 
use carrier partners in some instances, and today’s Order does not prohibit those partner relationships. 


49. To the extent that an interconnected VoIP provider voluntarily seeks to obtain direct 
access to numbers through a Commission authorization, the Commission imposes, as a condition of this 
authorization, the same requirements to which traditional telecommunications carriers are subject, as well 
as several unique conditions of access that reflect the particular circumstances of interconnected VoIP 
providers.


50. In order to apply for Commission authorization, interconnected VoIP providers must (1) 
comply with applicable Commission rules related to numbering, including, among others, numbering 
utilization and optimization requirements (in particular, filing NRUF Reports), comply with guidelines 
and procedures adopted pursuant to numbering authority delegated to the states, and comply with industry 
guidelines and practices applicable to telecommunications carriers with regard to numbering; (2) file 
requests for numbers with the relevant state commission(s) at least 30 days before requesting numbers 
from the Numbering Administrators on an on-going basis; (3) provide contact information for personnel 
qualified to address issues relating to Commission rules, compliance, 911, and law enforcement; (4) 
provide proof of compliance with the Commission’s “facilities readiness” requirement in section 
52.15(g)(2)106 of the rules;  (5) certify that the applicant complies with its Universal Service Fund 


                                                     
102 U.S. Census Bureau, 2007 NAICS Definitions:  519190 All Other Information Services, 
http://www.census.gov/cgi-bin/sssd/naics/naicsrch?code=519190&search=2007%20NAICS%20Search (last visited 
Mar. 18, 2015).


103 See 13 C.F.R. § 121.201, NAICS code 519190.


104 U.S. Census Bureau, 2007 Economic Census, Information:  Subject Series – Establishment and Firm Size: Table 
5, “Employment Size of Firms for the United States:  2007, NAICS Code 519190” (issued Nov. 2010), 
http://factfinder.census.gov/faces/tableservices/jsf/pages/productview.xhtml?src=bkmk (last visited Mar. 18, 2015).


105 See id.


106 See Appx. B, Final Rules.
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obligations under 47 C.F.R. Part 54, Subpart H, its Telecommunications Relay Service contribution 
obligations under 47 C.F.R. § 64.604(c)(5)(iii), its NANP and LNP administration contribution 
obligations under 47 C.F.R. §§ 52.17 and 52.32, its obligations to pay regulatory fees under 47 C.F.R. § 
1.1154, and its 911 obligations under 47 C.F.R. Part 9; and (6) certify that the applicant has the requisite 
technical, managerial, and financial capacity to provide service.  This certification must include the name 
of the applicant’s key management and technical personnel, such as the Chief Operating Officer and the 
Chief Technology Officer, or equivalent, and state that none of the identified personnel are being or have 
been investigated by the Commission or any law enforcement or regulatory agency for failure to comply 
with any law, rule, or order.107


51. Among other things, NRUF reporting requires carriers to report how many of their 
numbers have been designated as “assigned” or “intermediate.”  This designation affects the utilization 
percentage, e.g., the percentage of the total numbering inventory that is assigned to customers for use, of 
the reporting carrier.108  An “intermediate” number is one that is made available for use by another 
telecommunications carrier or non-carrier, but has not necessarily been assigned to an end-user or 
customer.109   An “assigned” number is one that has been assigned to a specific end-user or customer.110  
The Order clarifies that numbers provided to carriers, interconnected VoIP providers, or other non-carrier 
entities by numbering partners should be reported as “intermediate,” and that such entities do not qualify 
as “end users” or “customers” as those terms are used in the definition of “assigned numbers” in section 
52.15(f)(1)(iii) of the Commission’s rules.111  We find that this clarification is necessary to provide 
consistency and accuracy in number reporting and to limit telephone number exhaust.


52. The Order also requires interconnected VoIP providers who obtain a Commission 
authorization to file notices of intent to request numbers with the relevant state commissions, on an on-
going basis, at least 30 days prior to requesting numbers from the Numbering Administrators. 


53. Under section 52.15(g)(2) of our rules, a provider must demonstrate that it “is or will be 
capable of providing service within sixty (60) days of the numbering resources activation date.”112  The 
Order requires interconnected VoIP providers that request numbers directly from the Numbering 
Administrators to comply with this “facilities readiness” requirement, consistent with the requirements 
imposed on other providers of competitive voice services.  The Order permits an interconnected VoIP 
provider that has obtained Commission authorization to request numbers directly to demonstrate proof of 
facilities readiness by (1) providing a combination of an agreement between the interconnected VoIP 
provider and its carrier partner and an interconnection agreement between that carrier and the relevant 
LEC, or (2) proof that the interconnected VoIP provider obtains interconnection with the PSTN pursuant 
to a tariffed offering or a commercial arrangement (such as a TDM-to-IP or VoIP interconnection 
agreement) that provides access to the PSTN.113


54. In order to streamline the processing of an interconnected VoIP provider’s Numbering 
Authorization Application, the Order establishes a “Submit a Non-Docketed Filing” module within the 
Commission’s ECFS that facilitates filing of such applications into a single docket where all such 
applications must be filed.  The applicants will be required to select “Numbering Authorization 


                                                     
107 See Order, supra para. 24.


108 The numbering utilization level is calculated by dividing all assigned numbers by the total numbering resources 
in the applicant’s inventory and multiplying the result by 100.  See 47 C.F.R. § 52.15(g)(3)(ii).


109 Id. § 52.15(f)(v).  


110 Id. § 52.15(f)(iii).  


111 Id. § 52.15(f)(iii).


112 Id. § 52.15(g)(2).


113 See Order, supra para. 37.
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Application” from the “Submit a Non-Docketed Filing” module within ECFS, or successor online-filing 
mechanism.  The filing must include the application, as well as any attachments.  Once an interconnected 
VoIP provider’s authorization application is granted or deemed granted, the applicant can immediately 
proceed to provide states from which it intends to request numbers the required 30-days’ notice.114  
Interconnected VoIP providers who apply for and receive Commission authorization for direct access to 
numbers are subject to, and acknowledge Commission enforcement authority.115   


55. In addition to these requirements, interconnected VoIP providers seeking direct access 
must, as a condition of maintaining their authorization for direct access to numbers (1) provide accurate 
regulatory and numbering contact information to the relevant state commission(s) when they request 
numbers in that state and update this information whenever it becomes outdated; (2) use their own unique 
OCNs (as opposed to the OCNs of their carrier affiliates or partners) when obtaining numbers directly 
from the Numbering Administrators; and (3) continue to provide their customers with the ability to access 
911 and 711, the Commission-mandated N11 numbers that interconnected VoIP providers are required to 
provide regardless of whether they obtain numbers directly or through a numbering partner, as well as 
give their customers access to Commission-designated N11 numbers in use in a given rate center where 
an interconnected VoIP provider has requested numbering resources,116 to the extent that the provision of 
these dialing arrangements is technically feasible.


56. The Order further imposes an affirmative obligation on telecommunications carriers to 
facilitate a valid porting request to or from an interconnected VoIP provider.  Carriers are obligated to 
take all steps necessary to initiate or allow a port-in or port-out itself without unreasonable delay or 
unreasonable procedures that have the effect of delaying or denying porting of the NANP-based telephone 
number.  An interconnected VoIP provider that has obtained its numbers directly from the Numbering 
Administrators and is not utilizing the services of a numbering partner for LNP purposes must port 
telephone numbers to and from a wireline or wireless carrier.117


57. The Order also permits VPC providers to obtain direct access to p-ANI codes for use in 
the delivery of E911 services in those states where a VPC provider can demonstrate that it cannot obtain 
state certification because the state does not certify providers of VPC service.  A VPC provider may make 
this showing, for example, by providing the RNA with a denial from a state commission with the reason 
for the denial being that the state does not certify VPC providers, or a statement from the state 


                                                     
114 See Order, supra paras. 38-41.


115 See 47 U.S.C. § 503(b)(1) (“Any person who is determined by the Commission . . . to have . . . willfully or 
repeatedly failed to comply substantially with the terms and conditions of any . . . other instrument or authorization 
issued by the Commission . . . [or] willfully or repeatedly failed to comply with any of the provisions of this Act or 
of any rule, regulation, or order issued by the Commission under this Act . . . shall be liable to the United States for a 
forfeiture penalty.”).


116 In addition to 911 and 711, to date, the Commission has designated —and required carriers to provide access 
to—four additional N11 codes – 211, 311, 511, and 811.  See The Use of N11 Codes and Other Abbreviated Dialing 
Arrangements, CC Docket No. 92-105, First Report and Order and Further Notice of Proposed Rulemaking, 12 FCC 
Rcd 5572 (1997) (designating 311 for non-emergency police and other governmental services); The Use of N11 
Codes and Other Abbreviated Dialing Arrangements, CC Docket No. 92-105, Third Report and Order and Order on 
Reconsideration, 15 FCC Rcd 16753 (2000) (designating 211 for information and referral services and 511 for travel 
and information services); The Use of N11 Codes and Other Abbreviated Dialing Arrangements, CC Docket No. 92-
105, Sixth Report and Order, 20 FCC Rcd 5539 (2005) (designating 811 for state “One Call” notification systems 
for providing advanced notice of excavation activities to underground facility operators in compliance with the 
Pipeline Safety Improvement Act of 2002).  The remaining N11 codes – 411 and 611 – are widely used by carriers, 
but have not been assigned by the Commission for nationwide use.  In some states, N11 codes that have not been 
assigned nationally can continue to be assigned for local uses, provided that such use can be discontinued on short 
notice.  See North American Numbering Plan Administrator website, available at http://www.nanpa.com.


117 See Order, supra paras. 54-61.
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commission or its general counsel that it does not certify VPC providers.  Unlike the limited waiver 
granted to TCS in the Direct Access NPRM, we require the VPC provider to make this showing directly to 
the RNA.  Upon such a showing to the RNA, the VPC provider may obtain p-ANI codes in a particular 
state.118


E. Steps Taken to Minimize the Significant Economic Impact on Small Entities,
and Significant Alternatives Considered


58. The RFA requires an agency to describe any significant alternatives that it has considered 
in reaching its proposed approach, which may include (among others) the following four alternatives: (1) 
the establishment of differing compliance or reporting requirements or timetables that take into account 
the resources available to small entities; (2) the clarification, consolidation, or simplification of 
compliance and reporting requirements under the rules for such small entities; (3) the use of performance 
rather than design standards; and (4) an exemption from coverage of the rule, or any part thereof, for such 
small entities.119


59. The Commission is aware that some of the rules adopted in this Order will impact small 
entities by imposing costs and administrative burdens.  For this reason, in reaching its final conclusions 
and taking action in this proceeding, the Commission has taken a number of measures to minimize or
eliminate the costs and burdens generated by compliance with the adopted regulations.


60. Interconnected VoIP providers are not required to seek Commission authorization—the 
Order establishes a voluntary process designed to allow interconnected VoIP providers that seek direct 
access to obtain it.  Telecommunications carriers in like positions must similarly seek state certification or 
a Commission license.  The Order only requires those interconnected VoIP providers seeking a 
Commission authorization to request numbers directly from the Numbering Administrators to comply 
with the applicable Commission rules related to numbering, including, among others, numbering 
utilization and optimization requirements, complying with guidelines and procedures adopted pursuant to 
numbering authority delegated to the states, and complying with industry guidelines and practices 
applicable to telecommunications carriers with regard to numbering.120  Although the Order requires such 
providers to submit specific documentation as a condition of obtaining Commission authorization, the 
Commission has attempted to minimize this burden by streamlining the application process as much as 
possible.  For instance, to ease the administrative burden on small entities of producing and submitting a 
Numbering Authorization Application, the Commission has established within its own ECFS a module 
that facilitates filing of applications online.121


61. Consistent with the proposal in the Direct Access NPRM, the Commission considered 
allowing interconnected VoIP providers to file FCC Forms 499-A or 477 in place of this Numbering 
Authorization Application.  However, the Commission ultimately concluded that the process adopted in 
today’s Order was better targeted to demonstrating authorization of interconnected VoIP providers to 
provide service, as FCC Forms 499-A and 477 do not demonstrate commitments to comply with the 
Commission’s rules and specific numbering requirements, or reflect that an applicant has the appropriate 
technical, managerial, and financial capacity to provide service.  Moreover, as a practical matter, a new 
interconnected VoIP provider seeking to launch a new service may not have a Form 477 on file at the 
time that it seeks to obtain numbers.


62. While the Order adopts several requirements that interconnected VoIP providers must 
fulfill as a condition of receiving Commission authorization, the Commission declined to adopt several 


                                                     
118 See Order, supra para. 87.


119 5 U.S.C. § 603(c)(1)–(c)(4).


120 See Order, supra para. 24.


121 See Order, supra para. 38.
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other proposals that would have placed a greater monetary and administrative burden on small entities, 
including proposals in the record that, as a condition of direct access, an interconnected VoIP provider be 
required to (1) transfer all of the numbers it has obtained from its numbering partners to the 
interconnected VoIP provider’s new OCN, and (2) take numbers from certain rate centers chosen by the 
state commissions in more populous areas or in blocks of less than 1000 numbers.122  The Commission 
also declined to revise its current reporting requirements and adopt as requirements additional voluntary 
commitments imposed in the Direct Access Trial, as some commenters suggested.123  The Commission 
concluded that additional restrictions beyond those adopted are unnecessary and would significantly 
burden and disadvantage small interconnected VoIP providers relative to competing carriers offering 
voice services.  The Commission also considered, and ultimately declined to adopt further rules or take 
further action, pertaining to VoIP interconnection obligations, intercarrier compensation obligations, or 
call routing and tracking.  We believe that the measures taken in this Order will promote efficient number 
utilization and protect against number exhaust without the need for further restrictions and regulations at 
this time.


63. We find also that the establishment of a Commission authorization process to enable 
interconnected VoIP providers to obtain direct access to numbers may lower costs for interconnected 
VoIP providers in some instances, by allowing them to obtain telephone numbers directly from the 
Numbering Administrators without having to retain the services of a carrier partner.  In its comments, 
Vonage asserts that doing so will improve competition in the voice services market, broadening the 
options for consumers and reducing costs by eliminating the middleman for telephone numbers.124  Thus, 
the regulations promulgated in the Order may benefit small entities financially by eliminating 
inefficiencies and the associated expenses.


F. Report to Congress


64. The Commission will send a copy of the Order, including this FRFA, in a report to be 
sent to Congress and the Government Accountability Office pursuant to the Small Business Regulatory 
Enforcement Fairness Act of 1996.125  In addition, the Commission will send a copy of the Order, 
including the FRFA, to the Chief Counsel for Advocacy of the Small Business Administration.  A copy of 
the Order and FRFA (or summaries thereof) will also be published in the Federal Register.126


                                                     
122 See Order, supra paras. 44, 47.


123 See Order, supra paras. 48-49.  As part of the Direct Access Trial, the Commission required participants, among 
other obligations, to maintain at least 65 percent number utilization across their telephone inventories, to offer VoIP 
interconnection to other carriers and providers, and to provide the Commission with a transition plan for migrating 
customers to their own numbers within 90 days of commencing that migration and every 90 days thereafter for 18 
months.  See Order, supra para. 49.


124 Vonage Comments at 8.


125 See 5 U.S.C. § 801(a)(1)(A).


126 See id. § 604(b).
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STATEMENT OF
CHAIRMAN TOM WHEELER


Re: Numbering Policies for Modern Communications, WC Docket No. 13-97, IP-Enabled Services, 
WC Docket No. 04-36, Telephone Number Requirements for IP-Enabled Services Providers, WC 
Docket No. 07-243, Telephone Number Portability, CC Docket No. 95-116, Developing a 
Unified Intercarrier Compensation Regime, CC Docket No. 01-92, Connect America Fund, WC 
Docket No. 10-90, Numbering Resource Optimization, CC Docket No. 99-200.


As our communications infrastructure transitions to IP networks, the Commission has worked to 
preserve the values that consumers and businesses have come to expect from their networks, while 
unleashing new waves of better products and services made possible by these more efficient networks.  
Today, the Commission moves to expedite the ongoing technology transitions and enhance one of the 
most popular services they have already enabled:  Voice over Internet Protocol (or VoIP as it’s commonly 
known). 


VoIP already accounts for nearly one-third of all local phone subscribers – 48 million 
connections.  Interconnected VoIP providers have been able to do this despite a competitive disadvantage.  
Specifically, under our current rules interconnected VoIP providers have to go through a third party to 
obtain telephone numbers for new customers.  With this item, we amend our rules to enable 
interconnected VoIP providers to obtain their own telephone numbers directly from the Numbering 
Administrators.


This promises to deliver significant benefits for consumers: 


 More competition.  Leveling the playing field for interconnected VoIP providers when it comes 
to accessing numbers will make it easier for them to compete, giving consumers more options for 
phone service.


 Lower prices.  Allowing interconnected VoIP providers to directly access numbers should deliver 
cost savings for VoIP providers, which, through increased competition, we expect to be passed 
down to consumers.


 Better service.  Direct access will promote more efficient number utilization, and eliminate the 
extra time, complexity, and potential for confusion associated with transferring or “porting” a 
customer’s existing number to or from an interconnected VoIP provider. 


 Enhanced reliability.  Direct access to numbers by interconnected VoIP providers will facilitate 
IP-to-IP interconnection, and increase the transparency of call routing.  This will enhance 
carriers’ ability to ensure that calls are being completed properly, and allow us to address 
concerns about rural call completion through more expedient troubleshooting of problematic calls 
to rural local exchange carriers (LECs) from interconnected VoIP providers.


Let there be no mistake – numbers are a critical national resource, and we are adopting protections to 
ensure that only good stewards of our numbering resources have access.  Applicants must agree to a 
number of conditions, such as certifying that they comply with Universal Service Fund and public safety 
obligations, giving advance notice to state commissions of number requests, and provide contact 
information for personnel who can address issues relating to 911, law enforcement, and regulatory 
compliance.  


Finally, I want to call out the FCC staff for running a diligent process to make sure we get this right.  
They took a business-like approach of testing the proposition before proposing its rollout. Today’s action 
was informed by a six-month technical trial in which five interconnected VoIP provider participants 
obtained numbers directly from the Numbering Administrators.  During the trial, over 4,500 new numbers 
went into service, with over 139,000 port-in requests and over 800 port-out requests, all of which were 
successful.  There were no routing failures or billing or compensation disputes reported during the trial.  
The Bureau’s report concluded that it is technically feasible for interconnected VoIP providers to obtain 
telephone numbers directly from the Numbering Administrators and use them to provide services, and 
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gives me confidence that the steps we are taking today will promote competition and lead to significant 
consumer benefits.
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STATEMENT OF 
COMMISSIONER MIGNON L. CLYBURN


Re: Numbering Policies for Modern Communications, WC Docket No. 13-97, IP-Enabled Services, 
WC Docket No. 04-36, Telephone Number Requirements for IP-Enabled Services Providers, WC 
Docket No. 07-243, Telephone Number Portability, CC Docket No. 95-116, Developing a 
Unified Intercarrier Compensation Regime, CC Docket No. 01-92, Connect America Fund, WC
Docket No. 10-90, Numbering Resource Optimization, CC Docket No. 99-200.


Protecting consumers while instituting simple, streamlined rules that promote competition and 
innovation based on data-driven processes are key aspects of good government.  I submit that this Order 
embodies all of these principles.  


I have long advocated modernizing our rules in a way that promotes innovation and investment in 
the marketplace while holding true to the core values of the Act including competition, consumer
protection, universal service, and public safety.  All IP networks offer more redundancy and the 
introduction of new, innovative services; I support this item because I believe it satisfies all of these 
objectives.


Before moving to a blanket Order authorizing interconnected VoIP providers to receive direct 
access to numbers, however, the Commission conducted a trial to determine if there were any technical 
concerns or issues relating to compliance with policies, such as intercarrier compensation.  The Trial 
Report identified no such concerns.  So, today, we are poised to adopt this Order and establish a 
permanent process for interconnected VoIP providers to receive direct access to numbers with actual data 
demonstrating that the process works.  This will enable the Commission to proceed in a prudent and well-
reasoned fashion.  To me, this epitomizes good government and sound decision-making. 


I am also pleased that the Order includes sufficient checks in the authorization process, including 
certifying compliance with our numbering rules as well as contributions to universal service to help 
ensure that entities are in good standing before requesting numbers.  The item also ensures that the 
Commission has full legal authority to take action if an entity violates our numbering rules.  


Additionally, the Order improves transparency of numbering allocation by clarifying when it is 
appropriate to designate a number as “assigned” to ensure it is being used by an end user rather than held 
by a provider.  And I appreciate the recognition of the state role with respect to numbers and the 
continued federal-state partnership on this important issue. 


While I am supportive of this Order, I would be remiss if I failed to mention the elephant in the 
room – the classification of VoIP.  For over a decade, this agency has punted on this issue and,
unfortunately, we continue this trend by failing to make a decision.  This must end.  We should make a 
decision, and stand by it.  


I want to thank the Wireline Competition Bureau for their diligent work not only on this item, but 
also on the trial and Trial Report.  Because of their tremendous work, we are able to move forward today.  
Finally, I want to recognize Matt DelNero in particular to congratulate and welcome him to his first 
meeting as Chief of the Wireline Competition Bureau.  Thank you.  







Federal Communications Commission FCC 15-70


76


STATEMENT OF
COMMISSIONER JESSICA ROSENWORCEL


Re: Numbering Policies for Modern Communications, WC Docket No. 13-97, IP-Enabled Services, 
WC Docket No. 04-36, Telephone Number Requirements for IP-Enabled Services Providers, WC 
Docket No. 07-243, Telephone Number Portability, CC Docket No. 95-116, Developing a 
Unified Intercarrier Compensation Regime, CC Docket No. 01-92, Connect America Fund, WC 
Docket No. 10-90, Numbering Resource Optimization, CC Docket No. 99-200.


It was two decades ago, but I remember it like it was yesterday.  My parents in Hartford, 
Connecticut announced that the childhood telephone number I had always known would change.  Area 
code 203 was no more.  Welcome to area code 860.  This was hardly a big deal in the history of 
communications.  But it was the first time I remember thinking about the link between place and number 
and community and identity. 


What felt strange twenty years ago now seems quaint.  Today, forty-four percent of households 
have cut the cord and use only wireless service.  In my office, that percentage is a lot higher—and the 
numbers associated with our devices are a jumble of area codes from across the country.  We are severing 
place and number like never before and the platforms we use to communicate are evolving faster than 
ever before—not only from wireline to wireless, but also from low-speed to high-speed.  Beyond that, 
they are multiplying into new forms, with a range of messaging applications built into social networks 
and applications that may in time turn into new communications hubs.  


With this rush of change, one thing is clear—it’s time for the Commission to change, too.  That’s 
why today’s decision is the right one.  


Even better, it puts in place an idea we incubated here in our very own policy sandbox.  Two 
years ago, we launched a trial process to see if it was technically feasible for interconnected VoIP 
providers to obtain access to numbering resources directly.  The trial provided a proof-of-concept.  It 
helped guide today’s effort to update the authorization process so that more communications providers 
can access numbering resources and develop more innovative services.  In addition, this effort will 
improve access to a key input for 911 emergency services.  


The mechanics of this proceeding are complex.  But at its core this decision is a simple reminder 
of how our networks are in a period of profound change.  The communications devices in my childhood 
home no longer look anything like what they did twenty years ago.  We can reach out and connect in 
ways that were unthinkable back when the area code I always knew was changed.  This is change for the 
good.  Our work here today is, too.  It has my full support.
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STATEMENT OF
COMMISSIONER AJIT PAI


Re: Numbering Policies for Modern Communications, WC Docket No. 13-97, IP-Enabled Services, 
WC Docket No. 04-36, Telephone Number Requirements for IP-Enabled Services Providers, WC 
Docket No. 07-243, Telephone Number Portability, CC Docket No. 95-116, Developing a 
Unified Intercarrier Compensation Regime, CC Docket No. 01-92, Connect America Fund, WC 
Docket No. 10-90, Numbering Resource Optimization, CC Docket No. 99-200.


For those of us born under the Ma Bell system, today is the future.  A monopoly has been 
replaced by hundreds of competitors.  Consumers are giving up their copper landlines and embracing the 
IP Transition.  Interconnected VoIP providers now serve a majority of residential consumers and an 
increasing number of enterprises.1  And innovations, both on the network and riding over it, abound.


But the Commission’s rules are stuck thirty years in the past.  Despite the technological changes 
that are reshaping the way Americans communicate, our rules pretend that all calls originate and 
terminate on the public switched telephone network, that routing must be done using last-generation 
switches and SS7, and that telephones are tied to a particular geographic area.


It’s time to modernize our rules and give interconnected VoIP providers direct access to 
telephone numbers so they can serve their customers without paying off “intermediate carriers”—
basically middlemen that raise the cost of interconnected VoIP service.  It’s been over a year since the 
successful interconnected VoIP numbering trial and more than a decade since we started looking at the 
regulatory framework for IP-enabled services,2 so there’s nothing left to hold us back.  To that end, I’m 
especially excited we’ve made clear that interconnected VoIP providers need only apply once to serve 
anywhere in the nation.  This one-and-done system keeps regulatory barriers to telephone numbers low, 
which ultimately will benefit would-be competitors and competition.


I am nonetheless disappointed that we are not reforming another aspect of our numbering system: 
how we pay for it.  The Commission established the current payment scheme in 1998, but it has come 
under increasing strain.  One problem is that the system departs from the longstanding regulatory 
principle of linking costs and benefits.  This means that some carriers financially benefit from the 
numbering system’s bells and whistles (in regulatory speak: intra-provider ports and “modifies”), while 
their competitors must pick up the tab.  Another problem is that payments are assessed on a declining and 
unsustainable base—telecommunications revenues—even though more and more numbers are in service.  
And this mismatch perversely means that carriers that make a business of vending telephone numbers 
may contribute nothing at all.  We need to pry these rules out of the muck of the past.


I am grateful to my colleagues for accepting my suggestions to improve this order, and I want to 
thank the numbering team in the Wireline Competition Bureau—Randy Clarke, Marilyn Jones, Melissa 
Droller Kirkel, Ann Stevens, and John Visclosky—for their innumerable efforts to get this done right.  
Consumers benefit when we eliminate unnecessary regulatory barriers to innovation and investment, and 
with today’s action, we’re doing just that.


                                                     
1 FCC, Wireline Competition Bureau, Local Telephone Competition Status as of Dec. 31, 2013, at 14 (2014), 
available at http://go.usa.gov/3yDeW.


2 Numbering Policies for Modern Communications et al., WC Docket No. 13-97 et al., Report, 29 FCC Rcd 927 
(Wireline Comp. Bur. 2014); IP-Enabled Services, WC Docket No. 04-36, Notice of Proposed Rulemaking, 19 FCC 
Rcd 4863 (2004).
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STATEMENT OF 
COMMISSIONER MICHAEL O’RIELLY


Re: Numbering Policies for Modern Communications, WC Docket No. 13-97, IP-Enabled Services, 
WC Docket No. 04-36, Telephone Number Requirements for IP-Enabled Services Providers, WC 
Docket No. 07-243, Telephone Number Portability, CC Docket No. 95-116, Developing a 
Unified Intercarrier Compensation Regime, CC Docket No. 01-92, Connect America Fund, WC 
Docket No. 10-90, Numbering Resource Optimization, CC Docket No. 99-200.


While I appreciate all of the work that has gone into this item, the obvious failure here is taking 
ten years to complete any proceeding.  Let’s put this debate in perspective: this proceeding has survived 
four Chairmen and two acting Chairmen; eight Commissioners; and six Wireline Bureau Chiefs.  By 
nearly all accounts, this item, given that it does not consist of the most complex subject matter, 
epitomizes the federal government bureaucracy.  Channeling Commissioner Pai by quoting a movie, there 
is an appropriate line from one of my favorites, Grosse Pointe Blank, when the Jeremy Piven character 
turns to the John Cusack character and says, “Ten Years Man! Ten!  Where’ve you been for Ten Years?”  


Substantively, the tenets of the decisions contained in this item seem anachronistic at this point in 
time.  In fact, I must admit that I find the entire debate rooted in a technology and a system that is fading, 
and fading fast.  Consumers, especially younger consumers, do not care about their specific telephone 
number, care even less about a specific area code, have little fondness for voice communications and are 
considering a breakup with traditional SMS texting.  To be completely honest, given the use of contact 
lists in my smartphone and the auspices of the Internet cloud, I do not know a single telephone number, 
except my own.  No one uses phonebooks anymore and telephone numbers are on the way out.


I am also skeptical of the justifications provided in this item. For example, the argument that 
VoIP providers need direct access to telephone numbers in order to compete with other modes of voice 
providers seems overblown given that VoIP has become mainstream in today’s marketplace, even without 
this capability.  The item notes that the number of residential interconnected VoIP subscribers increased 
from 19.7 million subscribers in December 2008 to 37.7 million subscribers in December 2013.  Indeed, 
that report marked the first time that VoIP represented more than half of residential wireline connections.  
Moreover, the item doesn’t attempt to quantify any aspect of VoIP costs to obtain numbers from other 
providers, mainly CLECs, although I’ve been told anecdotally it is about $1 million per month for one 
major provider.  


Nonetheless, it is time to bring this proceeding to a close and I will support the item because I 
don’t see any great harm in moving forward, especially since it contains a number of necessary edits I 
sought.  In particular, the item now makes clear that VoIP direct access to numbers is completely 
voluntary and is in no way mandatory.  It also makes crystal clear that the scope of the item is limited to 
the telephone numbering system of today tied to the PSTN and does not extend to any new developments, 
such as IP-addresses, ENUM domain names, or any other unique identifiers.    
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Submittal Date (mm/dd/yyyy):  _12 /05/2014

Company(s) Submitting Issue:___Sprint___________________________

Contact(s):  Name _Suzanne Addington______________________________



         Contact Number 913-762-5626


         Email Address   _Suzanne.m.addington@sprint.com_____


(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)


1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)


There is not an industry defined process interval for Wireless to Wireline and Wireless to Wireless reseller ports.  Reseller ports are not considered simple ports, they are complex.  There is not any documentation to date around expectations of the timing of a port out response when the losing service provider is a reseller. In other words, how long does a reseller have to respond to a wireless port out or an intermodal port out request?                                               


2. Problem/Issue Description: (Provide detailed description of problem/issue.)


A.   Examples & Impacts of Problem/Issue: 


Reseller ports are not considered simple ports, they are complex ports.  There is not any documentation that addresses the response time for a reseller port out request.   In most, if not all, cases the Old Network Service Provider (ONSP) does not have access to the actual end user customer information.  The ONSP has to rely on the reseller to respond to the port request by validating end user information and rejecting or confirming the port out request.


Current process: 

· For wireless carriers, the initial response to a port out request when a reseller is involved is a delay message sent within 30 minutes of receipt.


· Once the ONSP receives the port request, the ONSP will check if the TN belongs to a reseller and forward the port out request to the appropriate reseller.


· The reseller has to compare the end user information provided in the port out request against its own billing system, sometimes manually.

· The reseller responds to the port request which is sent to the NSP via carrier and industry approved systems and processes.


Some Service Providers (SP) allow resellers to respond within four hours, up to 24 hours or even more.  Wireless to wireless ports have an industry agreement to complete port requests within 2.5 hours.  One day porting allowed simple wireline-to-wireline and simple intermodal port requests to respond within four hours and complete within one business day. 


There is not a defined timeframe for ports involving resellers for either port completion or port response.


If a port out request is escalated and the reseller refuses to cooperate, some ONSPs are taking the liberty to release the TN to the NNSP without validating end user information.  Releasing an end user’s TN to another SP without proper validation puts the ONSP at risk of FCC complaints and lawsuits in addition to the real possibility of an inadvertent port, stolen number and/or fraud.  

B.   Frequency of Occurrence: _____


Multiple ports daily_________________________________________________________


C. NPAC Regions Impacted:


 Canada___ Mid Atlantic __ Midwest___ Northeast___ Southeast___ Southwest___ Western___     


 West Coast___  ALL_X__


D. Rationale why existing process is deficient: 


Though every reseller is under contract with the Network Service Provider and is obligated to port, Sprint believes creating a best practice will help standardize the port response timing and expectations across all carriers and allow for more consistent port completion timeframes.

E.   Identify action taken in other committees / forums:   None __________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________


E. Any other descriptive items: 


3. Suggested Resolution: 


Sprint is suggesting a new best practice be created to assist the industry with documented timeframes.  We believe reseller ports should remain complex.  However, wireless response times should mirror wireless response guidelines.  .

Suggested Best Practice Verbiage:


Wireless reseller response times are not consistent across the industry ranging from a few hours to greater than 24 hours.  This range in response times and the ability to complete a port confuses end users when port requests take longer than expected.  Wireless resellers are reliant on the wireless network provider to receive the port out request from other carriers.  

To best serve the end user, it is recommended the wireless network provider provide the request to the wireless reseller as quickly as possible.  Once the wireless reseller receives the request, and it is within the reseller’s business hours, it is the recommendation of the LNPA WG that the reseller respond to the port out request within an average of 2.5 or less mirroring the wireless response times guidelines.  
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NANC – LNPA Working Group
                     
Problem/Issue Identification Document




LNP Problem/Issue Identification and Description Form


Submittal Date (mm/dd/yyyy):  _04 /01_/2015

Company(s) Submitting Issue:_Sprint _________________________


Contact(s):  Name Suzanne Addington ___________________


Contact Number 913-762-5626

Email Address   Suzanne.m.addington@sprint.com

(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)


1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)


Consumers are experiencing negative porting experiences as a result of the lack of uniformity and clarity in processes that drives port completion timeframes. We are allowing resellers to validate on any field at whim and this is causing significant impacts to the porting process. We need uniformity in the resellers porting requirements, we need set guidelines surrounding wireless reseller port out validation requirements and we feel a best practice is the place to start.

2. Problem/Issue Description: (Provide detailed description of problem/issue.)


A.   Examples & Impacts of Problem/Issue: 

Having no industry standards for reseller validations on port out requests leads to confusion from the port in carriers and at times makes it difficult on the end user to port a TN to a different service provider.                                               

B.   Frequency of Occurrence: ___________Multiple resellers port hundreds of TNs daily.


_______________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________


C. NPAC Regions Impacted:


 Canada___ Mid Atlantic ___ Midwest___ Northeast___ Southeast___ Southwest___ Western___     


 West Coast___  ALL_X_


D. Rationale why existing process is deficient: 

Though every reseller is under contract with a Network Service Provider (NSP) and is obligated to port, lack of specific regulations provides resellers the ability to validate on any field on a port request.  Sprint believes creating a best practice to outline wireless reseller validation requirements is a great first step in standardizing the wireless reseller port responses across all carriers.  This standardization will allow for more consistent port completion timeframes and a better customer experience.


E.   Identify action taken in other committees / forums: _None._________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________


F.   Any other descriptive items: __________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________


3. Suggested Resolution: 


		Create a best practice outlining validation standards for all wireless resellers to follow across the industry.   Suggested best practice language is below:

Wireless reseller validation requirements are not consistent across the industry ranging from zero validations to obscure validations such as a customer’s birthdate.  The lack of port out validation uniformity confuses service providers as well as end users when the port request is not completed in a timely manner. 


To best serve the end user, Sprint recommends the wireless resellers follow the simple port validation guidelines which include validation on one of the following fields:


· TN


· Account Number


· Zip Code


· End User Provided Password/PIN


Sprint supports reseller validations mirror the wireless simple port guidelines to help ensure porting is more consistent across the industry to speed up the porting process for end users.
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Problem Statement

Regional wireless providers are looking for a mechanism which would allow them to conduct LNP for numbers which are native to areas in which they do not have codes



Level 3’s nationwide CLEC voice services footprint could potentially enable nationwide LNP for wireless providers
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Local VoIP Services Overview



The Level 3 local VoIP services provide the ability to originate and terminate calls to and from Level 3 provided telephone numbers, aggregate the traffic and hand it off to single or multiple IP endpoints



Wireless providers gain the ability to quickly launch new markets and increase profitability by increasing addressable market for their differentiated offerings



Level 3 Network

PSTN

Wireless Provider’s Network

Local number porting in 8,847 rate centers serving ~90% of the U.S. Population

Aggregation and handoff to any IP endpoint

Primary Line Replacement
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Level 3 Wholesale Voice Services

One trusted provider to help you:

Quickly enter new markets

Reduce operational complexities

Easily manage growth



Comprehensive suite of competitive voice services



Coverage that reaches across the globe — helping you grow your business



Leverage our capabilities to outsource network management, inbound and outbound tandem services, and least-cost routing







LEVEL 3® WHOLESALE VOICE SERVICES

LOCAL

LONG DISTANCE

Local Inbound

International Direct Dial-In

E-911 Direct

VoIP Enhanced Local

One Plus Switched

Toll Free

Voice Termination

Tandem Service
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September 1-2, 2015 LNPA WORKING GROUP ACTION ITEMS ASSIGNED:



NOTE:  FOR THE FOLLOWING ACTION ITEMS THIS NUMBERING SCHEME APPLIES:

· FIRST TWO DIGITS DESIGNATE THE MONTH OF THE LNPA WG  MEETING/CALL

· SECOND TWO DIGITS DESIGNATE THE DAY OF THE LNPA WG MEETING/CALL

· THIRD TWO DIGITS DESIGNATE THE YEAR OF THE LNPA WG MEETING/CALL

· LAST TWO DIGITS DESIGNATE THE ACTION ITEM NUMBER





LNPA WG PARTICIPANTS ACTION ITEMS:



090115-01:  NANC Change Order 356 has been removed from the Sunset List.  This change order appends a “/” followed by service provider type indicator to the name of the service provider in the NPAC/SMS.  The LNPA Working Group is considering putting this change order back on the Sunset List (to be removed from the NPAC/SMS).  Service providers are to respond by September 30, 2015, to the LNPA WG tri-chairs as to whether or not they use this feature.  No response will indicate that it is not used.  (This AI is associated with AI 090115-04.)



090115-02:  All Service providers (especially VoIP providers) need to review the NANC porting flows to determine if any changes need to be made to the porting flows to accommodate the FCC VoIP order.  Pay special attention to the VoIP type definitions. Responses are due by October 9.  This will be for discussion at the October 14 conference call.  No response means that there are no issues.  



090115-03:  Upon receipt of the anticipated CCA and CTIA paper on nationwide wireless number porting, Paula Campagnoli will immediately send it to the LNPA WG distribution list.  A conference call will be scheduled for review and discussion of the draft document.  (A tentative date/time of September 17 at 9am central time is reserved for the conference call.)



NUESTAR ACTION ITEMS;



090115-04:  Neustar to send Action Item 090115-01 over the Cross Regional distribution list in case NANC Change Order 356 is used by service providers not attending the LNPA WG meetings.  (This AI is associated with AI 090115-01.)





ACTION ITEMS REMAINING OPEN FROM PREVIOUS LNPA WG MEETINGS:



070715-01 – The disputed port PIM submitted by Bandwidth.com was accepted to be worked as PIM 86.   Lisa Jill Freeman (Bandwidth) will lead a sub-committee to work on details for a process to resolve disputed ports.  If approved, the process will be documented as an LNPA WG Best Practice.  The sub-committee participants are  Suzanne Addington (Sprint), Jan Doell (CenturyLink), Bridget Alexander (JSI), Lonnie Keck (AT&T), Tracey Guidotti (AT&T), Jason Lee (Verizon), Deb Tucker (Verizon), Scott Terry (Windstream), Aelea Christofferson (ATL Communications), Randee Ryan (Comcast),  and Luke Sessions (T-Mobile).
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PIM XXX - Process to handle Disputed Ports (Proposed by Bandwidth.com 07.07.2015).pdf




LNP Problem/Issue Identification and Description Form 
 



 



Submittal Date (mm/dd/yyyy):  05/12/2015     PIM XX 



Company(s) Submitting Issue: Bandwidth.com, Inc. 



Contact(s):  Name  Lisa Jill Freeman & Matt Ruehlen 
          Contact Number 919-439-3571 



          Email Address   ljfreeman@bandwidth.com & mruehlen@bandwidth.com  
(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.) 



 



 



1. Problem/Issue Statement: (Brief statement outlining the problem/issue.) 



 



In the event of a claim of a disputed port, for any reason, there are: 



1. No existing clear guidelines around how providers will work together to research 



and resolve the claim of a disputed port.  



2. Based on the outcome of the research, there is an opportunity for clearer broad 



recommendations around the circumstances under which a number will be 



released back to the then losing provider (or “OSP”).  



 



For the purposes of this PIM, the term “disputed” shall mean any port which for 



whatever reason resulted in the OSP receiving a report from their customer and/or 



end user that the port-out was in error; this is regardless if the OSP provided FOC 



or otherwise was not aware of an issue with the port prior to its completion. 



 



In the end, although the losing carrier may not necessarily agree with the veracity 



of a given port, they should feel confident they verified to the fullest extent possible 



and can defend the position of the winning provider (or “NSP”) to their claiming 



customer and/or end user.  



 



It should be noted that while pre-FOC validations afford a level of prevention, there 



are multiple factors which negate the full utility (including, but not limited, to an 



increasing amount of identity theft, and CSR validation which provides an avenue 



chance for an individual to learn the account information required to port).  



 



Many providers may not view these instances as immediately impacting to their 



customers’ continuity of service at present. However, the FCC’s movement toward 



opening numbering authority to non-CLEC/LEC entities creates a forward-looking 



reality of an increase in LNP participants that could quickly make the disputed port 



landscape more complicated if a best practice does not already exist. 
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2. Problem/Issue Description: (Provide detailed description of problem/issue.) 



 



A.   Examples & Impacts of Problem/Issue:  



Example: A port completes and the OSP is contacted by their customer and/or end 



user (going forward, end user) that the port was not authorized (for whatever 



reason), that OSP (after completing their own research and verification to the best 



of their ability) will need to reach out to the NSP to verify and compare certain 



information such as LOA and bill copy. Without a clear and agreed upon set of 



guidelines around contacts & escalation paths, reasonable response time 



expectations, types of cooperative information sharing (to the best of their ability, 



even with redactions), etc., then it can often take numerous contacts and requests 



over a significant amount of time to make research progress, thus impacting the 



claiming end user, their business relationship with their provider; sometimes 



compromising the ability to resolve if the number in question has since ported to yet 



a third provider, etc. For further example: the NSP states the OSP gave FOC and 



therefore they will not deem it disputed and therefore the inquiry will not be 



considered. 



 



B.   Frequency of Occurrence:  Although some providers might have statistics on frequency, 



it is unknown at an overall industry level, but when it occurs each is impactful in 



both carrier time/cost and customer satisfaction.  



 
C. NPAC Regions Impacted: 



 Canada___ Mid Atlantic ___ Midwest___ Northeast___ Southeast___ Southwest___ Western___      



 West Coast___  ALL_X_ 



 
D.  Rationale why existing process is deficient:  



Existing process heavily addresses pre-FOC protocols, but little surrounding post-



port corrective actions. There are only very broad suggestions that providers should 



work together to resolve disputed port claims; there aren’t any clear and agreed 



upon types of actions carriers could take to work together to research and resolve.  



 



In prior periods of industry evolution, there were more clear relationships between 



a provider and their end user which made end user verification inherently easier, 



and the act of submitting a port much more specific and intentional: 



- Physical connectivity at an address as empirical proof of end user  



- Paper LOAs with actual signatures  



- Face to face or phone to phone transactions naturally supporting more 



validation and less propensity for both error and intentional acts  



- Less “crowded”  carrier landscape – a smaller list of carriers actually porting 



phone numbers 



 



As porting becomes increasingly more complex with varying service types and more 



automation is introduced into the environment, such as click thru LOAs for end 



users and automated FOCs and other systematic releases of numbers, combined 











with some new technologies inadvertently both making ports flow more easily 



(including in cases of simple human error such as an end user entering the wrong 



number in a provider’s user interface) and introducing more fraud potential 



(criminal elements adopting technologies which support anonymity), and as carriers 



diversify their own work groups, it is becoming increasingly more difficult for 



providers to even determine how to approach a resolution, let alone know who to 



contact and what kinds of information can be examined and/or exchanged. The 



introduction of open numbering authority by the FCC will introduce more 



participants to the LNP community, which can reasonably be expected to 



exacerbate any existing deficiencies with disputed porting. 



 



In the event an inquiry from the OSP is not addressed thoroughly or even 



entertained by the NSP, currently the only path for a OSP and/or their end user is a 



variety of formal complaints to the FCC, PUCs, etc., and, various consumer 



protection/advocacy organizations (attorney generals, BBB, traditional and social 



media, etc.). This results in operational costs and reputational impacts to both 



providers.  



  



 



E.   Identify action taken in other committees / forums:  Unknown 
 



 
F.   Any other descriptive items:  



Need to ensure clarity of the definition of “disputed”; and categories of “disputed” 



and/or “unauthorized” versus “mistaken”.  The process must be respectful of each 



providers’ legal considerations; must be customer focused and always meet the 



spirit and intent of the porting rules balanced with a reasonable method for 



providers to gain a level of comfort and satisfaction that a given situation has been 



examined to the best of their ability to manage their customer appropriately. 



 



3. Suggested Resolution:  
 



- Revisit definitions of various types of disputed ports and consider broadening the 



definition and scenarios of what constitutes “disputed” and “unauthorized” – i.e. 



at no time should there be a “slam” allegation; this is meant to be a cooperative 



cross carrier effort to examine port requests and exchange some information so 



that each/both can feel satisfied that the situation has been clearly examined 



and each/both can manage their customer accordingly. 



- Define potential specific actions NSP will undertake to verify the authenticity of 



the disputed port (review and provide LOA, review/request bill copy from their 



customer/end user, etc.) 



- Define a list of specific information which providers MAY potentially be able to 



exchange and who provides what; such as copy of LOA, exact name on an LOA, 



copy of recent end user bill, etc., (recognizing that some providers may have legal 











or other reasons to redact or only provide oral verification of some information) – 



but the essence is for the NSP to provide the information to the OSP since it is  



the OSP who has the original information and hence avoid the situation of the 



OSP providing it first and the NSP simply agreeing (i.e. similar to the pitfalls 



present in the current CSR practice). 



- An agreed upon time frame for NSP response – i.e. acknowledge inquiry within 



XX hours, provide agreed upon information such as name on or copy of LOA 



within XX hours 



- An agreed upon time frame for losing provider to respond to whatever comes out 



of NSP’s response – the OSP who started the inquiry needs to be responsive and 



engaged, and promptly advise the NSP if there is any reversal of the inquiry so 



as not to waste the time and efforts of the NSP. 



- Resolution/outcome method to close out the inquiry, i.e. OSP agrees/understands 



position of NSP such that they can manage their customer appropriately (even if 



they still don’t agree with the port), or, both providers work together to 



determine best path to return the number back to the OSP. 



- Agreed upon point of stalemate (when should the complaining party file request 



for resolution through FCC/PUC?) 



- Are there time bounded considerations to claiming a port is disputed (i.e. must 



be within XX days of port – current best practice is unbounded)  



- For all of the above, consider various customer types and create criteria which 



may be applicable to such various customer types and how they will be handled. 



For example, in the event the port in question involves a wholesale/resale 



arrangement what timing considerations apply for both providers, agreement 



that any LOA being used for verification must be from the end user, reseller 



relationships do not negate the need for bill copy or other verification methods. 



- Providers to establish initial and escalation contact information, maintained by 



the providers themselves and possibly posted on the LNPA WG website. 



- Considerations for special and sensitive cases (an out of service hospital number 



as a result of a mistaken port). 



 



Example:  



- A port is disputed and OSP contacts NSP and provides NSP’s usual porting 



contacts with the name and other relevant information of the end user disputing 



the port.  



- NSP should respond to OSP within eight (8) business hours with information 



from the LOA (and if applicable the bill copy) related to the name and other 



relevant information of the end user who initiated the NSP port. 



- If information does not match, NSP will release the number back to the OSP 



- If information matches, NSP will attempt to contact the end user to verify; OSP 



will provide bill copy and other supporting documentation to NSP if OSP is still 



attempting to regain the number in question. 



- If NSP does not hear back from their end user within twenty four (24) business 



hours the number will be released back to the OSP. 











- If NSP can verify, the OSP will advise  their end user of such verification. 



- In the event there is any further dispute or concern with a disputed port, the two 



providers involved shall work together and escalate to resolve accordingly. 
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